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Abstract

This document presents the functional requirements for IEEE 802.22b amendment.


1. Overview
The 802.22b amendment shall be developed in accordance with the P802.22b Project Authorization Request (PAR) [1] and its Five Criteria Statement (5C) [2].
The standard shall be developed as an amendment to 802.22. The resulting standard shall fit within the following scope:
“This amendment specifies alternate Physical Layer (PHY) and necessary Medium Access Control Layer (MAC) enhancements to IEEE std. 802.22-2011 for operation in Very High Frequency (VHF)/ Ultra High Frequency (UHF) TV broadcast bands between 54 MHz and 862 MHz to support enhanced broadband services and monitoring applications. The standard supports aggregate data rates greater than the maximum data rate supported by the IEEE Std. 802.22-2011. This standard defines new classes of 802.22 devices to address these applications and supports more than 512 devices in a network. This standard also specifies techniques to enhance communications among the devices and makes necessary amendments to the cognitive, security & parameters and connection management clauses. This amendment supports mechanisms to enable coexistence with other 802 systems in the same band.”
The functional requirements are presented as following.
2. Definition of Words
Shall: These words or the adjective "REQUIRED" means that the item is an absolute requirement.
Should: This word or the adjective “RECOMMENDED” means that there may exist valid reasons in particular circumstances to ignore this item, but the full implications should be understood and the case carefully weighed before choosing a different course.
May: This word or the adjective “OPTIONAL” means that this item is truly optional. One implementation may include the item because the target marketplace requires it or because it enhances the product, for example; another implementation may omit the same item
3. Functional Requirements
This amendment supports enhanced broadband services (e.g., emergency broadband, remote medical services, and marine broadband, etc) and monitoring applications (smart metering, critical infrastructer monitoring, homeland security/mornitoring, etc) in TVWS, which require high data throughput.
· Throughput
[Req01] This amendment shall provide a means of achieving aggregated throughput at least 2 times higher than the maximum throughput supported by the IEEE Std. 802.22-2011, e.g., Higher Modulation and Coding Scheme (MCS), MIMO, MISO, channel aggregation, etc. 
· Device classes and complexity
[Req02] This amendment shall define at least two classes of CPEs to effectively support different service applications of broadband services and monitoring applications. One class of CPE shall be designed with low complexity to fit for mornitoring applications.
Note: 
-Clarification of classes of CPE

-Low complexity of CPE 


: for sensing, metering, …

- High complexity of CPE 


: for monitoring, supporting mesh, MIMO, channel bonding …
[Req03] This amendment should provide mechanisms of energy efficient operations, eg. Battery operated CPEs for monitoring applications.

Note:
 -Combine Req02 and Req03 after  clarifying classes of CPEs

· Number of devices

[Req04] This amendment shall support at least 2048 CPEs to cover a regional area network in some monitoring applications. For example, IEEE 802.16p supports as many as 16000 connection IDs.
· Network topology

[Req05] This amendment should support multi-hop connections among CPEs.
Note: 
-Number of hops TBD 

-More than 2 hops for high complexity CPEs 


-Low complexity CPEs ? : 


-Define the number of hops among CPEs after defining Req02

[Req06] This amendment should support peer-to-peer communications between CPEs. 

Note: 
-Going to support mesh

-Under controlled by BS, peer-to-peer communication may be included in Req05
· Real-time applications
[Req07] This amendment should support QoS mechanisms for real-time monitoring applications. 

Note: 
-Looks like present 802.22 is good enough, but need to check

          
-Extend QoS methods?
· Coexistence
[Req08] This amendment should support mechanisms to coexist with IEEE 802 other systems in the same band.
· Cognitive capability
[Req09] This amendment should provide enhanced cognitive management to meet up-to-date regulation rules of TVWS.
· Security
[Req10] This amendment may provide enhancement to exsiting or alternate security mechanisms.
· Backward compatibility

[Req11] IEEE 802.22b BS should contain all the capabilities of the IEEE 802.22 BS, i.e., IEEE 802.22-2011 CPEs are able to communicate to IEEE 802.22b BS. 
· Channelization

[Req12] This amendment should provide a means of channelization for cost-effective compliance with regulatory spectral mask. 
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