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I.
Introduction

This contribution provides text to resolve comments 178, and 182-184. 

Comments in 178 and 184 are related to downselecting to a specific set of elliptic curves and elliptic curve domain parameters from the large set that are available. Curves that provide 128bits of security are defined over prime fields as well binary fields in both FIPS 186-3 as well as ANSI X9.62-2005. Such curves are known as P-256 (random curve over prime field), B-283 (random curve over binary field), and K-283 (Koblitz curve over binary field) in FIPS 186-3. In ANSI X9.62-2005, those curves are known as ansix9p256r1, ansix9t283r1, and ansix9t283k1, respectively.

Resolution of comments 182 and 183 require adding definition of MAC address fields for BS and CPE. This is suggested because the working group has moved away from the MAC Address-based CPE privacy method. Also, in the definition of the BS/CPE certificates, the description of the Device ID and Serial Number fields shouldn’t reflect ASCII characters, as they could be unicode

II.
Resolution to Comments 182 and 183

II.A
Resloving comment 182:

[add the following text to line 24, pg 288, section 7.5.1.4.2]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

commonName=<MAC Address>

[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]

[add the following text after line 30, pg 288, section 7.5.1.4.2]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

The MAC Address shall be the CPE’s MAC Address. It is expressed as six pairs of hexadecimal digits separated by colons (:) , e.g. “C4:2C:03:32:B2:A1”. The Alpha HEX characters (A-F) shall be expressed as uppercase letters.

[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]

[delete the word “ASCII” on line 28, pg 288, section 7.5.1.4.2]
II.B
Resloving comment 183:

[add the following text to line 40, pg 288, section 7.5.1.4.3]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

commonName=<MAC Address>

[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]

[add the following text after line 45, pg 288, section 7.5.1.4.3]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

The MAC Address shall be the BS’s MAC Address. It is expressed as six pairs of hexadecimal digits separated by colons (:) , e.g. “C4:2C:03:32:B2:A1”. The Alpha HEX characters (A-F) shall be expressed as uppercase letters.

[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]

[delete the word “ASCII” on line 44, pg 288, section 7.5.1.4.3]
II.
Resolution to Comments 178 and 184

[modify the text on lines 6-9, pg 286, section 7.5.1 as follows]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

For ECC certificates elliptic curve domain parameters can be generated according to procedures defined in Section A.3 of ANSI X9.62-2005.  Elliptic curve domain parameters used in this standard shall be based on one of the following curves: Random Curve over 256-bit Prime Field, Random Curve over 283-bit Binary Field, or Koblitz Curve over 283-bit Binary field. Examples of these curves are defined as “ansix9p256r1”, “ansix9t283r1”, and “ansix9t283k1” (respectively) in ANSI X9.62-2005. Examples of these curves are defined as “P-256”, “B-283”, and “K-283” (respectively) in FIPS 186-3. 
[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]

[modify the text on lines 17-19, pg 290, Section 7.5.1.5.2 as follows]
[----------------------------------------------------------------------Start of Text Modification----------------------------------------------------------]

The elliptic curve domain parameters can be generated according to procedures defined in Section A.3 of ANSI X9.62-2005. Elliptic curve domain parameters defind in ECParameters in this certificate profile shall be based on one of the following curves: Random Curve over 256-bit Prime Field, Random Curve over 283-bit Binary Field, or Koblitz Curve over 283-bit Binary field. Examples of these curves are defined as “ansix9p256r1”, “ansix9t283r1”, and “ansix9t283k1” (respectively) in ANSI X9.62-2005. Examples of these curves are also defined as “P-256”, “B-283”, and “K-283” (respectively) in FIPS 186-3.
[----------------------------------------------------------------------End of Text Modification----------------------------------------------------------]
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