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I. Attendance

	Name
	Affiliation
	18 October 2010

	Gerald Chouinard
	CRC
	X

	Ranga Reddy
	US Army
	X


II. 2010-10-18 Teleconference

II.A Agenda

1) Record Attendance

2) Ask if everyone is familiar with the IEEE patent policy:
http://standards.ieee.org/board/pat/pat-slideset.pdf
3) Approve the agenda.

4) Review/propose comment resolutions for comments in the Security section (Clause 7) from the latest comment database: 

· DCN# 22-10/155r6: https://mentor.ieee.org/802.22/dcn/10/22-10-0155-06-0000-wran-draft-4-0-wg-re-circulation-ballot-comments-database.xls
5)
Other business.
II.B Notes

1) R Reddy recorded the attendance at 20:09 EDT.

2) A citation to the IEEE patent policy was provided with the announcement of the meeting.  When asked, no one notified the chairman that they were unfamiliar with the IEEE patent policy.

3) Agenda approved without contest.

4) Review/propose the resolutions for the following comments in the database: 22-10/155r6. 
CID 271: 

R Reddy recommends the following: 1) unshade 3-D, 2) fill in “Idle”, 3) Redo numbering for substeps of each action, 4) add an action 3-D after 3-C, text of which is incorporated in the comment database.

Resolution: Counter

CID 276: 

R Reddy proposed to modify the text as follows, in an email to G Chouinard.

Resolution: Counter

Action: R Reddy to send G Chouinard an email.
CID 284: 

Editorial comment. @ Editor’s discretion to resolve.

Resolution: Accept

CID 285: 

Editorial comment. @ Editor’s discretion to resolve.

Resolution: Accept
CID 286: 

R Reddy says that the text in 7.3.1.2 refers to pre-EAP authentication. Figure 118 has to be modified as well. Essentially replace “Auth Request” and “Auth Reply” with EAP-Transfer.

Resolution: Counter

Action: R Reddy to send the modified text and modification to Figure 118 in visio to G Chouinard.
CID 287: 

R Reddy says that the text in 7.3.2.1 refers to pre-EAP authentication. 

Resolution: Counter

Action: R Reddy to send the modified text 
CID 288: 

See resolution of 280, text here is proposed to be consistent with modifications to section 7.2.6.

Resolution: Accept

CID 289: 

SCM Authorization Request/Reply referenced in paragraph no longer exists. 

Resolution: Accept

CID 290: 

Editorial

Resolution: Accept
CID 291: 

Editorial

Resolution: Accept

CID 292: 

Editorial

Resolution: Accept
CID 293: 

Editorial

Resolution: Counter

CID 298: 

R Reddy has proposed modifications to Figures 7 and 8 according to actions in comment database. Further text in 6.3 is to be developed to describe the management interfaces.

Resolution: Pending

CID 299: 

This comment is catching something that was left out in the move to “distributed sensing”

Resolution: Accept

CID 300: 

Editorial

Resolution: Accept

CID 301: 

Editorial

Resolution: Accept

CID 302: 

R Reddy in previous round we moved to used CPEs as relays of CBP burst. Text prior to Figure 125 needed to be updated to reflect this. 

Resolution: Accept

CID 303: 

R Reddy to update the figure the figure and send it by email.

Resolution: Pending

Action: R Reddy to update figure
CID 304: 

R Reddy in previous rounds we moved to only two options for the CBP Authentication mechanism, but item 4 in 7.6.2.4.1 reflects the third and fourth options.

Resolution: Counter

CID 305: 

G Chouinard, if the other BS doesn’t bother answering, then operation from the requestor should be as normal. This problem is similar when we’re doing frame contention. In both cases, we’re assuming we’ve selected the optimal CPE to send/receive CBP bursts on behalf the BS that’s making a request. So, if a destination doesn’t respond, it’s choosing not and we continue on with normal operation. Before last sentence in last paragraph of 7.6.2.6, insert text that describes this issue: “For certificate exchange between BSs operating in the same area, the requester makes use of an optimally selected CPE for reliable CBP burst transmission. If the destination BS does not respond, the certificate requestor assumes that the destination BS does not support coexistence and normal operation will continue." Also, remove the Editor’s Note.
Resolution: Counter

CID 306: 

R Reddy, after having modified Figures 7 and 8 (see comment 255) to give database a direct interface to BS, the interface happens at a higher layer and is best described in Recommended Practice.

Resolution: Reject

5) Other Business (Clause 6):

 CID 50/64: 

Based on Resolution to 65, we decided to used the IE for just bandwidth and re-introduce a QPA bit in GMH.

Resolution: Reject

CID 43: 

Re-discussing modifications needed for Figure 12. The only modification to previous discussion is that “US PHY PDU” will be changed to “US Burst”. 

Resolution: Reject

CID 76: 

R Reddy replace 1st sentence with suggested rememdy. G Chouinard recorded modification to second sentence, and removed third sentence of paragraph

Resolution: Counter

_________________________
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