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1. Introduction of CHO-UPD
In Section 6.10.20.7 (Draft v.3.1), CHO-UPD message is defiend in order to consolidate channel occupancy information over the entire cell. This CHO-UPD message transmits both “Protected” and “Unclassified” channels from BS to CPE (See table 140). However, 













1.1.1 












2. “Candidate/Backup” channels can be transmitted to all CPEs using Backup/Candidate IE (See table 31) in DCD message and transmitted to neiboring cells using Backup/Candidate IE in CBP (See Section 6.8.1.2.1).
3. Role of CHO-UPD
4.  Difference between CHO-UPD message and Backup/Candidate IE is that CHO-UPD message broadcasts “Protected” and “Unclassifed” channels whereas Backup/Candidate IE broadcasts “Backup” and “Candidate” channels.

5. Generally, “Protected” channels information is collected from the incumbent data base. In this case, updating of “Protected” channels information depends on update duration of incumbent data base. Both BS and CPE can estimate this updating duration. Therefore BS and CPE do not require this CHO-UPD message. However, if incumbent data base does not contain all the incumbent activity information or if some region do not support incumbent data base, the BS and CPE need synchronization of channel information. This is to keep the common channel occupancy information between BS and CPE or between BSs to avoid wrong decisions.
6. For example, there are many WMP operations that are not registered in the incumbent data base (Unregistered WMP: UWMP). Due to this UWMP, there will be harmful interference between WRAN systems and UWMP. To solve this problem, BS should know the existence of UWMP. This is done by spectrum sensing function managed by the BS using some intelligent functions. The BS request the CPEs to perform sensing using BLM-REQ and the CPEs report the sensing result through BLM-REP. Therefore, CPE do not need information of “Protected” channels.
7. Need for CHO-UPD message
The knowledge of “Protected” and “Unclassified” channels information is required at the CPEs for the following considerations.

1. In the sensing schedule given by the BS, there are idle times during which there is no sensing by CPEs. During this time the CPEs can sense other channels with the information of “Protected” channels.

2. The CPEs can be used to communicate the channel information to other BSs in an efficient way. For this the CPEs need to be updated with the “Protected” channel information through CHO-UPD message.
3. In future, if we would like to use CPEs to provide the “Protected” channel information to other TVWS devices (assume that the 802.19.1 co-existence standard comes up with some solution), the CPEs has to be updated with “Protected” channel information.
8. Conclusion
If we ignore all the above considerations, there is not much necessitiy to keep the CHO-UPD message in the standard. This may be used in future.
8.1.1.1 
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