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1 
Cognitive Radio Capability

1.1 General

This clause describes the cognitive radio capabilities supported by the 802.22 standard, which are required to meet regulatory requirements for protection of incumbents as well as to provide for efficient operation of 802.22 networks. The cognitive radio capabilities include: BS Spectrum Manager (SM), Spectrum Sensing Automatons (SSA), Access to the Incumbent Database Services, 802.22 standard specific and regulatory domain specific Policies, Subscriber Verification Service, Spectrum Sensing Services and Geolocation Services.

802.22 devices shall employ cognitive radio capability, which shall enable them to make decisions about their radio operating behavior based on information from various sources such as sensing, geolocation,  the database service, policy etc.    The information shalll be obtained through communication with external incumbent databases, or through direct sensing for incumbents on TV channels that would be impacted by operation of the 802.22 device, or both.  The information shall also be the result of rules governing the particular regulatory domain where the device intends to operate (e.g. certain TV channels may be “off limits” because they were allocated for some other specific use). This clause defines the 802.22 functional entities, information elements, and procedures related to obtaining and managing this information.

The 802.22 device shall retrieve appropriate spectrum availability information based on the geographic coordinates of its intended operating location from an external database service, as described by procedures defined in this clause.

An 802.22 device shall also sense for the presence of incumbents in areas where the 802.22 device intends to operate, both prior to, and during operation.  This includes sensing the prospective TV channels of operation as well as any other TV channels that might be subjected to harmful interference as a result of the operation of the 802.22 device.    Signals that the 802.22 device shall sense for are:

·
Television Broadcasts

·
Wireless Microphone transmissions

·
Transmissions from protecting devices, such as the 802.22.1 Wireless Beacon

·   Other incumbent devices such as medical telemetry devices which may need to be protected in the local regulatory domain.  (see footnote 20 page 8 of the FCC R&O 08-260)

The 802.22 systems shall select their operating, backup, candidate channel sets based on the procedures that are described in Section 9.2.3. The 802.22 transmission shall be controlled by various policies which are defined in 9.2.5 related to the Spectrum Manager Policies. 

The Spectum Manager operation is described in detail in 9.2. 

Note that 802.22 devices must also sense for other 802.22 systems that may be present and operating in their area.  If such systems are discovered, the devices shall follow the coexistence procedures defined in the 802.22 MAC subclause 6.23.

The organization of this clause is as follows: subclause 9.2 describes the Spectrum Manager Operation; subclause  9.3 describes the Spectrum Sensing Automaton; subclause 9.4 describes the Spectrum Sensing Function; subclause 9.5 describes the Geolocation; subclause 9.6 describes the Database Service and finally subclause 9.7 describes Primitives and Messaging associated with the cognitive functions

1.2 Spectrum Manager Operation


1.2.1 General
The Spectrum Manager, as shown in the 802.22 reference model (Figure 8), shall be part of the cognitive plane and shall always be present at the 802.22 BS. The SM is responsible for the most important tasks, such as maintaining spectrum availability information, channel selection, channel management, scheduling spectrum sensing operation, access to the database, enforcing 802.22 and regulatory domain policies, and enabling self-coexistence etc. The detailed operation of the SM is described in Section 9.2. Figure 124 shows the 802.22 Spectrum Manager along with its logical interfaces to various entities. 
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Figure 1 — IEEE 802.22 Spectrum Manager and Logical Interfaces

All the 802.22 devices (BS and CPEs) shall also have an entity called the Spectrum Sensing Automaton (SSA). The SSA interfaces to the Spectrum Sensing Function (SSF) and executes the commands from the SM to enable spectrum sensing. The detailed operation of the SSA is described in Section 9.3. The following clauses describe the SM functionalities. 

The SM is a central part of the WRAN BS, which shall be responsible for ensuring protection of incumbents and efficient spectrum utilization while complying with regulatory policies. For that, the SM centralizes all the decisions within the WRAN cell with respect to spectrum availability and utilization. In summary, the key functions of the SM are the following:

· Maintain spectrum availability Information;

· Channel classification and selection;

· Association control;

· Channel state management;

· Accessing the database service;

· Scheduling quiet periods for spectrum sensing;

· Enforcing 802.22 and regulatory domain policies

· Making channel move decisions for one or more CPEs or the entire cell

· Self-coexistence with other WRANs, etc.

These functions are described in the following clauses. It is important to note that this standard does not specify any particular SM implementation, but instead, it describes the mandatory behavior for any SM implementation in order to provide for proper protection of incumbents, compliance with regulatory domain policies, and interoperability amongst different WRAN implementations.

1.2.2 Maintain Spectrum Availability Information

The SM shall maintain the status of the spectrum (i.e. TV channels) available for WRAN operation at its location within a regulatory domain according to the policies and rules established for that domain (e.g. regulatory rules established by the FCC in the US for use of TV channels). The SM shall obtain information on the channel status with respect to the presence of incumbents and other WRANs in the area, and it shall use this information as input for its decisions with respect to channel selection, channel state management and self-coexistence mechanisms.

To maintain the status of the channels available for operation, the SM shall be able to aggregate information from at least the following sources:

1. Incumbent database: The SM shall access incumbent databases through the higher layers. For the purposes of the 802.22 operation, a database containing location dependent available channels shall always exist. The SM shall be responsible for accessing an official incumbent database in the regulatory domains that mandate the presence of such a database. In the regulatory domains that do not mandate an official database, a database of available channels shall be provided by the operator.

2. Geolocation: The SM shall be able to access geolocation information available at the BS to identify its own location, and it shall also be able to obtain location information from all CPEs associated with the BS or that are requesting association with the BS.

3. Spectrum sensing: The SM shall interface with the Spectrum Sensing Automatons located within the BS and the CPEs. The SM shall use the MAC and PHY layer functionalities and management frames to control and coordinate spectrum sensing within the WRAN cell. The SM shall trigger the requests for the SSAs located within the BS and the CPEs to perform sensing and collect sensing reports. The SM shall combine the local sensing results with the results collected from CPEs.

The SM shall define the status of the channels with respect to the presence of incumbents by combining geolocation information, information from incumbent databases, and spectrum sensing results. For the purposes of the 802.22 operation, a database containing location dependent available channels shall always exist. When operating in a regulatory domain that does not require a database
, all channels are initially assumed to be available. In this case, the SM shall define the status of the available channels based on spectrum sensing.

The channel availability information shall be defined during the network initialization and it shall be periodically updated during the network operation.

For example, in the US, the spectrum sensing information used to determine the channel availability status shall be updated every 2 sec for the operating channel and every 6 sec for backup channels. In addition, before the SM decides that a given channel is neither protected nor occupied based on spectrum sensing, it shall perform spectrum sensing of the channel at least every 6 sec within the last 30 sec.  Although these three values shall be used as default in the equipment, the actual values for these three timings will depend on the regulatory domains and the specific values shall be obtained by the CPE through the MIBs at the time of initialization based on the regulatory classes as defined in Annex A.

1.2.3 Channel Classification and Selection

The SM shall assign the operating channel to the MAC/PHY modules in the WRAN. The SM shall also define the backup channel(s) and their corresponding priorities. The rest of the channels that are potentially available for operation, but that are not selected as the operating channel or as backup channel(s), may be classified as candidate, occupied or disallowed channel(s). The channels may be classified using the following categories:

Available: channels available for consideration for potential WRAN operation at a given location according the incumbent database. Channels not deemed available by the databases are precluded for use by WRANs.

Available channels are further classified into one of the following categories:

· Disallowed: Channels that are precluded from use by the operator due to operational or local regulatory constraints.

· Operating: The current channel used for communication between BS and CPEs within a WRAN cell. The operating channel shall be sensed at least every 2 seconds for the signal types as required by a particular regulatory domain. The operating channel shall also be sensed every 2 seconds for the  IEEE 802.22.1 wireless beacon in the regulatory domains where the operation of such a beacon is allowed.

· Backup: Channels that have been cleared to immediately become the operating channel in case the WRAN needs to switch to another channel. The BS may maintain multiple backup channels at any given time and shall order them according to their relative priorities. Backup channels shall be sensed for incumbent detection at least once every 6 seconds.  A channel can stay in the backup channel list as long as no incumbent is found on this channel towards which harmful interference could be produced by the WRAN transmission.

· Candidate: Channels that are candidates to become a backup channel. These are channels that the BS may request the CPEs to sense to evaluate the possibility of elevating them to a backup channel status. Although sensing of candidate channels could be infrequent, before a candidate channel is elevated to backup channel, it must be sensed as incumbent-free at least every 6 seconds for no less than 30 seconds. If the first channel in the list can be confirmed to be clear of any incumbent operation towards which harmful interference could be produced by the WRAN transmission within the required time period, the base station can move it to the backup list if needed.  The constitution of the candidate channel list relies on the extra time that the CPEs will have to do sensing beyond what is required to clear the backup channel list.

· Protected: Channels in which incumbent or the WRAN operation has been detected through sensing. Protected channels may be moved to the candidate channel set in the event that the incumbent or the WRAN systems have vacated the channel. Information from an incumbent database or sensing may be used for this purpose. A protected channel may also become a backup channel, but before a protected channel is elevated to backup channel status, it must be sensed as incumbent-free at least every 6 seconds for no less than 30 seconds. The SM should, when possible, determine the type of signals occupying every protected channel (see 9.2.5).

· Unclassified: channels that have not been sensed. These channels may be sensed according to the SM implementation. Once an unclassified channel has been sensed, it may be re-classified as protected or candidate channel depending on the sensing results.

For the above channel set as defined: “Disallowed”, “Operating”, “Backup”, “Candidate”, “Protected” and “Unclassified”, all the statesin the  set are exclusive to each other, i.e., a channel cannot belong to more than one state at a time.  However, because of the WRAN self-coexistence mechanism, an operating channel for one WRAN system can also be the operating channel of another WRAN system (‘coexistence’) or belong to its backup or candidate list as explained in 6.23.3.1. 

The specific algorithms for selecting the operating channel and defining how the backup and candidate channels are prioritized is outside the scope of this standard as long as these implementations meet the sensing requirements. However, any implementation of these algorithms shall use as input current channel availability information (as described in 9.2.2). Furthermore, other criteria may also be taken into account by the implementation, such as traffic requirements, location information, and coexistence with neighboring WRANs.

1.2.3.1 Transition Diagrams for Channel Sets

Each channel on the available TV channel list that is returned from the database service (see 9.7) belongs to one of the possible channel states by the SM. At the end of the quiet period, depending on the activity of incumbent users and channel quality
 each channel may transit to other states as shown by the state transition diagram in Figure 171. The transition diagram consists of 5 states and 9 events. The 5 states are described in 9.2.3. Note that these states are classified using spectrum sensing results during WRAN initialization and operation. Therefore, disallowed and unavailable channels are omitted in this state transition diagram because those channels are classified by operator or database service. Possible Events for each state transition are described as follows:

Event 1: Incumbent appears in the incumbent database or is detected using spectrum sensing.

Event 2: Incumbent service releases the channel. Event 3: Channel quality is sufficient to be member of the Backup set. Event 4: The channel is released due to the termination of the WRAN usage and its quality is worse than that of the existing members of the Backup set. 

Event 5: The channel becomes Operating by its new allocation to the WRAN service.

Event 6: If the channel quality is worse than that required for it to be part of the Backup set. Also, this channel satisfies that no incumbent appeared during the last 30s.

Event 7: The channel is released due to the termination of WRAN usage although its quality is still within the range of the existing members of the Backup set.

Event 8: Once an Unclassified channel has been sensed by all active CPEs, it can be re-classified as a Candidate channel by the SM if no incumbent service has been detected and reported within the predefined time duration

Event 9: If the channel is not sensed within the timing requirements as specified in the 802.22 standard or according to the regulatory domain requirements, the channel becomes Unclassified.  (Note that a channel has to be sensed by all active CPEs within the pre-defined time duration and the results reported to the BS to not be considered as Unclassified.) 

The following legend applies to the transition diagram depicted in Figure 171.
a) Ovals indicate the state of the channel (the channel set to which it belongs)
b) Transition lines (i.e., channel state transition) are labeled as Event / Action. Actions triggered by the events for this figure are the state transitions themselves, and so they have been omitted in this diagram. 
c) The detailed explanation for each transition Event is given above.
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Figure 2 Channel set transition diagram
The channel set transition matrix is also presented in Table 250. Each row specifies the state transistion due to each event. Each column specifies state transition due to the events in each row for a particular current state. 

A shaded cell within the transition matrix implies that either the specific event cannot or should not occur within that state. And if the event does occur, the SM shall ignore it. For example, the Candidate channel cannot transition to Operating channel directly. Hence, there is no Operating channel in the third column (i.e., Candidate column). Also, Unclassified channel cannot directly transition to a Backup channel due to the 30 seconds history rule as explained in 9.2.3. So, all the transitions belonging to the shaded cells shall be ignored by SM.

Table 1 — Channel Set Transition Matrix
	State
Events
	Unclassified
	Candidate
	Backup
	Operating
	Protected

	Event 1
	Protected
	Protected
	Protected
	Protected
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	Event 9
	
	Unclassified
	Unclassified
	
	Unclassified


1.2.4 Association Control

Association is defined as the process by which the CPE completes the registration with the BS. When CPEs request association with a WRAN BS (see CPE initialization procedure described in 6.17.2), the SM is responsible for granting or denying association rights to the requesting CPEs. For that, the SM shall consider location information, and capabilities of each requesting CPE. The SM shall access the incumbent databases, if existent, to obtain the list of available channels and corresponding maximum EIRP limits at the CPE’s location, and based on the received information, the SM shall decide whether to grant association rights to the CPE in its current operating channel and indicate the maximum transmit EIRP allowed for the CPE. It is the responsibility of the SM to granting association rights to the requesting CPE while avoiding harmful interference to incumbents. The SM shall make a decision on CPE association during the CPE registration process (REG-REQ) if it is satisfied that the specifications and capabilities of the CPE are within the tolerable limits for it to join the network.

1.2.5 Spectrum Manager Policies

The SM shall be responsible for enforcing the 802.22 policies within the cell in order to guarantee the required protection of incumbents while supporting QoS for the WRAN users. The SM shall adhere to the policies as specified in Table 1. 

Each of the policy in Table 1 is identified using a Policy ID, the event that triggers the policy, the event description and the corresponding action. 

Policies with enumeration 1 are related to the changes to the incumbent database service. For the purposes of the 802.22 operation, a database containing location dependent available channels shall always exist. The SM shall be responsible for accessing an official incumbent database in the regulatory domains that mandate the presence of such a database. In the regulatory domains that do not mandate an official database, a database of available channels shall be provided by the operator.

Policies with enumeration 2 are related to an event that a TV signal is detected.

Policies with enumeration 3 are related to an event that a wireless microphone signal or the 802.22.1 beacon signal is detected. 

Remaining policies are a combination of these earlier events or related to whether an 802.22 device is allowed to transmit under certain conditions. 

The actions shall include: 

1. Switch the entire cell to a new operating channel;

2. Direct a single CPE or a group of CPEs to a different operating channel when possible;

3. Terminate operation in a given channel for a single CPE, a group of CPEs or the entire cell.

The SM shall use one of the channel management mechanisms defined in the 802.22 MAC layer (see 6.21) to execute the appropriate action. 

Each channel management action may be triggered by one or more events. For instance, the action of switching channels for the entire cell may be triggered by the detection of an incumbent on the operating channel, by degradation of the QoS due to interference, or traffic load in the current channel.

 Although different trigger events may be supported depending on the implementation, the trigger events and corresponding channel management actions shall be executed as described in Table 1 to provide protection of incumbents or as required by regulatory policies applicable within the regulatory domain.

Table 2 —  Spectrum Manager Policies

	Policy ID
	802.22 component involved
	Event trigger
	Event description
	Action

	1a
	BS
	DB
	If the SM is directed by the database service that the current operating channel is no longer available for the BS.
	Set the Flag Initiate_Channel_Move to ‘1’. Initiate a channel switch of the entire cell to a new operating channel within (Tch_move - 0.5) seconds from the time when database informed the SM. The new operating channel should be the highest priority backup channel. Tch_move is to be found in Annex B for the various Regulatory domains where the WRAN operation takes place.  The default value of the Tch_move shall be 2 seconds.  

	1b
	CPE
	DB
	If the SM is directed by the database service that the current operating channel is no longer available for some of the CPEs.
	Option 1:

Set the Flag Initiate_Channel_Move to ‘1’. Initiate a channel switch of the entire cell to a new operating channel within (Tch_move - 0.5) seconds from the time when database informed the SM. The new operating channel should be the highest priority backup channel. The default value of the Tch_move shall be 2 seconds. 

Option 2:

Dis-associate  the CPEs that are not allowed to operate on the current channel within (Tch_move - 0.5) seconds from the time when the database informed the SM and continue normal operation with the other CPEs.   A DREG-CMD (6.10.15), aimed at dropping their association on the current operating channel, shall be sent to these CPEs so that they no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request UCS or Ranging request. Further, the BS may signal the affected CPEs to move to a particular channel using the DREG-CMD, in order to re-associate with another BS and continue their operation.  The default value of the Tch_move shall be 2 seconds.

	1c
	BS
	DB
	If the SM obtains information from an incumbent database that indicates the current operating channel will become unavailable for the BS at a specific time in the future.
	Option 1:

Set the Flag Initiate_Channel_Move to ‘1’. Initiate a channel switch of the entire cell to a new operating channel no later than (Tch_move - 0.5) seconds after the time specified by the database. The new operating channel should be the highest priority backup channel. The default value of the Tch_move shall be 2 Seconds. 

Option 2:

Dis-associate the CPEs that are not allowed to operate on the current channel within (Tch_move - 0.5) seconds after the time specified by the database and continue normal operation with the other CPEs.   A DREG-CMD () aimed at dropping their association on the current operating channel shall be sent to these CPEs so that they no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request UCS or Ranging request. Further, the BS may signal the affected CPEs to move to a particular channel using the DREG-CMD, in order to re-associate with another BS and continue their operation.  The default value of the Tch_move shall be 2 Seconds.

	1d
	CPE
	DB
	If the SM obtains information from an incumbent database that indicates the current operating channel will become unavailable for some of the CPEs at a specific time in the future.
	Option 1:

Schedule a channel switch for the entire cell to a new operating channel at least 0.5 seconds before the expected time (as obtained from the incumbent database) at which its current channel will become unavailable, by setting the Flag Initiate_Channel_Move to ‘1’. The new operating channel should be the highest priority backup channel.

Option 2:

Schedule a dis-association of the CPEs that are not allowed to operate on the current channel at least 0.5 seconds before the expected time at which the current channel will become unavailable for these CPEs and continue normal operation with the other CPEs.   A DREG-CMD (6.10.15) aimed at dropping their association on the current operating channel shall be sent to these CPEs so that they no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request UCS or Ranging request. Further, the BS may signal the affected CPEs to move to a particular channel using the DREG-CMD, in order to re-associate with another BS and continue their operation.  The default value of the Tch_move shall be 2 Seconds.

	1e
	BS
	DB
	Where a database service exists for the regulatory domain of operation, if such a service becomes unavailable for greater than TNoDB specified in Annex B for that domain (default value for TNoDB shall be 1 hour).
	The BS shall de-register its associated CPEs and terminate its own operation.

	1f 
	CPE
	DB
	Where a database service exists for the regulatory domain of operation, and if a new CPE is trying to register, 
	Do not allow the CPE to register to the network until the channel availability information is available.

	2
	BS/CPE
	Signal detected
	If the signal detected on the operating channel or either of its first adjacent channels is a TV signal through the BS spectrum sensing function or through a combination of sensing results from multiple CPEs.

1 Detection threshold is to be found in Annex B for the various Regulatory domains where the WRAN operation takes place.


	



	3a
	BS/CPE
	Signal detected
	If the signal detected on the operating channel is a wireless microphone signal through the BS spectrum sensing function or through the sensing results from a CPE or a combination of multiple CPEs.2 

2 The following action should apply to any of the nodes (BS or CPE) that detected the wireless microphone signal

Note: the variable Microphone Protection Radius (MPR) is defined in Annex B for the various Regulatory domains where the WRAN operation takes place. The default  value of the MPR shall be 4 km. 
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	3b
	BS/CPE
	Signal detected
	If the signal detected on the operating channel is  an 802.22.1 wireless microphone beacon signal .1 

1 The following action should apply to any of the nodes (BS or CPE) that detected the 802.22.1 wireless microphone beacon signal.

Note: the variable Microphone_Protection_Radius (MPR) is defined in Annex B for the various Regulatory domains where the WRAN operation takes place.    The default value for MPR shall be 4 km.
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	4
	BS/CPE
	DB or Signal detected
	If there is no backup channel available AND (if the database indicates that the current operating channel is not available or the signal detected on the operating channel is a wireless microphone or an 802.22.1 signal, or, in case of a TV signal, the signal is detected on the operating or any of its first adjacent channels)
	Terminate the operation of the entire cell in the current operating channel within Tch_move seconds. The default value of Tch_move shall be 2 seconds.

	5
	CPE
	Signal detected
	If before the CPE has registered with a BS on the same channel, the signal detected on the operating channel is a wireless microphone or an 802.22.1 signal, or, in case of a TV signal, the signal is detected on the operating or any of its first adjacent channels.
	The CPE shall not transmit on that channel.

	6
	CPE
	Signal detected
	If the signal detected on the operating channel is a wireless microphone or an 802.22.1 signal, or, in case of a TV signal, the signal is detected on the operating or any of its first adjacent channels and the CPE has already registered with the BS. 
	The CPE shall send a UCS to alert the BS of the presence of the detected signal in its coverage even if it did not plan to transmit because of the potential interference from the downstream transmission.

	7
	BS/CPE
	DB or sensing
	If the spectrum manager confirms the presence of any other device which is granted protection in the regulatory domain.
	Comply to local regulations.]


1.2.6 Spectrum Manager Operation 

1.2.6.1 Spectrum Manager State Machine
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Figure 3 Spectrum Manager State Machine

Figure 172 describes the Spectrum Manager (SM) state machine diagram. The SM has two states of operation, namely, the SM at Network Initialization, and the SM at Network Operation. 

The Timer TWait_Before_Channel_Move in the State SM at Network Initialization shall be initially set to a default value of 20 ms. However, the value of this timer shall be configurable in accordance with the other regulatory domain requirements as specified in the Annex A.

During the Network Initialization state, the primary responsibility of the SM shall be to find the operating channel. 

Once the Timer TWait_Before_Channel_Move expires, the SM shall execute the Procedure SM_Find_Operating_Channel. The various tasks involved in order to find an operating channel have been illustrated in Figure 173. 

In case, the SM at this stage already has an exclusive backup channel to operate on, the SM shall choose the operating channel based on spectrum etiquette as described in 6.23.3.1. The SM shall then execute the Procedure SM_Establish_Network in the Normal Mode and move to the State Spectrum Manager at Network Operation. This may happen when the SM was operating on some other channel before where it had computed its backup channels, and now it is in a transition after it has initiated a channel move. 

In case, no exclusive backup channels are available the tasks to find an operating channel shall consist of accessing the incumbent database information to obtain a list of available channels, discovering neighboring 802.22 systems, synchronizing as well as scheduling quiet periods, and initiating sensing for the primary user signals and converting some of the available channel to an operating channel.
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Figure 4 Procedure Find_Operating_Channel

If no exclusive backup channels are available, the SM shall set access the information from the incumbent database service. The SM shall make sure that the information from the database service has been refreshed within last TNoDB minutes.  If this is not the case, then it shall execute Policy 1e. Timer NoDB asspecified in Procedure SM_Find_Operating_Channel indicates the longest time that a WRAN service can operate in the un-licensed band without refreshing the information from the incumbent database service. The timer values may be initially set to the United States regulatory domain, however they shall be configurable in accordance with the other regulatory domain requirements as specified in the Annex A.

The SM shall take into consideration the incumbent database service information, to find a list of available channels. The SM shall then synchronize its quiet periods to other 802.22 systems, schedule its own quiet periods and convey the quiet period information to the Spectrum Sensing Automatons. The SSA shall move into the ‘Initialization State’ as described in 9.3.1. Based on the sensing information, the Spectrum Sensing Automatons shall provide the SM with a list of candidate channels as a subset of the available channels. The SM shall schedule further quiet periods to convert the list of candidate channels to backup channels. 

A candidate channel shall become a backup channel and a backup channel shall become an operating channel based on the state transition diagram as specified in 9.2.3.

In case one or more exclusive backup channels are available, the SM shall choose an operating channel using spectrum etiquette as described in 6.23.3.1. The SM shall set the Flag Self_Coexistence_Mode to ‘0’, execute the Procedure SM_Establish_Network and move to the State Spectrum Manager at Network Operation.

As soon as the SM moves to the State Network Operation, it shall set the Timer TRefresh_Database_Info. The default value for the Timer TRefresh_Database_Info shall be 1 hour, however, the value for this timer shall be configurable in accordance with the other regulatory domain requirements as specified in the Annex A.

In case no exclusive backup channels are found, the SM shall execute Procedure SM_Establish_Network in the Co-existence Mode. In this case, the SM shall set the Flag Self_Coexistence_Mode to ‘1’, execute the Procedure SM_Establish_Network and move to the State Spectrum Manager at Network Operation.

The Procedure SM_Establish_Network has been illustrated in Figure 174. Initially, the SM shall instruct the BS to synchronize to other 802.22 systems. If it is the Normal Mode of operation, the BS shall start transmission on the identified operating channel and wait for the CPEs to join the network. The CPE initialization operation and registration operation has been described in 6.17.2 and 6.17.9 respectively.
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Figure 5 Procedure Establish_Network

In the Self Co-existence Mode of operation, the BS shall execute Procedure SM_Self_Coexistence_Mode which is described below. 

For each new CPE that has never before registered with the BS and that makes the registration request to the BS, the SM shall access the incumbent database service to verify if the current operating channel is available at the CPE location. In addition, the SM shall verify the security suite that the CPE supports and its spectrum sensing capabilities are within tolerable limits. If the SM finds that the current occupied channel is not available at the CPE location, or the CPE capabilities are less than required, it shall choose to prevent the CPE from registering to the network. The SM may also make a decision that in order to accommodate one or more such CPEs, it may need to move to another operating channel. In this case, the SM shall set the Flag Initiate_Channel_Move to ‘1’ and execute the Procedure SM_Initiate_Channel_Move. Figure 175 illustrates the SM operation during Procedure SM_New_CPE_Verification. 
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Figure 6 Procedure SM_CPE_Verification

In the event that the Timer TRefresh_Database_Info expires, the SM shall execute Procedure SM_Database_Update. During this procedure, the SM shall verify that the current operating channel is available for itself and all its CPEs. If the current operating channel is available for the BS and all its associated CPEs, the BS shall continue the operation on the existing operating channel. 

If the current operating channel is not available for the BS or one or more of its CPEs, the SM shall execute the policies as specified in the Spectrum Manager Policies in 9.2.5 and as shown in Figure 176. The SM shall also update the candidate and backup channel list based on the new information. Figure 176 illustrates the SM operation during the Procedure SM_Database_Update. 
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Figure 7 Procedure SM_Database_Update

If the SM is notified that a signal is detected through the SSAs of the BS or one or more of its CPEs, the SM shall execute Procedure SM_Determine_Signal_Type_Execute_Policies. The Procedure SM_Determine_Signal_Type_Execute_Policies is illustrated in Figure 177.  If a signal is detected, but its signal type cannot be determined, the SM shall schedule additional quiet periods for a larger spectrum sensing integration time. Based on the type of signal that is detected, the SM shall execute policies as specified in the Spectrum Manager Policies in 9.2.5.

[image: image10.wmf] 


Figure 8 Procedure SM_Determine_Signal_Type_Execute_Policies

SM shall constantly run the Procedure SM_Background_Processes. In this procedure, the SM shall be responsible for scheduling the quiet periods, assigning the sensing responsibilities to the corresponding SSAs, collecting the spectrum sensing reports (through BLM-REP), maintaining the channel state information, monitoring the link quality of various CPEs, and deciding if channel move is needed. The SM operation during Procedure SM_Background_Processes has been illustrated in Figure 178. 
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Figure 9 Procedure SM_Background_Processes

In case the SM finds that there is a need to move to another channel, the SM shall Set the Flag Initiate_Channel_Move to ‘1’. 

If the Flag Initiate_Channel_Move is set to ‘1’, then the SM shall execute Procedure SM_Initiate_Channel_Move. Procedure SM_Initiate_Channel_Move  has been illustrated in Figure 179. During the execution of this procedure the SM shall reset the Flag Initiate_Channel_Move to ‘0’. If exclusive backup channels are available, the SM shall update the list of operating, candidate and backup channels, and execute Procedure SM_Establish_Network. 

In case no exclusive backup channels are available, the SM shall execute Procedure SM_Find_Operating_Channel. 
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Figure 10 Procedure SM_Initiate_Channel_Move

If the Flag Self_Coexistence_Mode is set to ‘1’, then the SM shall execute Procedure SM_Self_Coexistence_Mode as illustrated in Figure 180. During the Procedure SM_Self_Coexistence_Mode, the SM shall reset the Flag Self_Coexistence_Mode to ‘0’, choose a BS to share the channel with, or allow another BS to share its own channel, alert the CPEs that the BS is in the Self Coexistence Mode via the Superframe Control Header (SCH), and assist the BS in executing Procedures that are defined in 6.23.3.2 on self co-existence mechanisms.  
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Figure 11 Procedure SM_Self_Coexistence_Mode

1.3 Spectrum Sensing automaton (SSA)

All the 802.22 devices (BS and CPEs) shall also have an entity called the Spectrum Sensing Automaton (SSA). The SSA interfaces to the Spectrum Sensing Function (SSF) and executes the commands from the SM to enable spectrum sensing. The BS controls the sensing behavior of the SSA through the BLM-REQ message (6.10.21.1). However the SSA shall control its sensing behavior locally under the following three conditions:

1. at the initial turn-on of the CPE before association is established with the base station;

2. when the CPE loses contact with its base station; and

3. during idle time when the base station has not attributed any specific task to either the CPE sensing signal path or the WRAN signal path, or both.

The SM at the BS is responsible for scheduling the in-band (Channels N and N+/- 1) quiet periods. The SSA shall autonomously utilize those quiet periods to perform in-band spectrum sensing and report the results of incumbent discovery to the SM.  

The functionality of the SSA for these three specific cases, and embodied in the local sensing automaton, is covered by the normative behavioral models described in the following sub-clauses.

1.3.1 SSA State Machine Operation
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Figure 12 — Spectrum Sensing Automaton State Machine Operation

The SSA State Machine operation is shown in Figure 135. The SSA state machine consists of two states. ‘SSA In-band Sensing’ and ‘SSA Out-of-band Sensing.’ During the SSA Out-of-band Sensing state, the SSA may execute any of the three procedures as described in the Sub-clauses 9.3.2, 9.3.3 and 9.3.4, based on the event that may have occurred.

During the Spectrum Manger scheduled in-band quiet periods, the SSA shall facilitate in-band sensing on channels N and N+/-1. 

1.3.2 Procedure SSA_In_Band_Sensing

1.3.3 Procedure SSA_Initialization 

The functionality of the SSA local autonomous spectrum sensing process, when the CPE is initially switched on before association with the base station, is described below and depicted in Figure 181.  This process is part of the more general CPE initialization process described in 6.17.2.  At initial turn-on and self-test, the CPE shall sweep a specific channel, a specified range of channels or all the channels that are likely to be impacted by the CPE operating on a given channel depending on the pre-set at the CPE or direction from the higher layers at the CPE.  If all TV channels of a range of operation need to be sensed, one additional channel at both ends of the range shall be sensed to cover the adjacent channel case unless it goes beyond the extent of the relevant TV band.

For each channel, an RSSI measurement
 shall be performed on the WRAN signal path and attempt shall be made to capture a WRAN superframe header or a CBP burst. If an SCH is captured and the level of the RF signal is sufficiently high (see Table 264), the WRAN signal path shall attempt to acquire the frame header, the broadcast PDU’s sent by the BS to advertise the WRAN service for CPE initialization and the management packet providing the channel occupancy from the base station; i.e., the CHO-UPD MAC message.  If an SCH can be acquired but the signal level is insufficient or a CBP burst can be captured, the presence of a WRAN signal shall be recorded along with the channel number and the measured RSSI.  If an SCH or a CBP burst cannot be detected, RF signal sensing and signal classification shall be carried out to determine the presence of broadcast incumbents and their signal type.  The result of the measurement and the signal classification shall be stored locally so that it can later be sent to the base station when association is established or later on upon request from the BS.

The channel shall then be incremented and the above initial sensing shall be repeated.  The order in which the channels are to be sensed will be implementation dependent.  Note that the information acquired from the local WRAN base stations through the CHO-UPD MAC message during initialization could be used to skip the non-available channels. It could also be used to skip the signal classification and low level sensing on channels belonging to the “protected” set to save time although, since time is less critical at initialization, it may be useful that the CPE confirms that the incumbents indicated by the BS really exist in these ‘occupied’ channels at its location.

Once all the TV channels to be scanned have been sensed, the information on the local WRAN channel occupancy that would not create interference to local incumbents on channels N and N+/-1 shall be made available to the higher layers at the CPE.  If there is no WRAN channel that can be used, the CPE initialization shall be aborted.  Depending on the CPE implementation, the information obtained from the various WRAN base stations may be presented to the local interface of the CPE so that it could ultimately be displayed on the screen of the user terminal to allow for an informed selection among available local WRAN networks (similar to the Access Point selection in Wi-Fi).  Local algorithms could also be implemented in the CPE to automate the process for choosing the WRAN network.

A second round of spectrum sensing shall then take place on the selected channel (N0) and its adjacent channels (N0+/-1).  Since, by definition, a WRAN service is present on the selected channel, the WRAN signal path shall acquire the SCH or the CBP burst to determine the timing of the quiet periods in this channel.  RF signal sensing and signal classification shall then be carried out on channel N0 by the sensing path during the quiet periods to verify the presence and attempt identification of incumbent service underneath the WRAN service at the specific CPE location. The findings shall be recorded locally.

The sensing process shall then move to sense the two adjacent channels during the quiet periods by sensing the presence of an incumbent signal and classifying its type. The findings shall be recorded locally and if incumbents are found in these channels, the selected channel shall be removed from the list of available WRAN services and the updated list shall be presented to the higher layers at the CPE for the selection of another WRAN service.  If no more WRAN service exists, the CPE initialization shall be aborted. If no incumbent is present in the three channels, the CPE initialization process shall continue as described in 6.17.2.

If the authorization is refused by the currently selected base station, the currently selected channel shall be removed from the list of available WRAN services at the CPE (entry “A” in Figure 181) and this list shall be presented to the higher layers at the CPE for a new channel selection to be made.  Then, the next round of sensing process shall be repeated with the sensing of the newly selected channel (N0) and its adjacent channels (N0+/-1) as described above.  Again, if no incumbent is present in the three channels, the CPE initialization process shall continue as described in  6.17.2.
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Figure 13 Flow diagram Procedure  SSA_Initialization

Most of the SSA functionality described above and depicted in Figure 181 is used by the SSA located at the BS before the network can be initialized.

1.3.4 Procedure SSA_Loss_of_Contact_with_SM

If the CPE looses contact with its base station, the SSA local intelligence shall make sure that a reasonable number of attempts are made to re-connect with the base station, while avoiding potential interference to licensed incumbents.  The functionality of the SSA located at the CPE is summarized below for the loss of contact with the base station and depicted in Figure 182.

The SSA shall first identify whether or not a WRAN signal is still present on the selected channel by trying to capture the superframe header (SCH).  If successful within 2 seconds, attempts to re-associate shall be made through the BW Request opportunistic burst or upon specific invitation by the BS.  If this does not work, the re-association shall start from an earlier stage with the CDMA ranging burst (entry ‘C’ in Figure 181).  If re-association cannot be achieved within 2 seconds, then the CPE shall execute the second round of initial sensing for the co-channel and first adjacent channels cases to protect any broadcast incumbent that may have appeared in the affected channels since the loss of connection with the base station (entry ‘B’ in Figure 181).

If the WRAN signal is no longer present in the channel, then the CPE shall select the next TV channel in its back-up list and try to capture the SCH to synchronize with the base station on this new channel.  If successful within 2 seconds, attempts to re-associate shall be made through the BW Request opportunistic burst or upon specific invitation by the BS, or through the earlier stage of the CDMA ranging burst (entry ‘C’ in Figure 181). 

If the SCH capture on the new channel is not successful, then the CPE shall select the next TV channel on its backup list and repeat the process until a successful superframe capture is achieved.  If re-association on all the valid channels in the backup list has failed, the CPE shall re-start its entire initialization process (entry ‘D’ in Figure 181).
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Figure 14 Flow diagram for Procedure SSA_Loss_of_Contact_with_SM

1.3.5 Procedure SSA_Idle_Time

In addition to being able to carry out the in-band sensing process and any higher priority sensing requests coming from the base station through the specific MAC messages described in 6.10.21.1, the SSA shall have the necessary local routines to autonomously sense the TV channels in its backup/candidate channel list in the proper order of priority during its idle time.  This process is described below and depicted in Figure 183.  

The SSA shall begin its autonomous sensing operation by sensing the first channel in the backup/candidate channel list.  If the last sensing has been carried out less than 6 seconds earlier, the sensing on this channel can be skipped.  The next channel is then selected in the order of the backup/candidate channel list.   The SSA shall try to go as deep as possible in the backup/candidate channel list given the amount of idle time provided for local sensing.  

A measure of the depth reached by the local out-of-band sensing process shall be kept at each CPE to keep track of the number of channels that the SSA has been able to ‘clear’, i.e., verify that there is no incumbent on the channel and its two adjacent channels within the 6 seconds validity period, between any interruption from the base station.  After any interruption, the automaton will restart its out-of-band sensing process with the first backup channel and the depth will track the number of channels that can be ‘cleared’ within the next 6 seconds.  Due to the nature of the algorithm, this process will be directed to any channel reaching the end of its period of validity (6 seconds) in order of priority from the first backup channel through the backup list and the candidate list.

Sensing through the WRAN signal path will be interrupted and the WRAN signal path will be re-tuned to the operating channel ‘N0’ during the following intervals:

· Superframe headers

· Frame headers for the frames assigned to the base station to which the CPE is associated in a coexistence situation;

· CPE receiving data during the DS subframe as signaled by the DS-MAP;

· CPE transmitting data during the US subframe as signaled by the US-MAP;

· CPE transmitting data during the opportunistic ranging/UCS notification/BW request window;

· CPE monitoring activity as requested by the base station for CBP packet capture;

· CPE transmitting activity as requested by the base station for CBP packet transmission.

For each channel ‘N’ for which the 6 seconds validity period has lapsed
, the CPE shall measure the RSSI on this channel ‘N’ through its sensing path as well as through its WRAN signal path and attempt to capture the SCH or CBP burst of a WRAN transmission on that channel.  If the SCH or CBP information can be decoded, the CPE will sense channels N, N-1 and N+1 during the appropriate quiet periods and record the channel number, the RSSI, the signal type (or noise if none is found) and the time at which the sensing took place.

If there is no WRAN operation on the channel being sensed or the signal level is too low to decode the SCH or CPB burst, the sensing process shall verify whether there is WRAN operation on the two adjacent channels by trying to capture the SCH or the CBP burst to be able to schedule its sensing during the quiet intervals of these WRAN operations.  If no WRAN operation is found on channels N and N+/-1, sensing on channel is N is then carried out with no concern about quiet periods.  Since signal sensing has to be done on the adjacent channels, if no WRAN operation can be detected on N and N+/-1, the sensing process shall verify whether there is WRAN operation on N+/-2 to be able to sense N+/-1 during the quiet intervals of N+/-2 because of possible adjacent channel leakage that could mask the presence of incumbents on N+/-1.
  Sensing on N-1 and N+1 will then be carried out at any time or during quiet periods depending on whether WRAN operation is found in N-2 or N+2 respectively.

As a result, the CPE shall send a warning to the base station using the BLM-RSP message with the “Unavailable Backup Channel” IE to be sent during the bandwidth allocation assigned to the CPE in the US-MAP or using the opportunistic BW Request mechanism to allow sending this MAC message in a later frame if an incumbent appears on one of the backup channels.  Furthermore, if the depth reached by the CPE at the time of an interruption is less than the depth of the backup list, the CPE shall use the BLM-RSP message with the “Backup channel list clearance depth” IE to be sent during the US bandwidth allocation assigned to the CPE in the US-MAP or using the opportunistic BW Request mechanism to allow sending this MAC message in a later frame to warn the BS.  Otherwise, the CPE shall be prepared to provide the information on its current sensing depth with the BLM-RSP message with the IE “Backup/candidate channel list clearance depth” upon reception of the normal BLM-REQ MAC message whenever the base station requests it.  This information collected by the base station from all its associated CPEs will be used to adjust the size of the backup channel list. The base station will be responsible for reserving sufficient idle time in the scheduling of the data traffic towards each of its CPEs to allow them the time to verify the availability of the backup channels and some extra candidate channels if possible.
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Figure 15 Flow diagram for Procedure SSA_Idle_Time
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Abstract


The following document proposes resolutions to comments related to the Section 6 and Section 9. 





Option II  (Authentication): A (Tch_move - 0.5) second timer is set. BS shall authenticate the beacon by scheduling quiet periods within (Tch_move - 0.5) seconds, ask the CPEs to capture the required portion of the 802.22.1 payload and decode the MSF1, MSF2, and/or MSF3 fields as found sufficient by the operator. If the 802.22.1 beacon is found to be authentic or (Tch_move - 0.5) seconds timer expires then the BS shall dis-associate the CPEs that are within MPR from the wireless microphone operation within (Tch_move - 0.5) seconds from the time when the 802.22.1 signal was detected and continue normal operation with the other CPEs.   A DREG-CMD MAC message shall be sent to these CPEs before dropping their association so that the CPEs no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request, UCS or Ranging request. Optionally, the BS may signal the next channel to go to for the dis-associated CPEs in the DREG-CMD message before shutting down the communication.  If the beacon is found to be non-authentic, no action is taken. The default value of Tch_move shall be 2 seconds.





Specific CPEs cease to operate or move


Option I  (No Authentication) : BS skips the beacon authentication step and dis-associates the CPEs that are within less than MPR from the wireless microphone operation within (Tch_move - 0.5) seconds from the time when the 802.22.1 signal was detected and continue normal operation with the other CPEs.   A DREG-CMD MAC message shall be sent to these CPEs before dropping their association so that the CPEs no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request, UCS or Ranging request.   Optionally, the BS may signal the next channel to go to for the dis-associated CPEs in the DREG-CMD message before shutting down the communication. The default value of Tch_move shall be 2 seconds. 


Option II  (Authentication): A (Tch_move - 0.5) second timer is set. BS shall authenticate the beacon by scheduling quiet periods within (Tch_move - 0.5) seconds, ask the CPEs to capture the required portion of the 802.22.1 payload and decode the MSF1, MSF2, and/or MSF3 fields as found sufficient by the operator. If the 802.22.1 beacon is found to be authentic or (Tch_move - 0.5) seconds timer expires then the BS shall dis-associate the CPEs that are within MPR from the wireless microphone operation within (Tch_move - 0.5) seconds from the time when the 802.22.1 signal was detected and continue normal operation with the other CPEs.   A DREG-CMD MAC message shall be sent to these CPEs before dropping their association so that the CPEs no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request, UCS or Ranging request. Optionally, the BS may signal the next channel to go to for the dis-associated CPEs in the DREG-CMD message before shutting down the communication.  If the beacon is found to be non-authentic, no action is taken. The default value of Tch_move shall be 2 seconds.





Complete cell move


Option I (No Authentication): BS skips the beacon authentication step. Set the Flag Initiate_Channel_Move to ‘1’ and initiate the switching of the entire cell to a new operating channel within (Tch_move - 0.5) seconds of the time when the beacon was detected.  The new operating channel shall be the highest priority backup channel.


Option II (Authentication): A (Tch_move - 0.5) second timer is set. BS shall authenticate the beacon by scheduling quiet periods within (Tch_move - 0.5) seconds, ask the CPEs to capture the required portion of the 802.22.1 payload and decode the MSF1, MSF2, and/or MSF3 fields as found sufficient by the operator.  If the 802.22.1 beacon is found to be authentic or (Tch_move - 0.5) seconds timer expires, then the BS shall initiate the switching of the entire cell to a new operating channel which should be the highest priority backup channel.   If the beacon is found to be non-authentic, no action is taken. The default value of Tch_move shall be 2 seconds.





Note the information about the detection of wireless microphone beacon signal and make it available according to the local regulatory requirements.





Specific CPEs cease to operate or move


Option I  (No Authentication) : BS skips the beacon authentication step and dis-associates the CPEs that are within less than MPR from the wireless microphone operation within (Tch_move - 0.5) seconds from the time when the 802.22.1 signal was detected and continue normal operation with other CPEs.   A DREG-CMD MAC message shall be sent to these CPEs before dropping their association so that the CPEs no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request, UCS notification or Ranging request.


Optionally, the BS may signal the next channel to go to for the dis-associated CPEs in the DREG-CMD message before shutting down the communication. The default value of Tch_move shall be 2 seconds.





Set the Flag Initiate_Channel_Move to ‘1’. Initiate a channel switch of the entire cell to a new operating channel within (Tch_move_wm - 0.5) seconds from the time when the wireless microphone signal was detected. The new operating channel should be the highest priority backup channel. The default value of the   Tch_move_wm is to be found in Annex B for the various Regulatory domains where the WRAN operation takes place.  The default value for the timer Tch_move_wm shall be 2 seconds.





Dis-associate the CPEs that are within the protected radius of the wireless microphone operation (Microphone Protection Radius - MPR) within (Tch_move_wm - 0.5) seconds from the time when the wireless microphone signal was detected and continue normal operation with the other CPEs.   A formal MAC message shall be sent to these CPEs before dropping their association so that the CPEs no longer wait for an allocation in the US-MAP and/or transmit an opportunistic BW request, UCS or Ranging request.   Optionally, the BS may signal the next channel to go to for the dis-associated CPEs before shutting down the communication. The default value for MPR shall be 4 km.





Note the information about the detection of wireless microphone signal and make it available according to the local regulatory requirements.





Yes





No further action





Does the local


regulatory domain require to


vacate the channel on confirmation�of the presence of a�TV signal?





Set the Flag Initiate_Channel_Move to ‘1’. Initiate a channel switch of the entire cell to a new operating channel within (Tch_move - 0.5) seconds from the time when the TV signal was detected. The new operating channel should be the highest priority backup channel . The value for Tch_move is to be found in Annex B for the various Regulatory domains where the WRAN operation takes place. The default value of the Tch_move shall be 2 seconds.





No





Note the information about the detection of TV signal and make it available according to the local regulatory requirements.








16 Channel quality refers to a compounded qualitative assessment of the likelihood of the channel to be occupied by an incumbent, the occupancy pattern, the number of CPEs that would be affected by the incumbent and the level of interference-plus-noise in the channel.  This assessment has to do with the implementation of the spectrum manager and does not need to be standardized.


� See footnote 20 page 8 of the FCC R&O 08-260. The RSSI measurements will generate more useful information than a simple signal detection and classification.  When sufficiently high-level signals are present, the signal classification schemes developed for low signal levels may be replaced by simpler, faster and more effective signal classification schemes.  Such fast incumbent signal classification schemes will beimplementation dependent.


� If the CPE is implemented with two separate RF chains for WRAN operation and sensing, sensing through the sensing signal path would only need to be interrupted during the transmission periods on the WRAN signal path due to the limited RF isolation between the WRAN transmit path and the sensing receiving path.  This additional time for sensing could then be used to explore more TV channels and more potential interference situations over a shorter time while the CPE is in normal operation if no other WRAN operation exists on the channels being sensed.  However, when sensing is to be done on channels where WRAN transmissions are involved or on their respective adjacent channels, the WRAN signal path will be needed to acquire the SCH to identify the timing of the quiet periods so that the presence of incumbents can be sensed underneath the WRAN operation.  Reduction in sensing time would only come from the less frequent re-tuning on the sensing path.


� A time buffer ‘x’ representing the time to go through one typical round of the out-of-band sensing, as depicted in � REF _Ref230951079 \r \h ��Figure 183�, should be removed from the 6 seconds requirement to avoid that this time requirement lapses during the sensing process.


� It is assumed that the quiet periods will be aligned among WRAN cells operating on channels N, N+/-1 and N+/-2 in the same area.





�Comment 373 – Apurva Mody – Modify the introduction to show the Draw Spectrum Manager as a central entity and show the MAC messages or management messages or MIBs through which it interacts with the other entities such as the SSA / SSF, geolocation, database service, policy etc. Defined additional MAC messages, management plane procedures or MIBs as necessary.


�Comment 563 – Ranga Reddy - Change the sentence on lines 38-40 as follows: "For the purposes of the 802.22 operation, a database containing location dependent available channels shall always exist. To simplify system design, it is always assumed that a database is present. When operating in a In case an incumbent database that is required by the regulatory domain that does not require a database, all channels are initially assumed to be available."


�Comments from Ranga Reddy 362, 588, 589, 591. Radio resource timer needed to track the CPEs to support portability. The name of the timer is changed to CPE Registration Timer





