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1. Introduction

The new CBP design is described by discussing the contents of the self-coexistence window (SCW), namely the CBP Preamble and CBP MAC PDU. The CBP MAC PDU is made up of a Header and a Payload, that spans the 2nd and 3rd symbols of the SCW. What follows is a harmonized solution to comment 147 in the current comment database (doc # 08/146r26).
1. CBP Preamble:

This CBP preamble is mandatory for all CBP transmissions and is transmitted in the 1st symbol of the SCW. CBP Preamble is defined in Section 8.4.1.4.

2. CBP MAC PDU –Header:

[-------------------------------------------------Start of Text Proposal---------------------------------------------]
[replace Table 5 in Section 6.7.1.2 with the following table and modify the caption accordingly]

Table 5 – CBP MAC PDU Header

	Syntax
	Size

(bits)
	Notes

	CBP_MAC_PDU_Header{
	
	

	SCH Data
	184
	Data from SCH of current BS sourcing the CBP, minus the HCS from  that data. This data includes the BS ID of the BS this SCH data is identified with

	Station ID
	48
	Station ID, e.g. 48 bit MAC Address, of station emitting CBP

	Coexistence Capability Indicator
	4
	· 0000, no coexistence capability supported

· 0001, only Spectrum Etiquette

· 0010, Spectrum Etiquette and Channel Contention

· 0011-1111, Reserved

	Frame #
	8
	Frame # in which CBP is transmitted

	Transmission Offset
	8
	Indicates the offset (in symbols) relative to start of 1st symbol of PHY PDU (including preamble) where current frame is transmitted. The time instants indicated by the Transmission Offset values are the transmission times of the first symbol of the beacon (CBP Preamble, Section 8.4.1).

	Length
	8
	Length of CBP MAC PDU (header + payload)

	HCS (Optional)
	8
	Header Check Sequence. If CBP Protection method is enabled, HCS will not be transmitted in CBP MAC PDU Header.

	}
	
	


[-------------------------------------------------End of Text Proposal---------------------------------------------]
3. CBP MAC PDU –Payload:

[-------------------------------------------------Start of Text Proposal---------------------------------------------]
[replace Table 6, of section 6.7.1.2.1 with the following]

Table 6 – CBP IEs

	Element ID
	Name

	0x00
	Backup Channel IE

	0x01
	CC_REQ IE

	0x02
	CC_RSP IE

	0x03
	CC_ACK IE

	0x04
	Signature IE

	0x05
	CERT_REQ IE

	0x06
	CERT_RSP IE

	0x07
	BS Implicit Certificate IE

	0x08
	CBP Location IE


[replace title and text for section 6.7.1.2.1.1 with the following]
6.7.1.2.1.1 Backup Channel IE
The Backup Channel IE carries a list of the current backup channels defined by the BS. The Backup Channel IE shall be included in the CBP MAC PDU to allow for network discovery and implementation of the spectrum etiquette coexistence mechanism.
[replace Table 7 in section 6.7.1.2.1 with the following]
Table 7  Backup Channel IE

	Syntax
	Size

(bits)
	Notes

	Backup_Channel_IE() {
	
	

	Element ID
	8 bits
	0x00

	Number of Backup TV channels 
	4 bits
	

	for (i=0; i < Number of Backup TV channels; i++) {
	
	List of backup channels in order of priority to be used by CPEs in case of loss of communication with the BS due to incumbents

	TV channel Number[i]
	8 bits
	

	}
	
	

	Reserved
	4
	0x0F

	}
	
	


[remove section 6.7.1.2.1.2 DS/US Boundary IE]
[remove section 6.7.1.2.1.3 BS IP Address IE]
[remove section 6.7.1.2.1.4 Inter-BS Capabilities IE]
[rename section 6.7.1.2.1.5 Channel Contention Request IE to 6.7.1.2.1.2 Channel Contention Request IE]
[renumber Table 11 caption  to Table 8 and replace the table with the following]
Table 8 – CC_REQ IE
	Syntax
	Size

(bits)
	Notes

	CC_REQ_IE_Format() {
	
	

	Element ID
	8
	0x01

	Source Operator Id
	16
	Operator identity of the contention source (operator making the sharing request).

	Destination Operator Id
	16
	Operator identity of the contention destination (operator receiving the sharing request).

	Destination BS Id
	48
	The MAC address of the contention destination

	Sequence number
	16
	Incremented by 1 by the source whenever any of the following three fields change. The contention destinations shall discard the repeated CC_REQ IEs.

	TV Channel contention number (CCN)
	8
	A random number to show the priority to contend for the TV channel. CCN is dedicated to the contention resolution in the intra system operator situation.

	Start time
	16
	Starting from the next frame, the number of frames after which the contention source requires to start operation on the requested TV channel.

	}
	
	


[rename section 6.7.1.2.1.6 Channel Contention Response IE to 6.7.1.2.1.3 Channel Contention Response IE]
[renumber Table 12 caption  to Table 9 and replace the table with the following]
Table 9 – CC_RSP IE
	Syntax
	Size
	Notes

	CC_RSP_IE_Format() {
	
	

	Element ID
	8 bits
	0x02

	Source BS Id
	48 bits
	Copy from the CC_REQ IE received

	Sequence number
	16 bits
	Copy from the CC_REQ.

	TV Channel number
	8 bits
	The TV channel requested by the source BS

	Result indication
	2 bits
	00 - SUCCESS (accept the request)

01 -REJECT (reject the request)

10 and 11 – reserved

	Reason of Rejection
	6 bits
	The reason to reject the CC_REQ IE. This field can only be used when result = 01

000000 - the current working period of the contention destination is too short (applicable in the intra operator and inter operators situation).

000001 - the contention destination has smaller channel contention number (CCN) than the contention source (applicable in the intra operator situation).

000010 - the contention source proposes a smaller CCNCT than the contention destination (applicable in the inter operators situation).

000011 - The remaining time to the quiet period is too short (applicable in the intra operator and inter operators situation).

000100—111111 – reserved

	TV Channel Release Time
	16 bits
	Starting from the next frame, the number of frames after which the TV channel can be released.

	}
	
	


[rename section 6.7.1.2.1.7 Channel Contention Acknowledgement IE to 6.7.1.2.1.4 Channel Contention Acknowledgement IE]
[renumber Table 13 caption  to Table 10 and replace the table with the following]
Table 10 – CC_ACK IE
	Syntax
	Size
	Notes

	CC_ACK_IE_Format() {
	
	

	Element ID
	8 bits
	0x03



	Destination Id
	48bits
	The MAC address of the contention destination

	Sequence number
	16 bits
	Same as the corresponding CC_REQ IE. The contention destinations shall discard the repeated CC_ACK IE being received

	TV Channel number
	8 bits
	The TV channel being requested by the contention source

	Start time
	16 bits
	Starting from the next frame, the number frames after which the contention source will start operation on the requested TV channel.

	Occupation code
	2 bits
	00 - Occupy the TV channel

01- Give up the request

10 and 11 – Reserved

	Reserved
	6 bits
	set to 000000

	}
	
	


[remove section 6.7.1.2.1.8 Rent Request IE]
[remove section 6.7.1.2.1.9 Resource Allocation Response IE]
[remove section 6.7.1.2.1.10 Resource Allocation Acknowledge IE]
[remove section 6.7.1.2.1.11 Resource Collection Request IE]
[remove section 6.7.1.2.1.12 Resource Collection Response IE]
[remove section 6.7.1.2.1.13 Resource Collection Response Acknowledge IE]
[remove section 6.7.1.2.1.14 Returning Request IE]
[remove section 6.7.1.2.1.15 Returning Response IE]
[remove section 6.7.1.2.1.16 Returning Response Acknowledge IE]
[remove section 6.7.1.2.1.17 RS-SEM IE]
[remove section 6.7.1.2.1.18 RS-ADV IE]
[remove section 6.7.1.2.1.19 BS Channel Parameter IE]
[add new section “6.7.1.2.1.5 CBP Protection IEs”, and add the following text for that section]
6.7.1.2.1.5 CBP Protection IEs
The CBP protection method (Section 7.11.2) is an optional security procedure that can be used to provide authentication of CBP MAC PDU transmissions. If it is enabled then three new IEs are required to be defined; CBP Signature IE, Certificate Request (CERT-REQ) IE, and Certifcate Response (CERT-RSP) IE. The Signature IE is used to provide a signature that is calculated over the CBP MAC PDU, and is verified by the receiving BS. If verification fails, then the CBP MAC PDU is not processed. Signature verification failure can also occur if a BS receives a CBP from a BS that is run by a different operator and each operator signs its own certificates. This is a problem, and will affect coexistence performance. The suggestion then, is that a BS periodically broadcast its own certificate and/or make a request for a neighbor BS’s (that belongs to a different operator) ECC implicit certificate using a dedicated IE (e.g. using the BS Implicit Certificate IE). When the CBP Protection is enabled, the Signature shall be transmitted in every CBP MAC PDU.
[add a new subsection 6.7.1.2.1.5.1 Signature IE]
6.7.1.2.1.5.1 Signature IE
Table 11 – Signature IE
	Syntax
	Size
	Description

	Signature_IE_Format {
	
	

	Element ID
	8 bits
	0x04

	Key ID
	10 bits
	Serial # of key associated with BS implicit certificate.  This is generated by the CA.

	Time Stamp
	54 bits
	Derived from ZDA NMEA 0183 string (each letter represents a digit,encoded by different # of bits):

· YYYY: 4 digit year, e.g. 2008; each Y is from 0-9 & is encoded by 4 bits, total is 16 bits

· M: month, e.g. 01-12, total is 4 bits

· D: day, e.g. 01-31, total 5 bits

· H: hour, e.g. 00-23, total 5 bits

· m: minute, e.g. 00-59, total 6 bits

· ss: seconds, 00-59, 6 bits

· .ss: 10 ms boundary, .000-.99, 7 bits

· zZ: hours off of GMT; z is 1bit -/+ indication, 2nd Z is # hours 1-13 4bits, total 5bits

	Signature
	64 bit
	CMAC output is 128 bits (16bytes) signature is a truncation of this value to no less than 8 bytes

	}
	
	


[add new subsection 6.7.1.2.1.5.2 Certificate Request IE]
6.7.1.2.1.5.2 Certificate Request (CERT-REQ) IE
Table 12 – Certificate Request (CERT-REQ) IE
	Syntax
	Size
	Description

	CERT-REQ_IE_Format {
	
	

	Element ID
	8 bits
	0x05

	Destination BS ID
	48 bits
	ID of BS that request is being directed to.

	CA ID
	8 bits
	ID of Certificate Authority that issued certificate to BS that is initiating the certificate request.

	Key Validity Date (Not Before)
	41 bits
	Date that signifies start of period in which certificate of BS that is making request, is valid. Derived from ZDA NMEA 0183 string (each letter represents a digit, encoded by different # of bits):

· YYYY: 4 digit year, e.g. 2008; each Y is from 0-9 & is encoded by 4 bits, total is 16 bits

· M: month, e.g. 01-12, total is 4 bits

· D: day, e.g. 01-31, total 5 bits

· H: hour, e.g. 00-23, total 5 bits

· m: minute, e.g. 00-59, total 6 bits

· s: seconds, assumed to be 00, not actually encoded
· zZ: hours off of GMT; z is 1bit -/+ indication, 2nd Z is # hours 1-13 4bits, total 5bits

	Key Validity Time Period
	7 bits
	Amount of time, in 6 month increments, that certificate is valid for.

	Public Key Reconstruction Data
	264 bits
	Key data used to reconstruct public key. 33 bytes for 256 bit ECC keys

	}
	
	


[add new subsection 6.7.1.2.1.5.3 Certificate Response IE
6.7.1.2.1.5.3 Certificate Response (CERT-RSP) IE
Table 13 – Certificate Response (CERT-RSP) IE
	Syntax
	Size
	Description

	CERT-RSP_IE_Format {
	
	

	Element ID
	8 bits
	0x06

	Source BS ID
	48 bits
	ID of BS that Certificate Response is being directed towards

	CA ID
	8 bits
	ID of Certificate Authority that issued certificate to BS that is transmitting the certificate response.

	Key Validity Date (Not Before)
	41 bits
	Date that signifies start of period in which certificate of BS, that is transmitting the certificate response, is valid. Derived from ZDA NMEA 0183 string (each letter represents a digit,encoded by different # of bits):

· YYYY: 4 digit year, e.g. 2008; each Y is from 0-9 & is encoded by 4 bits, total is 16 bits

· M: month, e.g. 01-12, total is 4 bits

· D: day, e.g. 01-31, total 5 bits

· H: hour, e.g. 00-23, total 5 bits

· m: minute, e.g. 00-59, total 6 bits

· s: seconds, assumed to be 00, not actually encoded
· zZ: hours off of GMT; z is 1bit -/+ indication, 2nd Z is # hours 1-13 4bits, total 5bits

	Key Validity Time Period
	7 bits
	Amount of time, in 6 month increments, that certificate is valid for.

	Public Key Reconstruction Data
	264 bits
	Key data used to reconstruct public key. 33 bytes for 256 bit ECC keys

	Time Stamp
	54 bits
	Copied from Signature IE of CBP MAC PDU in which the CERT-REQ IE was received in.

	Reserved
	10 bits
	Set to 1111111111

	}
	
	


[renumber 6.7.1.2.1.20 to 6.7.1.2.1.6 CBP Location IE]
6.7.1.2.1.6 CBP Location IE

The coordinates represented in this IE are based on the WGS 84 Datum.

[renumber Table 26 to Table 14 – CBP Location IE]
Table 14 – CBP Location IE
	Syntax
	Size
	Description

	CBP_Location_IE {
	
	

	Element ID
	8 bits
	0x07

	Latitude
	29 bits
	· Bit# 16-0: 20 bits of decimal degree fraction represents degrees out to six decimal places (.999999).
· Bit# 23-17: 8 bits of degree, sufficient to cover 0° < latitude < 90°

· Bit# 24: 1 bit indicator of hemisphere, N = 0, S = 1

	Longitude
	29 bits
	· Bit# 16-0: 20 bits of decimal degree fraction represents degrees out to six decimal places (.999999). 
· Bit# 24-17: 8 bits of degree, sufficient to cover 0° < longitude < 180°

· Bit# 25: 1 bit indicator of hemisphere, E = 0, W = 1

	Altitude
	14 bits
	Represents altitude of station above sea level in 5m increments

	}
	
	


[-------------------------------------------------End of Text Proposal---------------------------------------------]
4. Analysis of CBP IE combinations for CBP Payload
In this section of the document, we try to go through the various combination of the 7 remaining CBP IEs are possible. The CBP MAC PDU carried in the 2nd and 3rd (if need be) symbols of the self coexistence window. The data capacity per symbol is 418 bits, giving a maximum total capacity of 836 bits. The CBP MAC PDU is comprised of the CBP Header and CBP Payload. The CBP Header is 268 bits when CBP Protection is not enabled and 260 bits when it is enabled. This leaves either 568 or 576 bits for the CBP Payload. The CBP Payload is made up of various IEs.
The following lettering is used to encode the various IE configurations used in this analysis and how large (in bits) they are:

· A = CBP Header w/ CBP Protection disabled = 268
· B = CBP Header w/CBP Protection enabled = 260
· C = Backup Channel IE (4 backup channels) = 48
· D = Backup Channel IE (8 backup channels) = 80
· E = Backup Channel IE (16 backup channels) = 144
· F = CC-REQ IE = 128

· G = CC-RSP IE = 104
· H = CC-ACK IE = 104
· I = Signature IE = 136

· J = CERT-REQ IE in request mode = 376
· K = CERT-RSP IE in response mode = 440
· L = CBP Location IE = 80
The following is a listing of possible combinations (≤ 836 bits) of Header + Payload IEs for CBP MAC PDU (values are in bits):

· A+C = 316
· A+C+F = 444
· A+C+2*F = 572
· A+C+3*F = 700

· A+C+4*F = 828
· A+C+G = 420
· A+C+2*G = 524

· A+C+3*G = 628

· A+C+4*G = 732
· A+C+5*G = 836

· A+C+H = 420

· A+C+2*H = 524

· A+C+3*H = 628

· A+C+4*H = 732

· A+C+5*H = 836

· A+D = 348
· A+D+F = 476
· A+D+2*F = 604

· A+D+3*F = 732

· A+D+G = 452

· A+D+2*G = 556

· A+D+3*G = 660

· A+D+4*G = 764
· A+D+H = 452

· A+D+2*H = 556

· A+D+3*H = 660

· A+D+4*H = 764

· A+E = 412
· A+E+F = 540
· A+E+2*F = 668

· A+E+3*F = 796

· A+E+G = 516
· A+E+2*G = 620

· A+E+3*G = 724

· A+E+4*G = 828

· A+E+H = 516

· A+E+2*H = 620

· A+E+3*H = 724

· A+E+4*H = 828

· B+I+C = 444

· B+I+C+F = 572

· B+I+C+2*F = 700

· B+I+C+3*F = 828

· B+I+C+G = 548

· B+I+C+2*G = 652

· B+I+C+3*G = 756

· B+I+C+H = 548

· B+I+C+2*H = 652

· B+I+C+3*H = 756

· B+I+D = 476

· B+I+D+F = 604

· B+I+D+2*F = 732

· B+I+D+G = 580

· B+I+D+2*G = 684

· B+I+D+3*G = 788

· B+I+D+H = 580

· B+I+D+2*H = 684

· B+I+D+3*H = 788

· B+I+E = 540

· B+I+E+F = 668

· B+I+E+2*F = 796

· B+I+E+G = 644

· B+I+E+2*G = 748

· B+I+E+H = 644

· B+I+E+2*H = 748

· B+I+J = 772

· B+I+K = 836

· A+L+C = 396

· A+L+C+F = 524

· A+L+C+2*F = 652

· A+L+C+3*F = 780

· A+L+C+G = 500

· A+L+C+2*G = 604

· A+L+C+3*G = 708

· A+L+C+4*G = 812

· A+L+C+H = 500

· A+L+C+2*H = 604

· A+L+C+3*H = 708

· A+L+C+4*H = 812

· A+L+D = 428

· A+L+D+F = 556

· A+L+D+2*F = 684

· A+L+D+3*F = 812

· A+L+D+G = 532

· A+L+D+2*G = 636

· A+L+D+3*G = 740

· A+L+D+H = 532

· A+L+D+2*H = 636

· A+L+D+3*H = 740

· A+L+E = 492

· A+L+E+F = 620

· A+L+E+2*F = 748

· A+L+E+G = 596

· A+L+E+2*G = 700

· A+L+E+3*G = 804

· A+L+E+H = 596

· A+L+E+2*H = 700

· A+L+E+3*H = 804

· B+L+I+C = 524

· B+L+I+C+F = 652

· B+L+I+C+2*F = 780

· B+L+I+C+G = 628

· B+L+I+C+2*G = 732

· B+L+I+C+3*G = 836

· B+L+I+C+H = 628

· B+L+I+C+2*H = 732

· B+L+I+C+3*H = 836

· B+L+I+D = 556

· B+L+I+D+F = 684

· B+L+I+D+2*F = 812

· B+L+I+D+G = 660

· B+L+I+D+2*G = 764

· B+L+I+D+H = 660

· B+L+I+D+2*H = 764

· B+L+I+E = 620

· B+L+I+E+F = 748

· B+L+I+E+G = 724

· B+L+I+E+2*G = 828

· B+L+I+E+H = 724

· B+L+I+E+2*H = 828
The list of combinations presented does need verification, but is provided here for informative reasons only. 
There are still some issues to be noted:

· For example, will it be possible that a BS acts a contention source on one channel, but is a contention destination on another? Would this be possible if not all of a particular BS's CPEs are on the same channel, or BSs are using a more active CBP detection mechanism (i.e. fighting over channels designated by some as preferred for CBP transmission and by others for their own CPE traffic)? 
· Is it expected that a BS can start a contention process with more than one BS simultaneously?
· From the current analysis, the only combinations that fit into one symbol of the SCW are the CBP Header (w/ CBP Protection Disabled) + Backup Channel List IE (of 8 channels) or CBP Header (w/ CBP Protection Disabled) + Backup Channel List IE (of 8 channels) + Location IE. This means that the use of the 3rd Symbol of SCW for transmitting CBP MAC PDU will almost be necessary.
The current, viewpoint, as far as this document is concerned, is that the answer to the question maybe yes. Pending verification of the list of permutations of CBP Payload IE, the following recommendations are suggested for construction of the CBP Payload:

· If Backup Channel or CBP Location IE is sent in CBP Payload with other IEs, then only 1 copy is allowed.
· If CBP Protection is disabled:

· limit # of BSs that a BS can execute channel contention with simultaneously to 4
· limit size of backup channel list to 16.
· If CBP Protection is disabled:

· Signature IE is always transmitted in CBP Payload

· limit # of BSs that a BS can execute channel contention with simultaneously to 3

· limit size of backup channel list to 8.
· If BS transmits CERT-REQ in CBP Payload
· only 1 copy shall be allowed
· no other IEs, besides the Signature IE, shall be transmitted in CBP Payload. 

· This means that a BS can only request the certificate of only 1 other BS at a time.
· If BS transmits CERT-RSP in CBP Payload

· only 1 copy shall be allowed

· no other IEs, besides the Signature IE, shall be transmitted in CBP Payload. 

· This means that a BS can only respond to 1 other BS at a time.
· The Location IE may be transmitted periodically for synchronization, if transmitted:

· only 1 copy is allowed.
· If CBP Protection is disabled and Location IE is transmitted, channel contention IEs for up to 3 target BSs can be included
· If CBP Protection is enabled and Location IE is transmitted, channel contention IEs for up to 2 target BSs can be included

Abstract


This document describes some recommendations on the design of the CBP MAC PDU within the SCW. Design of CBP has been streamlined to compensate for CBP Protection Mechanism (08/174 or latest revision) and the elimination of Interference-Free Scheduling and Resourcing Renting coexistence mechanism. It also, carries out a detailed analysis on possible combination of CBP IEs are allowable with 418 bit/symbol constraint. All text modifications are suggested to be made against the current draft (v1.0) as of the submission of this contribution.
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