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2. Agenda

1.
Attendance

2.
IEEE patent policy: http://standards.ieee.org/board/pat/pat-slideset.pdf

3.
Approve the agenda.

4. Approve the minutes of the last call (as of October 22, 2008):

     https://mentor.ieee.org/802.22/file/08/22-08-0294-00-0000-coexistence-call-minutes-22 oct-2008.doc

5. Comment resolution

5.1 Sensing Control (section 6.21)       Comment numbers: 404, 544, 550.

5.2 Spectrum Sharing Protocol (section 6.21) 
 Comment numbers: 405, 406, 407, 408, 409, 410, 414, 416, 419, 424, 427, 428, 429, 431, 435, 445, 451, 454, 461, 462, 463, 464, 465, 466, 473, 474, 475, 483, 484, 486, 491, 492, 493, 497, 498, 504, 505, 510, 511, 512, 517, 524, 525, 542, 543.

6.
Other business.

3. Notes

1) Gerald recorded the attendance at 8:05PM EDT.

2) A citation to the IEEE patent policy was provided with the announcement of the meeting.  When asked, no one notified the chairman that they were unfamiliar with the IEEE patent policy.

3) The agenda was approved as modified: item 5.1 with comments 404,544 and 550 were postponed to a later call.

4) The minutes of the teleconference on October 22, 2008 were approved.

5) Review comments 405 and 406.

Guangzeen Ko introduced the three specific items suggested in comment 406 to help understand better the CBP operation: a) provision of a flow diagram and timing chart; b) explanation on how the CBP bursts would be exchanged among three local BS’s and more; and c) CBP burst transfer success probability.  The latter item was covered by the presentation made by Cheng Shan in July (#08-198)  which found that the CPE-to-CPE links would not be as reliable as the BS-to-BS links and that bridge-CPEs at edge of contour would help the CBP burst transfer reliability.

A broader discussion took place on the fact that in usual network design, BS’s are hidden from each other as much as possible since, for TDD, the upstream/downstream split need to be locked between cells where the BS’s are visible from each other because a transmitting BS would wipe out reception from CPEs at another BS.  In practice, since the WRAN cells will be implemented in a somewhat unordered way because of their license-exempt nature and that it may not always be possible to hide all BS’s from each other , both cases will need to be accommodated by the standard.  The WRAN standard should allow upstream/downstream capacity split to be locked and unlocked among BS’s and the CBP burst transmission should be allowed over BS-to-BS, BS-to-CPE-to-BS and BS-to-CPE-to-CPE-to-BS. 

In the case of the visible BS’s, a CBP IE will need to carry an indication of the upstream/downstream split (see Table 6).  A new CBP IE needs to be defined accordingly.  The mechanism by which the upstream/downstream capacity split will be determined by the group of visible BS’s has not been clarified once these IE’s have been exchanged.  Which BS is to take the lead and force the other visible BS’s to adjust to a specific capacity split is still to be defined.

In the case where BS’s are not in direct visibility, the CBP burst will need to be transmitted amongst overlapping WRAN cells through CPEs.  Since the reliability of such CBP transmission is questionable, the discussion turned to trying to understand whether such unreliable CBP transmission would be to the detriment of the operators, that is an unreliable CBP burst transmission would result in impaired network operation.  If this is the case, it would then be in the interest of the WRAN operators to especially install CPEs close to adjacent cells’ CPEs so that the transmission link becomes reliable.  It would be in the interest of the newly implemented WRAN system to communicate its existence to the already existing one to coordinate the use of the channel and avoid interference.  It would also be in the interest of the already existing WRAN system to establish communication with the newly installed WRAN system to avoid burst collisions in the overlapped area.  One can understand that this new effort for the already installed WRAN operator would not be welcome but that is what ‘license-exempt’ operation is about.

The most critical reason to install the CPEs needed for reliable CBP burst transmission will be to allow synchronization of the quiet periods for incumbent sensing.  If such synchronization does not exist, RF power coming from the adjacent WRAN cell operation would be sensed in the channel and, to be on the safe side, the WRAN operator will need to change channel or cease operation.  Installing a reliable CBP burst link with the neighbour WRAN cell will allow sharing of the resource rather than loosing the channel altogether.  (It is still unclear whether, when one of the WRAN operators has ceased operation in the channel, the other operator can operate normally until the second operator tries to access the channel again.  More discussion is needed here.)

As long as the WRAN standard includes all the necessary information in the CBP MAC message, the question of reliability of the transmission becomes a matter of Recommended Practice.  The operators would make sure to install the proper CPEs at the right places to make sure that the CBP burst transmission among WRAN cells is reliable.  This could be done through two separate CPEs belonging to the two adjacent WRAN cells’ operators, located close enough from each other and in the right direction to use the CPE antenna directivity.  It could also be done by installing a relay or bridge CPE associated to the two BSs (see #08-270).  This is an implementation matter that would not involve additions to the WRAN standard.

A bridge CPE seem to be the same as a relay CPE.  Both are installed by the operator and can associate with more than one BS. However, it is unclear to which operator these bridge or relay CPEs would belong.  Why should one operator foot the bill and not the other?  Could they be jointly owned?  Two separate and closely spaced CPEs owned by each operator would likely be more appropriate in practice.  These special CPEs which could be dedicated to the CBP burst communication or installed at a subscriber’s premise would however need to be kept on all the time unlike the typical CPEs.  Again, this is a matter of Recommended Practice and not a Standard question.

More discussions will be needed to clarify the way the CBP bursts will be exchanged among WRAN cells

6) There was no other business.

_________________________
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