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After updating the Section, the text and figures in blue should be added in the Working Document.
6.16.2.8.2 Ranging Parameter Adjustments
Adjustment of local parameters (e.g. transmit power) in a CPE as a result of the receipt or non-receipt of a RNG-RSP message is considered to be implementation-dependent with the following restrictions:

a. All parameters shall be within the approved range at all times.

b. Power adjustment shall start from the initial value selected with the algorithm described in subclause 6.16.2.8.1 unless a valid power setting is available from non-volatile storage, in which case this value may be used a the starting point.

c. Power adjustment shall be capable of being reduced or increased by the specified amount in response to the RNG-RSP messages.

d. If, during initialization, power in increased to the maximum value without a response from the BS, it shall wrap back to the minimum.

6.16.3 CPE Transmits Basic Capabilities

Immediately following the completion of initial ranging, the CPE informs the BS of its basic capabilities by transmitting a CBC-REQ message (see Table 138) with its capabilities set to “on” (see Figure 36). Note that T18 is a timer used for waiting CBC-RSP timeout and the default value is 5ms (see Table 288).
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Figure 36. Negotigate basic capabilities at CPE.

The BS responds with a CBC-RSP message (see Table 139) with the intersection of the CPE’s and BS’s capabilities set to “on” (see Figure 37 and Figure 38 respectively). The timer T9 refers to the time allowed between the BS sending a RNG-RSP to a CPE, and receiving a CBC-REQ from that same CPE, and the minimum value is 300ms. Note that the CPE capability information is presented in subclause 6.9.15.
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Figure 37. Wait for CBC-RSP at CPE.
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Figure 38. Negotiate basic capabilities at BS.

6.16.4 CPE Authorization, Transmission of MAC Address, and Key Exchange
[Author’s Note: The following text exists in Winston’s contribution 07/0248r19 but it is missing in the Working Document v0.5.0.]

If all of the required capabilities are present in the CPE, the BS and CPE continue with performing authorization, transmitting CPE MAC address to the BS, and exchanging keys, as described in Section 7.2. If the required capabilities are not present, BS authorization of the CPE fails on the selected channel and the selected channel and its BS are removed from further consideration.  If there are any other BSs available with which to associate, this modified list of options is presented to the higher user layers.
6.16.5 BS Requests NMEA Data from CPE
[Author’s Note: The following text exists in Winston Caldwell’s contribution 07/0248r19 but it is missing in the Working Document v0.5.0.]

The BS shall send a Location Data Request to the CPE as defined in Table 174.
6.16.6 CPE Transmits NMES Data to BS
[Author’s Note: The following text exists in Winston Caldwell’s contribution 07/0248r19 but it is missing in the Working Document v0.5.0.]

The CPE shall securely send a Location Data Report to the BS as defined in Table 175.
6.16.7 Validate the NMEA String
[Author’s Note: Only update the subclause number.]

6.16.8 BS Transmit Channel Sets and Maximum Allowed EIRP Array to CPE
[Author’s Note: Only update the subclause number.]

6.16.9 Registration
Registration is the process by which the CPE is allowed entry into the network and a managed CPE receives its Secondary Management CID and thus becomes manageable. To register with a BS, the CPE shall send a REG-REQ message to the BS. The BS shall respond with a REG-RSP message. For a CPE that has indicated being a managed CPE in the REG-REQ message, the REG-RSP message shall include the Secondary Management CID.

Figure 39 shows the procedure that shall be followed by the CPE. Note that the timer T6 is used for waiting the registration response, and its maximum value is 3s (see Table 288).
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Figure 39. CPE Registration. [Author’s Note: It’s a new figure]
Once the CPE has sent a REG-REQ to the BS, it shall wait for a REG-RSP to authorize it to forward traffic to the network. Figure 40 shows the waiting procedure that shall be followed by the CPE.
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Figure 40. Wait for REG-RSP at CPE. [Author’s Note: It’s a new figure]
The BS shall perform the operations shown in Figure 41. Note that the Timer T13 is the time allowed for a CPE, following receipt of a REG-RSP message, to send a TFTP-CPLT message to the BS, and its minimum time is 15 minutes. In addition, the Timer T28 is the time allowed for BS to complete the transmission of channel sets and minimum allowable EIRP array, its default value is TBD.
[image: image6.png]——

waiting for
REG-REQ
v
REGREQ
v v
Release and age ot
Stop Timer
oo Basic and Primary
Management CIDs
v —
Se1 CPE
capabilties s
supportzd in N
REG-RSP. -

Mo

REG-RSP
with Response.
2000 |

v
Neighboring
Network
Discovery

REGRSP
wih Response
=0(0K)

|

Start Timer
m3)

L

(" watror
TETR.CALT

L J





Figure 41. Registration at BS. [Author’s Note: It’s a new figure]
6.16.9.1 Secondary Management Connection
For managed CPE, upon sending a REG-RSP, the BS shall wait for a TFTP-CPLT. If the Timer T13 expires, the BS shall both de-assign the management CIDs from that CPE and make some provision for aging out those CIDs (see Figure 42 and Figure 43). Note that the Timer T26 refers to the time waited for TFTP-RS, and its maximum and minimum values are 200ms and 10ms, respectively.
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Figure 42. Wait for TFTP-CPLT at the BS. [Author’s Note: It is a new figure]
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Figure 43. Wait for TFTP-CPLT at the CPE. [Author’s Note: It is a new figure]

6.16.10 CPE Report Sensing Results and Discovered Neighboring Networks
After a CPE has registered with a WRAN BS, it shall perform network discovery in order to identify neighboring WRANs and eneable efficient self-coexistence. The neighboring network discovery involves listening to the medium for CBP packets or BS SCH transmitted by other WRAN BSs. This network discovery mechanism is described in Section 6.21.3.8.3.
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Abstract


This contribution provides the revised text on Sections 6.16.2.8.2 – 6.16.8 of the Working Document v0.5.0.
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