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1. Background Information

Referring to Section 6.9.7.3 of the Working Document version 0.4.3, there is no text describing the functions of Tables 76 – 87, which are the information elementsd of the REG-REQ/RSP. In this contribution, we provide the text for these tables.

6.8.1 HMAC
This parameter contains the HMAC Key Sequence Number concatenated with an HMAC-Digest used for message authentication. The HMAC Key Sequence Number is stored in the four least significant bits of the first byte of the HMAC Tuple, and the most significant four bits are reserved.
6.8.2 MAC version encoding

This parameter specifies the version of IEEE 802.22 to which the message originator conforms. If the MAC version values exchanged between a BS and CPE during network entry and initialization differ, one of the following actions are taken:

· If BS version > CPE version, then CPE performs normal operations, but BS communicates with the CPE per the

version level specified by the CPE.

· If BS version < CPE version, then CPE performs normal operations, but does so in conformance with the version

level specified by BS. If backward-compatibility is not supported, CPE disables any attempt for upstream transmission to BS.

6.8.3. Current Transmit Power
The parameter indicates the transmitted power used for the burst which carried the message. The parameter is reported in dBm and is quantized in 0.5 dBm steps ranging from –64 dBm (encoded 0x00) to 63.5 dBm (encoded 0xFF). Values outside this range shall be assigned the closest extreme

6.8.4. Service Flow Descriptors

Information regarding the attributes of an upstream or downstream service flow shall be encapsulated in a compound structure as defined in Section 6.9.8.10.

6.8.5. Vendor ID

The value field contains the vendor identification specified by the 3-byte, vendor-specific organizationally unique identifier of the CPE or BS MAC address. When used, Vendor-specific QoS parameters, Vendor-specific classifier parameters, Vendor-specific PHS parameters, or Software upgrade descriptors, the Vendor ID encoding identifies the Vendor ID of the CPEs that are intended to use this information. A vendor ID used in a Registration Request (REG-REQ) shall be the Vendor ID of the CPE sending the request. A vendor ID used in a Registration Response (REQ-RSP) shall be the Vendor ID of the BS sending the response.

6.8.6. Vendor Specific Information

Vendor-specific information for CPEs, if present, shall be encoded in the vendor-specific information field (type 143) using the Vendor ID field (section 6.8.5) to specify which tuples apply to which vendor’s products. The Vendor ID shall be the first IE embedded inside VSIF. If the first IE inside VSIF is not a Vendor ID, then the IE shall be discarded. This configuration setting may appear multiple times. The same Vendor ID may appear multiple times. This configuration setting may be nested inside a Packet Classification Configuration Setting, a Service Flow Configuration Setting, or a Service Flow Response. However, there shall not be more than one Vendor ID IE inside a single VSIF.
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Abstract


This contribution provides the text description for Section 6.8 of the Working Document (version 0.4.6).
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