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1. Background Information

Referring to Section 6.9.7.3 of the Working Document version 0.4.3, there is no text describing the functions of Tables 76 – 87, which are the information elementsd of the REG-REQ/RSP. In this contribution, we provide the text for these tables.

2. Table 76 (ARQ Parameters)

This field provides the fragmentation and ARQ parameters applied during the establishment of the secondary management connection. This field is related to the ARQ parameters described in 6.9.8.10.19. 
3. Table 77 (CPE Management Support)

This field indicates whether or not the CPE is managed by standard-based IP messages over the secondary management connection. When the CPE indicates in the REG-REQ that it is managed, the BS and CPE shall perform the following three stages of the initial network entry process, namely establish IP connectivity, establish time of the day, and transfer operational parameters. Otherwise, these stages shall be skipped by both the BS and CPE.
4. Table 78 (IP Management Mode)

The IP management mode parameter dictates whether the provider intends to manage the SS on an ongoing basis via IP-based mechanisms.
5. Table 79 (IP Version)

This field indicates the version of IP used on the Secondary Management Connection.
6. Table 80 (Secondary Management CID)

This parameter contains the Secondary Management CID issued to a CPE.
7. Table 81 (Number of Upstream CID Supported)

This field shows the number of Uplink CIDs the CPE can support. The minimum value is three for managed CPEs and two for unmanaged CPEs. A CPE shall support a Basic CID, a Primary Management CID, and 0 or more Transport CIDs. A managed CPE shall also support a Secondary Management CID.
8. Table 82 (ARQ Support)
This field indicates the availability of CPE support for ARQ.

9. Table 83 (DSx Flow Control)
This field specifies the maximum number of concurrent DSA, DSC, or DSD transactions that may be outstanding.
	Element ID
	Length

(bytes)
	Value
	Scope

	11
	1
	0: no limit (default)
1-255: indicate maximum concurrent transactions
	REG-REQ, REG-RSP


10. Table 84 (MCA Flow Control)
This field specifies the maximum number of concurrent MCA transactions that may be outstanding.

	Element ID
	Length

(bytes)
	Value
	Scope

	12
	1
	0: no limit (default)
1–255: indicate maximum concurrent transactions
	REG-REQ, REG-RSP


11. Table 85 (Maximum Number of Multicast Groups Supported)
This field indicates the maximum number of simultaneous Multicast Polling Groups the CPE is capable of belonging to.
	Element ID
	Length

(bytes)
	Value
	Scope

	13
	1
	0-255
0 (default)
	REG-REQ, REG-RSP


12. Table 86 (PKM Flow Control)
This field specifies the maximum number of concurrent PKM transactions that may be outstanding.
	Element ID
	Length

(bytes)
	Value
	Scope

	14
	1
	0:  no limit (default)

1–255: indicate maximum concurrent transactions
	REG-REQ, REG-RSP


13. Table 87 (Authorization Policy Supported)
This field indicates authorization policy that both CPE and BS need to negotiate and synchronize. A bit value of 0 indicates “not supported” while 1 indicates “supported.” If this field is omitted, then both CPE and BS shall use the IEEE 802.22 security as authorization policy.
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Abstract


This contribution provides the text description for Tables 76 – 87 in Section 6.9.7 (REG-REQ/RSP) of the Working Document (version 0.4.3).
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