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1. INTRODUCTION

In the current draft of TG1 standard [1], a random back-off timer is used to avoid collisions in transmitting their next RTS codewords when multiple SPDs sent the same RTS codeword in a superframe. 
Some comments including Comments # 72, 78, 189, 317, and 337 for the first round of TG1 letter ballot were suggested to point out problems related to this random back-off issue [2]. One of the authors of this document submitted a comment related to this case – Comment 413 [3].
The random back-off timer that we are considering in the current draft does not provide perfectly random numbers for SPDs. Therefore we can not gurantee that collision problems can be solved for the next step after a collision.
In this document, a back-off scheme is being proposed for the case explained in the above. With this scheme, it can be guranteed that collisions do not occur by assigning a different value of back-off for each SPD for the next step.
One of typical applications for the scheme is the retry mechanism for the case that multiple SPDs send the same RTS codeword in a superframe as explained in 7.4.3 in the current draft [1]. In the next trial, this back-off scheme can be applied for selection of a superframe for the next RTS request.
2.  BACK-OFF MECHANISM
For Existing SPDs 
Each SPD has its own value of back-off, K, {K | K = a*n, n = 0, 1, 2, 3, …..}. Here n is the non-negative integer and a is a constant, for example, 2. When an SPD is associated with the PPD for the first time by transmitting its first beacon frame, this SPD has a value of zero for n. Whenever it receives a beacon frame from another ordinary SPD or the NPD, it increases its value of n by one. Whenever it transmits a beacon frame, its value of n is reset to zero. By applying this, it is guaranteed that all SPDs have different values for this value of back-off, K. It means that each SPD always has a different value of n from values that other SPDs have.
Proposed Text Change

The text of lines 14 and 15, page 64 in the current draft [1] – Following the failed request, “the SPD shall choose a random number K in the range [0, …, 15].” - can be replaced with the above description of the scheme. And “select another random number and” in line 21 and “selects a random number and” in line 22 on Page 64 will be removed.
3.  CONCLUSION

In this document, a new back-off scheme is being proposed. By letting each SPD have a different value of n, it has its own back-off value. Therefore using these schemes, we can guarantee that each SPD including the NPD has a different value of back-off. It means it provides a method to avoid collisions.
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Appendix

One Example

Value of n 
Event


SPD1
SPD2
SPD3
SPD4
SPD5
SPD6
SPD7
SPD8
SPD9
SPD10
SPD1 sends a beacon
0

SPD2 sends a beacon
1
0

SPD3 sends a beacon
2
1
0

SPD4 sends a beacon
3
2
1
0

SPD2 sends a beacon
4
0
2
1

SPD5 sends a beacon
5
1
3
2
0
SPD6 sends a beacon
6
2
4
3
1
0
SPD7 sends a beacon
7
3
5
4
2
1
0

SPD8 sends a beacon
8
4
6
5
3
2
1
0

SPD9 sends a beacon
9
5
7
6
4
3
2
1
0

SPD3 sends a beacon
10
6
0
7
5
4
3
2
1

SPD10 sends a beacon
11
7
1
8
6
5
4
3
2
0

SPD7 sends a beacon
12
8
2
9
7
6
0
4
3
1
SPD1 sends a beacon
0
9
3
10
8
7
1
5
4
2
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Abstract





In the current draft, a random back-off timer will be used to avoid collisions. However, this timer does not generate perfectly random back-offs to solve collision problems. In this document, a new back-off scheme is proposed by which it is guranteed that collisions can be avoided in the next step when multiple SPDs have a collision to transmit their RTS codewords due to their selection of the same RTS codeword.
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