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Minutes: March 2007 802.22.1 Plenary Sessions

Session 1  PM2  Tuesday, March 13, 2007
Start time:  16:12

1. Approve Agenda: The agenda was revised to include Security and FEC on the same day since they are related with regard to length of the total payload.  Bill noted that the agenda items may not be able to be discussed completely separately and that it may be necessary to jump around between the issues a bit. 

Discussion on agenda:  Soo-Young  noted he would  like to address each of the 3 items listed separately (agenda item 11, Wednesday 15th.  Bill:  The wording is okay as is – we can do each separately.  The text is separate.  Soo-Young will send modified proposals / documents to Bill.  The documents are -9, 10, 11, 12, 7, and 8  from Jan 2007 Interim.  These are MSWord and PowerPoint documents accordingly.  Bill:  The document number for the text draft is 89r01.

No further changes to the agenda, so it was approved and posted as document 106, Rev 2.


2. Approve Minutes from 2/27/07 (document 109) and 3/06/07 (document 104).  The 2/27 minutes are approved without change.  The 3/06 minutes are approved without change.  

Approve January Interim Minutes (London, document 108).  The January Interim minutes were approved without change. Gerald: What is the document number?  Document 108.  A short discussion on the 2/20 minutes – asking for more notes to be added.  Gerald:  They are public record and they should be more complete.  It was noted that an attempt would be made to bolster the notes of the 2/20 TG1 conference call.  


3. Itemize and prioritize Open Issues (not already listed below) requiring resolution before we can bring the draft to Letter Ballot: 
The issues are Security, FEC, timing, RTS/ANP, etc.  Bill noted this is not necessarily in the order to discuss.  Finally, the 3 Huawei proposals need to be decided.  At this point, Bill asked if there were any further issues?  None heard.  If we get this done, the draft can go forward at the end of the week.  

Bill:  We are trying to close all issues in draft so the editor can complete the draft.  We need decisions so this can be done.  Carl said that if we answer the questions, we can go to letter ballot if we can put faith into our editor to get the draft properly completed.  Monique: Must have a vote to go to letter ballot (10-day ballot).  If that is successful, then the actual 30-day letter ballot goes forward and we would be done by May.  Steve Shellhammer:  First vote on the question of going to a letter ballot can be taken after the draft is circulated, If that ballot passes, then we can go to an actual vote.

Clarification was made by  a representative from 802.11.  He indicated:  The draft 1.11 was turned into draft 2.0 so that all edits were included.  It is a technical decision to ask if we should take this to a vote.  This is a 15 day cycle.  This was agreed upon before they left the London meeting.  Next, they had a 45 day ballot on the actual draft.

Bill:  We need to check with Carl to see if we can do this. 


4. Review Security Proposal (Includes discussions on FEC).
Bill noted there was a discussion the previous night to see if we can separate the PSDU from the security and the certificate and do FEC on each independently.  That way the WRAN can shorten the quiet period as they see fit and need to (only need to receive that part of the beacon of interest).  This does add overhead but it speeds up the WRAN operation once validation has occurred once.  The second discussion was on whether beacons need to authenticate each other.  Once the WRAN authenticates, it has to vacate the channel, so do we need to authenticate the SPD’s?  They could get sub-channel information, etc …..David M thinks we can remove the certificate from the beacon and use a backchannel to get the certificate.  Bill: Authentication on the primary beacon is needed to remove the risk of bogus beacons clearing a channel when they don’t have priority on the channel.  


5. Review frame timing issues (Sync/PPDU Timing) following decisions on Security, FEC, etc. 

David M will put together a list of options.  See: 22-07-0129-00-0001_beacon_frame_options.

The discussion cantered on the 118ms method in the presentation.  Can the WRAN / CPEs use the synch burst (about 4mS) to then schedule listening to the entire beacon frame within a single superframe of the WRAN?  Yes it can be done.  Bill:  The rogue beacon may be rare, but if beacons are built that don’t authenticate but broadcast the PSDU and do clear the channel, then it is a real problem.  We must design for reasonable worst case.  

We can save about 10 bytes with some smart cards that are available plus we can save at least 6 bytes in the security payload plus 2 bytes from the location part of the PSDU.  We can not synchronize the WRAN to the beacon, so the beacon must be shorter than the WRAN superframe and “walk” into the WRAN superframe. We need to figure out how long it takes the beacon to slide into the superframe of the WRAN.  

Gerald:  Can we discuss other FEC rates.  The WRAN supports ½, 2/3, 5/6 rates, so they are available.  Bill:  We can consider this when we discuss FEC itself.

Bill:  We started with worst case – 185mS.  Gerald: Need to try to find a faster solution.  Bill:  Sounds like it is worth spending some time to reduce length, but if not possible, then we may have to live with it.  

Bill: Let’s close out this discussion with what we need to do:  Channel map should be kept.  It should be secure?  Ed C and Monique discuss the attacks that could take place if it is not secure.  It was clear from their discussion the channel map needs to be secure. 

In the chart, it seems that we are looking at Row 1 in David M’s presentation which is desirable for the overall system but not from the quiet period time requirements.  

Gerald:  Once we have a good understanding of payload, which we do, we must consider different FEC rates.

The discussion turned to channel models. Bill indicated there is not enough time to consider channel models today, so he is directing the group to do that in a later session.  Bill suggests that the group look at FEC rates and their effect on WRAN timing, and then move to channel models.

Gerald:  Feedback to the main group is if it fits within a superframe and, if that is not acceptable, then we need to go back and take out more.  Steve K indicates that the changes would make the security acceptable against threats through about the year 2030.  

The session was recessed at 18:14

The session resumed at 13:50 Wednesday PM 1

5. Continued: Review frame timing issues (Sync/PPDU Timing) following decisions on Security, FEC, etc. 

It was noted that in Part 74 the FCC allows the transmitter output power to be 250mW, not ERP; antenna gain is “free” additional power that is allowed.  Analysis will be presented that indicates results with these inputs.

David M presented 22-07-0129-00-0001_beacon_frame_options showing the timing of adding FEC vs. time required to receive the entire beacon superframe.  The starting point is 159mSec if we do rate ½ FEC on all PSDU, Authentication, and Certificate independently.  The synch burst is extended with FEC in the I channel with FEC; it would take 3.3mS to receive without FEC and just over 4mS with FEC added per Huawei’s suggested method.  Next problem is the length of the beacon quiet period has an effect on how long it takes to schedule a superframe quiet period noting they operate asynchronously.  

Ivan Reede suggests breaking the beacon frame into several small frames and sending in shorter periods.  It was pointed out by Ed Callaway that we had already discussed that possibility and there were new issues that would arise.  That suggestion had been discussed and already discarded by the group.  David M points out that we have alternative methods to complete sending the information with a minimal wait time to line the BS superframe up with the beacon frame.  David also suggests doing FEC on the synch and PSDU but not on the authentication or certificate.

Bill:  If we can’t make this fit, the WRAN would have to vacate on the burst and then do an off-channel check and see if you can come back, or we have to use more than one superframe to send FEC on the entire beacon frame.  

Steve Shellhammer:  Is there a requirement / number <editor note: link margin/Es/No>  to which we need to be able to decode the information?  Preliminary results indicate some instances where we fall short of required signal level to properly decode the information. (Steve Kuffner data to be presented later showing his calculations of Es/No).

Bill:  We are looking at the FEC possibilities, allowing Steve K to finalize the results of his study based on the newly realized information that the 250 mW is not EIRP.  We are gathering the possible solutions and then will choose the proper method based on the simulation results.

David:  We are also studying using the sense antenna to get the synch burst and maybe even the PSDU, but then use the directional antenna to sense the rest of the beacon packet – that is additional free gain that equalizes the interference from the directional pattern of the CPE.  

Monique:  What happens if the superframe is missed from the standpoint of the CPE?  Does the system fall apart if the superframe is missed?  David M:  In normal operation, the CPE does not rely on just the superframe.  But, in normal operation, missing the superframe would require re-synch’ing which could take additional time.  Steve Shellhammer:  Maybe we can ask the group for a more analytical reasoning / analysis from the working group as to the effects.  Also, we only have to look for the full beacon frame when you see a synch burst.  The probability of a false synch burst is extremely low, so the actual probability of having to perform this full beacon sense task is rare.  

David:  With respect to false alarm rate, we have spreading plus m-sequence, so that is a very rare possibility.  If you use energy detection, then it could false.  It is hard to get a false synch burst to correlate. Steve S:  If the false alarm rate is really that rare, then who cares?  Bill:  If you have a weakness, people will take advantage of that.  We have a robust system that avoids that problem.


6. Variable rate FEC. A presentation on the effects of different rate FEC is presented by Huawei.  See: Evaluation of performance with different Beacon PSDU length after FEC

Question from Bill:  Can we extrapolate these results and time to just do the PSDU and find out required time to beacon?  Answer is Yes.

Presentation complete; no further questions.

7. Sensing/simulation/analysis discussion (Link Margin).

Steve Kuffner presents the calculated link margins based on the Channel model #1.  22-06-0195-01-0001_TG1_interference_BW_analysis_Hata_a <Editor’s note: version 1 was presented at this time. Several updated versions were provided during the session based on feedback from the discussions>. 

Assumptions: Higher transmit power based on 250mW TPO and 7dBi antenna for UHF and 50mW and 5.8dBi for VHF.  This is allowed under part 74.  Results are also shown for 250mW at VHF if the Commission would accept that level.  

The analysis philosophy is that if the WRAN is too far away so that the interference from a WRAN or CPE is low enough to avoid problems to the wireless mikes. There is a parameter in the analysis that considers relative antenna height differences.

Question from Greg B:  What is the assumed mike receiver antenna gain?  Answer: +2.2dBi.  Greg:  We need to discuss / study this further.  It would not be the case for the VHF wireless mike receiver.

Steve presented the data in the first chart.  Greg:  If we add the 8dB from the directional CPE antenna, the only point at which we have a shortfall is 1dB desense at 3 meter 1% packet error rate?  Ans:  Yes.  Greg:  Therefore, if we use the Shure 20dB d/u ratio (3dB desense), we make the parameters?  Answer:  Yes. 

A short discussion on the use of the omni sense antenna vs. the directive array for the authentication and certificate portion of the beacon packet. The use of the directive array was independently proposed by David M. and Steve K. 

Steve finished presenting at this session; he indicated that he could do the HATA model simulations, if requested, in a later session.

The session was recessed at 15:34

The session resumed at 16:12

7.
Continued: Sensing/simulation/analysis discussion (Continued) David M presents data on path loss for various heights.  This is to calculate the keep-out region for the wireless mike protection. 22-07-0067-02-0001_Beacon_PER_vs_Distance  

Bill:  It seems that we are converging on a solution that will work – security, FEC, etc.  Next step is to converge on a channel model.

David M:  Is this a Raleigh, Rician, or no fading model?  The data is presented showing the degradation of the link based on three channel model assumptions.  Question to the floor is what fading model do we use?

Yu-Chun:  Offers a discussion of channel simulations they have performed.  Also, he indicates he feels the Doppler shift used in the model is too low.  David asks do you synchronize once per 10k frames, or do you synch each burst?   David M indicates that you should synch on each burst.  Paul Gorday indicates that he used the Rayleigh fading model for the initial results.  That is because we wanted a conservative (pessimistic) model.  He suggests using the Rayleigh model.  David M:  The real question is what target SNR do we want to hit?  Paul:  There is not a big concern over the model itself; rather, how do we use it since the difference between Rayleigh and Rician is about 9dB in this case.  YuChun:  Discuss difference between the BER David is presenting and the data in their 07-0099 document.  Bill:  How do we settle on an approach- how to we drive this to a consensus conclusion.  Kelly W:  Are down to a choice of 2 models?  Bill:  We are down to a choice of what type of fading and what model to use.  Ivan:  We can’t play with the performance of the wireless mikes, so we must err on the conservative side.  Soo-Young:  I don’t see the problem with the 22 model.  Are we using model A, B,C, etc?  David M:  No, we are trying to determine if each ray has Rayleigh fading on it and how to apply the models.  Bill:  Sounds like we want to be conservative, so the Rayleigh model seems to be the direction we are heading.  YuChun discusses simulation results using different models.  David M says once we decide on the model, we don’t need to run more simulations, just pick the point on the published curves.  Ed Callaway moved to use the Rayleigh model.  Ivan Reede seconded the motion.

Bill:  We have a motion to use the Rayleigh model on each path made by Edger Callaway.  Motion seconded by Ivan.  Any discussion:  Victor:  Does this make the most difficult model?  Yes. 

Vote takes place at 16:55

Motion: Move to use the Rayleigh model.

Moved: Ed Callaway

Second: Ivan Reede

Yes: 16

No: 0

Abstain: 0

Motion passes.


Security Discussion: Bill:  We are now at a point to move security into the document.  YuChun:  What is the worst case SNR we need to work with?  Bill:  Steve K is doing the calculations now – discuss it with him and Steve will present the results.  It seems that the room is looking to Steve to provide this worst case number.  If we try to have the discussion now, we don’t have enough information to finish it.

David M:  I am ready to make some motions.

A short discussion on whether a straw poll is needed or not.  Since these motions are up or down, we will take a 50%, up or down vote. 

Motion: to petition the 802.22 WG to mandate that the WRAN base station requests CPEs to perform sensing during the short periodic quiet intervals using both their link antenna and their sensing antenna (not necessarily simultaneously) at least once each within 5 consecutive superframes. (17:26)

Mover: David Mazzarese

Seconder: Ed Callaway  

Discussion: 
Steve Shellhammer:  Are we asking them (working group) to put in a requirement?  Yes.

Kelly W:  Do we do both at the same time?  No – alternate in some fashion.  

Monique:  Should we remove the word “both”?  No, it is okay as is.

The vote was taken at 17:34

15 yes

6 against

Abstain:  0

The motion failed.
Comment from floor:  If we don’t pass this, then we can’t do any further work.  Discussion follows reviewing the presentation of Steve K and link margin with the channel model.  We need both antenna gains to make the authentication and certificate link budget if we do not extend the beacon time to add FEC to the authentication and certificate.

Bill:  What we are doing is to put numbers to all of the requirements to see if we meet the requirements or, if not, determine what we need to do to get there.  We have ideas that, when put together, meet the requirements.  Some goals counter each other, so we must find a compromise.

Victor:  We are at an impasse.  Bill:  The prevailing side must make a new proposal.  

Monique:  Should we try to get the security issues done?

Bill:  I brought that up and it seems to be at an impasse.  We have to have the evening session and we still probably won’t get through it all.  I do not want to check each decision with the working group – we need to vote and tell them what we would like to have.  

Bill:  There are spectrum sensing and TG1 meetings tomorrow morning, but the 22 WG will not meet as a whole on Thursday, so we will have no opportunity to officially discuss these requirements with the WG before the end of the session. 

Greg:  Carl will ask the members of the PHY group in the sensing meeting tomorrow morning to visit the TG1 meeting for a discussion on the sensing issue.

The session was recessed at 18:01.

The session resumed at 8:20 AM in the AM 1 time slot, Thursday

There was a delay to get the projector working.
We are going to have several members of the PHY group come in at 9AM to discuss the antenna issue from last night.

Link Margin Discussion Continued: 
Steve Kuffner presented updates (22-06-0195-02-0001_TG1_interference_BW_analysis_Hata_a) from yesterday’s presentation including the new antenna gain figures for the wireless mikes.

Steve discusses the changes.  He indicated that he found an error on antenna gain in one chart location.  He also will present the HATA model.  Finally, there is also a large city model that has slightly lower differences between high and low sites in large cities.  

Chris Clanton:  The UHF antenna might be 2dbi and there may be an 8dbi antenna available.  This information came from Shure engineers. 
Gerald:  Where does the 7dBi gain come from?  It is the gain available from a co-linear mobile antenna at UHF.  The lower number is VHF.

Ivan:  Is this a directional antenna?  No, it is a co-linear design so it squeezes energy towards the horizon.  Ivan agreed that this was reasonable.

YuChun:  Why do we run the beacon at 3m instead of 1.5m?  Should we not run both at 1.5m?  Answer from Greg:  No, because the wireless mike equipment is portable and is carried on scene either on the back of a camera or as a separate unit that is in a roady box, set on the ground, or on a table.  The beacon is vehicle mounted, therefore the numbers used by Steve are appropriate.

David:  The numbers are 1dB worse (31dB) and about 1.5dB better for his simulations vs. the results Steve got in the 10 and 3 meter cases.

YuChun:  Why not use 3M for the mike then?  Chris discussed usual deployment and that 1.5m is a reasonable number.  

Gerald:  Discuss why the noise figure of the CPE is not included?  Steve K:  It is comparable to the NF of the wireless mike receiver, so they are a wash.

Gerald:  Where did the directional antenna gain numbers come from?  Steve:  They come from the OET-69 document.

YuChun:  What about the Doppler numbers used?  Should we not use 2.5Hz?  David M:  If anything, we should use the RMS number.  We can consider that the channel is static over the beacon duration since we are fixed.

Ivan: Should we just use directional antenna only?

Steve: Directional antenna – use for TV signals for which the receiver and transmitter are physically separated

Only need 6db signal strength to detect two simultaneous beacons

Steve will post updated doc (22-06-0195-03-0001_TG1_interference_BW_analysis_Hata_a) as well as the spreadsheet. They will be posted as two separate documents. Ivan suggests adding cross references between the two docs

Bill:  Announcement that we will have the joint session at 10:30 with the full group.  We will present our directional antenna / link budget antenna discussion in the full session at that time.  

Ivan:  What about the use of higher power.  Greg:  We could ask for 4W but would most likely get an EIRP number vs. the current TPO, which yields about 1.2W EIRP.  Getting the extra power at the expense of using the directional antenna for sensing would give us a net lose over the current proposal.  Ivan:  Could we scan the azimuth with a directional antenna at the beacon location?  Greg:  Size would be a big issue at VHF plus we are asking the incumbents to take on a much higher cost.

Soo-Young:  By using the directional antenna we are getting more margin.  So, we need more margin in the current link budget.  Do we need channel models defined for our system?  Greg:  We voted and accepted a model yesterday.  We accepted the pessimistic Rayleigh model.  YuChun:  We need more time to reconsider the model.  The data is not yet stable.  Steve K:  The changes are due to new knowledge of antenna gains that have been verified by the equipment manufacturer; they are minor.  

Bill:  We have agreed on the channel model, we can agree that the formulas that Steve have used are complete, so the only variable are the numbers such as antenna gain, noise figure, etc.  Is that enough to make the link margin such that we don’t need the gain or that gain plus FEC doesn’t work.  

Bill: Is there consensus that if we use an omni antenna and add FEC, the result is good enough? Do we have a solution?  No the omni antenna at 250mW and with FEC are still not enough.  Ivan:  There are cases where it does not work.  Gerald:  Considering the front end that the sensing team is using, it does not work.  

Gerald:  Assuming the front end parameters from the sensing team (6dB NF, 5dB lead loss, and omni antenna), can we make the link budget without the gain.  Ivan:  Do we have enough signal at the CPE to overcome the noise in 6MHz?  David M:  We already have to narrow the receiver bandwidth to detect the DTV pilot anyway.  So, this is not an issue.  Ivan:  We need to leave the channel to sense the beacon.  If I am on channel x and plan to use channel y, I have to sense continuously on channel Y?  Greg:  No, since we have the staleness numbers that apply.  Ivan:  I don’t like the off-channel sensing requirements to find the alternate channel.  

Gerald:  Statement to present to the working group:  Assuming the sensing parameters for the rf front end used by the sensing tiger team, task group 1 concludes that the sensing of the beacon will not be reliable without using the directionality of the transmit / receive antenna.  The sense antenna gain must equal or better than the transmit antenna; the receive antenna gain must be equal or better than the transmit antenna gain for any given direction.  (This statement is the final statement as negotiated between the task group with additional input from Ivan Reede.)

Bill:  Is there anyone that does not want that statement read at 10:30 AM Friday to the .22 WG?  

A straw poll is taken (9:56) to see if the motion is sufficient to pass.  The results are that there was no dissention; the motion seems to be ready to move forward.

Ivan:  Move that we read the statement as written to the Working Group.  David Mazzarese seconds it. (10:09)

This motion is procedural; requires in excess of 50% to pass.

Any discussion?  

Yu Chun:  I think we need more time to discuss this with all the information.  Brief discussion as to why he thinks this may be needed.  Reason is because some of the antenna gain numbers are not fixed.  Bill: These variations are within a few dB and do not affect the need to get the gain of FEC and the directional antenna.

No further discussion. Vote is taken at 10:13.

In favour:  6, 

Opposed: 7,

Motion fails.

The session recessed at 10:17

The session was resumed at 19:36 
The session was a joint session of TG1 and the Sensing Team and was held prior to the start of the sensing meeting. 
8. Vote on Security
Bill opens meeting and states the intention is to vote in the security issue, if possible.  If do not do this, we will not be able to do any work on the draft before May.  If we do not approve this, we are not sure what we will do between now and May.

Monique motioned to accept the Security motion as shown.

Motion: To accept the public-key security proposal, as described in doc 22-07-0137-00, which was presented on the February 20, 2007 TG1 teleconference, for inclusion in the draft (22-06-0238).

Moved: Monique Brown

Seconded: Victor Tawil

Discussion: Zander:  Can we have a brief introduction on the superframe / security proposal?

Ed Callaway agreed to do so. This is a Public key proposal that uses elliptical cryptography to achieve the desired level of security.  The presentation was given as an alternative to the symmetric key proposal which was pointed out to have flaws in key management and the time to look up a key to see if it authentic or now.  This scheme involves a third party that provides a trusted authority with an authenticating message.  

Question:  What is the complexity?  There is complexity in the cryptography hardware.  At the system level, the complexity is less than symmetric key approach.

Question:  What is this scheme close to:  It is similar to smart cards and for financial algorithms.  

Steve Shellhammer called the question: Motion to call the question as stated in the previous motion (above). 

Ivan indicates he is allowed to ask a question to understand the motion.

Does anyone object to calling the question?  There was an objection so a vote was taken. 
Yes: 11

No:  12

The motion failed.

We were sharing the room with the sensing team and Steve Shellhammer then asked us to leave so he could hold the sensing meeting. We finished the joint session at 19:49

The meeting recessed while we moved to the Grand Sierra room. 

The session was reconvened at 19:55PM in the Grand Sierra room. 
Ivan would like to amend the motion on adding Security to the Draft to read “independent”  

Ivan would like it to say that it is an independent key provider.  Ed disagrees that we can add it at this time.  Victor:  Agrees with Ivan, but accept the motion as is and then work to refine it during the letter ballot comment period.

Motion: To accept the public-key security proposal, as described in doc 22-07-0137-00, which was presented on the February 20, 2007 at the TG1 teleconference, as the basis for developing text to be included in the draft (22-06-0238).

Moved: Ivan Reede 
Second: Victor Tawil

Discussion:
Soo-Young indicated that he wants FEC tied to this motion.

Bill:  Security is separate from FEC since it is not dependant upon link margin.

Yu-Chun:  I did the simulations in the presentation given in London.

David M:  You (Yu Chun) stated that FEC impact is separate and independent of the security proposal.

Kelly:  They are related, but these are 2 independent proposals so we should go ahead and do it.  This does not mean we won’t do FEC, we will most likely do it.  

Bill:  If there is a problem, we will revisit it.  We need to get the draft text written.  

Greg:  This has been available for 3 weeks after the conference call.  

Ivan:  We can always go back and revise.

Yu Chun:  Can not do this without discussing on what parts we will do FEC.

Monique:  We know we need security.  It has nothing to do with if there are errors in the frame.  We made a proposal, it was seen with flaws.  We worked through the system and came up what the group seemed to agree solved the outstanding issues.  If we don’t settle on this, we will not have text in May.  

Ivan:  We have heard the opinions – we are turning in circles.  The FEC and security are orthogonal.

Ivan Reede called the question at 20:19

Any object to call the question?  There were no objections. 
Bill explained that as there was no objection to calling the question, the motion will now be voted on.

Motion: To accept the public-key security proposal, as described in doc 22-07-0137-00, which was presented on the February 20, 2007 at the TG1 teleconference, as the basis for developing text to be included in the draft (22-06-0238).

The vote is taken at 20:23. Gerald Chouinard performed the vote tally. 
In favour:  13

Against:  4

Abstain:  0

The motion passes.

Soo-Young objects to the way the vote was taken.  A discussion on process follows. 
Ivan:  Has the chair ruled.  Yes.  Ivan:  The “orders of the day are called”.

Soo-Young wants to re-count – make a motion to do so.  Ivan:  I have asked three times for the orders of the day.  The vote is completed, the chair ruled, there is a mechanism to appeal to the chair of the working group, please move on to the next topic.

Bill called a 5 minute recess to discuss the objection to the vote with the objectors. 


Following the 5 minute recess, Bill indicates that the chair of the working group will take the complaint under consideration.

9. FEC Discussion

Ivan:  What are the effects of the FEC?

David M:  The latest things we have discussed are that we have some consensus that doing it on the synch and the PSDU and authentication but not the certificate can be done in 112mS.  (Check number) This includes CRC.  Ivan:  The problem is if a quality of service is paused or lost, then we are in trouble.  If we can keep the system up and running, then no problem.  David M:  This should not be a problem. Ivan:  We don’t want to lose an E911 call because of a beacon.  David M:  You should be able to do anything you want since you have the synch to work with.  Ivan:  We are probably able to stop VoIP for up to 100mS; after that, then it may be a problem.  

A discussion continues to explain the effect of a short pause in traffic during a VoIP call.  

Yu Chun gave a presentation on FEC.

David M:  this is Rev 2 of the document; what are the changes.   Bill:  Please present the changes

YuChun:  He will present the pages with changes, then take a straw poll.

See revision 2 of document 099.

Steve K:  Is this just on the beacon header?  YuChun: Yes

The rate is 400 over 216 – Steve:  Are we going from 26 bytes to 56 bytes – YuChun:  We are going from 26 bytes to 60 bytes. Steve:  the packet is 18 bytes with the 2 CRC’s.  Do you have tail bits in addition to this?  The tail bit number is 4 CRC bytes and 6 tail bytes.  David M:  This is only slightly different than what was originally proposed.  Steve: Is that at the 10% PER or 1% PER?  Yu Chun:  It is about the same at 1% and 10%.  See slide 14 of the presentation.

Bill:  Any other questions:  None

Straw poll:  Do we have enough info to take a vote?  Yes

David M:  Make a motion to accept the FEC proposal for synch and psdu as presented.

Seconded by:  Greg Buchwald

Discussion:  Yu Chun:  Intention is to FEC on synch burst only.

David M:  OK – we will make 2 motions rather than 1.

The motioner changed the motion to: Motion to accept the principle of adding FEC according to the proposal for the beacon syncburst in 22-07-0099-02-0001.

Moved: David Mazzarese
Second: Greg Buchwald

Yes: 14

No: 0

Abstain: 0
Vote taken at 20:55

Motion passes

David M:  Make another motion:

Motion to accept the principle of adding FEC according to the proposal for the beacon PSDU in 22-07-0099-02-0001.

Moved: David Mazzarese

Second: Greg Buchwald

Bill takes the vote at 21:03:

Yes: 13

No: 0

Abstain: 1
Motion passes.

10. Other business:  None heard


11. Set up next meetings: Set up conference calls and dates

David M wants to consider delaying the start for 15 minutes. Bill has a conflict, so David withdraws his request and suggests staying with the current time.  6:00 PM EDT every Tuesday starting 2/27/07 (providing 10 day notice).


12. Open Issues for discussion on Conference Calls: 

a. Need to do a walk through.  
b. Need to finish the other three open proposals from Huawei.  
c. Update numbers for s/n and margins.  
d. Get some feedback tomorrow during the joint session.

Bill:  Any other open items?

Monique:  A .pdf of the draft was distributed, so please everyone look at the file and comment to help make this move forward.

Bill:  Start eliminating the red; getting it cleaned up?

Monique:  yes.

Bill:  There is always a trail so comment can always be tracked…


Monique:  Of course.

Bill:  Start getting the revisions in red changed to black text.

Bill:  Work is complete, adjourn the meetings for the week and se everyone on the conference calls.

13. The 802.22.1 sessions were adjourned at 21:28. 
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