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Agenda:

1. Introductions 

2. Approve Agenda

3. Approve the Minutes of the 7/17, 7/18, and 7/19 802.22.1 Plenary Meetings 

4. Downselection Voting Procedures

a. Review and edit procedures

b. Vote to accept procedures

5. Presentations and Discussion on proposal(s) 
Presentation of revisions and clarifications to proposals already under consideration by Task Group 1 and arising out of comments and discussions occurring between face-to-face meetings shall be limited to 50 minutes. Any such presentations shall be in the proper format and submitted to the Task Group 1 chairman and the 802.22 WG chairman for posting not later than 5:00 PM  (EDT)  Wednesday September 13, 2006. There shall be no changes to presentations after that date/time unless agreed to in advance by the chairman for procedural reasons. The presentations shall be posted as soon as possible after that time. 
a. Philips Proposal (50 minutes)

i. Presentation

ii. Discussion (time permitting)

b. Motorola Proposal (50 minutes)

i. Presentation 

ii. Discussion (time permitting)

6. Questions and Comments on Proposals: There will be 30 minutes an opportunity for those present to ask each proposer questions and to provide comments. Following the discussions there will be a panel discussion whereupon the presentors will all be available to respond to questions and comments for 60 minutes.  

a. Discussion on Philips Proposal (30 minutes)

b. Discussion on Motorola Proposal (30 minutes)

c. Presentation of Comments to proposals

d. Panel Discussion (Philips and Motorola)

7. Downselection Vote

a. The Chairman will briefly review the Downselection Voting Procedures 

b. Downselection Vote (See section 3 of the Downselection Voting Procdure, document 0064, latest revision). 

8. Next Steps

a. Assuming the downselection process is successful, there will be a discussion on the Drafting Process 

i. Review roadmap

ii. Set up conference calls to be held between the Melbourne Australia Interim meetings and the November Plenary Meetings

9. Develop update for 802.22 closing plenary session including request for conference calls between meetings. 
10. Adjourn
Minutes:

Monday PM2 (TG1)

The meeting was called to order at 4:07 PM

1. Approve Agenda: 
The agenda was approved with one modification. Agenda item 6c was added to allow several presentations regarding comments on the proposals. 


2. Approve Minutes: 
The minutes of the 802.22.1 TG from 7/17, 7/18, and 7/19, 2006 were approved. 

3. Downselection Voting Procedures: 
The chairman reviewed the voting procedures for the down-selection process. Only 802.22 voters can vote in TG1. Each voter can vote for one proposal or abstain. It will be a roll-call vote. The TG1 Chair made the procedural decision that this is the final down-selection process. 

There was a show of hands to see if the decision is acceptable to the TG: 13 for, 0 against, 0 abstain. 

4. Presentations and Discussion on proposal(s) (The chairman noted that questions should be held until the end of the presentations). 

A question arose on the confirmation vote that will take place later, as to which document the group would be voting on, and which document would become the baseline standard draft if the confirmation is successful. Revised powerpoint is the answer.  


a. Philipps Presentation: Alireza Sayeed and Chun-Ting Chou presented the proposal 22-06-0130-02-0001_Philips-Proposal-to-TG1.ppt. 

Question: Edgar (Shure) – How does device tell which PHY mode is made by receiver?  Answer: Receiver finds out what was TX.  Edgar: How is mode chosen?  Answer: Transmitter makes decision.  What is TX power? Not known by presenter.

b. Motorola Presentation:
Ed Callaway presented the proposal 22-06-0128-01-0001_Motorola_Beacon_Proposal.ppt.  

Question:  What is the difference between a sub channel and a channel?  Answer: Sub-channel is wireless mike within a TV channel

Gerald: Clarify the problem with not having the beacon on the channel being protected?  Answer:  If second device joins primary beacon on Channel A, but uses Channel B, WRAN only knows about protection of Channel A, not Channel B.  WRAN does not know to check other channels for updates.  

Question:  Why do beacon aggregation? Answer: Plurality of beacons aggregated on a given channel is fine; aggregating over many channels is not good for others.  Gerald makes statement that operating on both channels is good – adds redundancy.  Why do multi-channel aggregation?  Answer:  Do multi-channel beaconing for a certain period of time, then, potentially reduce the number of beacons at your own risk.  Also, we still don’t have a spec for how often the channels are checked – the beacon knows when to be up, for how long, and when. 

Edgar (Shure):  Reason to avoid beacon in each channel is to save spectrum.  Spectrum efficiency.  

 Motorola noted their proposal initially had second inter-beacon channel, but now on same beacon channel.  Can’t use bottom of channel for microphones, so that could work.  Want to aggregate to avoid IM, and allow many users to combine at big event.  

Winston:  At a convention, etc., each operator puts up their own beacons, they communicate and realize that consolidation can occur, then at some point the various beacons shut off until only one in each channel, or do they all keep going and switch to one channel?  Answer:  Desired result is to go to one channel, one beacon.  Path diversity may help, idea is to pass information to one primary beacon device.  Jerry Kalke:  Secondary does a check to make sure?  Answer: Yes, trust but verify.

Edgar:  Primary beacon is on air, but shuts down and leaves. Now the secondary device is no longer being protected and it comes back on the air.  What channel does it need to beacon on to protect.  Answer:  That is a policy level decision and is beyond the scope of 802; therefore, a consortium must be formed.  We need to have all the hooks so that it can be done.  Gerald:  Could this be part of the recommended practice?  Answer:   It could be, but there is no requirement right now.

The meeting recessed at 6:04 pm

Tuesday PM2 (TG1)

The TG1 Chair opened the meeting at 4:02 pm.


1. Q&A
The floor was opened to questions on Philips proposal.

Discussion followed on the range of protection that should be provided by the beacon in order to prevent interference from the base station when there is no CPE in the vicinity of the beacon, so that only the base station can detect the beacon.

A point was raised whether a beacon would interfere with the WRAN in cases where the WRAN wouldn’t need to move away from the channel because it wouldn’t interfere with the wireless microphone if the beacon range is much larger than the interference range of the WRAN into the wireless microphone. 

Gerald Chouinard requested the proposers to provide the sensitivity of the sensing algorithm used to sense the beacon. Gerald Chouinard asked what is the length of the quiet required to detect the beacon in Philips proposal.


Questions from previous day: 
Transmission power:  100mW was used for simulations; link budget shows that 50mW is okay. 
Mode selection (Philips has two Tx modes):  Rx responsibility to check which mode is in use.


Gerald: How did you arrive at 33kM link budget?  Answer:  Distance should be distance from CPE to wireless mike…distance is based on area to be protected.  

Jerry Kalke:  Assumption by Gerald is that a wireless mike would be interfered with before a WRAN would hear it.  The beacon must make the link to the WRAN over the distance at which it can be interfered with.

Edgar Reihl:  -95dBm is not the limit of reception for a wireless mike; it is the point at which full quality occurs.  Edgar said that Motorola indicated that is must be heard over a greater distance and let the WRAN make the decision.  

Carl:  If the base station (WRAN) or a CPE can hear the beacon, they are within the area of influence coverage range.  Edgar:  No, could be outside of it.  Carl:  If the base station senses, it there is anything close enough to hear it, and the beacon goes out far enough to cover the disparity in interference and sensing of wireless mikes, why go to 10 or even 30kM?  Edgar:  Wireless mike may not be near a CPE, but base station may still interfere.  Carl:  The base station is not going to interfere.  Edgar: The beacon is higher power than mike, but short of WRAN.  

Gerald:  Wants to verify the coverage / numbers.  CPE could be 66kM from the beacon…. Philips indicates that maximum is 33kM if mike is at edge of wran coverage.  Carl:  (I’m) Not suggesting that we don’t provide enough protection to part 74, but 33kM seems to be too far since the wireless mikes won’t hear the WRAN at that distance.  Philips: Can we agree upon a number for the distance / power?  Gerald:  Numbers are easily calculated.  Carl:  Two ways to skin the cat – do modulation encoding such that a CPE or base to hear it 33km away, then back off the power; …..Gerald:  Also depends upon length of quiet period, too.  Edgar:  Still need to cover multiple beacons.  Rather than making decision on whether it can be heard, it is made by making a decision on calculated location, etc.  

Bill: Can a simulation be done to see what damage the beacon does to the WRAN system? Philips:  If all beacons can use a small number of channels, then number of channels trashed is minimized. 

Jerry Kalke:  Operationally, what happens when many show up – doing aggregated channel, but operationally, not having to program a beacon is important – the crew has too much to do.  Beacon should detect wireless mike and begin to report it automatically.  Philips:  If sub-channel of the beacon is changed, it will use an unused subchannel.  Wireless mike can operate over the channel, but reporting devices transmit a compacted channel.  If wireless mikes can change channels, then efficiency goes up.  Jerry:  Not a good idea if the operator has to tell the beacon where to operate.  Philips:  It is the responsibility of the beacon to sense the mike and report this back.  Edgar:  That should all be pre-programmed ahead of time by technical staff; since it is pre-coordinated.  Tech ops should have one done this ahead of time.


The floor was opened to questions on Motorola proposal. 

Gerald Chouinard asked about the length of the beacon-burst and the length of transmission of the PSDU. Ed Callaway identified 3 ways currently available in 802.22 draft 0.1 to detect a beacon:

· DSSS in a single OFDMA symbol

· Decode the entire 24-bit burst

· Receive a complete beacon (PPDU =  sync field 0 + frame length + PSDU)


Gerald Chouinard asked whether it would be possible to transmit the PSDU by breaking it into smaller segments (smaller than 10 ms) and transmitting it over several 10 ms frames. Ed replied that it may be possible, but it would still be required to send the PSDU within 2 seconds.

Question: What protections are there against fading when the data of several beacons is aggregated at a single beacon. Ed Callaway pointed out that if a single wireless microphone is deployed, then it should be reliable enough even if a single beacon to protect it. 

There was a discussion as to the necessity of including the IEEE 802 source and destination MAC addresses in the payload to meet the scope of 802. No conclusion. 

Question: what are the properties of the signal for sensing? Answer: there is only a 1.5 dB difference in SNR between detecting the beacon and being able to decode the payload. 

Gerald:  Concept of short burst vs. payload.  What is length of burst, etc.  Ed:  Beacon burst is just under 2.5mSec in length, beacons themselves depend upon data included, something on the order of 45mSec.  Without knowing the specific amount of time and when the WRAN would look:  3 ways….enough time to do direct sequence correlation with a single symbol or baud.  Second – decode entire burst, which then tells you when the actual beacon is available, and third is to get actual data.   

Gerald:  What is the process in mind?  Does CPE look for 5mSec and find burst, then count down and take full data if it wants to.  Ed:  This is a policy decision that is out of TG1 scope; we allow you to make decisions based on all three methods. Without a quiet time spec from 22, then we decided to cover all bases.  Gerald:  Can we spread 45mSec over 4 times 10mSec?  Ed: If I separate them out, then I have to ask do I need to be reacted to by 2 seconds?  We can break it up, but it would be interesting to see what the recommended pattern is.  Gerald:  Want to carry VoIP – we have 20mSec time.  By cutting it into fractions, then we can continue VoIP  Ed: If we want to go to QPSK, then the CPE could hear pieces and listen to segments and put them together to reconstruct the data.
Carl:  If they come fast enough, could sync be held?  Ed:  Must then mandate the requirement

Gerald:  What is the impact of one beacon per channel vs. aggregation.  Bill:  If one beacon per channel, then correlation is good enough; data payload is optionally needed.  Ed:  Yes, but authentication needs full payload.  Gerald:  2mSec includes security?  Ed:  No, and even if it did, it would be easily spoofed.  In 2mSec you can know clearing is needed with high confidence, but without certainty.  Carl:  Reason for much of the data is to indicate location, etc.  Greg:  Ducting; other abnormal propagation – don’t shut down for that reason – location is required.  Ed:  Also, security purposes.  

Bill:  Might be an opportunity to shorten the needed information – remove sub-channel information.  Ed:  Would actually like to remove data from the beacon.  Gerald:  Have group decide or have proposers to pare it down.  Bill:  Probably not enough time to ask the proposers to pare it down; group can do it later.  Gerald:  Is it fair to down select now?  Ed:  Work starts when down selection is done. Many things will affect the draft before it is completed.  Down selection should go forward. 

Philips:  In MAC primary and secondary devices.  What about diversity?  With only one device, you lose diversity.  If primary dies, what is recovery time?  Ed:  First, if single mike goes out, you have single beacon problem and it is reliable – nobody is proposing more than one beacon per mike.  So, it is reliable enough.  The behavior describe is out of the scope of the beacon work in 22.1 – we describe a way, but not something that could or should be mandated.  You could also specify a policy of upper layer application level, not MAC layer – as long as the primitives are done, then it can be completed by the policy deciders.  Philips:  Why is this a policy decision?  Ed:  The MAC cannot make a decision as to the policy; that comes from a higher layer.  Information in the fields is out of the scope of .22.1 – the mechanism of how they interrupt each other is in the scope of the MAC, but how to decide when I speak is in the scope.  Philips:  That is clear.  But you choose a centralized bacon approach.  Ed: This is an example of what can be done, but hooks exist so that upper layers dictate if aggregation, etc. occurs.

Carl:  Question was asked about MAC addresses.  Is there a mandatory MAC address?  Does the payload have 48 bits?  Ed:  Since it is a beacon, there is no destination; therefore, the information is different.  It is what goes into the 8byte field.  Is it an IEEE field or a callsign?  The field exists, so it can be done, but that will be a decision to be made.

Jim Tomcik:  What if you are aboe to sense the signal, but not decode it?  Have you thought about the ability to be sensed by WRAN when CPEs/BSs are beyond distance that decode can be done?  Ed:  The data is slow – less than 10kB/sec – 1.5dB delta between single burst and ability to decode minimal length beacon.  Designed to use specific factors such as RTS burst not having poor detectability, even symbol rates are sub-multiples of ATSC chip rates – lots done to make sure it is detectable at very low levels.

2. Presentation of comments to proposal followed. 
a. David Mazzarese made a presentation on Samsung’s proposed enhancements to Motorola’s proposal (22-06-0184-01-0000_Samsung_Beacon_Design_for_Enhance_Motorola_TG1_Proposal.ppt). (See presentation.)

Questions: 

Gerald: Spreading is still over the same amount of spectrum?  Answer:  Yes

Steve Shellhammer:  What happens if you turn it one, drive to location, and now hears a second beacon.  Edgar:  Beacon goes on when antenna goes up.  Jerry Kalke:  Might not use a mast, but still can be turned on at location by some means.  Edgar – If beacon is off, you lose protection.  Some means is necessary where the beacon is started at scene.  Mikes are turned on at site.  Fixed studio application would program and then occupy spectrum all the time – beacon is on all the time.  

Carl:  If mikes are sensed, can shutting off the mikes turn off the beacon?  Ed Callaway:  Upper layer, can be decided later.  

b. Edgar Reihl made a presentation on comments to 802.22 TG1 on (doc192.ppt). 
Proposed dividing spectrum into smaller sub-bands for WRAN operation. 
Edgar: Would prefer not to have a requirement to transmit in each channel to conserve spectrum.  If you know where the beacon is located in each channel, then require all channels to be scanned without multiple beacons on the air.  WRANs would be required to scan only the part of the TV spectrum it will operate in.  VHF-LB, VHF-HB, and UHF (14 – 51).  Whole band might not be covered; 38 channels / 228MHz – big chunk of spectrum, but cost may suggest that smaller pieces be used.  Should be specify sub-bands?  14-21, 22-31, 32-41, and 42-51.  Carl:  We already said we won’t operate in T-band within the 13 markets.  

Carl:  Postulate 4 sub-bands, WRANs only transmit in one sub-band but listen in all sub-bands.  Edgar:  Yes, but sub-bands could take over.  Carl:  Concerned that if some CPEs only operate over a sub-band and othes over full band, there is a loss of standardization in the marketplace?  Bill:  Market should make the decision, not this group. 

Note:  Do not confuse the definition of sub-bands in this discussion where sub-bands are actually sub-blocks of full TV channels (approximately 10 channels or 60MHz per sub-block) with sub-channels within a given TV channel where the sub-channel within a TV channel may be, for example, individual 200kHz microphone channels. - Greg

Gerald – elegant solution is to use TDMA. Greg: Short beacons might be missed; you must beacon all the time on the channel.

The chairman assounced the panel discussion is postponed to tomorrow.

The chairman announced that the down-selection vote will begin at 5 pm tomorrow and that he will send an email to the reflector right away. 

The meeting recessed at 6:10 pm.
Wednesday PM2 (TG1)

The 802.22.1 Chair called the meeting to order at 4 pm. 

Questions and answers on the two proposals were taken in the panel session.
A representative from Philips was not available to answer questions. Ed Calloway took questions on the Motorola proposal. 

Question about slide 9 – add CRC bits to the index.  Answer:  Statistically, if you get an error in the 24 bits of the burst, it is very likely that you will not get the beacon.  Therefore, if you need CRC o detect error in burst, it will not help you since even if you have an error, you will have so many errors in the data that you would not be able to recover – the data (PSDU) is 17 times longer than the burst.  

Carl:  If the constant and relatively well distributed bit errors, then you would not be able to fix the data.  Bursty noise might be different – with multiple bursts the worst case would be an error in the last burst.  Time would be mis-interpreted.  Answer:  Without CRC you don’t know which one is wrong, if either.  Noise burst are statistically unlikely that would hit a 3 octet burst and not hit a 50 octet data message.  The WRAN people don’t want to listen to the beacon; they don’t make money off that.  Cool things can be done – correlate on indices and words to see n and n-1, etc but they all cost time.  Most important factor is to get on the air and off the air as quickly as possible.  Carl:  If the beacon is received that bad, you are probably far enough away that you don’t need protection.  Ed:  Make a system that had so long a range in the channel model given, that if you are in the fringes of the area, you probably don’t care since you don‘t need to protect.  Bill:  Down side error does not weaken protection; it causes you to vacate, but if you vacate, you are probably getting a good signal.  Ed:  Yes.

Question:  Need to protect wireless mike but also maintain QoS for WRAN.  Can the data be broken down to 10mS bursts?  Ed:  Everything gets better if you send less data.  Requirements are not of equal weight – first function of the WRAN is not to send data but not to interfere with the licensed service.  It is important to try to get down to 10mS – that is why we are talking with Samsung to do this.  

Carl:  Burst minimizes quiet time burden.  Ed:  If you service VoIP calls, 40mS is not a good thing.  So, you either quiet or move to a secondary channel. It is valid to say that 40mS is a long time.   Steve Shellhammer:  This interruption only happens when a burst is detected, so a beacon is probably there.  If it disrupts you when you detect the short burst, you have to leave anyway, so it is not too burdensome.  

Gerald:  What are the parameters in the data field?  Ed:  See slide 16. Probably save space by reducing the location space.  We don’t need global location, only relative location.  Time stamp is there for spoofing and message transmission.  Each beacon has a unique clear text so that the MIC (Message Integrity Code) was unique.  This eliminates replay attempts.  The rest of the parameters are things that people wanted.  Now is the time to decide if the cost of these is worth paying for in time.  Occupied subchannels list – is it needed?  

Steve Shellhammer:  Can this be broken into 10mS chunks?  Ed:  Common idea, things to overcome are to make sure that synchronization preamble is not needed.  Also have to make sure that AGC values are held, etc.  This is a great place to come up with an enhancement to the proposal.  It is also possible to be able to do long data bursts.  We can do this now, but a broken bit stream would need to be considered.  Gerald:  Other bursts could be used for interbeacon use.  Carl: The only reason for a beacon is that something has to be protected.  Gerald:  Some information is for inter-beacon communications.  Use longer beacons only for interbeacon.  Ed Callaway:  This is okay as long as the WRAN can still find and decode the data from the beacon.

Gerald: Can also have third:  Modulation method.  The simulation is reciprocal; the multipath model is not really the issue.  If the beacon is attenuated by the channel, then the WRAN will also be attenuated.  If you play with redundancy of beacons, maybe use different chips / sequences, then QPSK easily.  This allows reduction from 40 to 20mS.  Ed:  To keep the bandwidth down, we are at 8 chips.  The cross-correlation between them is not that great.  We must be careful because sequences are so short since we are trying to keep the bandwidth narrow – we can’t pick 16 different sequences.  Gerald:  We only need to hear one. Ed:  Ok as long as you hear a real beacon that is authenticated.  

Gerald:  2.5msec time to read the burst – if we go to 4.5msec can we do some security.  Ed:  A 4 or 8 bit security code would not help.  

Carl:  The bit map – is that wireless mike channel within the TV channels or is that an aggregation of TV channels.  Ed:  At the moment, it is subchannels within a TV channel.  The problem is that if we want subchannel granularity, then it is ugly. If we do not mention subchannels, rather “I am covering channels x, y, and z,” then same scheme would also be used. Some complication with raster size, but could be handled.  These need to be answered by 22 so help 22.1 to get this final set of data to be sent.

Question:  On page 10, .22 devices could send data to the part 74 devices?  Answer:  This is not allowed under the current Part 74 rules.

Gerald:  Inter-beacon communications between secondary devices, why?  Ed:  Because it is a requirement of the FRD.  Gerald:  If 802.22 captures one blip, then schedules future windows, maybe 10mSec could be met.  Ed:  That is intriguing and should be considered by the group.

Carl:  The FRD required intercommunications; if we don’t do this, then we are not building a network and it cannot be done within 802.22.

3. The down-selection vote started at 5 pm. 


The Chair re-explained that what is voted on is the basic concept surrounding each proposal and what was presented and answered by the proposers.

Vote is for one or the other proposal, or abstain. It is a 50%+1 vote. 

The roll-call took place. 


Results of Downselection Vote: 

Motorola 15 (88.2%)

Philips 2 (11.8%)

Abstain 2. 


The Motorola proposal was selected. 


The chair asked if there was any objection to continue to the confirmation vote? There were no objections. 


Confirmation vote: 

20 in favor

0 against

0 abstain. 

The Motorola proposal was confirmed. 

The chairman recessed the meeting at 5:25 pm. 

Thursday PM2 (TG1)

The Chair opened the meeting at 4:12 pm.

1. Review Roadmap: 
Motorola has put 2 documents on the server.  The first is a draft document in word.  Document 196.  Second document (195) is a propagation analysis to determine the maximum bandwidths for the beacon so that it could be detected as far away as it could be interfered with.  

Bill: The proposal is not ready to be called a 1.0 document.  802.22 has asked that TG1 deliver a a firm draft document at the November Plenary meetings.


2. Conference Call Schedule: 
Conference calls will be held every Tuesday at 11:00 AM Eastern time, starting on October 3 and continuing until the Plenary meetings in November. The only exception is Tuesday Oct 10 due to the 802.22 Interim meetings to be held in Washington DC. 

The meeting of TG1 adjourned at 4:23 pm.
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