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Agenda  

1. Introductions 

a. Request Volunteer for Secretary

b. Request Volunteer for Editor

2. Approve Agenda

3. Approve the Minutes of the 5/15, 5/16, and 5/17 802.22.1 Interim Meetings 

< http://www.ieee802.org/22/Meeting_documents/2006_July/22-06-0062-00-0001_Draft-TG1-Minutes_05-15-06.doc >

4. Presentations and Discusison on proposal(s) 
NOTE: Per the instructions of IEE 802.22.1 Task Group, the deadline for proposals shall be the close of business EDT, Friday, July 14, for presentation at the July plenary session
a. Proposal 1 (Repeat for each proposal)

i. Presentation by proposer(s)

ii. Discussion

iii. Comments/feedback

5. Next Steps

a. TG1 Instructions to Proposer(s)

b. Review Roadmap, milestones to development of a standard 

6. Next Meetings: Set up weekly or biweekly conference calls

7. Develop update for 802.22 closing plenary session including request for conference calls between meetings. 

8. Adjourn
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802.22.1 TG Minutes: 7/17/06 

First Session

1. The meeting was called to order by Bill Rose at 4:03 PDT

a. Bill Rose asked the TG if anyone was willing to volunteer for TG1 Editor or Secretary. Monique Brown, Motorola, volunteered to be editor. Bill Rose accepted her offer. 

b. There were no volunteers for Secretary. Greg Buchwald, Vice Chairman volunteered to continue to take minutes in the interim. 


2. The agenda was approved with 2 additions: Items 1a, 1b, were added (request for volunteers for Editor, Secretary)


3. Approve Minutes from May Interim. The minutes were approved without change.


4. Presentation of Proposals - Motorola

a. Ed Callaway provided a presentation (document 22-06-0128-00-0000) on Motorola’s proposal. Started at 4:09PM

b. Questions and Comments:

· Gerald Chouinard: Why 35km range? Ans: The major issue is multipath, not sensitivity

· Kelly Williams (NAB):  Why is 300kHz needed?  Ans:  80kHz for beacon, 100kHz reserved for local communications

· Kelly Williams:  Regarding Authentication/Encryption, who holds keys. Ans:  NAB, SBE, trusted third party…

· Carl Stevenson:  What is the “bubble of Protection”?  Ans: 10 – 12kM coverage.  

· Carl Stevenson:  If the necessary bubble of protection for Part 74 devices is only several km, but the beacon signal covers 10-12 km, will the beacon interfere with a WRAN outside of the necessary protection zone? Ans: Ed Calaway:  The Beacon essentially says go away over a specified range. Wran does not have to vacate outside that range. 

A discussion ensued on the interference that is caused by the beacon vs being able to hear it by the wran/cpe vs. interference protection to the wireless mikes. Ed Calaway: The beacon must have greater coverage area than protection area to account for selective fading, etc. 


· Bill Rose:  A slightly more complex beacon approach might allow the WRAN to indicate it has heard the beacon and is vacating the protection zone allowing the beacon to shut off or lower its transmission duty cycle thus lessoning its interference outside the protection zone.  

· There was a discussion on Keys (security): 
Kirk Skeba: If a key is violated, what is happens:  Key is revoked.  
Kirk: How does key get into beacon?  Can beacons get ebayed?  Ans: Ed Calaway:  - centralized respository run by some trusted 3rd party, where WRAN would get its key.  
Kirk: How often does beacon update its key?  Tying parent callsign to an actual license nomenclature?  Could they be locked together?  Greg – yes, will be tied to parent TV.  Kirk – don’t want beacons to cause same problem as illegal wireless mikes.  Greg – if a beacon is lost or stolen, report to 3rd party that the key is no good.  Kirk – impact is that WRANs have to consult database to find this key.  Ed – can be reactive rather than proactive. Cache of keys in your area.  Only call the database when you get  a key failure.  
Kirk: Database operator will have a liability.

· Bill Rose: Key determined at manufacture?  Ed – could be at manufacture or updated in field.  Industry consortium would handle better than a standards org. 

End of presentation.

5. Road map / milestones:  
It was generally agreed that TG1 needs to complete its work prior to the completion of the 802.22 draft. 

a. 802.22 Goals

i. WG ballot in Jan 07 at the latest. They will try to pull it in to Nov 06.  

ii. Sponsor ballot by July, 2007, trying to pull into May 2007.  

iii. Could go for conditional approval in March. 


Therefore, work of 802.22.1 should be complete by March 07.  Carl wants draft at end of November.  For sake of discussion we have draft in Nov.

It was noted that there would be a Tutorial on 22.2 is at 6PM, 7/17/06

The meeting recessed at 5:20PM

802.22.1 TG Minutes: 7/18/06

Second Session

The meeting was reconvened at 4:06 PM PDT, 7/18/06

6.
Presentation of Proposals: Philips Proposal

Monisha Ghosh. Carlos Cordeiro, both of Philips provided the presentation

Carlos Cordeiro began the presentation with a introductory summary of the proposal.\

Monisha Ghosh then presented the Phy signaling structure (see presentation posted as: http://www.ieee802.org/22/Meeting_documents/2006_July/22-06-0130-00-0001_Philips-Proposal-to-TG1.ppt

Carlos then presented the MAC layer. (See presentation)

Discussion: 

· Kelly Williams:  Who recommends what channels to use for part 74?  Answer is WRAN “suggests” that movement occurs.

· Edgar Reihl: How many slots are used to transmit the information? Ans: Depends on whether sending a full dump or incremental information.

· Kelly Williams:  Why is RSSI for Part 74 sent from CPE to WRAN? Ans: The WRAN system can use the information to calculate protection areas, etc.

· Edgar Reihl:  Does this mean that RSSI and energy detection must be done for beacons, etc by WRAN, CPE? Ans: Yes, it can do this if desirable.  This is TBD.

· Carl Stevenson:  Will unlicensed mikes be detected and protected? Ans: Look for wireless mikes from corresponding device.  I.e. detect the mike, then correlate it to beacon data received.

· Carl Stevenson:  Question regarding authentication. Ans:  Security is part not in this presentation; standardized part has security, but this has not been competed.

· Bill Rose:  How does the WRAN identify the Mike and beacon? Ans:  Beacon indicates who is owner of beacon device and what mikes / channels are in use.  

· Bill Rose:  Mikes don’t beacon, so they must somehow be associated? Ans Mike information must be entered into the beacon. Must assume that before the beacon is set up, someone “told” the beacon which mikes are to be protected.

Sensing portion of presentation: See presentation. Beacon transmission and reception rules discussed.

· Jerry Kelke:  If it takes 5 minutes to vacate the channel, that would be a problem. If 30mS (?), then okay.  Answer: Not yet simulated, determined.

· Kelly Williams:  When a beacon wakes up does it scan?  Answer: It looks for other beacons and tries to use a TDMA segment of the detected beacon.

· Kelly Williams:  In the case of a news conference: how many beacons can be accommodated in the superframe.  Edgar Reihl suggested there could be 1 beacon, hundreds of mikes.  Don’t use more than 1 beacon.  Answer:  1 beacon slice is 4.5mS, thinking of a 160mS superframe.  It can be contracted or expanded as needed.

· Jerry Kelke: If 0 (??) beacons at one location, only 1 or 2 really need to operate.

· Bill Rose:  What is motivation for knowing the channel subdivision in the channel if subdivision is not allowed?  Ans: Critical for WRAN to know so it can tell others to move.

· Kelly Williams:  The suggestion that mikes will move based on feed back from WRAN is not ever going to happen.  Answer:  want to have a solution that allows for better spectrum use in the future.  Kelly:  Unrealistic – not enough time at press conference, etc to move.  Not going to change out dumb mikes for smart mikes that can move.  Big event:  the channels are pre-determined – no movement can be done.  WRAN might be involved in manual coordination ahead of the event, but not last minute based on realtime WRAN feedback. 

· Jerry Kelke:  Earthquake, plane crash, etc can happen anywhere, so this situation (large number of mikes, multiple beacons) may happen in rural areas – not often, but can happen.

· Edgar Reihl:  Configuring wireless mikes is a manual process today, may change in future.  At emergencies, etc. nobody is going to care about the information coming from the WRAN.  Might have value for permanent facility.  Okay to  have capability, but don’t have confidence that it will be used.

· Carlos Cordeiro:  Data is there for feedback, use it as you want.

· Carl Stevenson:  The the bit slots for subchannels, etc., needed?  Answer:  Only 8 bits sent.  

· Carl Stevenson:  Maybe use bits to make the beacon more robust instead.  Answer:  It was put in to provide feedback.  If 8 bits are too much, it can be changed.  

· Kelly Williams:  What useful information from the subchannels are sent to the WRAN?  Answer: The WRAN can use it to figure out if channels are available – and if only 1 part 74 device can use the channel, it can feed-forward this information.

· Bill Rose:  With the info, a future system could be devised to self-coordinate.  Lots of future purpose, but not of much use at the present time.  Kelly Williams: This will take decades to occur.  Kelly indicates that the information should be sent as fast as possible so the WRAN can decide and “get out of Dodge”.

“How does the WRAN “see” the beacon” section discussion:

· Kelly: How does WRAN sense the beacon on the channel the WRAN is operating?  Does it need to synchronize?  Answer: No.  The beacon goes to the channel and sends repetitive beacons. At some point, the WRAN senses it and then goes quiet. 

· Jerry Kalke: The WRAN goes through a process of sensing 1st beacon, second beacon, then channels that are vacated.  Is that what we are talking about?  Answer:  The second beacon would send its information on channel the same channel as the 1st.

· Carl Stevenson: Does the beacon scan and sense? Answer: Only for other beacons.

Carlos Summarized: This is about beaconing, not about part 74. An explanation of the beacon collision protocol was provided from the presentation. 

The chairman recessed the meeting at 5:57 PM

802.22.1 TG Minutes: 7/19/06

Third Session

The meeting was reconvened at 4:11 PM

7.
Discussion of Proposals:
This session was used to allow members to question the system proponents.  

· Que:  How does the beacon work indoors and make coverage? How does the large area beacon protect a bubble around the part 74 device?   Ed Calaway and Greg Buchwald responded: The coverage must be larger than the protection bubble to ensure the WRAN will detect it. Indoor operationm limits the detection of the beacon but it also attenuates the WRAN signal. 

· Edgar Reihl: Comments:  Edgar presented the part 74 requirements.  Looking for protection to 15 times the part 74 device.  Need approximately 1.5 km assuming 100 m radii of operation for the part 74 device.  

· Que: How does the wran make a decision?  Ans: WRAN can have rules based on specifications, etc.

· Kelly Williams: Question for Philips:  Where does it transmit?  What power, what bandwidth, where in the channel?  Answer:  Based on license.  Edgar Reihl adds that the choice of channel is ripe for discussion.  Edgar says that there are many sides as to where to it goes.  There is a limitation on occupied bandwidth; the beacon must meet it.  Edgar does think DTV pilot is easy to detect (known location) but bad from standpoint of propagation (TV channel may be mistaken for a beacon).  Discussion of this choice ensues.  

· Carl Stevenson:  Having a known location within the channel is located will facilitate detection.

· Gerald Chouinard:  Multipath can be resolved by redundancy 

· Ed Callaway: Spreading plus correlation insures that it is detected.

· Jerry Kelke:  How long does the protection bubble remain.  Often times microphones cycle on/off.  Ans: There is a vacate time that can be changed, renewed. Edgar:  The protection time varies by use; could be minutes or always.

· Bill Rose: How does the mike receiver know which channel to operate on? Answer:  This is a  manual operation; done in advance. 

· Question from Philips:  How does the weaker beacon get recognized:  Ans: The closest CPE sees it and reports it to the BS. 

· Edgar Reihl:  Prefer one beacon for many channels rather than 1 beacon per channel (conserve BW)

· Carl Stevenson:  Multiple beacons, one per channel, knows and conveys the other channels in use.

· Kelly Williams:  Make accommodation for both - one beacon or multiple.  Don’t count on SBE (?) being there.  

· Carl Stevenson:  Beacons must somehow communicate with each other – self organizing network. Bill Rose:  Beacons are not required to do point to point communications/ two way communication.  That is optional.  

· Kelly Williams: if the beacon knowledge is sent, what do we do with it anyway? Ans: Carl Stevenson:  Fox and CBS have studios nearby each other, and they use channel x and channel y, they can convey each other’s information.  This would augment the bubble.  

Bill Rose indicated it is 5:35 PM, thus cut off discussions. 


8.
Discussion: How do we move forward from here? 

· TBD’s to be filled in.  

· Finalize proposals and be ready to present completed proposals at the September Interim Session.

· All comments and replies should be sent to the TG1 reflector.  

· Bill Rose / Victor Tawil: There are three choices:  

· choose one system outright

· ask them to merge

· give them a list of additional must-haves / Features to be added

· Edgar Reihl:  give the collaborative process time to work.  See what happens.  Go over proposals, and respond with critical feedback.  Separate critical and core features vs. optional features.  Focus must be on these items – let it gel a bit and allow response to comments time to be made.

· Ed Calaway:  We need feedback on what TG1 wants.  Also, there needs to be a well thought out down selection process.  

· Steve Shellhammer:  Linkage between this standard and the original 22 draft.  Can’t reference this document in the 22 draft; don’t let this hold it up.  Carl: That is why this is being moved rapidly.  Worried about linkages.  

9.
Scheduling of Conference Calls: 
Bill suggests that we hold a call every other week.  After a discussion it was decided to reserve every week, and if that is not needed, we can cut it back to every other week.  The times will be co-ordinated at closing plenary.  

The meeting adjourned at 6:04 PM.
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Abstract


Draft minutes of the IEEE 802.22.1 Task Group meetings on Enhanced Detection of Low-Power Licensed Devices Operating in TV Broadcast Bands, held at the 802 Wireless Plenary in San Diego, CA on July 17 – 19, 2006. All meetings were held during the PM2 sessions.











Submission
page 1
William Rose, WJR Consulting, Inc.

