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I presented about the ‘User Authentication in case of MIH’ at the last meeting in Hawaii.

And I am take the homework where is make to UDID standard.

UDID is ‘Unique Device ID’ and I proposed thing for resolve the ‘User Authentication in case of MIH’ problem.

The problem is that I explained at last meeting.

For example :
1) User tries to mobile banking by walking. Bank is detected to IP change and user’s network is disconnected.
2) User tries to using the cloud system by walking. Cloud system is detected to IP change and user’s network is disconnected.
3) User plays to network game by moving. Network game server is detected to IP change and user’s network is disconnected.
Upper cases are due to the server's operating policies for protecting from hacking or cracking and so on.
I will introduce to my research report about ETF trend of the UDID.

UDID related documents were discussed in ECRIT WG of the IETF, and they were calling 'Unique Device Identifier'.

And, have a similar meaning I could find another name to be called. WG according to the UUID (Universal Unique Identifier) ​​and NAI (Network Access Identifier) ​​was calling.

All of this unique identification of the device is the terms used to.

Therefore, I suggest considering UDID to resolve the ‘User Authentication in case of MIH’ problem. For the UDID in MIH, we need standardization development that defines memory address for UDID.
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