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Minutes of 802.21c Task Group Meeting 

Session #55 in Orlando, USA
Chair: Anthony Chan
Vice Chair: Dapeng Liu
Technical Editor: Charles Perkins
Secretary: Hyunho Park

1. Day1 PM2 (4:00PM-6:00PM): Antigua 2; Monday, Mar. 18, 2013 
1.1  Meeting is called to order by Dapeng Liu, vice chair of 802.21c TG, with agenda (DCN# 21-13-0041-00).

1.2  Comments from the 53th comment number of “LB comments and resolution (DCN# 21-13-0033-01-srho)” were discussed and results of the discussion are as same as follows.
· Comment # 53 (Clause: 5.5.8, Pg: 8, Line: 17) If IR is a distributed database, it may not need to introduce "proxy" IR, unless it behaviors differently from the IR.
· Resolution: Rejected, done (see comments 140).

· Comment # 55 (Clause: 5.5.8, Pg: 9, Line: 1, Figure 10 b) "PreReg_Xfer" is not the correct name.
· Resolution: Accepted, Figure 10b is determined to be modified.
· Comment # 65 (Clause: 6.5.4, Pg: 11, Line: 7) The editing instruction contains all of the description of the changes.
· Resolution: Accepted.
· Comment # 71 (Clause: 7.4.30.2.2, Pg: 16, Line: 31) Make "Parameter" into part of column 1 title of the table (appears many times).
· Resolution: Accepted.
· Comment # 74 (Clause: 7.4.30.3.3, Pg: 18, Line: 7) SALifetime should be given as the first parameter in the list; it doesn't appear in section 9.2.2
· Resolution: Accepted
· Comment # 75 (Clause: 7.4.30.3.3, Pg: 18, Line: 9) "MIHF" --> "MIH application"
· Resolution: Rejected.

· Comment # 158 (Clause: 5.5.8, Pg: 8, Line: 11) It seems that Figure 10a is not a reference model. The functional architecture for single radio handover is shown in Figure 10a..
· Resolution: Accepted.

· Comment # 159 (Clause: 5.5.8, Pg: 8, Line: 13, Figure 10a) Replace distributed database of Information Repository with a single logical Information Repository in Figure 10a.
· Resolution: Accepted.

· Comment # 160 (Clause: 5.5.8, Pg: 8, Line: 13, Figure 10a) "Proxy" is undefined in the document. Replace "OPoS/Proxy" with "OPoS/Proxy IR". Replace "TPoS/Proxy" with "TPoS/Proxy PoA"..
· Resolution: Accepted..

· Comment # 161 (Clause: 5.5.8, Pg: 8, Line: 16) Why do we need Proxy IR? Is there more than one IR? Remove the concept of Proxy IR.
· Resolution: Rejected.

· Comment # 163 (Clause: 5.5.8, Pg: 9, Line: 1) If TPoA supports SR-MIHF, then the TPoA itself can be considered the TPoS that can directly communicate with OPoS. 

· Remove PreReg_Xfer request/response exchange between TPoS and TPoA.

· Replace "If no, signal to TPoA out of scope" with "Signal to TPoA out of scope".
· Revise 5.5.5.8 (c) to: "(c) Upon receiving this message from MN (either directly or via the OPoS: if the message is received directly from the MN, the OPoS is bypassed), TPoS or target Proxy PoA helps to discover a suitable PoA if not already known, and the TPoS or Proxy PoA communicates the link-layer frames to the target PoA using a mechanism that is outside the scope of this specification.".
· Resolution: Accepted.

2. Day3 AM1 (8:00AM-10:00AM): Antigua 2; Wednesday, Mar. 20, 2013

2.1  Meeting is called to order by Dapeng Liu, vice chair of 802.21c TG, with agenda (DCN# 21-13-0041-00).

2.2  Comments from the 198th comment of “LB comments and resolution (DCN# 21-13-0033-01-srho)” were resolved.

· Comment # 198 (Clause: 7.4.33.1, Pg: 26, Line: 27-28) Sentences "The control messages are messages to control networks. Therefore, the control messages are not only network specific control messages but also messages, such as ANQP and ANDSF messages, for interworking heterogeneous networks." are not clear. Not clear what we are trying to convey here.  In subsequent primitives, without defining the proper message container/parameters, how  will it know what control messages  it?
· Resolution: Modify
· (1)Define ANDSF MO value. 

· (2) ADNSF MO will carried by MIH message.

· (3)Make AID value consistence, refer to comment number 208,209. 

· (4)Add example for ANQP command.
· Comment # 199 (Clause: 7.4.32, Pg: 27, Line: 10) Sections 7.4.30 and 7.4.31 have both a short summary of their commands. 7.4.32 does not. The behavior should be consistent in all sections. This happens also to 7.4.33. Ideally, section 7.4.32 should also have a small summary of the command set.
· Resolution: Accepted.

· Comment # 212 (Clause: 9.2.2, Pg: 32, Line: 15) Note that this subclause (9.2) is key establishment through an MIH service access authentication. Now besides MSK and rMSK, a key K is introduced. It seems that the K is not established through access authentication. In which situation such a key needs to be generated at OPoS?
· Resolution: modified, refer to comment 213
3. Day3 AM2 (10:30AM-12:30PM): Antigua 2; Wednesday, Mar. 20, 2013
3.1  Meeting is called to order by Dapeng Liu, vice chair of 802.21c TG, with agenda (DCN# 21-13-0041-00).

3.2  Comments from the 214th comment of “LB comments and resolution (DCN# 21-13-0033-01-srho)” were resolved.

· Comment # 214 (Clause: 9.2.2, Pg: 32, Line: 21)  MSK and EMSK are media specific keys. I don't believe it can be made available for O and T networks.--> The MSK and rMSK is not necessarily media specific. It can be generated during media independent authentication.
· Resolution: rejected, The MSK and rMSK is not necessarily media specific. It can be generated during media independent authentication.
· Comment # 228 (Clause: F.3.4, Pg: 43, Line: 1) Is power consumption the only interesting link parameter?  How would this be used?
· Resolution: accepted,
·  (1) Corss reference to Annex S. 

· (2) add text to figure S.3.
· Comment # 233 (Clause: N, Pg: 46, Line: 12) There are no PICS related question.  Therefore there are no requirements in this amendment.  Therefore why are you writing one?  this comment was not addressed in the previous ballot.
· Resolution: accepted.
· Comment # 235 (Clause: E, Pg: 48, Line: 13) Are there no considerations about the primitives for 802.11? (i.e., Table E.2 of the original standard)
· Resolution: accepted.
· Comment # 237 (Clause: F.3.17, Pg: 51, Line: 6) For CTRL_TYPE only ANQP is already defined. All examples speak of ANDSF as well. Could you consider adding a value for ANDSF already?
· Resolution: Accepted, resolved by comments number 198.
· Comment # 238  (Clause: 12, Pg: 52, Line: 5) The notion of Proxy Services and sepcifically Proxy PoA would be RAT dependent
· Resolution: rejected, concept of the proxy service is not RAT dependent. Implementation could be RAT dependent.
4. Day4 AM2 (10:30AM-12:30PM): Antigua 2; Thursday, March. 21, 2013
4.1  Comments from the 157th comment of “LB comments and resolution (DCN# 21-13-0033-01-srho)” were resolved.

· Comment # 157 (Clause: 5.4.6, Pg: 7, Line: 9)  This section seems to be incomplete. There is no relationship with the title and text of this section. Suddenly the distributed mobility management has been introduced but there is no rationale”
· Resolution: Accepted, See comment #156.
· Comment # 168 (Clause: 7.4.30.1, Pg: 15, Line: 17) In the description of   'CandidateLinkList' it is mentioned that if target link is known, this parameter not required. However, in 'TargetLinkInfoList' it is not mentioned when this parameter is not available. I  think it will be hard to find a scenario where 'TargetInfoLinkList' is not available. To me,  instead of TargetLinkInfoList, it should only include 'CandidateLinkList' since from Mobile's point of view, it can only report what it sees as candidate networks.
· Resolution: Accepted, Suggested resolution, merged.
· Comment # 193 (Clause: 7.4.32, Pg: 23, Line: 10): what is the use case for the command?  The sequence in Figure S-1 could be done by way of MIH_Prereg_Xfer command. Consider coalescing commands.
· Resolution: E-mail discussion is needed.

· Comment # 210(Clause: 9.2.2, Pg: 32, Line: 12): The current description only mentions that a key transferred from OPoS to TPoS.is generated by invoking a pseudo-random number generator. It should also support the other scheme in which the key is generated by key derivation. Also, supporting key derivation means that K used by a PoS derives K transferred to another PoS. It is better to use different a key name other than K for the transfered key.
· Resolution: Modified, See the document 21-13-0062001
· Comment # 212 (Clause: 9.2.2, Pg: 32, Line: 17) : Note that this subclause (9.2) is key establishment through an MIH service access authentication. Now besides MSK and rMSK, a key K is introduced. It seems that the K is not established through access authentication. In which situation such a key needs to be generated at OPoS?
· Resolution: Modified, Refer to comment 213
· Comment # 215 (Clause: 9.2.2, Pg: 33, Line: 5): Ciphersuite SHOULD be a parameter sent by MN, or if not, sent by OPoS.  It should be added as another parameter to the Prereg_Xfer commands
· Resolution: Accepted, Suggested resolution: add a ciphersuite parameter in the Prereg_Xfer command.
4.2  Feb. 26 teleconference minutes (DCN# 21-12-0037-00) was approved with unanimous consent. 

4.3  Mar 5 teleconference minutes (DCN# 21-12-0039-01-srho) was approved with unanimous consent. 
4.4  The meeting adjourned at 12:30 PM
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