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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21d Group Management Task Group 
Chair: Yoshihiro Ohba

Editor: TBD
1. First Day AM1 Meeting: Lord Byron; Tuesday, January 15
1.1  Meeting called to order by Chair at 8:04AM 
Call for volunteer to take minutes. Karen Randall is the minutes-taker for Tuesday AM1
1.2  Meeting Agenda (21-13-0007-01) is presented by Chair
The IEEE 802.21d task group is scheduled to meet Tuesday AM1, PM2, Wednesday AM1, and Thursday AM1. May cancel any sessions not needed. The agenda was approved with no objections.
1.3  Meeting Minutes Approval

Meeting minutes from the November meeting are in DCN 12-175-00; approved with no objections.
1.4  Opening Notes (21-13-0013-00) is presented by Chair
Slides #1-#4 shown, Note Well, Duty to Inform
Call for essential patents (No one responds)

Officers (Editor TBD, Secretary TBD)

TGd Schedule (on schedule so far)
In November 2012, there were 7 proposals; this week we have three (see DCN 13-0002-01, 0003-00, and 004-00). There are no new proposals as of this meeting; only revised proposals will be accepted. The second presentations for the proposals will be given during this meeting.  There will be one more opportunity for proposal presentations (at the March 2013 meeting) followed by harmonization and final down-selection in May 2013.
1.5  Proposal Presentation presented by Yoshikazu Hanatani
Proposal presentation by Yoshikazu Hanatani, DCN 21-13-0014-00 (ppt slideset) is presented. 
The presentation reviewed the system architecture, new commands, and primitives and messages. 
He also discussed the detailed proposal, DCN 21-13-0002-2.  This proposal has two procedures: a group manipulation procedure based on Media Key Block (MKB) and a group command procedure.

Charles Perkins asked about defining the Media independent handover function identifier (MIHF ID).  This proposal has an identifier that identifies a set of nodes which may be confusing since the MIHF function typically resides in a single node. He suggested that it may be useful to modify it to be clear that it’s for a group (e.g., MIHG-ID) would be 

It should be clear in Clause 9.5.1 and 9.5.2 that text will be added (and the current text is not removed). 

Subir Das asked about the certificate serial number. Since the certificate has a serial number (for unique identification by issuing authority), there may be no need to specify another unique identifier. Subir also requested clarification of the text in 9.4.4.2 that describes how to identify which key is to be used for signature verification.

Antonio de la Oliva commented that he felt the proposal was good and fits with their ideas. He had several comments and questions that were discussed.  He suggested reconsidering the definition of MIHF ID in 8.3.1; he was concerned that adding the “G” for Group may not be the best solution.  
Antonio also had a question regarding the primitives specified for managing groups. How does the mobile node know the multicast address of the group? In 8.6.3.24, the multicast address is received from the POS; the POS MIHF has a group information database with the multicast address, group ID, and master group key. Lastly, there was also some discussion about the MIH Group Manipulate and Group Link Action; there may need to be some clarification of the text.
In 9.4.1 (page 28, Step 2), there is a statement about delivering both encrypted and unencrypted payload. It was thought that this is not supported by the rest of this proposal nor currently in IEEE 802.21a.  It was felt that the payload will be either encrypted or not; and the proposal should be revised accordingly.
No further discussion is needed, so it was decided to cancel the PM2 slot on Tuesday. 

The chair called for a recess until tomorrow AM1 session. Antonio and Daniel will present their proposals.
1.6  Recess at 6:00PM
2. Second Day AM1 Meeting: Lord Byron; Wednesday, January 16
2.1  Meeting called to order by Chair at 8:10AM 

Minutes are taken by Karen Randall and Toru Kambayashi.
2.2  Agenda Change

The Chair proposed to cancel the Thursday morning session, so the group would review the closing note at the end of this session.  Antonio de la Oliva and Carlos Guimaraes attended via tele-conference  (but attendance shall not be maintained for remote participants). 

2.3  Proposal Presentations presented by Antonio de la Oliva and Daniel Corujo
New slides were uploaded for discussion this morning, DCN 21-13-0015. This presentation will focus on how to transport multicast and how to modify IEEE 802.21 to use multicast. It summarizes their detailed proposals DCN 21-13-0003-00 and 21-13-0004-00.

It was proposed that the major required updates are:

1)
The command service flow will need to allow multiple responses coming from different multicast clients. 

2)
The transaction destination and source state machines will need to be modified to differentiate between multicast and broadcast.

Yoshi asked what the different behavior is for multicast and broadcast in terms of the state machine. Why is the differentiation necessary? 

New primitives will be needed to join the multicast group.  Join primitives should carry information about the transport address to bind to.  An extension to the registration procedure will enable the MN to obtain the list of groups while registering with the PoS. 
It was noted that the security aspects of this procedure are yet to be defined. It was suggested that the security described in the proposal presented by Yoshikazu Hanatani (Toshiba) in DCN 21-13-0014 is consistent and similar in concept to what is proposed in this presentation.  A new security TLV will be defined that will be for authentication. The proposal will add a new security association type, Authenticated, in addition to TLS-generated and EAP-generated; however which authentication mechanisms to be supported still need to be specified. 
Additionally, the Security element added INTG_ BLOCK, representing integrity-protected data. It is not clear if ENCR_BLOCK, representing encrypted data, should also be added. 

The LINK_ID data type was reviewed. There was much discussion and concern expressed about why it is necessary to modify the LINK_ID data type.   It was suggested to look at the MIHF_ID definition in IEEE 802.21 STD; perhaps something similar could be used here.  Further discussion is needed to determine what will be specified in this amendment. 

The presentation also addressed a proposed way to consider integrating the two solutions. See slide 12 in DCN 21-13-0015.  Subir Das suggested that the members of the group consider how to merge the solutions, possibly to be done at the next meeting in March 2013.
Toru mentioned that the major issues that need to be discussed to merge the two proposal clusters is differences in join procedure, group identifier format and how to support existing primitives and messages.

Chair mentioned the major issues will be discussed in teleconferences that will be held between January and March meetings.
2.4  Closing Note by Chair
Chair presented Closing Note given in DCN 21-13-0016.  
At the next meeting in March, it is anticipated that updated presentations will be reviewed; submission deadline is March 10.  There will be no new proposals accepted.  It is the goal to do harmonization and down-selection no later than the May 2013 meeting.
Teleconference schedule was also discussed.
2.5  The meeting adjourned at 12:25pm
