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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21d Task Group teleconference 
1. Teleconference (10:00AM ET -11:30AM ET): 28 June, 2012
1.1  Attendance: Lily Chen, Subir Das, Yoshiro Ohba, Daniel Corujo, Toru Kambayashi.
1.2  Teleconference is called to order by Yoshihiro Ohba at 10:00AM ET
1.3  Review of contribution DCN 21-12-0074-01 on Requirements for IEEE 802.21d
Daniel Corujo presented contribution DCN 21-12-0074-01 on Requirements for IEEE 802.21d.
Comment: In requirement #2, it is also possible to use application layer multicast in addition to L2 and L3 multicast or even hybrid of application and L2/L3 multicast is possible. There is an ongoing IRTF activity on hybrid multicast, and can be presented in July meeting.
Comment: What is the difference between requirements #9 and #10? 
Presenter:  Requirement #9 is mainly on having MIH layer security.  #10 is a scalability scalability requirement.

Comments: It is better to merge common part in the two requirements.
Comment: The term "secure message" is ambiguous.

Comment:  Requirement #1 (exchanging MIH primitives) looks like entering into solution space.  If PoS or some specific entity is a multicast source, it's better to have a specific requirement on it.

Comment: For use case description, scope and objective do not need to be described because it is already covered in the charter.

Comment: Rational may not be needed in the final output.
Comment: Requirements document in the other WG is good to see to minimizing the editing effort.

Comment: Requirement #3 can also be generalized to simply say that identifying of group is needed.

Comment: The use case on "indicate the sensor network that a firmware update is available" is too specific use case.  "Configuration change" is a better use case where additional parameters may be carried in the change.  This use case could be addressed by the service management category.
Presenter stated that he will revise the contribution before the July plenary to reflect the comments received during the conference call.

1.4  Discussion on Encryption Requirements
Chair mentioned that there is an ongoing discussion over the reflector about encryption requirements. 
Chair asked attendees to express their opinions.
Toru Kambayashi made the following comment.
There is an example scenario in order to clarify the use of group key for encryption.  The example is related to firmware update where firmware is encrypted by a group key. 
First, if MN is compromised and the group key is stolen, then the confidentiality of the firmware is affected.  Similarly, even if public key is used for encrypting the firmware, once MN's private key is stolen, then the confidentiality of the firmware is affected in the same way. 
Second, frequent group key update is not required.  A group key can be distributed together with the encrypted firmware.

Third, there is some concern on group key update.  LKH used in GDOI RFC 6407 may be used for group key update.
Chair: There is not enough attendees in this teleconference to decide whether the encryption requirement should be kept or removed.  It is suggested to discuss this in July plenary where more members are present. 
Discussion on Encryption Requirements
1.5  Teleconference is called to Adjourn at 11:30AM ET
