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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21d Task Group teleconference 
1. Teleconference (10:00 ET -11:00 ET): 1 June, 2012
1.1  Teleconference is called to order by Yoshihiro Ohba at 10:00 ET
1.2  Attendance: Lily Chen, Subir Das, Yoshiro Ohba, Daniel Corujo, Antonio de la Oliva, Toru Kambayashi.
1.3  Review of contribution DCN 21-12-0071-01-MuGM-security-requirements-for-new-use-cases:
Some questions rose regarding what is a technical measure. As explained it is encryption or technical mechanisms to enforce that the controller is authenticated such as White list, black list to issue the command. As a node you need to know who are the nodes that can use a command and if the command is coming from a node in the white list

Agreed that some authorization or access control is required, but not on a per-command basis.
Regarding the text for authorization: Authority to issue commands for load balancing must be defined. 
Questions about tampering: The protection mechanisms is independent from the wireless security mechanisms. We need authorization and mechanisms to prove it has not been touch

We want to do it at MIH level. Remember we can have different nodes belonging to same group in different Access networks, hence MIH protection needed.

Mechanism for encryption is required. Providing encryption feature is mandatory. The use is optional

Regarding the firmware distribution: Distribution of the firmware is encrypted not the firmware itself. Sending the block of data of the firmware in the MIH message. Next question is to have it mandatory or optional

Next conference topic: Applications

AO to provide starting document on requirements
