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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21d Group Management Task Group 
Chair: Yoshihiro Ohba

Editor: TBD
1. First Day PM2 Meeting: Techwood; Monday, May 14,
1.1  Meeting called to order by Chair at 4PM 
Minutes are taken by Steve Chasko.
1.2  Meeting Agenda (21-12-0048-00) is presented by Chair
The agenda is approved by unanimous consent.

1.3  Opening Notes (meeting notes 21-12-0053-00)
We began with a short review of where the group currently is at (Document 21-12-0053-00-mugm). The expected date of submission of draft for initial sponsor ballet is March of 2014. We reviewed the Scope and Purpose of 802.21d.
Scope (c.f. Section 5.2 of PAR) 

“To add support in Media-Independent Handover (MIH) framework for management of multicast groups.” 

  

Purpose: (c.f. Section 5.3 of PAR) 

“The purpose of this standard is to enable the handover for group of users across the same or multiple access networks. Additionally, this standard will define mechanisms to secure multicast MIH protocol exchanges.” 

There is a need for officers of the working group (secretary and editor). 

The agenda for the week is as follows: 

Monday 

- Gap analysis 

Tuesday 

- Use cases and requirements 

Wednesdays 

- Identification of related SDOs 

- TG schedule discussion 

Char presented recap of preliminary use case contribution (DCN 21-12-0028-03) that was presented to 802.15.WNG in March plenary.

Chair also indicated there is another a contribution on base ideas and prototype implementation (DCN 21-12-0029) presented in March plenary.
1.4  Gap analysis
There was a general discussion regarding the gap analysis (DCN 21-12-0051-00). There was some discussion regarding a multicast message with a response required.

1.5  Requirements

This was followed by a review of the requirements for IEEE802.21d (DCN 21-12-0050-00). There was a request to include a response required option as a requirement. There was also a request to include an optional non-repudiation as a requirement.
1.6  Recess at 5:30PM
2. Second Day AM1 Meeting: Techwood; Tuesday, May 15
2.1  Meeting called to order by Char at 8:05AM 

Minutes are taken by Charles E. Parkins.
2.2  Discussion about existing works in other SDOs related to multicast
Yoshihiro Ohba presented existing works in other SDOs related to multicast. The following protocols are identified.

· IETF Trickle [roll]
· MAODV
· Mcast key mgmt / GDOI, GSAKMP, Mikey
· Multimob
· Reliable multicast : FCAST and FLUTE
· Scalable multicast : Application Layer Multicast Extensions to RELOAD and A Common API for Transparent Hybrid Multicast
· IEEE P2030.1 (Guide for Electric-Sourced Transportation Infrastructure)
Comment: There should be scalability requirements as one use case is in range of 10k--20k nodes and based on observation about high packet loss rates in Internet. It also depends on whether multicast group membership is dynamic or static.

Comment: There will be a joint meeting between IEEE and IETF on July 2. Internet ADs will attend from IETF.

Comment: There are privacy issues for vehicular applications

Discussion on demand response:

Comment: Utility needs to turn off 

Comment: Battery can give back power to the grid

Comment: There is an MIT solution using parked cars as power reservoir
2.3  First Presentation on Use Cases by Toru Kambayashi

Toru Kambayashi presented use cases (DCN 21-12-0058-00). 

The following use cases are presented ;

- Handover

- F/W update

- Failover/Failback
Comment: Failover model may need changes to account for case when current PoS fails leaving MNs without any multicast communication channel.
There was discussion about comparison to detours for road repairs and subsequent restoration to original traffic channel.
There was discussion about managing visibility of group membership, etc.
Comment: There should be security requirements per use case.

2.4  Recess at 9:30AM
3. Second Day PM2 Meeting: Techwood; Tuesday, May 14
3.1  Meeting called to order by Chair at 4PM 

Minutes are taken by Yoshihiro Ohba 

3.2  Second Presentation on Use Cases by Toru Kambayashi 
Toru Kambayashi presented revised contribution on use cases (DCN 21-12-0058-01).
Q: Similar to group manager defined in 802.15.  Is GM located inside mesh network?

A: Real location of GM is not a problem, but conceptually it is located outside the mesh.

Q: Are GM and CC physically separated node?

A: It can be physically co-located, but again conceptually it is located outside the mesh.

Q: You could do it.  What is multicast address when doing this?

A: Group ID is independent of multicast address.  GM controls the group ID. Maybe multicast address is controlled by some other scheme.

Q: What do you mean by restoration?

A: It is handover to the failed PoA.

C: This fits the current MIH mechanism.

C: You have to authenticate first before handover.

C: We assume that key itself is already distributed with group id securely.

Q: How do you plan to update the firmware?  Do you assume some kind of tunnel over MIH or use another application?

C: We need to consider how firmware update is done.

C (Antonio): I will give detailed information on firmware update for sensors.

Q: Can MN communicate with two different PoAs at the same time?

A: Currently we assume MN communicate with one PoA at one time, but it is also possible to communicate with multiple PoAs.

C: The failover procedure is simpler than expected.

C: How restoration can be transported.  It will send MLD message.  It receives a multicast command.  If you move to another access point, it is not clear whether MN is sending MLE or not.  We need to sit down and discuss how it works.

C: All answers to the questions in the last slide are "no".  There is no way for MIH user of knowing members of the group are even if multicast channel is not secured.  MIHF will have multicast filtering based on group membership.

C: If there is a malicious module, any layer entity can know the group members, and some security is needed.

C: I would like to know how multicast security is provided for sensors.

C: For meters, there are many different ways.  Mostly done at application layer.  We need a standard way.  We do message signing, requiring certificate distribution.  Encryption key needs to be based

on symmetric way.

C; Two ways, one for symmetric and the other for signing.

Q: What kind of scenarios we are targeting?  Provisioning is an issue.
Since Tuesday PM2 agenda items completed much earlier, Chair asked if Wednesday agenda items can be discussed in the rest of Tuesday PM2 meeting. The agenda change was approved by unanimous consent.

3.3  Task Group Schedule
Chair presented TGd schedule (DCN 21-12-0061).
Comment: This is a good starting point.


Chair: The schedule may change depending on the progress of the TG.
3.4  Closing Note
Chair presented closing note (DCN 21-12-0086-00). Tentative teleconference schedule was also discussed.

3.5  Adjourn at 5:30PM
Next face-to-face meeting is in July 2012 plenary.















