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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21c Task Group teleconference 
Chair: Junghoon Jee
Vice Chair: H Anthony Chan
Secretary: Hyunho Park
1. Teleconference (21:00 ET -22:00 ET): February 28, 2012
1.1  Teleconference is called to order by Junghoon Jee at 21:00 ET
1.2  Attendance: Junghoon Jee, Yoshihiro Ohba, Subir Das, H Anthony Chan, Karen Ranndall, Hyunho Park
1.3  Proactive pull key distribution through target PoS (21-11-0020-00-srho)
1.3.1 Discussion:
Yoshihiro Ohba presented the contribution, “Proactive pull key distribution through target PoS”, DCN: 21-11-0020-00-srho for content for Section 9.7 of IEEE 802.21c.  The first figure in Annex N depicts how the identity is bootstrapped by TPoS. The second figure in Annex N explains authentication between the MN and TPoA. In January meeting in Jacksonvile, MIH_LL_Auth and MIH_N2N_LL_Auth messages from IEEE 802.21a were used to explain the two figures. However, IEEE 802.21c also should deliver also link layer messages except for authentication messages, and then Dr. Ohba defined two new primitives, MIH_LL_Tunnel and MIH_N2N_LL_Tunnel. After the two procedure figure he defined new primitives and messages.
The MIH_LL_Tunnel is defined to transport media specific link-layer frame between the MIHF located at the terminal and a target PoS (Point of Service). In page 4, Dr. Ohba explained parameters for MIH_LL_Tunnel and added SFFIdentifier to identify target PoS (SFF). Except for the SFFIdentifier, the other parameters of the MIH_LL_Tunnel are the same as MIH_LL_Auth.

Key derivation and hierarchy at page 12 was explained at section 9.2.2 with media independent root keys (MIRKs) and  key derivation algorithms defined in IEEE 802.21a.

In page 14, he defined new figure for the communications stack of the serving PoS. 
After the explanation, Dr. Ohba took some question about this presentation.

There was a question whether SFFIdentifier is available for both source and target SFF, or not. Dr. Ohba answered that source SFF identifier is not included for the signaling because of optimization. Moreover, he answered that an SFF is thought as a sub functionality of PoS.
Related with tunneling, Dr. Ohba told that he did not find tunneling messages for L2 messages in the previous MIH and thus he contributed a message for tunneling L2 message with media independent control. Moreover, he insisted that the tunneling messages are protected as described in page 13 in this presentation. However, he did not consider tunneling mechanism not using MIH to carry link layer messages. 
Naming problem of SFF was mentioned, because the mobility gateway was newly defined instead of the SFF at IEEE 802.21c.
1.4  Teleconference is adjourned at 22:00 ET
