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Currently, we have two options to include security related IEs. 
Option 1: Include the security related IEs in the existing containers. 

Option 2: Define a new container specifically for security related IPEs. 

We must make a decision which option we will take. We can not and should not take both options. 

Currently, the IEs are proposed in Work Item 1 option A. The proposal essentially uses option 1 to include IEs. 

Will other IEs are needed? What are they? 
6.5 Media independent information service

6.5.4 Information elements
Option 1: Insert the following Information Elements in Table 10
:

	Name of information element
	Description
	Data type

	General information elements

	…
	 
	 

	Access network specific information elements

	
	
	

	
	
	

	
	 
	

	PoA-specific information elements

	IE_POA_AUTHENTICATOR
	The L2 Address of the authenticator, which serves the PoA
	LINK_ADDR

	IE_PoA_PoS_IP_ADDR
	PoS’s IP address; This PoS is the serving PoS, which PoA serves.
	LINK_ADDR

	PoA-specific higher layer service information elements

	IE_PoA_Authenticator_IP_ADDR
	The IP address of the authenticator which serves the PoA. 
	IP_ADDR

	IE_PoA_PoS_IP_ADDR
	PoS’s IP address; this PoS is the serving PoS of the PoA
	IP_ADDR


(Add as needed)
6.5.4 Information elements

Option 2: Change the following text as indicated: 

The Information Service elements are classified into the following three groups:
a) General Information and Access Network Specific Information: These information elements give a general overview of the different networks providing coverage within an area. For example, a list of available networks and their associated operators, roaming agreements between different operators, cost of connecting to the network and network security and quality of service capabilities.

b) PoA Specific Information: These information elements provide information about different PoAs for each of the available access networks. These IEs include PoA addressing information, PoA location, data rates supported, the type of PHY and MAC layers and any channel parameters to optimize link-layer connectivity. This also includes higher layer services and individual capabilities of different PoAs.

c) Other information that is access network specific, service specific, or vendor/network specific.

d) Security information: These information elements provide information on authentication protocols, authenticator information associated with a specific PoA, fast authentication options, EAP methods, security policies, and other security related information. 

Option 2: Insert the following Information Elements in Table 10:

	Name of information element
	Description
	Data type

	Security  information elements

	IE_POA_AUTHENTICATOR
	The L2 Address of the authenticator, which serves the PoA
	LINK_ADDR

	IE_PoA_PoS_IP_ADDR
	 PoS’s IP address; This PoS is the serving PoS, which PoA serves.
	IP_ADDR

	IE_PoA_Authenticator_IP_ADDR
	The IP address of the authenticator which serves the PoA.
	IP_ADDR

	IE_PoA_PoS_IP_ADDR
	PoS’s IP address; this PoS is the serving PoS of the PoA
	IP_ADDR


6.5.6.2.1 IE Containers
Insert the following bullet and table at the end of 6.5.6.2.1: 

· IE_CONTAINER_SEC – contains security related information as shown in Table 15. 

Table 15 – IE_CONTAINER_SEC definition

	Information element ID = (see Table G.1) 
	Length = variable 

	IE_POA_AUTHENTICATOR

	IE_PoA_PoS_IP_ADDR

	IE_PoA_Authenticator_IP_ADDR

	IE_PoA_PoS_IP_ADDR

	

	

	

	


(Add as needed )
� Here, the original defined information elements in each container are omitted. In 802.21a, it will replace table 10 with added information elements. 
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