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IEEE 802.21 Media Independent Handover Services

Meeting Minutes of the IEEE P802.21c Single Radio Handover Task Group 

Chair: Junghoon Jee
Vice Chair: Anthony Chan
1. Session 1 (March 16, 2010, 1:35 pm -03:30 pm, US Eastern Time)

Minutes taken by Hongseok Jeon

The Chair presented meeting protocol and the IEEE patent policy. The chair requested information on essential patents, patent claims, and pending patent applications and called for letters of assurance.  No response was made to the call. The chair presented the agenda items for this week.  

Question: What is 3G IWK?

Answer: It is interworking between 3G network and WiMAX network.

The chair requested approval of previous minutes.  There was no objection from the task group, so the minutes are approved.

1.1  Presentation: 21-10/0062r0, Review of IEEE 802.21-2008 for SRHO, By Anthony Chan

· Question: Can SRHO be possible with a single SFF?

· Answer: In this material, the SFF is responsible to one-way handover. Hence, two SFFs are required for SRHO.

· There was a discussion to clarify where SRHO messages should be exchanged and the Slide #3 was modified.
· There was a comment that the presented SRHO messages are mainly for MICS and thus we have to consider another MIH service such as MIIS. Slide #3 was modified. (Request was made to consider another MIH service such as MIIS.)

· There was a discussion on relevant triggering point such as when to register (Network detection event service). 
· Question: What is the registration in this context? 
· Answer: 802.16 registration.

1.2  Presentation: 21-10/0058/r0, Pre-Registration vs. Pre-Authentication, By Yoshihiro Ohba

· Question: That is L2 PoA or PoS? 

· Answer: PoA. Because L2 signalling is carried. 
· Comment: In SRHO, MN negotiates with just SFF or generic PoA, not target PoA. MN cannot find target PoA until that target interface turned on. We have to consider such a situation in pre-registration and pre-authentication. 

· There was a discussion about scope of 802.21a and 802.21c. 

· Question: In the 802.21c perspective, everything is piggybacked.

· Question: What you try to say in Slide #6 is that is it 21c scope that can be done 21a.

· Answer: I didn’t mean that.
· There was a discussion on implication of MIH-based pre-registration.

· Comment: In the WiMAX, IPsec is used to protect communication channel. 

· Presenter: If IPsec is used, then MIH-based pre-registration is still applicable to the solution? If MIH is protected by using IPsec, then the particular solution using IPsec can be still categorized as MIH-based pre-registration solution?

· Comment: We are talking two points. One is how to protect signaling between MN and SFF. Currently, WiMAX optionally utilizes IPsec for that. The other is what can be achievable value utilizing our MIH. If you look at the defined protocol header, it has some control field. We can provide some value added feature with that control field.

· Presenter: OK. When IPsec is used, then MIH may not be used and some directly carrying L2 frames over UDP or TCP protected with IPsec may be applicable.

· Comment: Regarding the WiMAX ballot stage, they are moving to V&V. However, still a little bit change request is possible. I think we can have an approach technically defining some value added service by following their architecture. Changing architecture is very difficult. But if you follow their high-level message format, then it’s possible for two different entities to communicate each other.  

· Comment: There was one discussion in the previous WiMAX Forum about the advantage of applying pre-registration itself. What level of context is needed to maintain to optimize handover is a valid point we need to keep in mind.
· Comment: This TG should have some proposal first of all and present it to WiMAX Forum via Liaison.

· Comment: We need to spend more time to investigate.

Chair informs tomorrow 21c session program.

The meeting recessed at 15:22

2. Session 2 (March 17, 2010, 1:30 pm -15:30 am, US Eastern Time)
Minutes taken by Juan Carlos Zuniga 
2.1  Presentation: 21-10/0061/r1, IETF NETEXT Overview and Relationship with 802.21c, By Juan Carlos Zuniga

· Relationship between 802.21 and the logical interface

· The logical interface concept is independent of 802.21. It exists in some operating systems (e.g. Linux) and it presents multiple link layer interfaces as a single one to the IP stack.

· 802.21 can enhance the functionality of this interface by providing communication between this interface and the PMIP nodes, either MAG or LMA.

· More information will be provided after the 77th IETF meeting.

3. Session 3 (March 18, 2010, 8:00 am -10:00 am, US Eastern Time)
Minutes taken by Yoshihiro Ohba 
Chair called the meeting to order. Chair presented meeting protocol and IEEE patent policies. 

Chair called for secretary. Yoshihiro Ohba agreed to take minutes for this meeting. 

Chair presented revised agenda. The agenda has been approved unanimously.
3.1  Presentation: No DCN, WiMAX Update, WiFi-WiMAX Interworking, Verbally presented by Vivek Gupta
The formal presentation is not submitted. The presenter verbally explained several updates of the WiFi-WiMAX interworking work in WiMAX Forum (WMF). Both WiFi-WiMAX interworking and 3G-WiMAX interworking works are at the stage of Verification and Validation (V&V) for Release 1.6.  There are two major updates related to the roaming model. One update is to create a AAA parameter mapping table. Another update is on credential provisioning. Minor updates are on clarifications for few parameters.
· Comment: The Rx and Ry interfaces define control message format and there is a flag to indicate content of the packet. What is the use of it?

· Comment: WiMAX document only mentions IS for WiFi-WiMAX interworking only. There is no mention of IS for 3G-WiMAX interworking. IEs about SFF (Signaling Forwarding Function) need to be defined.

· Presenter: No additional thing is planned to be added to WiFi-WiMAX interworking document. They try to close the specification. 

· Comment: What is the exact plan for the WiFi-WiMAX interworking work in WMF to describe more details?

· Comment: Currently only MAC messages are defined. So far there is no control message is defined at all. In a future specification, if another function is defined, control message may be defined.

· Presenter: There is no plan for adding IS for 3G-WiMAX interworking work.

· Comment: Is IS used for handover between non-WiMAX to WiMAX?

· Comment: If core is 3GPP, they need to use ANDSF. If core is WiMAX, they may use IS.

· Comment: For 3GPP to non-3GPP handover, core is 3GPP.

· Comment: Use of IS for WiFi-WiMAX interworking is one option.

· Comment: In 3G-WiMAX interworking, WiMAX client attaches to WiMAX access network that is connected to 3GPP core network.

· Comment: The onus?? is on WiFi operators whether IS is used or not.

· Comment: What are the exact options for network discovery? 

· Comment: There are pre-provisioning, scanning and server-based discovery. IS is a server-based discovery. Other server-based mechanism could be defined.

· Comment: In WiFi-WiMAX interworking, subscribers are owned by Wi-Fi operator or WiMAX operator? This is important to know it to come up with the solution including call flows.
· Question: Isn’t it general to assume the WiMAX core network when considering handover from WiFi to WiMAX?
· Presenter: There exists WiFi core operator.
· Comment: What do you mean by WiFi core operator?
· Comment: In South Korea, One operator owns WiMAX core and WiFi access networks. Therefore, it is not surprising to assume WiMAX core network for WiMAX-WiFi interwoking in that case.
· Presenter: How many subscribers for that WiMAX operator? One or Two?
· Answer: Not that measure. It’s increasing beyond your expectation.
· Comment: In the case of 3G-WiMAX interworking, either 3G or WiMAX operators may own the subscribers.

· Comment: Is there any way to discover SFF? 

· Comment: There is no mechanism defined for discovering SFF, but WMF will define it.
3.2  Presentation: 21-10/0068r00, WiMAX update: 3G –WiMAX, By Shahab Sayeedi
Presenter explained 3G-WiMAX interworking solutions in detail. WMF uses WiMAX SFF (Signaling Forwarding Function) to handover from 3GPP to WiMAX. There are pseudo-active and pseudo-idle mode maintained in SFF for a pre-registered device. In both pseudo-active and pseudo-idle mode SFF stores MN’s context.
· Comment: Does the device sense WiMAX physically or not? 

· Presenter: The receiver of WiMAX interface may be enabled but not the transmitter.

· Comment: Why controlled handover is not performed in pseudo-idle mode?

· Presenter: When we do handover and no preparation is made, then network does not know about MN and controlled handover is not possible.

· Presenter further presented that the baseline text is frozen at Malaga meeting. V&V is to commence within a couple of weeks. Resolution for V&V will begin by April 2010.  Publication by May 2010. Enter CR mode after publication.

· Comment: What is the reason for having two separate documents for WiFi-WiMAX interworking and 3G-WiMAX interworking?

· Comment: The document separation was based on different assumptions about core network.

· Comment: What is the status of R9 interface?  Is it completed?

· Presenter: It is more or less completed.

· Comment: What is the document number of 3G-WiMAX interworking document?

· Presenter: Will send the URL of the document.

· Comment: Question about a flag in WiMAX header of control message.  What is the use of it and what is detailed content of the control message?

· Comment: It always carry MAC payload. Maybe in a future to carry other thin the flag can be used for that purpose.

· Comment: What is the transport for the IPsec tunnel?

· Comment: UDP. But IPsec is not mandatory over a managed network.

· Comment: Any specific timeline for CR?

· Comment: It can come at any time after publication.
Chair called the session to adjourn at 9:48am.
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