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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21 Working Group 
Session #36 Meeting, Atlanta, GA, USA
Chair: Vivek Gupta

Vice Chair: Subir Das

Secretary: H Anthony Chan

(Version:  Technical corrections from last version are as marked in red.)
1. First Day PM1 Meeting: Palatine B; Monday, January 11, 2010
1.1  802.21 WG Opening Plenary (Chair of IEEE 802.21WG): Meeting is called to order by Vivek Gupta, Chair of IEEE 802.21WG at 1:10PM with opening notes (21-10-0009-00).
1.2  Approval of the May 2009 Meeting Agenda (21-10-0006-00-0000)

1.2.1 Added WiMAX Forum Update to 4.2
1.2.2 Agenda (21-10-0006-01) is approved with unanimous consent after above correction in 1.7.
1.3  IEEE 802.21 Session #36 Opening Notes 

1.3.1 WG Officers

1.3.1.1 Chair:
Vivek Gupta
1.3.1.2 Vice Chair:
Subir Das

1.3.1.3 Secretary:
Anthony Chan

1.3.1.4 Editor: David Cypher

1.3.1.5 802.11 Liaison: Clint Chaplin

1.3.1.6 802.16 Liaison:
Peretz Feder

1.3.1.7 IETF Liaison:
Yoshihiro Ohba
The WG has 28 voting members as of this meeting. 
1.3.2 Network information for the documents

1.3.2.1 https://mentor.ieee.org/802.21/documents is not working. 

1.3.2.2 Please use this instead: https://seabass.ieee/imat/index 
1.3.3 Session Times

The session times are: 
	 
	Monday
	Tuesday
	Wednesday
	Thursday

	AM-1
8:00-10:00a
	
	Wireless Network Mgmt SG
	HBS TG
	Security TG

	AM-2
10:30-12:00
	
	HBS TG
	SRHO TG
	Wireless Network Mgmt SG

	PM-1
1:00 – 3:00p
	802.21 WG Opening Plenary
	SRHO TG
	Security TG
	 

	PM-2
3:30 – 5:00p
	SRHO TG
	Security TG
	Security TG
	802.21 WG Closing Plenary

	Eve1

5:00 – 7:00p
	
	
	Social
	 


1.3.4 Attendance and voting membership are presented.

1.3.4.1 Attendance is taken electronically ONLY at http://murphy.events.ieee.org/imat  

1.3.4.2 There are 12 sessions. There is extra credit for tutorial. One needs at least 9 sessions for 75%. There is extra credit for ES-ECSG sessions. 
1.3.4.3 Reciprocal attendance include 802.16.
1.3.4.4 Voting membership is described in DCN 21-06-075-02-0000

1.3.4.5 Maintenance of Voting Membership

Two plenary sessions out of four consecutive plenary sessions on a moving window basis

One out of the two plenary session requirement could be substituted by an Interim session
1.3.4.6 Members are expected to vote on WG LBs. Failure to vote on 2 out of last 3 WG LBs could result in loss of voting rights
1.3.5 Miscellaneous Meeting Logistics are presented.

1.3.6 Rules on registration and media recording policy are presented.

1.3.7 Rules on Membership & Anti-Trust are presented

1.3.8 Rules to inform about patents are presented as follows:
[image: image3.emf]January 2010

Vivek Gupta, Chair, 802.21 Slide 1

21-10-0007-00-0000-WGsession36_Opening_Notes.ppt

Participants, Patents, and Duty to Inform

All participants in this meeting have certain obligations under the IEEE-SA Patent 

Policy.  Participants: 

–

“Shall inform the IEEE (or cause the IEEE to be informed)” of the identity of each 

“holder of any potential Essential Patent Claims of which they are personally aware”

if the claims are owned or controlled by the participant or the entity the participant 

is from, employed by, or otherwise represents

•

“Personal awareness” means that the participant “is personally aware that the holder may 

have a potential Essential Patent Claim,” even if the participant is not personally aware of 

the specific patents or patent claims

–

“Should inform the IEEE (or cause the IEEE to be informed)” of the identity of “any 

other holders of such potential Essential Patent Claims” (that is, third parties that 

are not affiliated with the participant, with the participant’s employer, or with 

anyone else that the participant is from or otherwise represents)

–

The above does not apply if the patent claim is already the subject of an Accepted 

Letter of Assurance that applies to the proposed standard(s) under consideration by 

this group

Quoted text excerpted from IEEE-SA Standards Board Bylaws subclause 6.2

•

Early identification of holders of potential Essential Patent Claims is strongly encouraged

•

No duty to perform a patent search

Slide #1
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Patent Related Links

All participants should be familiar with their obligations under

the IEEE-SA Policies & Procedures for standards development.

Patent Policy is stated in these sources:

IEEE-SA Standards Boards Bylaws

http://standards.ieee.org/guides/bylaws/sect6-7.html#6

IEEE-SA Standards Board Operations Manual

http://standards.ieee.org/guides/opman/sect6.html#6.3

Material about the patent policy is available at

http://standards.ieee.org/board/pat/pat-material.html

Slide #2

If you have questions, contact the IEEE-SA Standards Board Patent Committee 

Administrator at patcom@ieee.org or visit http://standards.ieee.org/board/pat/index.html

This slide set is available at http://standards.ieee.org/board/pat/pat-slideset.ppt
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Call for Potentially Essential Patents

• If anyone in this meeting is personally aware of 

the holder of any patent claims that are potentially 

essential to implementation of the proposed 

standard(s) under consideration by this group and 

that are not already the subject of an Accepted 

Letter of Assurance: 

– Either speak up now or

– Provide the chair of this group with the identity of the holder(s) of 

any and all such claims as soon as possible or

– Cause an LOA to be submitted
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1.3.9 Chair asked whether there are any .21 WG participants to identify any potentially essential patent claims. None. 

1.3.10 Other guidelines for IEEE WG meetings, including discussions that are inappropriate are presented. 
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Other Guidelines for IEEE WG Meetings

•

All IEEE-SA standards meetings shall be conducted in compliance with all 

applicable laws, including antitrust and competition laws. 

–

Don

’

t discuss the interpretation, validity, or essentiality of patents/patent claims. 

–

Don

’

t discuss specific license rates, terms, or conditions.

• Relative costs, including licensing costs of essential patent claims, of different technical 

approaches may be discussed in standards development meetings. 

– Technical considerations remain primary focus

–

Don

’

t discuss or engage in the fixing of product prices, allocation of customers, or 

division of sales markets.

–

Don

’

t discuss the status or substance of ongoing or threatened litigation.

–

Don

’

t be silent if inappropriate topics are discussed 

…

do formally object.

---------------------------------------------------------------

See IEEE-SA Standards Board Operations Manual, clause 5.3.10 and “Promoting Competition and Innovation: What You 

Need to Know about the IEEE Standards Association's Antitrust and Competition Policy” for more details.
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1.3.11 LMSC Chair’s guidelines on commercialism at meeting are presented.

1.3.12 Rules on copyright are presented. Note that the copyright procedures are being updated. 
1.3.13 Chair: How many people are attending the IEEE 802.21 WG meetings for the first time? Floor: counted 2
1.4  Summary of the Completed Work

1.4.1 P802.21 base Specification

1.4.1.1 P802.21 published in Jan-2009

1.4.2 Requirements submitted to ITU through 802.18 for IMT-Advanced

1.4.3 Interaction with other 802 groups and other SDOs

1.4.3.1 MIH solution incorporated in 802.16g in Nov ‘05, 

1.4.3.2 MIH solution incorporated in 802.11u in Sep ‘06

1.4.3.3 3GPP: Concept of ANDSF incorporated in 3GPP TS 23.402, TS 24.302, TS 24.312

1.4.3.4 WMF: 802.21 being discussed as part of WiFi-WiMAX IWK work-item

1.4.4 Task Group Status

1.4.4.1 802.21a Security TG: Proposals under discussion

1.4.4.2 802.21b Handover with Broadcast Services TG: Proposals under discussion

1.4.4.3 802.21c Single Radio Handovers: PAR Approved in Dec-2009

1.4.5 Study Group Status

1.4.5.1 Wireless Network Management Approved in Nov-2009
1.5  Objectives for the January Meeting

1.5.1 Task Group Activities

1.5.1.1 802.21a: Security Extensions to MIH Services

Presentation of Proposals

1.5.1.2 802.21b: Handovers with Broadcast Services

Presentation of Proposals

1.5.1.3 802.21c: Single Radio Handovers

Discuss Requirements and Issue Call for Proposals

1.5.2 Study Group Activities

1.5.2.1 Wireless Network Management

1.5.3 Other Activities

1.5.3.1 ES-ECSG

1.6  November Plenary Meeting Minutes (21-09-0178-04-0000).

1.6.1 Meeting is approved with unanimous consent.
1.7  802.21a Security task group update (21-10-0008-01) is presented by Yoshihiro Ohba

1.7.1 Progress so far:

1.7.1.1 January 2009: The 1st 802.21a meeting

Initial CFP discussion

1.7.1.2 Between Jan and March: Two Teleconferences

1.7.1.3 March 2009: Issued CFP

7 proposals were submitted in response to CFP

1.7.1.4 May 2009: Proposal Presentation I

The 7 proposals were presented and discussed

1.7.1.5 Between May and July 2009: Three teleconferences

1.7.1.6 July 2009: Proposal Presentation II

1.7.1.7 Between July and Sept 2009: Two teleconferences

1.7.1.8 Sept 2009: Proposal Presentation II

1.7.1.9 Between Sept and Nov 2009: Two teleconferences

1.7.1.10 November: Proposal updates & Open Issue discussion

1.7.1.11 Between Nov 2009 and Jan 2010: 

Issued call for revised proposals for March plenary

One teleconference on role of MI authenticator
1.7.2 Agenda for January meeting:

1.7.2.1 Tuesday, January 12th , 2010,  PM2

Discussion on MIA/MSA architecture

1.7.2.2 Wednesday, January 13th, 2010, PM1 & PM2

Discussion on detailed architecture alternatives

1.7.2.3 Thursday, January 14th, 2010, AM1

Considerations on use of TLS for MIH protection
1.7.3 Main Objectives of this meeting:
1.7.3.1 Identify detailed architecture alternatives for Work Item 1 and discuss their implications, where 

Architecture alternatives in terms of key hierarchy, key distribution mechanisms, authentication transport and relationship with Work Item 2

Implications in terms of impacts on existing media-specific specifications and deployments
1.7.4 Questions:

Updates of the teleconference is asked about Lily Chen’s presentation. There are discussions on whether the mechanism will be used. The TG will continue to work on this. 
1.8  802.21c Single radio handovers update (21-09-0198-01) is presented by Junghoon Jee
1.8.1 PAR/5C was approved in November 2009.

1.8.2 Appointed Junghoon Jee as Chair and Anthony Chan as Vice Chair of this TG
1.8.3 There is call for secretary

1.8.4 Agenda items are: 

1.8.4.1 Overview of WiFi-WiMAX IWK from WiMAX Forum (Focus on Single Radio Handovers)

1.8.4.2 Overview of WiMAX- 3G IWK ( WiMAX<>3G Single Radio Handovers)

1.8.4.3 Requirements for Single Radio Handovers

1.8.4.4 Overview of Draft Outline for Single Radio Handover

1.8.4.5 Process for contribution to SRHO

1.8.4.6 Call for Proposals 

1.8.5 General Flow of the 802.21c Meeting
1.8.5.1 Monday, 15:30 – 17:00

802.21c Opening Report

Overview of WiFi-WiMAX IWK from WiMAX Forum (Focus on Single Radio Handovers)

1.8.5.2  Tuesday, 13:00 – 15:00

Overview of WiMAX- 3G IWK ( WiMAX<->3G Single Radio Handovers)

Requirements for Single Radio Handovers

Overview of Draft Outline for Single Radio Handover

1.8.5.3   Wednesday, 10:30 – 12:00

Process for contribution to SRHO

Call for Proposals
Questions are asked about WiMAX <-> 3G single radio handover. It is pointed out that existing 3GPP covers multiple radio handover. Existing document does not cover single radio handover, but there are activities moving to single radio handover. 

1.9  Updates from Heterogeneous Wireless Network Plans Study Group (21-10-0011-00) is presented by Johannes Lessmann

1.9.1 History Wrap-Up

1.9.1.1 6 presentations between 2007 and 2009

1.9.1.2 Ad Hoc Group Status between March and November 2009: 2 teleconferences

1.9.1.3 SG approved November 2009
1.9.2 Activities since Nov. 2009: Multiple phone conferences, email discussions

1.9.2.1 N. Himayat, Intel : Generic Link Layer proposal in 802.16

1.9.2.2 G. Gundlapalli, Beceem : Email discussions, reviews, based on bandwidth

1.9.2.3 D. Meddour, D. Barankanira, France Telecom : 802.21 and mesh networks 
1.9.2.4 D. Corujo, R. Aguiar, Heterogeneous Networking Group, Instituto de Telecomunicações Aveiro
Heterogeneous Networks, ODTONE
1.9.3 Future plans

1.9.3.1 January 2010 Meeting

Get a common understanding of scope

Start drafting PAR

1.9.3.2 After that

Discussion with 802.1 on scope

Promote topics, attract more stakeholders

Finish PAR
1.10  Liaison Update from WiMAX Forum is presented by Vivek Gupta
1.10.1 R1.5 specifications Links 
Networkr requirements: www.wimasforum.org/resources/documents/technical /T31
Architecture: www.wimasforum.org/resources/documents/technical /T32
Protocol: www.wimasforum.org/resources/documents/technical /T33
Interwork: www.wimasforum.org/resources/documents/technical /T37
1.10.2 R1.6 work is ongoing. 

1.11  Liaison update: IETF (schema)

1.11.1.1 Yoshihiro Ohba’s request to requester a schema URI in the IETF space and to get IETF review of the schema. IETF responded that URI does not need to have an IETF RFC 

1.11.1.2 Options are: (1) IEEE maintains the schema, with no IETF RFC. (2) IETF published RFC but clarifies who has the change control and formal standing of the new RFC wrt the IEEE standard. 
1.11.1.3 Will conduct more discussions offline before coming up with response.
1.12  Recess at 2:48PM 

2. Fourth Day PM2 Meeting (Closing Plenary): Palatine B; Thursday, January 14 2010
2.1  802.21 WG Meeting called to order by Vivek Gupta, Chair of IEEE 802.21WG at 3:35PM.

2.2  Emergency Services ECSG update by Geoff Thompson
2.2.1 Handover presents potentially challenging issues.

2.2.2 An ES call is just like any other VOIP call except:

2.2.2.1 A different path may be used through the 802 infrastructure (dedicated VLAN)

2.2.2.2 802 packetsw are expected to have a unique EtherType  

2.2.2.3 APs will offer unique SSIDs for ES. 

2.2.2.4 APs will offer uniquely typed SSIDs for ES

2.2.2.5 ES calls will have high priority

2.2.2.6 An 802 ES call can orignate on an 802.3, 11, 15 .. network and then require HO service.

2.2.2.7 All of these have to work for authenticated users
2.2.2.8 These requirements come from regulatory bodies and are already in place
2.2.2.9 Work being done is complementary to IETF ECRIT

2.2.2.10 VoIP does not cover the complete universe of ES calls that may involve 802 network

2.2.2.11 Text message, etc.

2.2.2.12 2 kinds of handovers:

Local, i.e., subtending the same logical router and within a single bridged 802 domain

IP, i.e., requires IP network to establish a new path (new 802 network)

(same operation in the other direction

For unathenticated users.

2.3  Feedback about the experience of this meeting being colocated with 802.16 interim

It is generally felt that the hotel room fee is high.

The 802 meeting needs to use hotels with large enough meeting rooms. It is necessary to have enough people staying in the hotel, else there will be penalty. As more people are not staying in the conference hotel, it has caused problem so that a higher fee will be charged. 

Comments will be fed back to the management.  

2.4  802.21c report (21-10-0036-02) is presented by Junghoon Jee

2.4.1 Following are discussed
2.4.1.1 Overview of WiFi-WiMAX IWK from WiMAX Forum (21-10-0014-00) with focus on Single Radio Handovers

2.4.1.2 Overview of WiMAX-3GPP IWK from WiMAX Forum (21-10-0024-00) with focus on Single Radio Handovers
2.4.1.3 Requirements for Single Radio Handovers (21-10-0017-02)
2.4.1.4 Draft Outline of Single Radio Handover (21-10-0025-02)
2.4.1.5 Selection Procedures (21-10-0020-02)
2.4.2 Consensus were made on
2.4.2.1 Selection Procedures (21-10-0020-02)
2.4.2.2 Functional Requirements (21-10-0017-02)
2.4.2.3 Draft Outline (21-10-0025-02)
2.4.2.4 Call For Proposals (21-10-0023-01)
2.4.3 Future Plans
2.4.3.1 Proposal Discussion from March 2010 Plenary meeting
2.4.4 Motion the 802.21 WG to approve 21-10-0023-01 as the 802.21c call for proposal and issue the CFP at the end of January 2010 Interim meeting

2.4.4.1 Mover: Junghoon Jee

2.4.4.2 Second: Yoshihiro Ohba

2.4.4.3 Yes: 6

2.4.4.4 No: 0

2.4.4.5 Abstain: 1  

2.4.4.6 Result: motion passes
2.5  802.21b report (21-10-0035-00) is presented by Juan Carlos Zuniga

2.5.1 Progress

2.5.1.1 Call for proposals issued in July

2.5.1.2 Proposals received with draft text in January’s meeting

2.5.1.3 Hongseok  Jeon (ETRI)

2.5.1.4 Catherine Livet (InterDigital)

2.5.1.5 Presentation and discussion on IP broadcast architectures

2.5.2 Technical Editor

2.5.2.1 Hongseok Jeon has been appointed as Technical Editor for 802.21b

2.5.3 Next Steps

2.5.3.1 Proposals to be revised based on feedback received, and to be presented and selected in March meeting

2.5.3.2 Group still encourages harmonization between proposals

2.6  802.21a report (21-10-0031-01) is presented by Yoshihiro Ohba

2.6.1 Discussed Work Item #1 architecture (21-09-{0164,0026,0027,0028})

2.6.1.1 Identified all possible solution alternatives (in terms of key hierarchy and key distribution) and their implications

2.6.1.2 Two types of solutions should be allowed:

Solution 1 with a new key hierarchy for WI#1 keys generated from WI#2 are used for generating keys for WI#1

Solution 2 without a new key hierarchy for WI#1 keys for WI#1 are generated independently of keys generated for WI#2

2.6.1.3 The new terms “MIA-KH” and “MSA-KH” do not have to be introduced (“PoS” and “PoA” should be fine)

2.6.2 Work Item #2 

2.6.2.1 Use of TLS for protecting MIH signaling is feasible for the computing and storage limited mobile devices (21-10-0028-00)

2.6.2.2 Need for secure information access for WiFi hot spot clients in unauthenticated state is emphasized (21-10-0030-00)

2.6.3 Next steps 

2.6.3.1 Down-selection in March 2010 

2.6.4 Teleconference 

2.6.4.1 February 2nd (Tue) 9am-11am Eastern Time.

2.6.4.2 February 16th (Tue) 9am-11am Eastern Time.

2.7  Heterogeneous wireless network management Study Group report (21-10-0034-00) is presented by Johannes Lessmann

2.7.1 Progress: Discussion of SG/PAR scope

2.7.1.1 Precise definitions (link, interface, radio, …)

2.7.1.2 Getting/Setting interface capabilities (local or remote)

2.7.1.3 Media independent capacity definition

2.7.1.4 Media-specific vs. -independent measurement reporting

2.7.1.5 Capacity constrained HO

2.7.2 Next Steps are:
2.7.2.1 Examine/answer outstanding questions (this meeting’s feedback)

2.7.2.2 Continue spreading the word

2.7.2.3 Discussion with 802.1

2.7.2.4 Consider 802 tutorial in March
It is pointed out that one needs to submit tutorial early. There are only 3 slots for tutorial and it is heard that there are already 3 tutorial proposals submitted.
It is also suggested to look at implementation and provide validation data. 
2.8  Liaison report from 802.16 is briefed by Vivek Gupta
2.8.1 802.16m-letter ballot 30a

There are over a thousand comments and it appears to need re-circulation.
2.8.2 802.16 smart grid
Working on a PAR
2.8.3 Next Generation

There is work going on 

2.9  WiMAX Forum update

There are no liaison statement proposed at this meeting. 802.1a will have off-line discussions with WiMAX members. 
2.10  Liaison report from IETF (21-10-0032-00) is presented by Yoshihiro Ohba

2.10.1 Summary of discussions
2.10.1.1 IEEE can assign a persistent URL for basic schema

2.10.1.2 IEEE 802.21 specification will be updated appropriately to reflect the revised schema with the persistent URL

2.10.1.3 Therefore, there is no need to have an RFC for the basic schema
2.10.2 Example in IEEE 802.15.3-2003
2.10.2.1 C.4 Notes on the calculations

The calculations for this annex are based on the formulas and descriptions from IEEE Std 802.15.2-2003 [B4].

All source files, including spreadsheets and graphs, will be archived in the IEEE Standards Code and Electronic Forms Index at http://standards.ieee.org/reading/ieee/std/downloads/index.html under “Calculations and Simulations.”

2.10.2.2 “Actual “Calculations and Simulations” is stored in http://standards.ieee.org/reading/ieee/std/downloads/802.15.3/coexistence-results.html
2.11  Questions

2.11.1 There are 28 voting members now and there are some near voting members. Voting status will be updated soon. 
2.11.2 It is clarified that the reciprocal voting right is only used to maintain voting right. One needs to achieve voting right first. It is however pointed out the attendance tool is not without fault. Yet the WG is small enough that we know each other. 
2.12  Teleconference schedule

2.12.1 802.21a TG


2.12.1.1 February 2nd (Tue) 9am-11am Eastern Time.

2.12.1.2 February 16th (Tue) 9am-11am Eastern Time.
2.13  Future session information

802.21 is co-locating with 802.16 during interims starting Jan-2010

2.13.1 Plenary: March 14-19, 2010, Caribe Royale, Orlando

2.13.1.1 Co-located with all 802 groups

2.13.2 Interim: May, 2010, Bangalore India

2.13.2.1 Meeting co-located with 802.16

2.13.3 Plenary: July 11-16, 2010, Manchester Grand Hyatt, San Diego, CA

2.13.3.1 Co-located with all 802 groups

2.13.4 Interim: Sept, 2010 Location TBD

2.13.4.1 Meeting co-located with 802.16

2.13.5 Plenary: Nov 7-12, 2010, Hyatt Regency, Dallas, Texas

2.13.5.1 Co-located with all 802 groups
Adjourn at 5:48PM until March plenary in Orlando
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IEEE P802.21 Media Independent Handover Services

Tentative Minutes of the IEEE P802.21c Single Radio Handover Task Group 
Chair: Junghoon Jee
Vice Chair: H Anthony Chan

3. First Day PM2: Palatine B; Monday, January 11, 2010
3.1  Meeting called to order by Junghoon Jee, Chair of IEEE 802.21c Single Radio Handover Task Group Chair at 3:30AM with openning notes (21-09-0198-01)

3.2  Openning report is presented by Junghoon Jee

3.2.1 Meeting protocols are explained. 

3.2.2 The agenda items for this week are:

3.2.2.1 Call for secretary

3.2.2.2 Items to be covered:

Overview of WiFi-WiMAX IWK from WiMAX Forum (Focus on Single Radio Handovers)

Overview of WiMAX- 3G IWK ( WiMAX<>3G Single Radio Handovers)

Requirements for Single Radio Handovers

Overview of Draft Outline for Single Radio Handover

Process for contribution to SRHO

Call for Proposals

3.3  Meeting Agenda 

3.3.1 Monday PM1, 2 15:30 – 17:00

3.3.1.1 802.21c Opening Report

3.3.1.2 Overview of WiFi-WiMAX IWK from WiMAX Forum (Focus on Single Radio Handovers)

3.3.2  Tuesday PM1, 13:00 – 15:00

3.3.2.1 Detailed analysis of WiFi-WiMAX IWK  

3.3.2.2 WiMAX-3GPP IWK from WiMAX Forum (Focus on Single Radio Handovers)

3.3.2.3 Requirements for Single Radio Handovers

3.3.3 Wednesday AM2, 10:30 – 12:00

3.3.3.1 Process for contribution to SRHO

3.3.3.2 Call for Proposals

3.4  WiMAX - WLAN interworking (21-10-0014-00) is presented by Vivek Gupta

3.4.1 Clarified that single radio handover refers to one radio on to transmit, but it allows more than one radios to be on to receive. 

3.4.2 The advantages are in less rf interface (requiring filtering) with simpler design and lower cost. 

3.4.3 Question: confirm that Session continuity requires maintaining the IP address. 

3.4.4 Question: Clarify that WiFI networks also need changes to support the handover, but need to minimize such changes owing to very large number of existing deployment. 

3.4.5 Question: Does the solution support both CMIP and PMIP? WiMAX only supports PMIP. 

3.4.6 The architectural principles are: no or mimial changes to WiMAX and WiFi air-interface
3.4.7 In Fig. 6-1, the dotted line box is added with 3 logical function components:

3.4.8 WIF: WiFi Interworking Function: enables access network to connect to AAA, HA/LMA through R3 interface 

3.4.9 WIFI SFF (Signal forwarding function):

3.4.9.1 To carry out WiFi to WiMAX handover: create L3 path to WiMAX SFF.

3.4.9.2 Send from MS to WiMAX to set up the same context as if MS is making L2 connection to WiMAX.

3.4.10 Question: Is there discovery? Yes

3.4.11 Question: The signal is at L3. Is there translation to L2 messages? Yes. Isn’t it better at L2?

3.4.11.1 L2 indeed gives better control and performance (less delay), but is less flexible. 

3.4.11.2 L3 is less expensive. 

3.4.11.3 One can simply reuse the existing L2 messages and transport them using L3. 

3.4.12 It is clarified that Rx is a L3 path, whereas the WiFi Data in Fig. 6-2 is a L2 path.

3.4.13 Question: Is W1 a wired or wireless interface? It is not yet a standardized interface in WiFi? WiMAX Forum will define them at high level. 

3.4.14 What needs to be done? Will be discussed. At high level for now: 

3.4.14.1 Need MIH to transport to SFF

3.4.14.2 How to pick SFF?

3.4.14.3 How to inform SFF to which BS to handover to

3.4.14.4 What support is need to Rx

3.4.14.5 Measurement report to enable making handover decisions

3.4.14.6 Broadcast messages

3.5  Recess at 5PM

4. Second Day PM1: Palatine B; Tuesday, January 12, 2010
4.1  Meeting called to order by Junghoon Jee, Chair of IEEE 802.21c Single Radio Handover Task Group Chair at 1:00PM with openning notes (21-09-0198-02)

4.2  Note taker: Hongseok Jeon

4.3  Meeting Agenda is updated to the following

4.3.1 Tuesday PM1, 13:00 – 15:00

4.3.1.1 Overview of WiMAX- 3G IWK ( WiMAX<->3G Single Radio Handovers)

4.3.1.2 Requirements for Single Radio Handovers

4.3.1.3 Overview of Draft Outline for Single Radio Handover
4.3.2 Wednesday AM2, 10:30 – 12:00

4.3.2.1 Process for contribution to SRHO

4.3.2.2 Call for Proposals
4.4  On WiMAX – WLAN interworking presentation from yesterday by Vivek Gupta
4.4.1 Any difficult points: none 

4.5  WiMAX to WiFi handover procedure is presented by Vivek Gupta and is followed by open discussions
4.5.1 Confirmed that WiFi transmitter is off but WiFi receiver may be turned on, which is possible in WiFi. In case you have common receiver b/w radios, you may switch b/w WiMAX side and WiFi side.
4.5.2 Clarified that WiFi SFF is equivalent to a logical AP. Yet WiFi SFF is just an L3 entity. It does not have radios. 

4.5.3 Clarified that in phase 1 of SRHO from WiMAX to WiFi, MN detects WiFi signal by listening to beacons. 
4.5.4 Clarified that the HO is network-assisted, since the process is initiated by receiving information from network. Herer SFF interface enables the HO. The network takes the first step before establishing connection. It is also pointed out that the handover and association procedure in WiFi is much controlled by the mobile, which can scan and associate with AP, while the handover in WiMAX and 3GPP are much controlled by the network. Yet here MN cannot transmit using WiFi (transmitter off). The WiFi interface can only receive signal that there is AP available, that is, listen and discover an AP. Mobile may want to make the WiFi connection, but cannot tranmit to AP. It will need help from SFF. 

4.5.5 While mobile may discover AP through the WiFi interface, SFF is discovered at IP layer through the WiMAX interface. (It may need DNS for SFF discovery.) That is IP connection between terminal and SFF, and then prepare resource at target. 
4.5.6 Clarified that the 802.11 Association with WiFi SFF and an 802.11 assoicated message. 
4.5.7 Confirmed L3 tunnel is between MN and WiFi SFF. Correct?

4.5.8 Clarifed that tunnel between WiFi SFF and WiFi authenticator is L2 tunnel. 

4.5.9 Clarified that these connections may be deployed specific service, and WiMAX Forum does not make an assumption about them. 
4.5.10 The pre-authentication mechanism is questioned. With L3 tunnel terminating at WiFi SFF, the call flow needs to reach the WiFi authenticator. If the authenticator is behind AP, it goes to uncontrolled port in the 11 case. It is then difficult to understand how 802.1X EAPOL works with L3 tunnel with which MS is sending. It may need MIH help to initiate IP tunnel and then then that message is directly going to the WiFi AN authenticator. (MS does not know what is WiFi authenticator.) 

4.5.11 It is pointed out that how to communicate between WiFi SFF and WiFi AN is deployment issue. 

4.5.12 The above opinions on pre-authentication are split: whether certain functions need to be specified and whether they are deployment issue. 
4.5.13 The discussion continues on the authentication process. 2 issues are discussed: how to discover of authenticator address and how to deliver frame from forwarding entity to the authenticator. 

4.5.14 It is pointed out that MN should know MAC address of WiFi authenticator, and there should be established L2 tunnel between WiFi SFF and WiFi AN authenticator to deliver 802.1X EAPOL after decapsulating in end L3 tunnel. Also in the split model, MS needs to discover authenticator address. The WiFi SFF and WiFi authenticator only creates L2 tunnel (from WiMAX to WiFi). 
4.5.15 MN should address the WiFi AN Authenticator: If MN receives WiFi beacon and thus is known the WiFi AN Authenticator, MN sends 802.1X EAPOL with known address of WiFi AN Authenticator.

4.5.16 Alternately, MN addresses just WiFi SFF and then WiFi SFF forwards the message from MN to WiFi AN Authenticator. 

4.5.17 It is questioned that when MS generates the packet in MAC layer, is the destination address that of the WiFi authenticator or is it always sending that parameter to the L3 tunnel and IP address of WiFi SFF and WiFi SFF magically know where to send to the WiFi authenticator and it generate L2 packet to WiFi authenticator. 
4.5.18 It is also pointed out that we may need to specify interface between WiFi SFF and WiFi AN authenticator, as it is not defined in WiMAX Forum. 
4.5.19 Subir Das will summarize the issues and present in tomorrow session.
      (42:29)

4.6  WiFi to WiMAX handover is presented by Vivek Gupta 

4.6.1 Discussion on R6 interface

      * JH: In the WiMAX to WiFi handover case, interface b/w WiFi SFF and WiFi AN Authenticator was a critical issue. How does WiMAX define the interface b/w WiMAX SFF and ASN GW/Authenticator?

      * VG: WiMAX define the same interface as the R6 interface between BS and ASN GW.

      * JH: There is some pre-attachment message using R6. So, the pre-attachment message will be basic functionalities in WiMAX. I'm wondering if WiMAX defines that. 

      * VG: R6 defines that.  

      * JH: R6 is finalized in 1.5?

      * VG: 1.6

4.6.2 Discussion on HO Request message

      * Subir: MS does not know the ASN GW address. It just knows WiFi, WiMAX SFF. Correct?

      * Farrokh: Correct.

      * Subir: Why MOB_MSHO-REQ is used as 17th message?

      * VG: Basically, MOB_MSHO-REQ is for BS-to-BS handover under same ASN GW. In SRHO case, WiMAX SFF is a logical BS. So, we can assume SRHO is also BS-to-BS handover under same ASN GW and thus we use MOB_MSHO-REQ message for WiMAX-WiFi interworking.

4.6.3 Discussion on authentication

      * Rafa: Don't forget that authenticator for interworking in SRHO should be different from regular authenticator. How to know whether the authenticator is for proxy authentication or normal authentication. We need a some signal to indicate that it is not regular authenticaion       

      * Subir: That can be one of requirement for SRHO.  

      * Yoshi: Someone from WiMAX Forum requested IETF to define message to support wimax wifi interworking. That information is used for distinguishing proxy authentication from regular authentication.  

      * Subir: This can be one of working items. 

      (56:48)       

4.7  SRHO requirements are presented by Vivek Gupta 

4.7.1 Discussion on Rx, Ry, and measurement report
      * Farrokh: Clarify to me, network discovery and selection function belong to this group. 

              Yet why do we need to define Rx and Ry interface and protocol?

              Why do we even define measurement report?

      * VG: Because Rx and Ry is IP level interface, and one common protocol is needed. 

      * VG: Measurement report is basis of handover decision.  

4.7.2 Discussion on API
      * JC: When you think of that mobile device architecture, there might be also requirement to define API.

      * VG: What is the API?

      * JC: Protocol is terminated to protocol arch. in mobile.

            Still job of MAC is done. We have to do something to interface like turning off wifi interface, 

            passing, allowing information. similarly in wimax side.

            We are doing something over a tunnel, interface on the source network. 

            We get the information to the mobile, then we have to pass it down at the moment.

      * VG: I will give you note. Host network mobile network done with radio 

      * JC: API you can use the service

      * VG: SRHO does not mean that you cannot remove turn on, turn off

      * JC: That's probably another requirement. 

4.7.3 Discussion on using MIH 
      * Rafa: I was wondering is there any technical requirement why you use MIH protocol to establish L3 tunneling? My question is  "Is there any tech. req. to use MIH for link layer frames tunneling."? 

      * VG: You can use other protocol. 

      * Rafa: For example, L2PP

      * VG: Probably, no tech. req. 

      * Rafa: We need to 

4.7.4 Other Discussion 

      * Subir: I think last bullet is not a tech. req.

4.8  Agenda item for tomorrow

4.8.1 Vivek Gupta is asked to prsent 3G-WiMAX Handover in AM2 session tomorrow. That will enable some discussion about 3GPP measurement parameters. After that the requirements will be visited again.             

4.9  Recess
5. Third Day AM2: Palatine B; Wednesday, January 13, 2010
5.1  Meeting called to order by Junghoon Jee, Chair of IEEE 802.21c Single Radio Handover Task Group Chair at 10:30AM with openning notes (21-09-0198-04)
5.2  Meeting Agenda is updated to the following
5.2.1 Monday, 15:30 – 17:00

5.2.1.1 802.21c Opening Report

5.2.1.2 Overview of WiFi-WiMAX IWK from WiMAX Forum (Focus on Single Radio Handovers)

5.2.2  Tuesday, 13:00 – 15:00

5.2.2.1 Detailed analysis of WiFi-WiMAX IWK  

5.2.2.2 WiMAX-3GPP IWK from WiMAX Forum (Focus on Single Radio Handovers)

5.2.2.3 Requirements for Single Radio Handovers

5.2.3 Wednesday, 10:30 – 12:00

5.2.3.1 WiMAX-3GPP IWK from WiMAX Forum (Focus on Single Radio Handovers)

5.2.3.2 Including clarification about measurement report format and measurement parameters

5.2.3.3 Open issue discussion

5.2.3.4 Requirements for Single Radio Handovers

5.2.3.5 Overview of Draft Outline for Single Radio Handover

5.2.3.6 Process for contribution to SRHO

5.2.3.7 Call for Proposals
5.2.4 Additional session on Thursday PM1
5.2.4.1 It is seen necessary to take another session. 

5.2.4.2 It is agreed to add a session by taking the PM1 session on Thursday with unanimous consent. While there is no 802.21 WG meeting sessions before Thursday PM1, request is made to Vivek Gupta, chair of 802.21 WG, who is present at this TG meeting and who has consented to the use of the Thursday PM1 session for this additional 802.21c session. 
5.3  WiMAX-3GPP Handover (21-10-0024-00) is presented by Vivek Gupta
5.3.1 Questions and discussion
5.3.1.1 Confirmed that Interface X200 is defined in 3GPP
5.3.1.2 R9 and Rx could be quite similar.
5.3.1.3 It is noted that Rx and Ry enable handover between WiMAX and WiFi, where only handover to 3GPP is in the WiMAX requirements. It is clarified that we can only deal with handover to 3GPP. The handover from 3GPP is not under our control and therefore cannot be defined here. 
5.3.1.4 It is referred to 3GPP 36.300.340 on the handover from 3GPP.

5.4  Open issues for discussion (21-10-0022-00) is presented by Subir Das

5.4.1 Connection between WiFi AN and WIF?

Referring to the WiMAX IWF document, W3 is defined. Yet it is pointed out that it is not necessary to require using W3 to complete the handover.
5.4.2 Questions on WiFi SFF:

5.4.2.1 Has a layer-3 interface towards WiMAX network and Layer-2 interface towards WiFi  network ( this interface is TBD)

W1 may be L3. W1 may be L2. Simply collapse W1 to collapse the logical functions into the single physical entity. 
5.4.2.2 Question on WiFi SFF
Does WiFi SFF have any AP fucntionality?
Allows MS to establish an IP tunnel securely 

Creates a L2 tunnel with WiFi AN authenticator securely 

Receives IP packets from MS through the tunnel and then creates (NOT just forwards) L2 packets destined to WiFi authenticator, discovers the WiFi AN and routes them 

Is this true?

If so, what is the source MAC address of this packet?

It is not clear from the description that to which MAC address STA sends the EAPOL-Start message?
It is pointed out not that WiMAX Forum does not make assumptions about WiFi. There are many different WiFi deployments. 
The target MAC address is that of the target AP. 

There is no MIH entities defined in the WiMAX network. 

5.4.2.3 More Question on WiFi SFF

When WiFi SFF receives the packets from WiFi authenticator, does it change the source MAC address of the packet and then creates an IP packet destined to MS?
Only the last part is correct. 
It is suggested to defer the discussions to PM1 on Thursday. 
5.5  Update to SRHO Requirements (21-10-0017-00) is presented by Vivek Gupta
Minor changes will be made to update this document.
5.6  Framework document (21-10-0025-00) is presented by Vivek Gupta

The framework document allows proposals to add texts to it. 

5.7  Selection procedure (21-10-0018-00) is presented by Junghoon Jee

5.7.1 Outline of the process:

5.7.1.1 802.21c TG develops consensus on the Functional Requirements

Inputs from Architectural Consideration and Use Cases

75% approval

5.7.1.2 802.21c TG develops consensus on the Specification Framework 

Contains main functional blocks 

75% approval

5.7.1.3 Participants create proposals for one or more parts of Specification Framework document

75% approval is needed for each proposal to be included into the draft

May form an editing committee when different solutions are suggested by multiple proposals and are approved

5.7.1.4 Once the draft becomes stable meeting all the requirements of the functional requirement document, a vote takes place to send the draft spec out for Letterballot
5.7.2 Key Benefits of Proposed Approach

Emphasis on consensus building

Selection based on technical merits

Fair and balanced consideration of which proposals to include in the draft

Equal access for all participants to contribute technically sound components to the draft
5.7.3 Proposed next steps

Consensus on Selection Procedures

Consensus on Functional Requirements

Consensus on Outline of Draft

Call for Proposals
5.8  Recess at 11:55PM

6. Fourth Day PM1: Palatine B; Thursday, January 14, 2010
6.1  Minute taker: Johannes Lessmann

6.2  Meeting called to order by Junghoon Jee, Chair of IEEE 802.21c Single Radio Handover Task Group Chair at 1:04PM with openning notes (21-09-0198-05)

It is confirmed with WG chair that it is okay to have session at this time. 

6.3  Agenda

6.3.1 Process for contribution to SRHO

6.3.1.1 Consensus on Selection Procedures (21-10-0020-01)
6.3.1.2 Consensus on Functional Requirements (21-10-0017-01)
6.3.1.3 Consensus on Specification Framework (21-10-0025-01)
6.3.2 Call for Proposals

6.3.2.1 Proposal Guidelines

6.3.2.2 Consensus to issue Call for Proposals

6.3.3 Summary and Future Plans
6.3.4 The agenda is approved is unanimous consent.

6.4  Process for contributions (21-10-0020-01)
YO: Selection procedures are not technical issues, so 50% approval should be enough.

JJ: 75% seems to be in line with current practice in other IEEE 802 TGs and LMSC. But let me explain more before going into more details.

There was confusion about specification framework versus proposal documents. Conclusion is, there will be two separate steps: first, the specification framework is finalized, second, proposals can be made and approved proposals will be included in the specification framework.

VG explained the general process of producing a revised harmonized 802.21 specification. First, 802.21c will produce an amendment document which will eventually be approved. This document will then be merged with the 2008 base spec as part of a separate future revision project.

There were concerns about the term “802.21c Draft specification” in point 5 on page 2 of 21-10-0020-01. Since this term refers actually to the same as the specification (framework) document mentioned earlier, the text under 5 was updated in order to clarify this.

VG proposed to shift the proposed WG letter ballot date to July 2010, since this would still allow for 3 meetings to finalize the draft spec. SD raised the concern that this timeline would shift most of the work to the May interim meeting

6.4.1 Motion the 802.21c TG to approve the 802.21c TG selection procedures as described in 21-10-0020-02

6.4.1.1 Mover: H. Anthony Chan

6.4.1.2 Second: Hongseok Jeon

6.4.1.3 Yes: 7

6.4.1.4 No: 0

6.4.1.5 Abstain: 0 

6.4.1.6 Result: motion passes
6.5  Functional requirements (21-10-0017-01)

SD: Use MIH Protocol for L3 tunneling is not appropriate, maybe we should use MIH initiated tunneling. “Other use cases” is not clear. The “Updates … Draft” section is not specifying requirements and allows removing aspects of the existing base spec once the .21c draft spec is merged with the base spec.

JCZ: Request to remove the first bullet, and remove the negative part “and which are not”. Just to remove the connotation that we want to remove something.

VG: Some parts of the current base spec are simply not applicable for SRHO and at some point we must analyze which ones these are. So the “Udates …” section is just a placeholder for these parts.

Straw poll was made to decide whether to remove the “Update … Draft” Section altogether. Based on this, the section was removed.

SD: asked to remove 3GPP spec mentioning, IWK to WiFi/WiMAX SFF.

6.5.1 Motion the 802.21c TG to approve the functional requirements for single radio handover as described in 21-10-0017-02

6.5.1.1 Mover: H Anthony Chan

6.5.1.2 Second: Juan Carlos Zuniga
6.5.1.3 Yes: 6

6.5.1.4 No: 1

6.5.1.5 Abstain: 0 

6.5.1.6 Result: Motion passes
6.6  Framework Document (21-10-0025-01)

SD: There should be a security section in the framework. It might eventually be done in .21a, but some discussion should be there.

VG: Security is never mentioned in the requirements of .21c, so it should not be introduced.

JCZ: Asked whether proposals can be partial, or any proposal must use the complete framework.

JJ clarified that proposals can be on any detail, and will be merged by the editor into the template.

JCZ: What is the point of this framework? It is up to the editor to come up with a document. We should be concentrating on proposals rather than template discussions.

VG: This is only a starting point. When proposals come in, they must be added somewhere. The structure and wording in the current framework document might always be changed later on.

JCZ: is against this motion as it is worded, since the wording of the “insert” statement in the framework is restrictive and the motion talks about a framework, not a template which is too comprehensive.

Based on discussions and straw poll, “insert” statements in framework document are removed.

6.6.1 Motion the 802.21c TG to approve the single radio handover specification template as described in 21-10-0025-02

6.6.1.1 Mover: H Anthony Chan

6.6.1.2 Second: Hongseok Jeon

6.6.1.3 Yes: 6

6.6.1.4 No: 0

6.6.1.5 Abstain: 3  

6.6.1.6 Result: motion passes
6.7  Call for Proposals (document 21-10-0023-00)

Several editorial changes were made, submission deadline was removed, will be posted in the reflector. Proposals can be made until letter ballot is reached.

6.7.1 Motion the 802.21c TG to approve 21-10-0023-01 as the 802.21c call for proposal and issue the CFP at the end of January 2010 Interim meeting

6.7.1.1 Mover: H Anthony Chan

6.7.1.2 Second: Hongseok Jeon

6.7.1.3 Yes: 7

6.7.1.4 No: 0

6.7.1.5 Abstain: 1  

6.7.1.6 Result: Motion passes
6.8  Teleconference 

6.8.1 None scheduled.
6.9  Adjourn at 3:25PM until March Plenary
7. Attendees

7.1  802.21 Attendees

	Name
	Affiliation
	Percentage

	Fernando Bernal-Hidalgo 
	University of Murcia 
	 58

	H Anthony Chan 
	Huawei Technologies Co., Ltd. 
	 75

	Steven Crowley 
	NTT DoCoMo, Inc. 
	 100

	Subir Das 
	Telcordia 
	 100

	Antonio De La Oliva Delgado 
	Universidad Carlos III Madrid 
	 100

	Robert Grow 
	Intel Corporation 
	 33

	Gregory Henderson 
	Researh In Motion, LTD 
	 100

	Junghoon Jee 
	ETRI 
	 100

	Hongseok Jeon 
	ETRI 
	 83

	Farrokh Khatibi 
	Qualcomm Incorporated 
	 83

	Yongho Kim 
	LG ELECTRONICS 
	 100

	Jin Lee 
	LG ELECTRONICS 
	 100

	Johannes Lessmann 
	NEC Corporation 
	 100

	Catherine Livet 
	InterDigital Communications, LLC 
	 100

	Rafa Marin-Lopez 
	University of Murcia 
	 67

	Christian Niephaus 
	Fraunhofer Institute 
	 100

	Yoshihiro Ohba 
	Toshiba Corporation 
	 100

	Karen T Randall 
	NSA/IAD 
	 9

	Juan Zuniga 
	InterDigital Communications, LLC 
	 100



















































































