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1 Introduction

Currently, there are many proposals in 802.21a WG, these proposals aim to provide proactive authentication/fast re-authentication optimism and MIH level security. This document gives summarizes and comments on the current proposal and could be used to help the WG to refine and harmonize the proposals to promote the work of 802.21a WG.
2 Current proposals 
2.1 DCN: 0060-02
1.      Summary of the proposal:
This contribution defines the security related information about the potential candidate networks for a MN to handover to. The proposed security related IE includes:
a) Authentication Options EAP-TLS/EAP-AKA…
b) Authenticator’s information: IP address, L2 address

c) Fast authentication options

d) Layer 3 authentication and key establishment options
e) Security policies and infrastructure
2. Comments

a) Authentication options may ought to include EAP-SIM which is used for 3GPP network authentication.
b) IE used for authenticator discovery proposed in DCN 063 may be included in and merged with this proposal.
c) Regarding to the different approach of  how to integrated in current 802.21 specification,  it may be  better to define separate security container to make the 802.21 specification well organized and easy to understood.
2.2 DCN: 0104-02
1.      Summary of the proposal:
This contribution proposes a new EAP method used for EAP early authentication, such as ERP.
 2.  Comments

d) For EAP early authentication, why need to use fast re-authentication scheme? Since the early authentication could be done before the MN handover to the candidate authenticator, it will have enough time to perform a full authentication. If use proactive full authentication, it will not introduce modifications to current EAP and no new EAP method will be needed.

e) ERP is initiated by the authenticator, in EAP pre-auth scenario,  it need the MN to send triggers to the candidate authenticator, should this trigger be standardized or not?
f) How doest the EAP/FRM protocol be transmitted to the candidate authenticator,  is it need to define new MIF protocol to transfer the EAP-FRM messages?
2.3 DCN: 0102-02
1.  Summary of the proposal
     This contribution proposes two architectures for proactive authentication and MIH protocol security. Architecture A is one MIA-KH is used for serving and candidate network proactive authentication. Architecture B uses two MIA-KH for serving and candidate networks and the two MIA-KH communicate with each other using RP5.  This contribution also proposes to use EAP and TLS for MIH level security.
3. Comments

a) What is deployment scenario of the MIA-KH? Does it need to introduce new MIA-KH entity or need to modify existing EAP authenticators? For architecture A, could the MIA-KH co-located with the POA? For architecture B, does it need to introduce a centralized MIA-KH for the access network?
b) In figure 5, 7,9,11 how does the MIA-KH Candidate authenticator know the MN’s address that it will send the MIH Pro-AuthRequest message to?
c) Is there any time expiring mechanism for the candidate authenticators’ proactive authentication derived keying materials?
d) Using TLS to protect MIH message require the MN to support TLS, is this requirement valid for the computing and storage limited mobile devices? 

2.4 DCN: 0105-00
1.   Summary of the proposal

This contribution proposes extend MIH_MN_HO_Candidate_Query.Request primitives etc to carry the ERP packet through to and fro the candidate authenticator.  It also proposes mechanism and primitives used for MIH protocol level security.
2.   Comments

a) Could this scheme support proactive authentication or it is only support fast re-authentication (ERP) ?
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