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 Regulatory Requirements: 

-USA: FCC 05-116 has the general requirements to support VoIP based 911 calls;
New and Emerging Technologies 911 Improvement Act of 2008 (extends FCC 05-116)

NENA NG 9-1-1 - covers text, video other multimedia 911/112 type calls
-Canada: CRTC 2005-21
-EC: ETSI EMTEL 
· TR 102 180: Basis of requirements for communication of individuals with authorities/organizations in case of distress (Emergency call handling) 

· TS 102 182: Requirements for communications from authorities/organisations to the citizens during emergencies 

· TR 102 299: Collection of European Regulatory Texts and orientations 
· TR 102 476: Emergency calls and VoIP: possible short and long term solutions and standardization activities 

-Japan: summarized in:
H. Arai and M. Kawanishi, “Emergency call requirements for IP telephony services in japan,” draft-arai-ecrit-japan-req-00, Internet Draft, Feb. 2005
Basic Proposed Solution:

-develop a unique 802 Layer 2 identity for emergency services connections (e.g. a new Ethertype- EmSvc identity)

-802 will provide the layer 1-layer 2 functionality and work with external SDOs to  develop a set of behaviors at the point of network attachment (e.g. working with IETF ECRIT) which generates an IP connection request with the nearest PSAP (Public Service Access Point).  This request would include at least:


-MAC of originating terminal


-MAC (and location?) of wireless POA

-MAC (if different from above) and location of the network POA
-This solution requires support by terminals whereby attempts to make 911/112 type calls generate the unique, defined L2 EmSvc identity, plus whatever other information is available to the terminal (location, E.164 identity, language, media type, etc.).  
VoIP service providers could also implement a behavior which directs a terminal attempting to make a 911/112 type call into the VoIP service provider to re-originate the connection using the EmSvc specific L2 identity (e.g. for older or non-conforming terminals).  Use of the native EmSvc number for the terminal (911, 112, 119, etc.)  would result in a common 802 L2 identity which would be properly handled by the local infrastructure even if the dialed number is not correct for EmSvc in the current service area.
-Unauthenticated connection request could also be supported because the unique connection identifier would result in only connection to the PSAP.
-The chain of MAC ids would be used to support PSAP Call Back to the originator.

Notes:
-No PHY changes are anticipated in the project. Also, no major MAC changes are anticipated and if there any MAC changes required, these would be requested of the appropriate 802 WG.

-POA/PONA location would be provisioned by the network supplier, and miss matches (POA loc different than PONA loc) could be used to resolve actual location (NPOA wins?).  Also, AP setup could include verification of location with PONA when setting up service.  Where a complex L2 infrastructure exists, MAC id and available location information (dependent on regulatory domain) of intermediate elements could be appended to the connection setup request.
Maximum reuse and harmonization of existing 802 development (e.g. 802.1ab location, 802.16 emergency services L2 identity, 802.11u multiple ES functions, 802.11v location, etc.) .

The concept of using an emergency services layer 2 unique identity already exists in 3GPP
-3GPP TS 23.167: “IP Multimedia Subsystem (IMS) emergency sessions
-3GPP TR 23.869: “Support for IMS Emergency Calls over GPRS and EPS”

and 802.16
 (______________), 
and the approach proposed for 802 in general will follow these examples as much as possible for a general 802 solution.
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