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Mapping MIH messages to reference points

	· Mapping MIH messages to reference points

	MIH message name
	Reference point

	MIH_Capability_Discover
	RP1, RP2, RP3, RP4, RP5

	MIH_Event_Subscribe
	RP1, RP3

	MIH_Event_Unsubscribe
	RP1, RP3

	MIH_Register
	RP1, RP3, RP5

	MIH_DeRegister
	RP1, RP3, RP5

	
	

	MIH_Link_Detected
	RP1, RP3

	MIH_Link_Up
	RP1, RP3, RP5

	MIH_Link_Down
	RP1, RP3, RP5

	MIH_Link_Event_Rollback 
	RP1, RP3

	MIH_Link_Parameters_Report
	RP1, RP3, RP5

	MIH_Link_Going_Down
	RP1, RP3, RP2

	MIH_Link_Handover_Imminent
	RP1, RP3, RP2

	MIH_Link_Handover_Complete
	RP1, RP3

	
	

	MIH_Link_Get_Parameters
	RP1, RP3, RP2

	MIH_Link_Configure_Thresholds
	RP1, RP3

	MIH_Link_Actions
	RP1, RP3

	MIH_Net_HO_Candidate_Query
	RP1, RP3

	MIH_MN_HO_Candidate_Query
	RP1, RP3

	MIH_N2N_HO_Query_Resources
	RP5

	MIH_Net_HO_Commit
	RP1, RP3

	MIH_N2N_HO_Commit
	RP5

	MIH_MN_HO_Complete
	RP1, RP2, RP3

	MIH_N2N_HO_Complete
	RP5

	MIH_Get_Information
	RP1, RP2, RP3, RP4, RP5


· Quality of service mapping

This annex provides the mapping between QoS parameters with various technologies. A flow diagram is provided that shows the setting and reporting of QoS parameters using the standard IEEE 802.21 primitives. Tables  H-1,  H-2 and  H-3 show the mapping between generic QoS parameters and those used by different technologies such as 802.11, 802.16 and 3GPP. Section  H.3 describes how the generic QoS parameters can be derived from the access link specific parameters.

A transmitted packet over a communication medium can experience the following outcomes:

· Be received with no errors at its intended destination

· Be received with errors at its intended destination

· Not be received in which case it is said that the packet is lost.

A communication medium represents one or multiple point-to-point network segments termed links in this specifications.

The maximum attainable speed of information transfer over a given communication channel can be constant, as it is usually the case with network segments involving only wired links, or it can be time varying at different scales, as is the case for segments involving wireless links. This measure will be called link throughput, for the purposes of this standard.

The ability of the link to provide accurate information transfer can be described via a statistical model characterized by the following parameters:

· Minimum Packet Transfer Delay: is defined as the minimum delay over a population of interest

· 
Average Packet Transfer Delay: is defined as the arithmetic mean of the delay over a population of interest

· 
Maximum Packet Transfer Delay: is defined as the maximum delay over a population of interest

· 
Jitter: is defined as the standard deviation of the delay over a population of interest

· 
Packet Loss Rate: is defined as the ratio between the number of frames that are transmitted but not received and the total number of frames transmitted over a population of interest. 

· 
Packet Error Rate: is defined as the ratio between the number of packets that have been received with errors and the total number of packets present in a population of interest.

For a link that supports CoS differentiation, per CoS traffic accuracy parameters need to be maintained in order to provide insights on how individual traffic classes are faring. 

In summary, the following set of parameters characterizes the speed and accuracy of the information transfer that a multi-CoS traffic link supports: 

· Link Throughput, the number of bits successfully received divided by the time it took to transmit them over the medium.

· Link Packet Error Rate: representing the ratio between the number of frames received in error and the total number of frames transmitted in a link population of interest.

· Supported Classes of Service: represents the maximum number of differentiable classes of service supported by this link.

· Class of Service Parameters List: For each of the supported classes of service the following parameters are defined:

· Class Minimum Packet Transfer Delay: is defined as the minimum delay over a class population of interest

· 
Class Average Packet Transfer Delay: is defined as the arithmetic mean of the delay over a class population of interest

· 
Class Maximum Packet Transfer Delay: is defined as the maximum delay over a class population of interest

· 
Class Packet Delay Jitter: is defined as the standard deviation of the delay over a class population of interest

· Class Packet Loss Rate: is defined as the ratio between the number of frames that are transmitted but not received and the total number of frames transmitted over a class population of interest. 

· Generic IEEE 802.21 QoS flow diagram

 Figure H-1 represents an example flow diagram for using the QoS framework defined by the MIHF. The MIH_Link_Configure_Thresholds primitive is used to set the application quality of service requirements and make it available to the MIHF. These parameters are mapped into media-specific measurements at the MIH layer and then used to configure the link parameter thresholds. While this mapping is not defined by these specifications,  Table H-1 and  Table H-2 provide examples of such mappings. The primitive MIH_Link_Parameters_Report is used to relay link specific measurements back to the MIH User.

[image: image1.wmf]
· An example flow for setting application QoS requirements

· Generic IEEE 802.21 QoS parameter mappings

The tables provide example mappings of the standard IEEE 802.21 QoS parameters to the access link technology specific parameters.  Table H-1 shows a mapping of IEEE 802.21 Link QoS Parameters and IEEE 802.11 specific parameters. For IEEE 802.11, a collection of the QoS parameters can be on an individual station measurement basis, since this is a media using a distributed (symmetric) access technology.

	· QoS parameter mapping for IEEE 802.11

	 802.21 Link QoS Parameters
	Related 802.11 parameters
	 802.11 IE Name
	Note

	Throughput
	Channel utilization
	STA Statistics Report
	

	Packet Error Rate
	TransmittedFragmentCount 

MulticastTransmittedFrameCount

FailedCount

ReceivedFragmentCount *

MulticastReceivedFrameCount

FCSErrorCount *

TransmittedFrameCount

RetryCount

MultipleRetryCount

FrameDuplicateCount

RTSSuccessCount

RTSFailureCount

ACKFailureCount
	STA Statistics Report
	

	Supported number of COS
	Available Admission Capacity
	-
	-

	CoS Minimum Packet Transfer Delay
	Transmit Delay Histogram *
	QoS Metric Report
	Trigger (Option)

(only to specific STA)

	CoS Average Packet Transfer Delay
	APAverageAccessDelay

AverageAccessDelayBestEffort

AverageAccessDealyBackGround

AverageAccessDelayVideo

AverageAccessDealyVoice

QoSTransmittedFragmentCount *

QoSACKFailureCount *
	STA Statistics Report
	At an AP for BSS

(only access delay)

	
	Average Queue Delay

Average Transmit Delay *
	QoS Metric Report
	Trigger (Option)

(only to specific STA)

	
	Average Access Delay for BE/Background/Video/Voice
	BSS AC Access Delay
	At an AP for BSS

	CoS Maximum Packet Transfer Delay
	Transmit Delay Histogram *
	QoS Metric Report
	Trigger (Option)

(only to specific STA)

	CoS Packet Delay Jitter
	Transmit Delay Histogram*

AverageTransmit Delay*
	QoS Metric Report
	Trigger(Option)

(only to specific STA)

	CoS Packet Loss Rate
	QoSTransmittedFragmentCount *

QoSFailedCount

QoSRetryCount 

QoSMultipleRetryCount 

QoSFrameDuplicateCount 

QoSRTSSuccessCount

QoSRTSFailureCount 

QoSACKFailureCount *

QoSReceivedFragmentCount

QoSTransmittedFrameCount 

QoSDiscardedFrameCount

QoSMPDUsReceivedCount

QoSRetriesReceivedCount
	STA Statistics Report
	

	
	Transmitted MSDU Count *

MSDU Discarded Count

MSDU Failed Count*

MSDU Multiple Retry Count

QoS CF-polls Lost Count
	QoS Metric Report 
	Trigger (Option)

(only to specific STA)


Note: (*) indicates that the parameter is most likely to be used to directly derive IEEE 802.21 LinkQoSParameters. See  H.3 for example derivations.

 Table H-2 and  Table H-3 show example mappings for IEEE 802.21 QoS link parameters and other link specific parameters for IEEE 802.16, 3GPP, and 3GPP2. For these technologies control is usually by means of a base station, not an individual station, since the media is controlled using asymmetric access. 

	· QoS parameter mapping for 802.16 and 3GPP2

	 802.21 Link QoS Parameters
	 802.16
	3GPP2

	Throughput
	Maximum Sustained Traffic Rate
	Peak_Rate

	Packet Loss Rate
	
	Max_IP_Packet_Loss_Rate

	Packet Error Rate
	Packet Error Rate
	

	CoS Minimum Packet Transfer Delay
	
	

	CoS Average Packet Transfer Delay
	
	

	CoS Maximum Packet Transfer Delay
	Maximum Latency
	Max_Latency

	CoS Packet Delay Jitter
	Tolerated Jitter
	Delay_Var_Sensitive

	· QoS parameter mapping for 3GPP

	802.21 Link QoS Parameters
	Related 3GPP Parameters

	Supported number of CoS
	4

	
	Conversational
	Streaming
	Interactive
	Background

	Throughput
	Peak throughput

	
	Mean throughput

	
	Maximum bit rate for uplink/downlink

	
	Guaranteed bit rate for uplink/downlink
	
	

	Link Packet Error Rate
	SDU Error Ratio

	
	Residual Bit Error Rate

	CoS Minimum Packet Transfer Delay
	Transfer delay
	
	

	CoS Average Packet Transfer Delay
	Transfer delay
	
	

	CoS Maximum Packet Transfer Delay
	Maximum Transfer delay
	
	

	CoS Packet Transfer Delay Jitter
	
	Delay Variation
	
	

	CoS Packet Loss Rate
	Residual Bit Error Rate

	
	SDU Error Ratio


· Deriving generic IEEE 802.21 QoS parameters

This section describes how to derive generic QoS parameters from IEEE 802.11 link measurement parameters. This derivation relies on incremental values of counters as specified in the IEEE 802.11 specification.

Note: The parameters in this section are unicast parameters that are unrelated to multicast traffic.

· Packet loss rate

To calculate the packet loss rate (PLR), one uses the following equation.[image: image2.wmf]
Two kinds of PLRs exist based on the following IEEE 802.11 interpretation of packets.

i) 
packet = MPDU (MAC sublayer fragmented frame)

ii) 
packet = MSDU (MAC user packet)

The PLRMPDU can be derived from the STA Statistics Report information element using the following equation.[image: image3.wmf]
The PLRMSDU can be derived from the QoS Metric information element using the following equation.[image: image4.wmf]
If link layer specific information is needed, then PLRMPDU would be used as the IEEE 802.21 PLR. If information about the interface is needed, then PLRMSDU would be used as the IEEE 802.21 PLR.

· Packet error rate

The packet error rate (PER) can be calculated using the following equation.[image: image5.wmf]
Unlike for PLR, this parameter is only defined for the IEEE 802.11 MPDU. The PER can be derived from the STA Statistics Report information element using the following equation.[image: image6.wmf]
· Average transfer delay

There exist three possible definitions for delay in IEEE 802.11 for what could be used to map to the IEEE 802.21 meaning.


i) Transmit delay (MSDU delay): The delay shall  be measured from the time the MSDU is passed to the MAC sublayer until the point at which the entire MSDU has been successfully transmitted including receipt of the final ACK.


ii) Access delay (MPDU delay)

The delay measured from the time the DCF- or EDCA-MPDU is ready for transmission (i.e., begins CSMA/CA access) until the actual frame transmission start time.


iii) Queue delay (MSDU delay)

Queue delay shall be measured from the time the MSDU is passed to the MAC until the point at which the first or only fragment is ready for transmission (i.e., until the transmission starts).

[image: image7.wmf]
If the average MSDU transmit delay is used for the IEEE 802.21 average transfer delay, it can be derived from QoS Metric information element.[image: image8.wmf]
If the MIHF wants to get the average MPDU packet transmit delay, then the following equation can be used (parameters from STA Statistics Report information element and QoS Metric information element.[image: image9.wmf]
If link layer specific information is needed, then ATDMPDU would be used as the IEEE 802.21 ATD. If information about the interface is needed, then ATDMSDU would be used as the IEEE 802.21 ATD.

· Packet transfer delay jitter

Using the IEEE 802.21 definition of “the standard deviation of the delay over a population of interest,” the IEEE 802.11 MAC sublayer provides the QoS Metric information element and measurement parameters to calculate the standard deviation of delay.


o QoS Metric information element includes: 


Transmit Delay Histogram and 


Average Transmit Delay parameters

Variance calculation using discrete density function is given as[image: image10.wmf]
Therefore, the packet transfer delay jitter for MSDU level is[image: image11.wmf]
where, 

N= the number of bins of Transmit Delay Histogram,

Pi= the value (measured percentile) of i-th bin of Transmit Delay Histogram, and

xi=the mean value of the delay range of i-th bin.

· Media specific mapping for SAPs

The MIHF aggregates disparate interfaces with respective media dependent lower-layer instances (media dependent service access points) into a single interface with the MIH Users (the MIH SAP), reducing the inter-media differences to the extent possible.

The MIHF features media dependent interfaces with IEEE 802 link-layer technologies (IEEE 802.2, IEEE 802.3, IEEE 802.11, and IEEE 802.16) and cellular technologies (3GPP and 3GPP2). The MIHF for the most part uses existing primitives and functionality provided by different access technology standards. Amendments to existing standards are recommended only when deemed necessary to fulfill the MIHF capabilities. 

The following subclauses list general amendments recommended to different underlying access technology standards due to the enhanced heterogeneous handover capability provided by MIHF.

· MIH_LINK_SAP mapping to specific technologies

	· MIH_Link_SAP/802.16 primitives mapping

	MIH_LINK_SAP Primitive
	IEEE 802.16 C_SAP
	IEEE 802.16 M_SAP

	Link_Detected
	C-HO-RSP (HO-Scan)
	N/A

	Link_Up
	C-NEM-RSP (Registration)
	N/A

	Link_Down
	N/A
	C-NEM-RSP
(Deregistration)

	Link_Event_Rollback
	N/A
	N/A

	Link_Parameters_Report
	C-HO-IND (HO-Scan) 

C-HO-RSP (HO-Scan) 

C-RRM-RSP

C-SFM-RSP
	N/A

	Link_Going_Down
	N/A
	N/A

	Link_Handover_Imminent
	C-HO-IND (HO-Start)
	N/A

	Link_Handover_Complete
	C-HO-IND (HO-CMPLT)
	N/A

	Link_PDU_Transmit_Status
	N/A
	N/A

	Link_Capability_Discover
	N/A
	N/A

	Link_Event_Subscribe
	N/A
	N/A

	Link_Event_Unsubscribe
	N/A
	N/A

	Link_Get_Parameters
	C-SFM-REQ/RSP

C-HO-REQ/RSP/IND

(HO-Scan)

C-RRM-REQ/RSP
	N/A

	Link_Configure_Thresholds
	C-HO-REQ/RSP (HO-Scan)
	N/A

	Link_Action
	LINK_DISCONNECT
	C-NEM-REQ/RSP 

(Deregistration)
	N/A

	
	LINK_LOW_POWER
	C-IMM-REQ/RSP (Idle_Mobile_Initiation)
	

	
	LINK_POWER_DOWN
	N/A
	M-SSM-REQ/RSP
(Power down)

	
	LINK_POWER_UP
	N/A
	M-SSM-REQ/RSP
(Power on)

	· MIH_LINK_SAP/802.11/802.3ah/802.1ag primitives mapping

	Primitives
	IEEE 802.11
	IEEE 802.3ah
	IEEE 802.1ag

	Link_Detected
	N/A
	N/A
	N/A

	Link_Up
	N/A
	Link Up
	Dot1agCfmCCheckRestoredEvent

	Link_Down
	N/A
	Link fault
	Dot1agCfgCCheckLossEvent

	Link_Event_Rollback
	N/A
	N/A
	N/A

	Link_Parameters_Report
	N/A
	N/A
	N/A

	Link_Going_Down
	N/A
	Dying Gasp
	N/A

	Link_Handover_Imminent
	N/A
	N/A
	N/A

	Link_Handover_Complete
	N/A
	N/A
	N/A

	Link_PDU_Transmit_Status
	N/A
	N/A
	N/A

	Link_Capability_Discover
	N/A
	N/A
	N/A

	Link_Event_Subscribe
	N/A
	N/A
	N/A

	Link_Event_Unsubscribe
	N/A
	N/A
	N/A

	Link_Get_Parameters
	N/A
	N/A
	N/A

	Link_Configure_Thresholds
	N/A
	N/A
	N/A

	Link_Action
	N/A
	N/A
	N/A


	· MIH_LINK_SAP/3GPP/3GPP2 primitives mapping

	Primitives
	3GPP
	3GPP2

	Link_Detected
	N/A
	N/A

	Link_Up
	SMSM-ACTIVE

RABMSM-ACTIVATE
	L2.Condition.Notification

LCP-Link-Open

LCP-Link-Up

IPCP-Link-Open

	Link_Down
	SMSM-DEACTIVEATE

SMSM-STATUS

RABMSM-DEACTIVATE

RABMSM-STATUS

RABMAS-RAB-RELEASE
	LCP-Carrier-Failure

LCP-Link-Quality-Failure

LCP-Timeout

IPCP-Link-Closed

IPCP-Config-Failure

IPCP-Timeout

	Link_Event_Rollback
	N/A
	N/A

	Link_Parameters_Report
	SMSM-MODIFY

RABMSM-MODIFY
	N/A

	Link_Going_Down
	N/A
	LCP-Closing

	Link_Handover_Imminent
	N/A
	N/A

	Link_Handover_Complete
	RABMAS-RAB-ESTABLISH

RABMSM-MODIFY
	L2.Data.Confirm

	Link_PDU_Transmit_Status
	N/A
	N/A

	Link_Capability_Discover
	N/A
	N/A

	Link_Event_Subscribe
	N/A
	N/A

	Link_Event_Unsubscribe
	N/A
	N/A

	Link_Get_Parameters
	N/A
	N/A

	Link_Configure_Thresholds
	SMREG-PDP-MODIFY
	L2.Supervision.Request

	Link_Action
	N/A
	N/A


· Mappings from MIH_LINK_SAP to media-specific SAPs

· 802.3

LSAP, defined in the IEEE 802.2 standard, provides the interface between the MIHF and the Logical Link Control sublayer in IEEE 802.3 network. This SAP is used for local MIH exchanges between the MIHF and the lower layers of the IEEE 802.3 interface (as the IEEE 802.3 instantiation of the MIH_LINK_SAP) and for the L2 transport of MIH messages across IEEE 802.3 access links.

· 802.11

The MIHF uses MSGCF_SAP for interfacing with the link layer of IEEE 802.11 networks. The MIH_LINK_SAP defines additional primitives that map to MSGCF_SAP. These primitives are recommended as enhancements to IEEE 802.11 link layer SAPs.

 MSGCF_SAP is defined by IEEE 802.11 and it includes, but is not limited to primitives related to: 

· System configuration

· Link state change notifications/triggers

· MIH frame transport through control or management frames

LSAP, defined in the IEEE 802.2 standard, provides the interface between the MIHF and the Logical Link Control sublayer in IEEE 802.11. This SAP is used for the L2 transport of MIH messages across IEEE 802.11access links. The MIH messages are carried in 802.11 data frames.

· 802.16

The MIHF uses C_SAP and M_SAP for interfacing with the Control and Management planes of the IEEE 802.16 network. 

C_SAP is defined by IEEE 802.16g and it includes, primitives related to: 

· Handovers (e.g., notification of HO request from mobile station (MS))

· Idle mode mobility management (e.g., Mobile entering idle mode)

· Subscriber and session management (e.g., Mobile requesting session setup)

· Radio resource management

· Authentication, Authorization, and Accounting (AAA) server signaling (e.g., EAP payloads)

· Media Independent Function Services

M_SAP is defined by IEEE 802.16g and it includes, primitives related to: 

· System configuration

· Monitoring Statistics

· Notifications Triggers

· Multi-mode interface management

CS_SAP, defined in the IEEE 802.16 standard, provides the interface between the MIHF and the service-specific Convergence Sublayer in IEEE 802.16 networks. This SAP is used for the L2 transport of MIH messages through data frames across IEEE 802.16 access links.

· 3GPP and 3GPP2

This SAP defines MIH_3GLINK_SAP interface between the MIHF and the different protocol elements of the 3G system. 

3GPP and 3GPP2 service primitives for GERAN, UMTS, LTE, cdma2000, cdma2000-HRPD and UMB are used to access MIH services. This is done by establishing a relationship between the 3GPP/3GPP2 primitives and MIH primitives.

 Table I-3 lists this mapping. Note that a 3GPP primitive group can be mapped to more than one MIH primitive, as shown in  Table I-3. 
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· Making user extensions to MIIS schema

In this subclause, how to create an extended schema is described. How to create “IP address of Mobile IP home agent” is used as an example.

It is possible to support an Extended Schema without defining additional IEs or TLVs (including vendor specific ones) other than those that are defined in this specification. An extended schema can be defined as an XML document. An example Extended Schema definition is shown as follows. 

<?xml version="1.0"?>

<!DOCTYPE rdf:RDF [

 <!ENTITY rdf "http://www.w3.org/1999/02/22-rdf-syntax-ns#">

 <!ENTITY rdfs "http://www.w3.org/2000/01/rdf-schema#">

 <!ENTITY mihbasic "URL_TO_BE_ASSIGNED">

 <!ENTITY mihextended "http://www.informationservice.org/2006/08/extended-schema#">

 <!ENTITY owl "http://www.w3.org/2002/07/owl#">

 <!ENTITY xsd "http://www.w3.org/2001/XMLSchema#">

]>

<rdf:RDF xmlns:rdf="&rdf;" xmlns:rdfs="&rdfs;" xmlns:mihbasic="&mihbasic;"

xmlns:mihextended="&mihextended;" xml:base="&mihextended;" xmlns:owl="&owl;" xmlns:xsd="&xsd;">

 <owl:Ontology rdf:about="">

  <rdfs:label>Extended Schema</rdfs:label>

 </owl:Ontology>

<owl:ObjectProperty rdf:ID="ha_address">

  <rdfs:domain rdf:resource="&mihbasic;NETWORK"/>

  <rdfs:range rdf:resource="&mihbasic;TRANSPORT_ADDR"/>

 </owl:ObjectProperty>

</rdf:RDF>

· Handover procedures

· Mobile-initiated handover procedure

The Mobile-initiated Handover Procedure operates as follows:

1) Mobile Node is connected to the serving network via Current PoS and it has access to MIH Information Server. 

2) Mobile Node queries information about neighboring networks by sending the MIH_Get_Information Request to Information Server. Information Server responds with MIH_Get_Information Response. This information query is attempted as soon as Mobile Node is first attached to the network. 

3) Mobile Node triggers a mobile-initiated handover by sending MIH_MN_HO_Candidate_Query Request to Serving PoS. This request contains the information of potential candidate networks. 

4) Serving PoS queries the availability of resources at the candidate networks by sending MIH_N2N_HO_Query_Resources Request to one or multiple Candidate PoSs. 

5) Candidate PoSs respond with MIH_N2N_HO_Query_Resources Response and Serving PoS notifies the Mobile Node of the resulting resource availability at the candidate networks through MIH_MN_HO_Candidate_Query Response. 

6) Mobile Node decides the target of the handover and commits a link switch to the target network interface. 

7) Serving PoS sends the MIH_N2N_HO_Commit Request to Target PoS to request resource preparation at the target network. Target PoS responds the result of the resource preparation by MIH_N2N_HO_Commit Response.

8) The new layer 2 connection is established and a certain mobility management protocol procedures are carried out between Mobile Node and target network.

9) Mobile Node sends MIH_MN_HO_Complete Request to Target PoS. Target PoS sends MIH_N2N_HO_Complete Request to previous Serving PoS to release resource which was allocated to Mobile Node. After identifying that resource is successfully released, Target PoS sends MIH_MN_HO_Complete Response to Mobile Node.
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· Mobile-initiated handover procedure
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· Mobile-initiated handover procedure (cont.)
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· Mobile-initiated handover procedure (cont.)
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· Mobile-initiated handover procedure (cont.)

· Network-initiated handover procedure

The Network-initiated Handover Procedure operates as follows:

1) Serving PoS sends MIH_Get_Information Request to Information Server to get neighboring network information and Information Server responds by sending MIH_Get_Information Response.

2) Serving PoS triggers a network-initiated handover by sending MIH_Net_HO_Candidate_Query Request to Mobile Node. The MN responds through MIH_Net_HO_Candidate_Query Response which contains Mobile Node's acknowledgement about the handover and its preferred link and PoS lists.

3) Serving PoS sends MIH_N2N_HO_Query_Resources Request to one or more Candidate PoSs to check the availability of the resource at candidate networks. Candidate PoS responds by sending MIH_N2N_HO_Query_Resources Response to Serving PoS. 

4) Serving PoS decides the target of the handover based on the available resource status at candidate networks. 

5) Serving PoS sends MIH_N2N_HO_Commit Request to Target PoS to prepare resource at the target network. Target PoS responds the result of the resource preparation by sending MIH_N2N_HO_Commit Response.

6) After identifying that resource is successfully prepared, Serving PoS commands Mobile Node to commit handover toward the specified network type and PoA through MIH_Net_HO_Commit Request. 

7) New layer 2 connection is established and Mobile Node sends MIH_Net_HO_Commit Response to Serving PoS.

8) After higher layer handover execution, Mobile Node sends MIH_MN_HO_Complete Request to Target PoS. Target PoS sends MIH_N2N_HO_Complete Request to previous Serving PoS to release resource which was allocated to Mobile Node. After identifying that resource is successfully released, Target PoS sends MIH_MN_HO_Complete Response to Mobile Node.
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· Network-initiated handover procedure
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· Network-initiated handover procedure (cont.)

[image: image18.wmf]
· Network-initiated handover procedure (cont.)
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· Network-initiated handover procedure (cont.)

· Example handover flow chart between 802.11 and 802.16

 Figure L-3 shows a handover flow chart between the 802.11 and the 802.16 network. This is an example of dual radio handover procedure wherein both the radios involved in handover can transmit and receive at the same time. The handover procedure operates as follows:

1) The Mobile Node is connected to the 802.11 network and receives the 802.11 link measurement report through the MIH_Link_Parameters_Report.indication and acquires the neighboring network information by the MIH_Get_Information.confirm.

2) When the Link_Going_Down event happens on the current 802.11 network, the Mobile Node performs the MIH_Link_Actions.request to scan the link status of the candidate networks. The mobile node discovers the 802.16 network and can acquire the candidate 802.16 network's DL_MAP, UL_MAP, DCD and UCD parameters.

3) The Mobile Node identifies the resource availability status of the candidate network by sending the MIH_MN_HO_Candidate_Query message to the Serving PoS. When the Serving PoS receives the MIH_MN_HO_Candidate_Query Request from the Mobile Node, it retrieves resource information from target network by sending MIH_N2N_HO_Query_Resources message to the PoSs on the candidate networks.

4) Based on resource availability and other selection criteria the 802.16 network is selected as the target of the handover and the Mobile Node commits a link switch to the 802.16 interface. The Serving PoS reserves the resource at the target network through MIH_N2N_HO_Commit messages.

5) The new layer 2 connection for the target 802.16 network is established and the Mobile IP procedures are carried out between the Mobile Node and the 802.16 network. The active sessions are now shifted over to the 802.16 network.

6) The Mobile Node sends the MIH_MN_HO_Complete Request to the Serving PoS on the 802.16 network and that Serving PoS exchanges the MIH_N2N_HO_Complete messages with the previous PoS on the 802.11 network to release the resource that was reserved for the Mobile Node on that network.
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· Example handover flow chart between 802.11 and 802.16
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· Example handover flow chart between 802.11 and 802.16 (cont.)
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· Example handover flow chart between 802.11 and 802.16 (cont.)
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· Example handover flow chart between 802.11 and 802.16 (cont.)

· Example handover flow chart for Proxy Mobile IPv6

· Network-initiated handover procedures

 Figure L-4 shows a network-initiated handover flow chart for Proxy Mobile IPv6 (PMIPv6), which is currently under standardization for supporting a local mobility in IETF NetLMM Working Group (Although the Proxy Mobile IP is under standardization, its overall flow is already defined. The following handover flow refers to the overall flow). The handover flow operates as follows:

1) MN receives packets through both Mobile Access Gateway (MAG) 1 located in the serving network and Local Mobility Anchor (LMA), which are primary components of the PMIPv6. 

2) The Serving PoS queries the Information Server to get information about available neighboring networks. 

3) The Serving PoS triggers a network-initiated handover by sending the MIH_Net_HO_Candidate_Query Request message to the MN. The MN responds through the MIH_Net_HO_Candidate_Query Response message, which contains MN's acknowledgement about the handover initiation and its preferred link and PoS lists.

4) The Serving PoS sends the MIH_N2N_HO_Query_Resource Request messages to different Candidate PoSs (can be more than one) to query the availability of the resource at candidate networks. The Candidate PoSs respond by sending the MIH_N2N_HO_Query_Resource Response message to the Serving PoS. The Serving PoS decides the handover target based on the resource availability information of candidate networks informed by the MIH_N2N_HO_Query_Resource Response message. 

5) The Serving PoS informs the decided Target PoS (i.e. Candidate Network 1 in the  Figure L-4, where MAG2 is located) of the handover commitment and requests the Target PoS to prepare resources for the incoming MN through sending the MIH_N2N_HO_Commit Request message. The Target PoS replies the result of the handover commitment and resource preparation by sending MIH_N2N_HO_Commit Response. (Upon receiving the MIH_N2N_HO_Commit Request message, PMIPv6 client in the Target PoS queries the incoming MN's profile to an AAA server and send Proxy Binding Update in order to register the location of the MN in advance. The PMIPv6 client in the Target PoS buffers the packets received from LMA until the MN attaches to the Target PoS.) 

6) The Serving PoS requests MN to perform handover to the decided Target PoS by sending the MIH_Net_HO_Commit Request message. The MN replies the result of the handover commitment by sending MIH_Net_HO_Commit Response message.

7) Upon detecting MN's detachment, PMIPv6 client in the Serving PoS terminates a current binding of the MN via sending Proxy Binding Update with Lifetime set to 0 and requests LMA to buffer packets destined for the MN. 

8) Once the MN establishes Layer 2 connection to the Target PoS, PMIPv6 client in the Target PoS registers the current MN's location to LMA by sending Proxy Binding Update message. LMA updates its Binding Cache Entry with the Proxy Binding Update message and then replies with Proxy Binding Acknowledgement message. LMA forwards the buffered packets. 

9) After receiving the Proxy Binding Acknowledgement message, PMIPv6 clients sends Router Advertisement message to the MN. The Router Advertisement is constructed with the MN's information obtained from the policy server and LMA. It can be solicited by Router Solicitation message from the MN or periodically transmitted. MN configures IP addresses on its interface, which is currently used to connect to the Target PoS, with the received Router Advertisement message. Once the PMIPv6 procedures are completed, MN receives packets through both MAG 2 and LMA.

10) After the PMIPv6 execution, the Target PoS sends the MIH_N2N_HO_Complete Request message to the previous Serving PoS. The previous Serving PoS responds the message with MIH_N2N_HO_Complete Response. [image: image24.wmf]
· Network-initiated handover procedures
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· Network-initiated handover procedures (cont.)

· Mobile-initiated handover procedures

 Figure L-5 shows a mobile-initiated handover flow chart for Proxy Mobile IPv6 (PMIPv6), which is currently under standardization for supporting a local mobility in IETF NetLMM Working Group (Although the Proxy Mobile IP is under standardization, its overall flow is already defined. Following handover flow refers to the overall flow). The handover flow operates as follows:

1) MN receives packets through both Mobile Access Gateway (MAG) 1 located in the serving network and Local Mobility Anchor (LMA), which are primary components of the PMIPv6. 

2) The MN queries the Information Server to get information about available neighboring networks. This information query is attempted as soon as the MN attaches to a new serving network or periodically for refreshing the information. 

3) MN sends the MIH_MN_HO_Candidate_Query Request message to the Serving PoS for triggering a mobile-initiated handover. This message contains requirements for potential candidate networks.

4) The Serving PoS sends the MIH_N2N_HO_Query_Resource Request messages to the informed Candidate PoSs (can be more than one) in order to query the availability of the resource at the candidate networks. The Candidate PoS responds by sending the MIH_N2N_HO_Query_Resource Response message to the Serving PoS. The Serving PoS in turn sends MIH_MN_HO_Candidate_Query Response message to the MN. Finally, the MN decides the handover target based on the result of query about resource availability at the candidate networks. 

5) The MN performs handover to the specified network type and PoA by the MIH_Link_Actions.request primitive. The Serving PoS reserves the resource at the target network through MIH_N2N_HO_Commit messages. Upon receiving the MIH_N2N_HO_Commit Request message, PMIPv6 client as MIH User in the target PoS queries the incoming MN's profile to a policy store such as AAA server. As a result, the Target PoS obtains MN's information for PMIP processes in advance. (Upon receiving the MIH_N2N_HO_Commit Request message, PMIPv6 client in the Target PoS queries the incoming MN's profile to an AAA server and send Proxy Binding Update in order to register the location of the MN in advance. The PMIPv6 client in the Target PoS also buffers the packets received from LMA until the MN attaches to the Target PoS.)

6) The Target PoS replies the Serving PoS with the result of the resource preparation by sending MIH_N2N_HO_Commit Response. 

7) Upon detecting MN's detachment, PMIPv6 client in the Serving PoS terminates a current binding of the MN via sending Proxy Binding Update with Lifetime set to 0 and requests LMA to buffer packets destined for the MN. 

8) Once the MN establishes the layer 2 connection to the Target PoS, PMIPv6 client as MIH User in the Target PoS registers the current MN's location to LMA by sending Proxy Binding Update message. LMA updates its Binding Cache Entry with the Proxy Binding Update message and then replies with Proxy Binding Acknowledgement message. LMA also forwards the buffered packets.

9) After receiving the Proxy Binding Acknowledgement message, PMIPv6 clients sends Router Advertisement message to the MN. The Router Advertisement is constructed with the MN's information obtained from the policy server and LMA. It can be solicited by Router Solicitation message from the MN or periodically transmitted. MN configures IP addresses on its interface, which is currently used to connect to the Target PoS, with the received Router Advertisement message. Once the PMIPv6 procedures are completed, MN receives packets through both MAG 2 and LMA.

10) After the PMIPv6 execution, the Target PoS sends the MIH_N2N_HO_Complete Request message to the previous Serving PoS. The previous Serving PoS responds the message with MIH_N2N_HO_Complete Response. 
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· Mobile-initiated handover procedures

[image: image27.wmf]
· Mobile-initiated handover procedures (cont.)

· Network Selection in 802.11 (WLAN) using 802.21

 Figure L-6 shows the general topology of an 802.11 (WLAN) network operating with an 802.21 MIIS.

The steps in network selection as shown in  Figure L-7 are as follows:

1) Pre-configuration: The AP is pre-configured with advertising protocol identifier (APID) of choice and is pre-configured to use 802.21 MIIS. The AP discovers the MIIS through a variety of different mechanisms that are outside the scope of specification. The maximum length of response messages from MIIS is also set. The AP communicates with MIIS at L2 or at L3 using a protocol defined elsewhere.

2) Discover AP/Access Network Capabilities: The AP sends out a beacon with Inter-working IE set and APID set to GAS (Generic Advertisement Service). The STA discovers access network capabilities by listening to beacons or it could also send a probe request and discover access network capabilities through the probe response.

3) Query list of SSPNs: The STA sends out a query asking for list of available SSPNs. The query is defined using an 802.21 specific MIH frame. The MIH frame is then relayed by the AP to the MIIS. Meanwhile the AP sends out the initial GAS response to the STA with initial delay (comeback delay).

4) GAS response: The MIIS interprets the query and retrieves the response either from local or remote repository. It then packs the response in an appropriate MIH frame and sends it to the AP. Subsequently when the STA sends the GAS comeback request to the AP, the AP responds with the available information in the MIH frame. The STA then retrieves the information out of the MIH frame and obtains the answer to the query.[image: image28.wmf]AAA Proxy
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· Network selection in WLAN with 802.11 and 802.21
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· Use case: query SSPN list

· Handover flow diagram for abnormal cases

· Abnormal case at the stage of resource availability check 

When MIH_ MN_HO_Candidate_Query Response message indicates the handover initiator to abort handover, the MN will initiate handover process to another suitable target PoA. The following is the handover flow diagram for this case:
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· Abnormal case at the stage of resource availability check
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