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· Media Independent Handover Protocol

· Introduction

The MIH Function entities in MN and network entities communicate with each other using the MIH protocol messages specified in this sub clause. The MIH protocol defines message formats for exchanging these messages between peer MIH Function entities. These messages are based on the primitives which are part of the MIH Services.

· MIH protocol description

The Media Independent Handover protocol defines a message exchange between two MIHF entities to support remote MIHF services.

· MIH protocol acknowledgement service

MIH protocol messages require reliability to ensure the receipt of data by the intended destination. Reliability can be provisioned with the optional acknowledgement service as part of the MIH protocol. The acknowledgement service is particularly useful when the underlying transport used for remote communication does not provide reliable services. When the MIH transport is reliable, the acknowledgement service is optional. 

The source MIHF requests for an acknowledgement message to ensure successful receipt of an MIH protocol message. This MIH message is used to acknowledge the successful receipt of an MIH protocol message at the destination MIHF. 

The MIH acknowledgement service is supported by the use of two bits of information that are defined exclusively for ACK usage in the MIH header. The ACK-Req bit is set by the source MIH node and the ACK-Rsp bit is set by the destination MIH node to utilize the acknowledgement service. It is expected that the underlying transport layer would take care of ensuring the integrity of the MIH protocol message during delivery.

When seeking acknowledgement service, the source MIH node shall start a retransmission timer after sending an MIH protocol message with the ACK-Req bit set and saves a copy of the MIH protocol message while the timer is active. The algorithm defined in IETF RFC 2988 is used to calculate the value of the retransmission timer. If the acknowledgement message is not received before the expiration of the timer, the source MIH node immediately retransmits the saved message with the same Message-ID and with the same Transaction-ID (with ACK-Req bit set). If the source MIH node receives the acknowledgement before the expiration of the timer on the first or any subsequent retransmitted attempt, then the source MIH node has ensured the receipt of the MIH packet and therefore, resets the timer and release the saved copy of the MIH protocol message. During retransmission, if the source MIH node receives the acknowledgement for any of the previous transmission attempts then the source MIH node determines successful delivery of the message and does not have to wait for any further acknowledgements for the current message. The source MIH node retransmits an MIH protocol message with ACK-Req bit set until it receives an acknowledgment or the number of retransmissions reaches its maximum value. The maximum number of retransmissions can be configured through a parameter defined in the MIB, see Annex E. The source MIH node does not attempt to retransmit a message with same Message-ID and Transaction-ID when the ACK-Req bit was not set in the first MIH message.

When a destination MIH node receives an MIH protocol message with the ACK-Req bit set, then the destination MIH node returns an MIH message with the ACK-Rsp bit set and copying the Message-ID and Transaction-ID from the received MIH protocol message. The MIH message with the ACK-Rsp bit set has only the MIH header and no other payload. In instances where the destination MIH node immediately processes the received MIH protocol message and a response is immediately available, then the ACK-Rsp bit is set in the corresponding MIH protocol response message. 

The destination MIH node responds with an acknowledgement message for duplicate MIH messages (messages with same transaction-ID) that have the ACK-Req bit set. However, the destination MIH node does not process these duplicate messages if it has already done so. If a destination MIH node receives an MIH protocol message with no ACK-Req bit set then no action is taken with respect to the acknowledgement service.

In all cases, the MIH protocol message in a transaction is processed only once at the destination MIH node, irrespective of the number of received messages with the ACK-Req bit set. The destination MIH node sets the ACK-Rsp bit in an MIH protocol response message and additionally requests acknowledgement by setting the ACK-Req bit for the same MIH protocol response message.

· MIH protocol transaction state diagram

This clause describes the state diagram for an MIH transaction. An MIH transaction is identified by a sequence of messages with the same Transaction-ID submitted to, or received from, one specific remote MIHF ID.

At any given moment, the source MIH node does not have more than one transaction pending with a certain MIH peer. In other words, the source MIH node has to wait until any pending transaction is completed before it initiates another transaction with the same peer.

· State machines

A node that has a new available message to send related to a new transaction is called transaction source and  starts the transaction source state machine. In the same manner, a node that receives a message related to a new transaction is called transaction destination node and  starts the destination transaction state machine. 

If the ACK feature is being used by the source and/or destination transaction node, the ACK-Requestor and/or ACK-Responder state machine is started (specific conditions specified below). The ACK related state machine is run in parallel to the transaction source/destination state machines. 

Each transaction is represented in an MIHF by an instance of the transaction source or destination state machine. Optionally, each transaction can also have one instance of ACK-Requestor or one instance of ACK-Responder state machine, or both. 

All instances of the state machines related to one transaction have access to inter-state-machine variables, constants and procedures, which are not accessible by the state machines related to other transactions.   The inter-state-machine variables allow communications between state machines for a given transaction. There are no cases where two or more state machines for a given transaction write the same inter-state-machine variable at the same time. Intra-state-machine variables, constants, and procedures can only be accessed within a single state machine for a given transaction.

Figure 22 illustrates the interaction of transaction source/destination state machines with the ACK related state machines.
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· State machines interactions

· Notational conventions used in state diagrams

State diagrams are used to represent the operation of an MIH transaction as a group of connected, mutually exclusive states. At any given time, only one state of each state machine can be active per transaction instance.

Each state is represented in the state diagram as a rectangular box, divided into two parts by a horizontal line. The upper part contains the state identifier, written in uppercase letters. The lower part contains any procedures that are executed on entry to the state.

All permissible transitions between states are represented by arrows, the arrowhead denoting the direction of the possible transition. Labels attached to arrows denote the condition(s) that shall be met in order for the transition to take place. 

A transition that is global in nature (i.e., a transition that occurs from any of the possible states if the condition attached to the arrow is met) is denoted by an open arrow; i.e., no specific state is identified as the origin of the transition.

On entry to a state, the procedures defined for the state (if any) are executed exactly once, in the order that they appear on the page. Each action is deemed to be atomic; i.e., execution of a procedure completes before the next sequential procedure starts to execute. No procedures execute outside of a state block. On completion of all of the procedures within a state, all exit conditions for the state (including all conditions associated with global transitions) are evaluated continuously until such a time as one of the conditions is met. All exit conditions are regarded as Boolean expressions that evaluate to TRUE or FALSE; if a condition evaluates to True, then the condition is met. 

The label UCT denotes an unconditional transition (i.e., UCT always evaluates to TRUE).

A variable that is set to a particular value in a state block retains this value until a subsequent state block executes a procedure that modifies the value.

Should a conflict exist between the interpretation of a state diagram and either the corresponding transition tables or the textual description associated with the state machine, the state diagram takes precedence.

The interpretation of the special symbols and operators used in the state diagrams is defined in Table 13; these symbols and operators are derived from the notation of the “C” programming language, ANSI X3.159.

	· State machine symbols

	Symbol
	Interpretation

	( )
	Used to force the precedence of operators in Boolean expressions and to delimit the argument(s) of actions within state boxes.

	;
	Used as a terminating delimiter for actions within state boxes. Where a state box contains multiple actions, the order of execution follows the normal English language conventions for reading text.

	=
	Assignment action. The value of the expression to the right of the operator is assigned to the variable to the left of the operator. Where this operator is used to define multiple assignments, (e.g. a = b = X) the action causes the value of the expression following the right-most assignment operator to be assigned to all of the variables that appear to the left of the right-most assignment operator.

	!
	Logical NOT operator.

	&&
	Logical AND operator.

	||
	Logical OR operator.

	if...then...
	Conditional action. If the Boolean expression following the if evaluates to TRUE, then the action following the then is executed.

	{statement 1, ... statement N}
	Compound statement. Braces are used to group statements that are executed together as if they were a single statement.

	!=
	Inequality. Evaluates to TRUE if the expression to the left of the operator is not equal in value to the expression to the right.

	==
	Equality. Evaluates to TRUE if the expression to the left of the operator is equal in value to the expression to the right.

	<
	Less than. Evaluates to TRUE if the value of the expression to the left of the operator is less than the value of the expression to the right.

	>
	Greater than. Evaluates to TRUE if the value of the expression to the left of the operator is greater than the value of the expression to the right.

	>=
	Greater than or equal to. Evaluates to TRUE if the value of the expression to the left of the operator is either greater than or equal to the value of the expression to the right.

	+
	Arithmetic addition operator.

	-
	Arithmetic subtraction operator.


· Inter-state-machine variables

Inter-state-machine variables are available for use by more than one state machine related to one transaction instance and are used to perform inter-state-machine communication and initialization functions within that transaction.

Exported variables are inter-state-machine variables that are also readable and writable from entities external to the state machines. The inter-state-machine and exported state machine variables are specified in Tables 14 and 15, respectively.

	· Inter-state-machine variables

	Name
	Type
	Description

	Opcode
	OPCODE
	An Opcode.

	TID
	TID
	A transaction identifier.

	MID
	MID
	A message identifier.

	StartACKRequestor
	BOOLEAN
	When its value turns to TRUE the ACK-requestor state machine is started. While its value is TRUE it indicates that the ACK requestor state machine is running.

	StartACKResponder
	BOOLEAN
	When its value turns to TRUE the ACK-responder state machine is started. While its value is TRUE it indicates that the ACK responder state machine is running.

	AckFailure
	BOOLEAN
	Indicates if ACK operation failed.

	TransactionStopWhen
	UNSIGNED_INT(1)
	A timer to stop the transaction.

	RetransmissionWhen
	UNSIGNED_INT(1)
	A timer to retransmit a message.

	DelayedAckWhen
	UNSIGNED_INT(1)
	A timer to send a delayed acknowledgment.


· Exported state machine variables

	Name
	Type
	Description

	Initialize
	BOOLEAN
	Indicates that a transaction state machine has been initialized.

	MsgIn
	MIH_MESSAGE
	Incoming message. Message from a remote MIHF received by the local MIHF.

	MsgInAvail
	BOOLEAN
	Indicates if there is an incoming message for the transaction.

	MsgOut
	MIH_MESSAGE
	Outgoing message. Message generated by the local MIHF to be sent to the remote MIHF.

	MsgOutAvail
	BOOLEAN
	Indicates if there is an outgoing message for the transaction.

	TransactionStatus
	ENUMERATED
	Indicates the status of the transaction. This variable is written by the state machine and read by the MIHF. 

The following values are valid: 

1 ONGOING

2 SUCCESS

3 FAILURE


· Inter-state-machine procedures

· void Process(MIH_MESSAGE) - This procedure processes the incoming message passed as an input variable.

· void Transmit(MIH_MESSAGE) - This procedure transmits the message passed as the input variable.

· BOOLEAN IsBroadcastMsg(MIH_MESSAGE)- This procedure outputs TRUE if the input message has a broadcast destination MIHF ID. Otherwise outputs FALSE.

· MIHF_ID SrcMIHF_ID(MIH_MESSAGE) - This procedure obtains a Source Identifier TLV from the message passed as the input and returns the value of the TLV.

· MIHF_ID DstMIHF_ID(MIH_MESSAGE) - This procedure obtains a Destination Identifier TLV from the message passed as the input and returns the value of the TLV.

· Inter-state-machine constants

· TransactionLifetime - The maximum time from the initiation of a transaction until its termination.

· Request - An OPCODE value of 0x1.

· Response - An OPCODE value of 0x2.

· Indication - An OPCODE value of 0x3.

· Timers

The timers defined for these state machines are decremented, if their value is non-zero, by the operation of Transaction Timers state machine. All timers have a resolution of one second, i.e., the initial values used to start the timers are integer values, and they represent the timer period as an integral number of seconds.

· Intra-state-machine variables and constants

Tick - This variable is set in response to a regular one-second tick generated by an external system clock function. Whenever the system clock generates a one-second tick, the tick variable is set to TRUE. The variable is set to FALSE by the operation of the state machine. The operation of the system clock functions is not otherwise specified by the standard. 

void dec(Timer) - This procedure decrements the timer only if its value is greater than 0. 

· Transaction Timers state machine

The Transaction Timers state machine for a given transaction is responsible for decrementing the timer variables for this transaction each second, in response to an external system clock function. The timer variables are used, and set to their initial values, by the operation of the individual state machines for the transaction. 
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· Transaction Timers state machine

· Transaction source and destination state machines

· Intra-state-machine variables

IsBroadcast - This variable's type is Boolean. When its value is TRUE it indicates that a message has a broadcast destination MIHF ID. Otherwise, its value is FALSE.

· Intra-state-machine procedures

TID NewTID(void) - This procedure generates a new transaction ID for the transaction generated by the new available message.

UNSIGNED_INT(1) GetAckDelay(MID) - This procedure computes the time duration for delaying an ACK using MID of a message. The output value is always zero (0) if MID.OPCODE==Indication or MID.OPCODE==Response. If MID.OPCODE==Request, the time duration for delaying the ACK depends on MID.SID and MID.AID.

· Transaction source state machine

The transaction source state machine is started, and related transaction initiated, when a message related to a new transaction is available to be sent (MsgOutAvail is TRUE). The transaction terminates when it transits to the SUCCESS state and any ACK related state machines if started were terminated; or if it transits to the FAILURE state. 
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· Transaction source state machine

· Transaction destination state machine

The transaction destination state machine is started, and related transaction initiated, when a message related to a new transaction is received (MsgInAvail is TRUE). 

The transaction terminates when it transits to the FAILURE state or SUCCESS state and any ACK related state machines, if started, were terminated.
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· Transaction destination state machine

· ACK related state machines

The ACK-requestor state machine is started when the StartAckRequest variable turns TRUE and ACK-responder state machine is started when StartAckResponder variable turns TRUE.

· Intra-state-machine variables

DUP - This variable is of type MIH_MESSAGE and represents an MIH message which has already been sent. This variable is used within ACK Responder state machine.

ACK - This variable is of type MIH_MESSAGE and represents an MIH message with the ACK-Rsp bit set and the same message ID and transaction ID as the MIH message it acknowledges. This variable is used within ACK Responder state machine.

RtxCtr - This variable is of type UNSIGNED_INT(1) and represents a number of retransmissions of a specific message. This variable is used within ACK Requestor state machine.

AckDelayTime - This variable is of type UNSIGNED_INT(1). It represents the maximum time that an MIH request with Ack-Req set receiver should wait for the generation of an MIH response before sending an ACK message. If the response is available to be sent before AckDelayTime, the acknowledgement will be piggybacked in the response message and there is no need to send a separate acknowledgement message.

· Intra-state-machine constants

RetransmissionInterval - The time interval between two subsequent transmissions of a specific message. 

RtxCtrMax - The maximum number of times that a message will be retransmitted, if retransmission conditions occur.

The maximum number of retransmissions and the retransmission interval depends on the characteristics of the underlying transport. These configuration parameters are defined in a MIB, see Annex E.

Note that the maximum number of retransmission is bounded by the transaction lifetime.

· ACK requestor state machine

The ACK requestor state machine is started, when the StartAckRequestor variable turns to TRUE in a source or destination transaction state machine. This state machine uses the inter-state-machine variables set by the originating state machine. This state machine terminates when it transits to the FAILURE state or SUCCESS state.[image: image5.wmf]
· ACK requestor state machine

· ACK responder state machine

The ACK responder state machine is started, when the StartAckResponder variable turns to TRUE in a source or destination transaction state machine. This state machine uses the inter-state-machine variables set by the originating state machine. This state machine terminates when it transits to SUCCESS state.[image: image6.wmf]
· ACK responder state machine

· Other considerations

· Congestion control and load management

The MIH protocol does not provide direct support for congestion control. Therefore, it is recommended to run the MIH protocol over congestion aware transport layers.

In order to help prevent congestion, flow control mechanisms are implemented at the MIHF. A single rate limiter applies to all traffic (for all interfaces and message types). It applies to retransmissions, as well as new messages, although an implementation can choose to prioritize one over the other. When the rate limiter is in effect, MIH messages are queued until transmission is re-enabled, or an error condition is indicated back to local upper layer applications. The rate limiting mechanism is implementation specific, but it is recommended that a token bucket limiter as described in IETF RFC 4443 be used. 

When an MIHF suffers from overload, it drops requests from MIH requestors. For example, messages could be dropped from a particular requestor if that requestor could be established as the origin of a denial of service attack. Any reliable delivery function  indicates a flow control back to the requestor, and an MIHF invokes flow control towards a specific requestor when overloaded with reliably delivered messages.

· Reliability

MIH protocol messages are delivered via media dependent transport. The MIH Function determines the transport reliability provided to the MIH user. However, the MIH user provides its preference to the MIH Function. How the preference is communicated to the MIHF depends on the implementation and is outside the scope of this standard. If the MIHF uses unreliable transport and a reliable message delivery is required, the MIH protocol ACK operation is applied for transmitting the message. If the MIHF uses reliable transport, then the MIH protocol ACK operation should not be required for transmitting the message.

· Fragmentation

MIH Protocol does not provide fragmentation and reassembly services.

· MIHF discovery

· General

The MIHF discovery refers to the procedure that allows one MIHF to discover its peer MIHFs (e.g., an MN discovers available peer MIHFs in an access network). MIHF discovery can be done either at layer 2 or layer 3. However, MIHF discovery at layer 3 and MIHF discovery performed over control plane using media specific broadcast control message are outside the scope of this standard. 

· Combined MIH function discovery and capability discovery over data plane

Combined MIH function discovery and capability discovery is performed to discover MIHF ID, the peer MIHF transport address, and MIHF capabilities at the same time. As stated in 6.2.3, MIHF Discovery can be implicitly performed using the MIH Capability Discovery when both MIH nodes are residing in the same broadcast domain. If MIHF ID and transport address are known, e.g., pre-configured, MIHF uses MIH_Capability_Discover messages to discover MIHF capabilities only. The following sub clauses refer to the MIH Capability Discovery both as a means to discover the MIHF and its capabilities.

· Unsolicited MIH capability discovery

An MIHF discovers  peer MIHF entities and their capabilities either by listening to media-specific broadcast messages or media independent MIH capability broadcast message. 

For example, by listening to a media-specific broadcast message such as a Beacon frame in IEEE 802.11 or a DCD in IEEE 802.16, link layers on an MN forward the received message to its MIHF. An MIHF receives MIH_Capability_Discover response message broadcasted over data plane periodically from an MIH entity.

· Solicited MIH capability discovery

An MIHF (the requestor)  discovers its peer MIH functions and their capability by broadcasting or unicasting an MIH_Capability_Discover request message to either its broadcast domain or a known MIHF ID and address, respectively. Only MIH network entities respond to a broadcasted MIH_Capability_Discover request. 

When a peer MIH function (the responder) receives the MIH_Capability_Discover request message, it sends MIH_Capability_Discover response message back to the requestor. The response is sent by using the same transport type over which the request message was received. When the requestor receives the unicast MIH_Capability_Discover response message, it learns the responder’s MIHF ID by checking the source ID of MIH_Capability_Discover response.

For complete operation, the requestor sets a timer at the time of sending an MIH_Capability_Discover request during which time the requestor is in waiting state for a response from the responder. When the response message is received while the timer is running, the requestor stops the timer and finishes the MIH function and capability discovery procedure. When the timer expires without receiving a response message, the requestor tries the combined MIH function discovery and capability discovery procedure by using a different transport than previously or terminate the MIH function and capability discovery procedure. 

· MIH protocol identifiers

Following identifiers are used in MIH protocol messages:

· MIHF ID

· Transaction ID

· MIHF ID

MIHF Identifier (MIHF ID) is an identifier that is required to uniquely identify an MIHF entity for delivering the MIH services. MIHF ID is used in all MIH protocol messages. This enables the MIH protocol to be transport agnostic. 

MIHF ID is assigned to the MIHF during its configuration process. The configuration process is outside the scope of the standard. For example, MIHF ID is an FQDN or NAI of the sender of the registration request.

Broadcast MIHF ID is defined as an MIHF ID of zero length. A broadcast MIHF ID can be used when destination MIHF ID is not known to a sending MIHF. When MIH protocol message with broadcast MIHF ID is transmitted over data plane, the MIH protocol message is broadcast over either L2 or L3 data plane. 

The MIHF ID is of type MIHF_ID (See Annex B.3.11).

· Transaction ID

Transaction Identifier (Transaction ID) is an identifier that is used to match a request message with its corresponding response message. This identifier is also required to match each request, response or indication message and its corresponding acknowledgment. This identifier is created at the node initiating the transaction and it is carried over within the fixed header part of the MIH protocol frame. In messages where Transaction ID is not used it is set to 0.

Transaction ID is defined as a 16 bit long unsigned integer whose value is unique among all the pending transactions between a given pair of the sender and receiver. For example, this could be an integer that starts from a random initial value and incremented by one (modulo 2^16) every time a new Transaction ID is generated.

· MIH protocol frame format

· General frame format

In MIH protocol messages, all TLV definitions are always aligned on an octet boundary and hence no padding is required.

 Figure 27 shows the components of the MIH protocol frame.[image: image7.wmf]MIH Protocol Payload
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· MIH protocol general frame format

· MIH protocol header fields

The MIH protocol header carries the essential information which is present in every frame and is important for parsing and analyzing the MIH protocol frame.[image: image8.wmf](4)
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· MIH protocol header format

 Table 20 shows the description of the header fields.

	· Description of MIH protocol header fields

	Field name
	Size (bits)
	Description

	Version
	4
	This field is used to specify the version of MIH protocol used. 

0: Not to be used

1: First version

2 - 15: (Reserved)

The version number will be incremented only when a fundamental incompatibility exists between a new revision and the prior edition of the standard. An MIH node that receives an MIH message with a higher version number than it supports will discard the frame without indication to the sending MIH node.

	ACK-Req
	1
	This field is used for requesting an acknowledgement for the message.

	ACK-Rsp
	1
	This field is used for responding to the request for an acknowledgement for the message.

	Unauthenticated Information Request (UIR)
	1
	This field is used by the MIH Information Service to indicate if the protocol message is sent in pre-authentication/pre-association state so that the length of the response message can be limited. The UIR bit should be set by the originator when making an MIH information service request over a certain link in the un-associated/unauthenticated or unregistered state. 

	Reserved
	9
	This field is intentionally kept reserved. When not used, all the bits of this field are to be set to '0'.

	MIH Message ID (MID)

-- Service Identifier (SID)

-- Operation Code (Opcode)

-- Action Identifier (AID)
	16

4

2

10
	Combination of the following 3 fields.

Identifies the different MIH services, possible values are:

1: Service Management

2: Event Service

3: Command Service

4: Information Service

Type of operation to be performed with respect to the SID, possible values are:

1: Request

2: Response

3: Indication

This indicates the action to be taken with regard to the SID (see Table C-1 for AID assignments).

	Transaction ID
	16
	This field is used for matching Request and Response, as well as matching Request, Response and Indication to an ACK.

	Variable Load Length
	16
	Indicates the total length of the variable load embedded in this MIH protocol frame. The length of the MIH protocol header is NOT included.


· Message parameter TLV encoding

The following TLV encoding shall be used for all parameters in an MIH protocol message. 
	Type (1 octet)
	Length (variable octets)
	Value (variable octets)

	Type of this parameter.
	Length of the Value field of this parameter.
	Value of this parameter.


Specifically, the Type field is one octet
, and the Length shall be encoded with the rules described in subclause 6.5.6.2.

Moreover, TLV Type values shall be unique within the MIH protocol. The TLV encoding starts at 1 and any subsequent values are assigned in ascending order. 

· MIH protocol messages

This subclause specifies different MIH protocol messages in TLV form. The shaded areas represent the MIH protocol header, while the unshaded areas represent the MIH protocol payload. The payload consists of a set of identifiers in TLV form. 

The TLV Type assignment for each TLV can be found in Annex C.

TLV type values ranging from 110 to 127 are reserved for experimental TLVs. These values are used by different implementations to evaluate the option of using TLVs not defined by the specification.

When a TLV type value is in the range of experimental TLVs and the data type of the TLV value is unknown or the TLV value is not in the range of valid values, the TLV should be ignored and the rest of the message should be processed. Also, experimental TLVs can be ignored, based on the MIHF information that is communicating with another MIHF with different experimental TLVs implementation.

All MIH messages carry a source MIHF ID followed by a destination MIHF ID as the first two TLVs of the MIH protocol payload part of the message. Broadcast MIHF ID is allowed in an MIH_Capability_Discover request and response message as its destination MIHF ID.

Wherever applicable, on receipt of an MIH request message the MIHF shall respond with a corresponding response message.

Any message received that has an invalid MIH header,  or does not contain the source/destination MIHF IDs, or has an unrecognizable or invalid MIH Message ID, or contains non-experimental TLVs that are not defined for the MIH protocol version specified in the MIH header, shall be discarded without sending any indication to the source MIH node.

· MIH messages for service management

· MIH_Capability_Discover request

The corresponding MIH primitive of this message is defined in 7.4.1.1.

If a requesting MIHF entity does not know the destination MIHF entity’s MIHF ID, the requesting MIHF entity fills its destination MIHF ID with broadcast MIHF ID and broadcasts this message over data plane, either L2 or L3. If a requesting MIHF entity knows the destination MIHF entity’s MIHF ID, the requesting MIHF entity fills its destination MIHF ID and unicast this message over data plane, either L2 or L3. 

If the generation of this message is invoked upon receiving MIH capability advertisement in unauthenticated state through media specific broadcast message, such as Beacon frame and DCD, destination MIHF ID is filled with broadcast MIHF ID and this message is transmitted over control plane using a L2 management frame, such as a 802.11 management action frame or a 802.16 MIH MAC management message.

This message contains the SupportedMihEventList, SupportedMihCommandList, SupportedISQueryTypeList and SupportedTransportList TLVs to enable the receiving MIHF to discover the sending MIHF's capability. Therefore, peer MIHF entities can discover each other's MIH capability by one MIH protocol message transaction.
	MIH Header Fields (SID=1, Opcode=1, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkMACs (optional)

(Link MACs TLV)

	SupportedMihEventList (optional)

(MIH Event List TLV)

	SupportedMihCommandList (optional)

(MIH Command List TLV)

	SupportedISQueryTypeList (optional)

(MIIS Query Type List TLV)

	SupportedTransportList (optional)

(Transport Option List TLV)

	MBBHandoverSupport (optional)

(MBB Handover Support TLV)


· MIH_Capability_Discover response

The corresponding MIH primitive of this message is defined in 7.4.1.3.

Only an MIHF capable network entity responds with an MIH_Capability_Discover response to the received MIH_Capability_Discover request with a broadcast MIHF ID, or send unsolicited MIH_Capability_Discover responses periodically. When an MIH network entity broadcasts an unsolicited MIH_Capability_Discover response to advertise its MIHF ID and capabilities, Destination ID is a broadcast MIHF ID.
	MIH Header Fields (SID=1, Opcode=2, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkMACs (optional)

(Link MACs TLV)

	SupportedMihEventList (optional)

(MIH Event List TLV)

	SupportedMihCommandList (optional)

(MIH Command List TLV)

	SupportedISQueryTypeList (optional)

(MIIS Query Type List TLV)

	SupportedTransportList (optional)

(Transport Option List TLV)

	MBBHandoverSupport (optional)

(MBB Handover Support TLV)


· MIH_Register request

The corresponding MIH primitive of this message is defined in 7.4.2.1.

This message is transmitted to the remote MIHF to perform a registration or re-registration.

	MIH Header Fields (SID=1, Opcode=1, AID=2)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifierList

(Link Identifier List TLV)

	RequestCode

(Register Request Code TLV)


· MIH_Register response

The corresponding MIH primitive of this message is defined in 7.4.2.3.

This message is sent in response to a registration or re-registration request.
	MIH Header Fields (SID=1, Opcode=2, AID=2)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	ValidTimeInterval (not included if Status does not indicate “Success”)

(Valid Time Interval TLV)


· MIH_DeRegister request

The corresponding MIH primitive of this message is defined in 7.4.3.1.

This message is transmitted to the remote MIHF to request a de-registration. There is no parameter for this message.
	MIH Header Fields (SID=1, Opcode=1, AID=3)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)


· MIH_DeRegister response

The corresponding MIH primitive of this message is defined in 7.4.3.3.

This message is sent in response to a de-registration request.
	MIH Header Fields (SID=1, Opcode=2, AID=3)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)


· MIH_Event_Subscribe request

The corresponding MIH primitive of this message is defined in 7.4.4.1.

This message is sent by a remote MIHF (the subscriber) to subscribe to one or more event types from a particular event origination point.
	MIH Header Fields (SID=1, Opcode=1, AID=4)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	RequestedMihEventList

(MIH Event List TLV)

	EventConfigurationInfoList

(Event Configuration Info List TLV)


· MIH_Event_Subscribe response

The corresponding MIH primitive of this message is defined in 7.4.4.2.

The response indicates which of the event types were successfully subscribed.
	MIH Header Fields (SID=1, Opcode=2, AID=4)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkIdentifier

(Link Identifier TLV)

	ResponseMihEventList (not included if Status does not indicate “Success”)

(MIH Event List TLV)


· MIH_Event_Unsubscribe request

The corresponding MIH primitive of this message is defined in 7.4.5.1.

This message is sent by a remote MIHF (the subscriber) to unsubscribe from a set of link layer events.
	MIH Header Fields (SID=1, Opcode=1, AID=5)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	RequestedMihEventList

(MIH Event List TLV)


· MIH_Event_Unsubscribe response

The corresponding MIH primitive of this message is defined in 7.4.5.2.

The response indicates which of the event types were successfully unsubscribed.
	MIH Header Fields (SID=1, Opcode=2, AID=5)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkIdentifier

(Link Identifier TLV)

	ResponseMihEventList (not included if Status does not indicate “Success”)

(MIH Event List TLV)


· MIH messages for event service

· MIH_Link_Detected indication

The corresponding MIH primitive of this message is defined in 7.4.6.1.

This message is transmitted to the remote MIHF when a new link has been detected.

	MIH Header Fields (SID=2, Opcode=3, AID=5)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkDetectedInfoList

(Link Detected Info List TLV)


· MIH_Link_Up indication
The corresponding MIH primitive of this message is defined in 7.4.7.1.

This notification is delivered from an MIHF, when present in the PoA, to an MIHF in the network when a layer 2 connection is successfully established with an MN.

	MIH Header Fields (SID=2, Opcode=3, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	OldAccessRouter (optional)

(Old Access Router TLV)

	NewAccessRouter (optional)

(New Access Router TLV)

	IPRenewalFlag (optional)

(IP Renewal Flag TLV)

	MobilityManagementSupport (optional)

(Mobility Management Support TLV)


· MIH_Link_Down indication

The corresponding MIH primitive of this message is defined in 7.4.8.1.

This notification is delivered from an MIHF, when present in the PoA, to an MIHF in the network when a layer 2 connection with an MN is disconnected due to a certain reason. 
	MIH Header Fields (SID=2, Opcode=3, AID=2)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	OldAccessRouter (optional)

(Old Access Router TLV)

	ReasonCode

(Link Down Reason Code TLV)


· MIH_Link_Event_Rollback indication

The corresponding MIH primitive of this message is defined in 7.4.9.1.

This message is used in conjunction with MIH_Link_Going_Down indication message. 
	MIH Header Fields (SID=2, Opcode=3, AID=4)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	UniqueEventIdentifier

(Unique Event Identifier TLV)


· MIH_Link_Parameters_Report indication
The corresponding MIH primitive of this message is defined in 7.4.10.1.

This message indicates changes in link parameters that have crossed pre-configured threshold levels. A pre-configured threshold level is set by the MIH_Link_Configure_Thresholds request message.
	MIH Header Fields (SID=2, Opcode=3, AID=6)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	LinkParameterReportList

(Link Parameter Report List TLV)


· MIH_Link_Going_Down indication

The corresponding MIH primitive of this message is defined in 7.4.11.1.

This message is transmitted to the remote MIHF when a layer 2 connectivity is expected (predicted) to go down within a certain time interval.

	MIH Header Fields (SID=2, Opcode=3, AID=3)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	TimeInterval

(Time Interval TLV)

	LinkGoingDownReason

(Link Going Down Reason TLV)

	UniqueEventIdentifier

(Unique Event Identifier TLV)


· MIH_Link_Handover_Imminent indication
The corresponding MIH primitive of this message is defined in 7.4.12.1.

This message indicates that a link layer handover decision has been made and its execution is imminent.
	MIH Header Fields (SID=2, Opcode=3, AID=7)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	OldLinkIdentifier

(Link Identifier TLV)

	NewLinkIdentifier

(New Link Identifier TLV)

	MacOldAccessRouter (optional)

(Old Access Router TLV)

	MacNewAccessRouter (optional)

(New Access Router TLV)


· MIH_Link_Handover_Complete indication
The corresponding MIH primitive of this message is defined in 7.4.13.1.

This message indicates that a link layer handover has been completed.
	MIH Header Fields (SID=2, Opcode=3, AID=8)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	OldLinkIdentifier

(Link Identifier TLV)

	NewLinkIdentifier

(New Link Identifier TLV)

	MacOldAccessRouter (optional)

(Old Access Router TLV)

	MacNewAccessRouter (optional)

(New Access Router TLV)

	LinkHandoverStatus

(Status TLV)


· MIH messages for command service 

· MIH_Link_Get_Parameters request 

The corresponding MIH primitive of this message is defined in 7.4.15.2.

This message is used to discover the status of currently available links.
	MIH Header Fields (SID=3, Opcode=1, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	DeviceStatesRequest (optional)

(Device States Request TLV)

	LinkIdentifierList

(Link Identifier List TLV)

	GetStatusRequestSet

(Get Status Request Set TLV)


· MIH_Link_Get_Parameters response 

The corresponding MIH primitive of this message is defined in 7.4.15.3.

This message is used by an MIHF to report the status of currently available links.
	MIH Header Fields (SID=3, Opcode=2, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	DeviceStatesResponseList (optional) (not included if Status does not indicate “Success”)

(Device States Response TLV)

	GetStatusResponseList (not included if Status does not indicate “Success”)

(Get Status Response List TLV)


· MIH_Link_Configure_Thresholds request

The corresponding MIH primitive of this message is defined in 7.4.16.2.

This message is used to configure thresholds of the lower layer link.
	MIH Header Fields (SID=3, Opcode=1, AID=2)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkIdentifier

(Link Identifier TLV)

	ConfigureRequestList

(Configure Request List TLV)


· MIH_Link_Configure_Thresholds response

The corresponding MIH primitive of this message is defined in 7.4.16.3.

This message returns the status of a thresholds configuration request. The MIHF generating this message generates MIH_Link_Parameters_Report indication message when the configured threshold is crossed. 
	MIH Header Fields (SID=3, Opcode=2, AID=2)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkIdentifier

(Link Identifier TLV)

	ConfigureResponseList (not included if Status does not indicate “Success”)

(Configure Response List TLV)


· MIH_Link_Actions request

The corresponding MIH primitive of this message is defined in 7.4.17.1.

This message is used to control the behavior of a set of lower layer links.
	MIH Header Fields (SID=3, Opcode=1, AID=3)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkActionsList

(Link Actions List TLV)


· MIH_Link_Actions response

The corresponding MIH primitive of this message is defined in 7.4.17.2.

This message returns the result of an MIH_Link_Actions request.
	MIH Header Fields (SID=3, Opcode=2, AID=3)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkActionsResultList (not included if Status does not indicate “Success”)

(Link Actions Result List TLV)


· MIH_Net_HO_Candidate_Query request

The corresponding MIH primitive of this message is defined in 7.4.18.2.

This message is used for communication between the MIHF on an MN and the MIHF on a network. The function is used to communicate an intent of network initiated handover. 
	MIH Header Fields (SID=3, Opcode=1, AID=4)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	SuggestedNewLinkList

(List of Link PoA List TLV)

	QueryResourceReportFlag

(Query Resource Report Flag TLV)


· MIH_Net_HO_Candidate_Query response

The corresponding MIH primitive of this message is defined in 7.4.18.4.

This message is used for communication between the MIHF on an MN and the MIHF on a network. The function is used to respond to an intent of network initiated handover.
	MIH Header Fields (SID=3, Opcode=2, AID=4)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	HandoverStatus (not included if Status does not indicate “Success”)

(Handover Status TLV)

	PreferredLinkList (not included if Status does not indicate “Success”)

(List of Link PoA List TLV)


· MIH_MN_HO_Candidate_Query request

The corresponding MIH primitive of this message is defined in 7.4.19.1.

This message is used by an MIHF on the MN to communicate to a network MIHF, an intent to initiate a handover.

	MIH Header Fields (SID=3, Opcode=1, AID=5)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	CandidateLinkList

(List of Link PoA List TLV)

	QueryResourceList

(Handover Resource Query List TLV)

	IPConfigurationMethods (optional)

(IP Address Configuration Methods TLV)

	DHCPServerAddress (optional)

(DHCP Server Address TLV)

	FAAddress (optional)

(FA Address TLV)

	AccessRouterAddress (optional)

(Access Router Address TLV)


· MIH_MN_HO_Candidate_Query response 

The corresponding MIH primitive of this message is defined in 7.4.19.3.

This message is used by an MIHF on the MN to respond to an MIH_Net_HO_Candidate_Query request message from a remote MIHF in the network.

	MIH Header Fields (SID=3, Opcode=2, AID=5)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	PreferredCandidateLinkList (not included if Status does not indicate “Success”)

(List of Link PoA List TLV)


· MIH_N2N_HO_Query_Resources request 

The corresponding MIH primitive of this message is defined in 7.4.20.1.

This message is used by an MIHF on the serving network to communicate to an MIHF on the candidate network, an intent to initiate a handover. This message is also used to retrieve IP address related information from the candidate network.
	MIH Header Fields (SID=3, Opcode=1, AID=6)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	QueryResourceList

(Handover Resource Query List TLV)

	IPConfigurationMethods (optional)

(IP Address Configuration Methods TLV)

	DHCPServerAddress (optional)

(DHCP Server Address TLV)

	FAAddress (optional)

(FA Address TLV)

	AccessRouterAddress (optional)

(Access Router Address TLV)

	CandidateLinkList (optional)

(Link Identifier List TLV)


· MIH_N2N_HO_Query_Resources response

The corresponding MIH primitive of this message is defined in 7.4.20.3.

This message is used by an MIHF in the candidate network to respond to an MIH_N2N_HO_Query_Resources request message from an MIHF on the serving network. This is used to return the result of resource preparation of the impending handover and to notify the MIHF on the serving network of the link resource status and IP address related information of the candidate network.
	MIH Header Fields (SID=3, Opcode=2, AID=6)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	ResourceStatus (not included if Status does not indicate “Success”)

(Resource Status TLV)

	CandidateLinkList (optional) (not included if Status does not indicate “Success”)

(Link Identifier List TLV)

	IPAddressInformationStatus (optional) (not included if Status does not indicate “Success”)

(IP Address Information Status TLV)


· MIH_Net_HO_Commit request

The corresponding MIH primitive of this message is defined in 7.4.21.1.

This message is used by the MIHF to communicate the intent to commit to a handover request to a specific link and PoA.
	MIH Header Fields (SID=3, Opcode=1, AID=7)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	LinkType

(Link Type TLV)

	TargetNetworkInfoList

(List of Target Network Info TLV)

	LinkActionsList (Optional)

(Link Actions List TLV)

	AssignedResourceSet

(Assigned Resource Set TLV)


· MIH_Net_HO_Commit response

The corresponding MIH primitive of this message is defined in 7.4.21.3.

This message is used by the MIHF to respond to a request to commit to a handover request to a specific link and PoA.
	MIH Header Fields (SID=3, Opcode=2, AID=7)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	LinkType (not included if Status does not indicate “Success”)

(Link Type TLV)

	TargetNetworkInfo (not included if Status does not indicate “Success”)

(Target Network Info TLV)

	LinkActionsResultList (Optional) (not included if Status does not indicate “Success”)

(Link Actions Result List TLV)


· MIH_N2N_HO_Commit request

The corresponding MIH primitive of this message is defined in 7.4.22.1.

This message is used by the MIHF on the serving network to communicate with its peer MIHF on the selected target network. This is used to request the target network to allocate resources to an MN that is about to move toward that network link and PoA

	MIH Header Fields (SID=3, Opcode=1, AID=8)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	MobileNodeIdentifier

(Mobile Node MIHF ID TLV)

	TargetMobileNodeLinkIdentifier

 (MN Link ID TLV)

	TargetPoA

 (PoA TLV)

	PreferredLinkList

(Link PoA List TLV)

	RequestedResourceSet

(Requested Resource Set TLV)


.

· MIH_N2N_HO_Commit response

The corresponding MIH primitive of this message is defined in 7.4.22.3.

This message is used by the MIHF on the selected target network to communicate with its peer MIHF on the serving network. This is used to respond to the MIH_N2N_HO_Commit request message. 

	MIH Header Fields (SID=3, Opcode=2, AID=8)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	MobileNodeIdentifier

(Mobile Node MIHF ID TLV)

	TargetLinkIdentifier (not included if Status does not indicate “Success”)

(Link Identifier TLV)

	AssignedResourceSet (not included if Status does not indicate “Success”)

(Assigned Resource Set TLV)


· MIH_MN_HO_Complete request 

The corresponding MIH primitive of this message is defined in 7.4.23.1.

This message is used by the MIHF on the MN to communicate the status of handover operation to the MIHF on the target network.

	MIH Header Fields (SID=3, Opcode=1, AID=9)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	TargetLinkIdentifier

(New Link Identifier TLV)

	HandoverResult

(Handover Result TLV)


· MIH_MN_HO_Complete response

The corresponding MIH primitive of this message is defined in 7.4.23.3.

This message is used by the MIHF on the target network to communicate the response following the completion of handover operation to the MN.

	MIH Header Fields (SID=3, Opcode=2, AID=9)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	TargetLinkIdentifier

(New Link Identifier TLV)


· MIH_N2N_HO_Complete request

The corresponding MIH primitive of this message is defined in 7.4.24.1.

This message is used by the MIHF to communicate the status of handover operation.
	MIH Header Fields (SID=3, Opcode=1, AID=10)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	TargetLinkIdentifier

(New Link Identifier TLV)

	HandoverResult

(Handover Result TLV)


· MIH_N2N_HO_Complete response 

The corresponding MIH primitive of this message is defined in 7.4.24.3.

This message is used by the MIHF to communicate the response following the completion of the handover operation. The message is used to communicate the preferred action to be taken w.r.t. resources associated with the previous connection. If the handover is successful, the resources are released. 
	MIH Header Fields (SID=3, Opcode=2, AID=10)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	SourceLinkIdentifier

(Link Identifier TLV)

	TargetLinkIdentifier

(New Link Identifier TLV)

	ResourceStatus (not included if Status does not indicate “Success”)

(Resource Retention Status TLV)


· MIH messages for information service 

MIH Information service uses only two messages - MIH_Get_Information request and MIH_Get_Information response. Due to the need to support different query types and the need for flexibility to customize the query and response, the parameters and their usage in these two messages are substantially different from other MIH message parameters, and are therefore separately defined in the following subclauses.

· MIH_Get_Information request

The corresponding MIH primitive of this message is defined in 7.4.25.1.

This message is used by an MIHF to retrieve a set of Information Elements provided by the information service. A single MIH_Get_Information request message carries only one query list. However, there can be multiple queries in that list in the order of the most preferred query first.

	MIH Header Fields (SID=4, Opcode=1, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	InfoQueryBinaryDataList (optional)

(Info Query Binary Data List TLV)

	InfoQueryRDFDataList (optional)

(Info Query RDF Data List TLV)

	InfoQueryRDFSchemaURL (optional)

(Info Query RDF Schema URL TLV)

	InfoQueryRDFSchemaList (optional)

(Info Query RDF Schema List TLV)

	MaxResponseSize (optional)

(Max Response Size TLV)


· MIH_Get_Information response

The corresponding MIH primitive of this message is defined in 7.4.25.3.

This is used as a response to the MIH_Get_Information request message. The total response message size shall not exceed the value indicated in the Max Response Size TLV of corresponding MIH_Get_Information request message. The order of the query response shall be in the same order as the query requests.
	MIH Header Fields (SID=4, Opcode=2, AID=1)

	Source Identifier = sending MIHF ID

(Source MIHF ID TLV)

	Destination Identifier = receiving MIHF ID

(Destination MIHF ID TLV)

	Status

(Status TLV)

	InfoResponseBinaryDataList (optional)

(Info Response Binary Data List TLV)

	InfoResponseRDFDataList (optional)

(Info Response RDF Data List TLV)

	InfoResponseRDFSchemaURLList (optional)

(Info Response RDF Schema URL List TLV)

	InfoResponseRDFSchemaList (optional)

(Info Response RDF Schema List TLV)


�Note that the TLV Type field length is different than the Information Element Type length, which is 4 octets. 
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