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2.  MIHF services

The MIHF provides Media Independent Event Service, Media Independent Command Service, and Media Independent Information Service which facilitate handovers across heterogeneous networks. This clause provides a general description of these services. These services are managed and configured through service management primitives, as discussed in .

1.2  Service management

Prior to providing the MIH services Media Independent Event Service, the Media Independent Command Service, and the Media Independent Information Service to its users, MIH entities need to be set up properly. This is done through service management functions that consist of:

- MIHF Discovery

- MIH Capability Discovery

- MIH Registration

- MIH Event Subscription

The MIHF Discovery procedure can acquire a list of peers that support the MIHF. In certain instances, the MIH node may have a pre-configured MIH peer. In order to know the services that are supported by an MIH peer, the MIH node performs MIH Capability Discovery. The MIH node may perform MIH Capability Dis​covery with different MIH peers in order to decide which one to register with. When MN uses MIHF discov​ery using MIH Capability Discover MIH protocol message, MIHF discovery and capability discovery may be performed at the same time by exchanging MIH Capability Discovery messages with MIH peers. The fol​lowing subclauses define each of these methods in more details.

1.2.10  Service management primitives

The following set of service management primitives are defined.

1 Service management primitives

	Service Management Primitive
	(L) ocal, (R) emote
	Comments

	MIH_Capability_Discover
	R
	Discover the capabilities of a peer MIHF.

	MIH_Register
	R
	Register with a peer MIHF.

	MIH_DeRegister
	R
	Deregister from a peer MIHF.

	MIH_Event_Subscribe
	L, R
	Subscribe one or more MIH events with a local or remote MIHF.

	MIH_Event_Unsubscribe
	L, R
	Unsubscribe one or more MIH events from a local or remote MIHF.


1.2.10  MIHF discovery

The MIHF Discovery procedure is used by an MN to discover available peer MIHFs in the Network. MIHF Discovery can be done either at Layer 2 or Layer 3. However, this standard only specifies how the MIHF Discovery is performed at Layer 2, when both MIHFs are located within the same broadcast domain. MIHF Discovery may be performed either through the MIH protocol (i.e., using L2 encapsulation such as LLC) or through media specific Layer 2 broadcast messages (i.e., IEEE 802.11 beacons, IEEE 802.16 DCD). The detailed procedure of MIHF Discovery over layer 2 is described in . MIHF Discovery at Layer 3 is outside the scope of IEEE 802.21. 

1.2.10  MIH capability discovery

The MIH Capability Discovery procedure is used by an MIHF entity to discover the peer MIHF's capabili​ties in terms of MIH Services (Event Service, Command Service, and Information Service). MIH Capability Discovery may be performed either through the MIH protocol or through media specific Layer 2 broadcast messages (i.e., IEEE 802.11 beacons, IEEE 802.16 DCD). 

When the MIHF and its peers are residing within the same broadcast domain, MIH Capability Discovery can serve the same purpose as MIHF Discovery.

1.2.10  MIH registration

MIH Registration provides a mechanism for two peer MIHFs to identify and communicate with each other. The MIH registration process is symmetric, i.e., once one of the two MIHFs has initiated MIH registration and the other has responded, the two MIHF entities can equally symmetrically request services from each another. 

For example, in a network controlled inter-technology handover framework, MIH registration can allow an MN to select a network control node among many that may be available. This mechanism can work as a trig​ger for network MIH entities to be aware of an MN's presence. This mechanism can be an optional mecha​nism that enables two MIH entities to create an MIH pairing based on the policies configured in the MN or based on the information from the capability discovery. MIH network entities may not be able to provide any MIH services to the MN without this signaling from the MN. Following the registration, the MIH net​work entities can subscribe for events as seen by the multi-radio MN and send commands for handover con​trol. From the MN’s point of view, the MIH pairing can also be seen as providing authorization for a certain network control node to send MIH commands to leverage inter-technology access resources and improve the overall user experience.

As part of the MIH Service Management function, MIH Registration is expected to be support by all MIHFs. However, the use of MIH Registration may be is optional. For example, even without performing an MIH Registra​tion, an MIHF entity in an MN may access Information Services from an MIH entity in the network in unauthenticated state.

Figure   shows a reference communication message flow for MIH registration. The source MIH node performs a peer MIH discovery to determine the end point address of the peer MIHF. After MIH node discovery, The source MIH node then performs MIHF capability discovery to determine what MIH services are supported by the peer MIHF.at the other end This is followed by the MIH registration to create the pairing between two MIHFs. On successful registration, the MIHF entities can send requests for specific event subscriptions with unique session ID (see ) or send other MIHF commands to request spe​cific actions to be taken.
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Figure 2— MIH registration flow

1.0.11  MIH event subscription

The MIH Event Subscription mechanism allows an interested MIH User to subscribe for a particular set of events that may originate from a peer MIHF.

1.1  Media independent event service

1.1.12  Introduction

In general handovers may be initiated either by the mobile node or by the network. Events that may be rele​vant to handover may originate from MAC, PHY or MIHF either at the mobile node or at the network point of attachment. Thus, the source of these events may be either local or remote. A transport protocol is needed for supporting remote events. Security is another important consideration in such transport protocols.

Multiple higher layer entities may be interested in these events at the same time. Thus these events may need to have multiple destinations. Higher layer entities may subscribe to receive event notifications from a par​ticular event source. The MIHF may help in dispatching these events to multiple destinations.

These events are treated as discrete events. As such there is no general event state machine. However, in cer​tain cases a particular event may have state information associated with it, such as the Link_Going_Down event. In such cases the event may be assigned an identifier and other related events may be associated with the corresponding event using this identifier. 

From the recipient’s perspective these events are mostly “advisory” in nature and not “mandatory”. In other words, the recipient is not obligated to act on these events. Layer 3 and above entities may also need to deal with reliability and robustness issues associated with these events. Higher layer protocols and other entities may prefer to take a more cautious approach when events originate remotely as opposed to when they origi​nate locally. These events may also be used for homogeneous handovers.

The Event Service may be broadly divided into two categories, Link Events and MIH Events. Both Link and MIH Events may traverse from a lower to higher layer. Link Events are defined as events that originate from event source entities below the MIHF and may terminate at the MIHF. Entities generating Link Events include, but are not restricted to, various IEEE 802-defined, 3GPP-defined and 3GPP2-defined interfaces. Within the MIHF, Link Events may be further propagated, with or without additional processing, to upper layer entities that have subscribed for the specific events. Events that are propagated by the MIHF to the MIH Users are defined as MIH Events. This relationship is shown in Figure  .



Figure 2 —   Link events and MIH events

1.0.13  Event categories

The Media Independent Event Service supports several categories of events:

1)  MAC and PHY State Change events: These events correspond to changes in MAC and PHY state. These events correspond to definite changes in state. For example Link_Up event is an example of a state change event.

1)  Link Parameter events: These events are due to changes in link layer parameters. These events are triggered either synchronously (i.e., on a regular basis) or asynchronously (i.e., when the value of a given link layer parameter crosses a specified threshold). For example, the prim​itive Link_Parameters_Report is a Link Parameter event.

2)  Predictive events: Predictive events express the likelihood of change in the link properties in the future based on past and present conditions. For example, decay in signal strength of a WLAN network may indicate loss of link connectivity in the near future. Since they attempt to predict the future, they may be incorrect and hence there is a need to retract predictive events. Predictive events may carry predictive information with a time-bound validity, specifying the time interval in which the event is expected to occur and a level of confidence that the event shall occur in the specified time bound.

3)  Link Synchronous events: These events give indications to MIH Users about link layer activ​ities (not related to any MAC/PHY state change) that are relevant in upper layer mobility man​agement decision making. These events give indications of precise timing of L2 handover events that are useful to upper layer mobility management protocols. Link Synchronous events differ from Link State Change events in that they do not necessarily report a link state change that has occurred in the past. These events also differ from Predictive events in that they are deterministic and do not predict any future link state change that is only a possibility. An exam​ple of a Link Synchronous event is the native link layer L2 handover/switching event that exists in many media types (e.g., Cellular, IEEE 802.16e). Native link layer handover/switching deci​sion is deterministic and is made and executed autonomously at the link layer, independent of the upper layer mobility management function. Indicating the occurrence of these link layer handover/switching events to MIH Users facilitates upper layer mobility management decision making.

4)  Link Transmission events: These events indicate the transmission status (e.g., success or fail​ure) of higher layer PDUs by the link layer. This information may be used by upper layers to improve buffer management for achieving low-loss or no loss handovers. For example, the occurrence of a handover of a mobile node, from one access network to another will result in the reestablishment of a link layer connection to the target access network. When this occurs the upper layer may still have data that had been transmitted over the old link but has not been received by the receiver (e.g., the contents of the outstanding transmit and retransmit MAC ARQ queues in the old access network, as well as the mobile node that need to be flushed out during the handover). This data will be lost because of the handover. If low-loss or no loss han​dover is desired, then MIH Users will attempt to retransmit any lost data over the new link. However, before the retransmission may occur, the upper layer needs to first identify the lost data and then re-tag them in their internal buffers, including updating (if necessary) the source/ destination IP addresses and re-fragmentation if the MTU of the new link demands so. The upper layer normally has to rely on the use of retransmission timers and end-to-end feedback (such as the acknowledgement (ACK) in the application or transport layer) to identify lost packets. The latency of this lost data detection based on retransmission time-out and end-to-end feedback often becomes a limiting factor to the handover performance, as well as the overall data throughput, especially for time-sensitive applications operating over wireless links with long round-trip delay times. Link Transmission events may significantly facilitate this process in the upper layer by providing a fast local indication on whether a particular PDU (identified for example by a PDU sequence number assigned by the upper layer data sender) has been suc​cessfully transmitted over the link or not. This helps the upper layer to quickly identify lost packets and prepare for selective retransmission of the lost data if needed, without waiting for a retransmission timer expiration or end-to-end feedback.

1.0.1  Local and Remote Events

Local events are propagated across different layers within the local protocol stack of a device. All link events (from lower layer to MIHF) are local in nature. Remote events are indications that traverse across the network medium from one MIHF to a peer MIHF. MIH events may be local or remote. Remote MIH events originate at remote MIHF. They traverse the medium to the local MIHF and are then dispatched to MIH Users that have subscribed to these events within the local protocol stack as shown in Figure  .

This is with the assumption that the local upper layer entities have subscribed for the remote event. Link events that are received by the MIHF may also be sent to a remote entity as an MIH event.



Figure 2 —   Remote MIH events

1.0.2  Event flow model
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Figure   shows the event flow model for link events and MIH events. 

Figure 2 —   MIH events subscription and flow

For primitive syntax please refer to Annex . 

1.0.3  Event subscription

Event Subscription provides a mechanism for upper layer entities to selectively receive events. Event Sub​scription may be divided into Link Events Subscription and MIH Events Subscription. Link Events Sub​scription is performed by the MIHF with the event source entities in order to determine the events that each event source (link) is able to provide. MIH Event Subscription is performed by upper layer entities with the MIHF to select the events to receive. It is possible for upper layer entities to subscribe for all existing events or notifications that are provided by the event source entity even if no additional processing of the event is done by the MIHF. 

Each remote event subscription needs to be associated with the MIHF that keeps the subscription informa​tion for particular events. For this purpose, each remote event subscription is assigned a session identifier (Session ID).

1.0.3.1  Link events subscription

It may be possible during initialization that the MIHF actively searches for pre-existing interfaces, devices and modules that serve as link event sources in the Event service. In addition to the link event source entities that are present during the bootstrapping stage, allowances may be made for devices such as hot-plugged interfaces or an external module. The exact description and implementation of such mechanisms are out of scope of the standard. The MIHF may then subscribe individually with each of these link layers based on user preferences.

1.0.3.1  MIH events subscription

MIH Users may specify a list of events for which they wish to receive notifications from the MIHF. For an MIH event that can originate both locally and remotely, an MIH User may specify whether it is subscribing for the local event only, remote event only, or both. MIH Users may specify additional parameters during the subscription process in order to control the behaviour of the Event Service. Examples of these additional parameters include threshold values and requests to receive events as a bundle. The description of the exact mechanism by which the MIHF achieves this is outside the scope of the standard. MIH Users may also query on the availability of events from the MIHF without prior subscription. This query may have addi​tional parameters. An example would be a query to retrieve a list of all events for IEEE 802.11 defined inter​faces only. If the MIH event that an MIH User is subscribing for is not supported or not available, the MIHF shall be able to reject the subscription and notify the MIH User.

1.0.4  Link events

The following set of link layer events are defined.

1 Link events

	Link event name
	Link event type
	Description

	Link_Up
	State Change
	L2 connection is established and link is available for use

	Link_Down
	State Change
	L2 connection is broken and link is not available for use

	Link_Going_Down
	Predictive
	Link conditions are degrading & connection loss is imminent 

	Link_Detected
	State Change
	New link has been detected

	Link_Parameters_Report
	Link Parameters
	Link parameters have crossed specified threshold

	Link_Event_Rollback
	State Change
	Previous link event needs to be rolled back

	Link_PDU_Transmit_Status
	Link Transmission
	Indicate transmission status of a PDU

	Link_Handover_Imminent
	Link Synchronous
	L2 handover is imminent based on changes in link conditions

	Link _Handover_Complete
	Link Synchronous
	L2 link handover to a new PoA has been completed


1.0.4  MIH events

The following set of MIH events are defined.

1 MIH events

	MIH event name
	MIH event type
	(L) ocal

(R) emote
	Description

	MIH_Link_Up
	State Change
	L, R
	L2 connection is established and link is available for use.

	MIH_Link_Down
	State Change
	L, R
	L2 connection is broken and link is not available for use.

	MIH_Link_Going_Down
	Predictive
	L, R
	Link conditions are degrading & connec tion loss is imminent. 

	MIH_Link_Detected
	State Change
	L, R
	New link has been detected. 

	MIH_Link_Parameters_Report
	Link Param eters
	L, R
	Link parameters have crossed specified threshold and need to be reported. 

	MIH_Link_Event_Rollback
	State Change
	L, R
	Previous link event needs to be rolled back.

	MIH_Link_PDU_Transmit_Status
	Link Trans mission
	L
	Indicate transmission status of a PDU.

	MIH_Link_Handover_Imminent
	Link Syn chronous
	L, R
	L2 handover is recommended based on either the changes in the link conditions or additional information available in the network. For example, the network may decide that an application requires a spe cific QoS that can be best provided by a certain access technology.

	MIH_Link_Handover_Complete
	Link Syn chronous
	L, R
	L2 link handover to a new PoA has been completed. 


1.1  Media independent command service

1.1.5  Introduction

Media Independent Command Service refers to the commands sent from the higher layers to the lower lay​ers in the reference model. MIH Users may utilize command services to determine the status of links and/or control the multi-mode device for optimal performance. Command services may also enable MIH Users to facilitate optimal handover policies. For example, the network may initiate and control handovers to balance the load of two different access networks.

The link status varies with time and mobile node mobility. Information provided by MICS is dynamic infor​mation comprised of link parameters such as signal strength and link speed, where as information provided by MIIS is less dynamic or static in nature and is comprised of parameters such as network operators and higher layer service information. MICS and MIIS Information could be used in combination by the mobile node/network to facilitate the handover. 

A number of commands have been defined in this standard to allow the MIH Users to configure, control, and get information from the lower layers including MAC, Radio Resource Management, and PHY. The com​mands are classified into two categories: MIH Commands and Link Commands. Figure   shows link com​mands and MIH commands.

The receipt of certain MIH command requests may cause event indications to be generated. The receipt of MIH command requests may indicate a future state change in one of the link layers in the local node. These indications notify subscribed MIH Users of impending link state change information. This allows MIH Users to be better prepared to take appropriate action.

1.1.5  MIH commands

The MIH commands are generated in the upper layers and destined to the MIHF (e.g., upper layer mobility protocol to MIHF, or policy engine to MIHF). MIH commands can be local or remote. Local MIH com​mands are sent by MIH Users to the MIHF in the local protocol stack.



Figure 2 —   Link commands and MIH commands

Remote MIH commands are sent by MIH Users to the MIHF in a peer protocol stack. A remote command delivered to a peer MIHF is executed by the lower-layers under the peer MIHF as a link command; or is exe​cuted by the peer MIHF itself as an MIH command (as if the MIH command came from an MIH User of the peer MIHF). Often, an MIH indication to a remote MIH User may result from the execution of the MIH command by the peer MIHF. Figure   shows remote MIH commands



Figure 2 —   Remote MIH command

1.0.6  Link commands

Link Commands originate from the MIHF and are directed to the lower layers (e.g., MIHF to MAC, or MIHF to PHY). These commands mainly control the behavior of the lower layer entities. Link Commands are local only. Link Commands are issued by the MIHF to lower layers in the local protocol stack. Whenever applicable the IEEE 802.21 standard shall use existing media specific link commands for interaction with specific access networks. New link commands, if required, shall be defined as recommendations to link- layer technology standards. It is to be noted that although Link Commands originate from the MIHF, these commands are executed on behalf of MIH-User.

1.0.6  Command service flow model



Figure 2 —   Command service flow

Figure   shows the flow for a local command and an example of a remote command, respectively. Example handover procedures using the commands defined in this subclause can be found in Annex . Remote com​mands may be transported over network layer protocols or link layer protocols. 

1.0.7  Command list

1.0.7.2  MIH commands

The following set of MIH Commands are defined.

1 MIH commands

	MIH command
	(L) ocal, (R) emote
	Comments

	MIH_Get_Link_Parameters
	L, R
	Get the status of links.

	MIH_Configure_Link
	L,R
	Configure a link.

	MIH_Scan
	L, R
	Scan a list of links.

	MIH_Net_HO_Candidate_Query
	L, R
	Network may initiate handover and send a list of suggested networks and associated Points of Attachment.

	MIH_MN_HO_Candidate_Query
	L, R
	TBD.

	MIH_N2N_HO_Query_Resources
	L, R
	This command is sent by the serving MIHF entity to the target MIHF entity to allow for resource query, context transfer (if applicable), and handover preparation.

	MIH_Net_HO_Commit
	L, R
	In this case the network commits to do the handover and sends the choice of selected network and associated PoA.

	MIH_MN_HO_Commit
	L, R
	TBD.

	MIH_MN_HO_Complete
	L, R
	Notification from MIHF of the MN to target MIHF indi cating handover completion, and any pending packets may now be forwarded to the new MIHF. 

	MIH_N2N_HO_Complete
	L, R
	Notification from target MIHF to serving MIHF indicating handover completion, and any pending packets may now be forwarded to the new MIHF. 


1.0.7.2  Link commands

The following set of Link commands are defined.

1 Link commands

	Link command
	Comments

	Link_Capability_Discover
	Query and discover the list of supported link layer events and link layer com mands.

	Link_Event_Subscribe
	Subscribe to one or more events from a link.

	Link_Event_Unsubscribe
	Unsubscribe from a set of link layer events.

	Link_Configure_Thresholds 
	Configure the thresholds for various link layer events such as Link_Going_Down

	Link_Get_Parameters
	Get parameters measured by the active link, such as signal-to-noise ratio (SNR), BER, RSSI

	Link_Action
	Request actions on a link layer connection


1.1  Media independent information service

1.1.8  Introduction

Media Independent Information Service (MIIS) provides a framework by which an MIHF both in the mobile node and in the network may discover and obtain network information within a geographical area to facili​tate network selection and handovers. The objective is to acquire a global view of all the heterogeneous net​works relevant to the MN in the area to facilitate seamless roaming across these networks.

Media Independent Information Service includes support for various Information Elements (IEs). Informa​tion Elements provide information that is essential for a network selector to make intelligent handover deci​sions.

Depending on the type of mobility, support for different types of information elements may be necessary for performing handovers. MIIS provides the capability for obtaining information about lower layers such as neighbor maps and other link layer parameters, as well as information about available higher layer services such as internet connectivity.

MIIS provides information about different access networks such as IEEE 802 networks, 3GPP networks and 3GPP2 networks. The MIIS also allows this collective information to be accessed from any single network. For example using an IEEE 802.11 access network it may be possible to get information not only about all other IEEE 802 networks in a particular region but also that of 3GPP and 3GPP2 networks, as well. Simi​larly using a 3GPP2 interface, it may be possible to get access to information about all IEEE 802 and 3GPP networks in a given region. This capability allows the mobile node to use its currently active access network and scan for other available access networks in a geographical region. Thus a mobile node is freed from the burden of powering up each of its individual radios and establishing network connectivity for the purpose of accessing heterogeneous network information. MIIS enables this functionality across all available access networks by providing a uniform way to retrieve heterogeneous network information in any geographical area.

The main goal behind the Information Service is to allow mobile node and network entities to discover information that may influence the selection of appropriate networks during handovers. This information is intended to be primarily used by a policy engine entity that may make effective handover decisions based on this information. This Information Service is expected to provide mostly static types of information, although network configuration changes must also be accounted for. Other dynamic information about dif​ferent access networks, such as current available resource levels, state parameters, and dynamic statistics should be obtained directly from the respective access networks. Some of the key motivations behind the Information Service are as follows:

1)  Provide information about the availability of access networks in a geographical area. Further, this information could be retrieved using any wireless network, for example, information about a nearby Wi-Fi hotspot could be obtained using a global system for mobile communication (GSM), CDMA, or any other cellular network, whether by means of request/response signal​ing, or information that is specifically or implicitly broadcast over those cellular networks. Alternatively, this information could be maintained in an internal database by the MN.

1)  Provide static link layer information parameters that could help the mobile nodes in selecting the appropriate access network. For example knowledge of whether security and QoS are sup​ported on a particular access network may influence the decision to select such an access net​work during handovers. 

2)  Provide information about capabilities of different PoAs in neighbor reports to aid in configur​ing the radios optimally (to the extent possible) for connecting to available/selected access net​works. For example knowing about supported channels by different PoAs may help in configuring the channels optimally as opposed to scanning or beaconing and then finding out this information. However, for the most part, dynamic link layer parameters have to be obtained or selected based on direct interaction with the access networks and the Information Service may not be able to help much in this regard. 

3)  Provide an indication of higher layer services supported by different access networks and core networks that may aid in making handover decisions. Such information may not be available (or could not be made available) directly from the MAC sublayer or PHY of specific access networks, but could be provided as part of the Information Service. For example in certain cases classification of different networks into categories such as public, enterprise, home, and others may influence a handover decision. Other information here may be more vendor/net​work specific in nature and could be specified in that form.

1.0.1  Access information service before authentication

It is important to note that, with certain access networks an MN should be able to obtain IEEE 802.21 related information elements before the MN is authenticated with the PoA. These information elements may be used by the handover policy function to determine if the PoA can be selected. In order to enable the informa​tion query before authentication, individual link technologies may provide an L2 or media specific transport or a protocol message exchange that makes this MIIS query exchange possible between the user equipment (MN) and a certain MIHF in the network. For example in IEEE 802.11, a State 1 management action frame exchange may be possible as a transport means for MIIS information query. A similar mechanism may be available for IEEE 802.16 for this query. The MIHF in the MN discovers the MIH capability support from the PoA through the media specific broadcast information containing the system capabilities. It should be noted that the pre-authentication query facility is provided only for MIH information query and cannot be used for carrying other MIH protocol services except MIES and/or MICS capability discovery query using MIH_Capability_Discover embedded into L2 management frame. Additionally, any MIHF within the net​work may request for the set of information elements from a peer MIHF located in same or different network using the MIH protocol. 

After authentication and attachment to a certain PoA, the MIH protocol may be used for information retrieval by use of data frames specific to that media technology. 

In any case, the MIHF should have the knowledge of whether or not network supports the IEEE 802.21 stan​dard, and may obtain this knowledge by means of media independent or media specific discovery mecha​nisms. Additionally, any MIHF within the network may request for the set of Information Elements from a peer MIHF located in the same or a different network using the MIH protocol.

1.0.1  Information service elements 

The Information Service elements are classified into three groups:

1)  General Information and Access Network Specific Information: These information elements give a general overview of the different networks providing coverage within an area such as a list of available networks and their associated operators, roaming agreements between different operators, cost of connecting to the network and network security and quality of service capa​bilities.

2)  PoA Specific Information: These information elements provide information about different PoAs for each of the available access networks. These IEs include PoA addressing information, PoA location, data rates supported, the type of PHY and MAC layers and any channel parame​ters to optimize link layer connectivity. This may also include higher layer services and indi​vidual capabilities of different PoAs.

3)  Other Information may be vendor/network specific, and could be specified appropriately.

Table   represents the list of Information Elements supported by the IEEE 802.21 standard. The TLV repre​sentation of these Information Elements is described in . Another way of representing these IEs using RDF is described in . The IEs may be retrieved using TLV or resource description framework (RDF) based query mechanism. The standard does not recommend or mandate the choice of a particular mecha​nism. Vendors may need to specify additional IEs beyond the IEs specified in Table  . Vendors can choose to do that in the Vendor Specific IE format. These IEs will then be available only in vendor specific deploy​ments.

2)  Information elements

	No
	Name of information element
	Description
	Reference

	General Information Elements

	1.1
	TYPE_IE_NETWORK_TYPE
	Link types of the networks that are available in a given geographical area.
	

	1.2
	TYPE_IE_OPERATOR_IDENTIFIER
	The operator identifier of the access net work/core network.
	

	1.3
	TYPE_IE_SERVICE_PROVIDER_IDEN TIFIER
	Identifier for the service provider.
	

	Access Network Specific Information Elements

	    2.1
	TYPE_IE_ACCESS_NETWORK_IDEN TIFIER
	Identifier for the access network.
	

	    2.2
	TYPE_IE_NETWORK_SYSTEM_ID
	SSID to be used for this network. Only applicable when the network type is IEEE 802.11.
	

	2.3
	TYPE_IE_ROAMING_PARTNERS
	Roaming Partners.

Network Operators with which the current network operator has direct roaming agree ments.
	

	2.4
	TYPE_IE_COST
	Cost.

Indication of cost for service or network usage.
	

	2.5
	TYPE_IE_NETWORK_SECURITY
	Security characteristics of the link layer.
	

	2.6
	TYPE_IE_NETWORK_QOS
	QoS characteristics of the link layer.
	

	2.7
	TYPE_IE_NETWORK_DATA_RATE
	Data Rate. The minimum and maximum value of data rate supported by the link layer of the access network.
	

	2.8
	TYPE_IE_NETWORK_IP_CONFIG_ME THODS
	IP Configuration Methods supported by the access network
	

	2.9
	TYPE_IE_NETWORK_CAPABILITIES
	Bitmap of access network capabilities
	

	PoA Specific Information Elements

	3.1
	TYPE_IE_POA_MAC_ADDRESS
	 MAC Address of PoA
	

	3.2
	TYPE_IE_POA_LOCATION
	Geographical location of PoA. Multiple location types are supported including coor dinate-based location information and civic address.
	

	3.3
	TYPE_IE_POA_DATA_RATE
	Data Rate. The minimum and maximum value of data 

rate supported by the link layer of a given PoA.
	

	3.4
	TYPE_IE_POA_CHANNEL_RANGE
	Channel Range/Parameters.

Spectrum range supported by the Channel for that PoA.
	

	PoA Specific Higher Layer Service Information Elements

	4.1
	TYPE_IE_POA_SUBNET_INFORMATI ON
	Information about subnets supported by a typical PoA
	

	4.2
	TYPE_IE_POA_IP_CONFIG_METHOD S
	IP Configuration Methods supported by a typical PoA
	

	4.3
	TYPE_IE_POA_ CAPABILITIES
	Bitmap of PoA capabilities
	

	4.4
	TYPE_IE_POA_IP_ADDRESS
	IP Address of PoA.
	

	Other Information Elements

	5.1
	Vendor Specific IEs
	Vendor Specific Services
	defined by individual vendors.


In certain access network deployments the PoA properties may be common for all PoAs within that access network. In such a case the common PoA properties are represented as IEs as part of the access network property information.

Figure   shows the layout of different Information Elements and neighbor map of different networks in a geographical area. Multiple operators can be providing support for a particular network. Thus support for IEEE 802.11 network is provided by both Operator_1 and Operator_2. A single operator may provide sup​port for multiple networks. Thus Operator_1 provides support for IEEE 802.11 and UMTS networks while Operator_3 provides support for IEEE 802.16 and UMTS networks. The General Network Information Ele​ments are specified for each network supported by an operator. Thus in the case of Operator_1, General Net​work Information is specified for both IEEE 802.11 and UMTS networks, while in the case of Operator_2 it is specified only for an IEEE 802.11 network.

For each network supported by an operator there is a list of supported PoAs. For each PoA the PoA Informa​tion Elements are specified. Figure   shows this information representation and tree hierarchy for different networks.



Figure 2— Depicting a list of neighboring networks with information elements.

1.0.2  Definition of information element name space

The IEEE 802.21 Information Elements are assigned identifiers (IDs) as follows. Each Information element ID is a 32 bit value. The IEs may be defined by the IEEE 802.21 standard and by other SDOs (such as IEEE 802.11, IEEE 802.16) as well. The name space for these IEs is divided so that each SDO can define its own set of IEs in its own range. Please refer to Table   for more details.

The IEEE 802.21 specific Information Elements (Header and other Core IEEE 802.21) are assigned identifi​ers as per the IEEE 802.21 standard. Please refer to Table   (in Annex ) for more details. Vendors may specify their own IEs using the name space allocated to them.

Other SDOs may use the name space allocated to them in defining these SDO specific IEs as specified in Table  . A set of IE name space range is also reserved for development and testing. These should not be used in released products. Allocation of additional IE name space and any revisions to this assignment would be handled by future revisions of the IEEE 802.21 standard.

Functional entities should discard any IE identifier that they are not aware of.

1 Information elements name space

	Range
	Description
	Comments

	0x00000000
	Reserved
	

	0x00000001 - 0x1FFFFFFF
	IEEE 802.21 IEs
	Used for IEEE 802.21 defined IEs. The cur rently defined IEEE 802.21 IEs are listed in Table   in Annex .

	0x20000000 - 0x2FFFFFFF
	Vendor specific IEs
	Used for IEs defined by vendors.

	0x30000000 - 0x32FFFFFF
	Reserved for playpen area.
	May be used in development and testing. Should not be used in released products. Avoids collision during development.

	0x33000000  0xFFFFFFFF
	Reserved 
	For future use


1.0.2  IE Extensibility

[Editor’s note: this will discuss how all IE extensibility issues would be handled.Waiting for text]

1.0.2  TLV Representation of information elements

T

	Type

(4 octets)
	Length

(variable octets)
	Value

(variable octets)

	Represents the type or ID of the Information Element
	Length of the Value field of the IE
	The value of the IE


he Information Elements may be represented in Type Length Value form as follows.

[image: image3.wmf]length of LENGTH

[0-127]

Value length

(variable octets)


Figure 2 —   TLV representation of information elements

The Length field may be interpreted as follows.

Case 1: If the number of octets occupied by the Value field is less than 128, the size of the Length field is always 1 octet and the MSB of the octet is set to the value '0'. The value of the other seven bits of this octet indicate the actual length of the Value field.

Case 2: If the number of octets occupied by the Value field is exactly 128, the size of the Length field is one octet. The MSB of the Length octet is set to the value '1' and the other seven bits of this octet are all set to the value '0'.

Case 3: If the number of octets occupied by the Value field is greater than 128, then the Length field is always greater than 1 octet. The MSB of the first octet of the Length field is set to the value '1' and the remaining 7 bits of the first octet indicate the number of octets that are appended further. The number repre​sented by the 2nd and subsequent octets of the Length field, when added to 128, indicates the total size of the Value field, in octets.

1.0.2.1  General information IEs

1.0.2.1.1  Network type

Type and Revision of the access network. For IEEE 802 networks, Revision is the list of specific revisions applicable for that access network. For cellular networks, Revision represents the release version of the stan​dard that is applicable

	Type=TYPE_IE_NETWORK_TYPE
	Length= Variable

	 Type [4 octets] (see Table   encoding)

	Revision [8 octets] (optional) 

(A bitmap in which each bit corresponds to a revision of the specific network type. 

The bitmap is defined in Table  )


1 Network type and revision representation

	Network
	Type
	Revision

	(Reserved)
	0
	N/A

	Wireless - GSM
	1
	N/A

	Wireless - GPRS
	2
	N/A

	Wireless - EDGE
	3
	N/A

	Ethernet
	15
	N/A

	Wireless - Other
	18
	N/A

	Wireless - IEEE 802.11
	19
	(PHY/MAC Features)

Bit 0: Access point (AP)

Bit 1: Independent station (not an AP)

Bit 2: FHSS PHY for 2.4GHz band

Bit 3: DSSS PHY for 2.4GHz band

Bit 4: IR PHY

Bit 5: OFDM PHY for 5GHz band

Bit 6: High-speed PHY

Bit 7: Multi-domain operation capability implemented

Bit 8: Extended Rate PHY (ERP)

Bit 9: Spectrum management operation supported

Bit 10: Regulatory class capability implemented

Bit 11: QoS Supported

Bit 12-15: Reserved

(Security Features)

Bit 16: WPA - Enterprise

Bit 17: WPA - Personal

Bit 18: WPA2 - Enterprise

Bit 19: WPA2 - Personal

Bit 20-31: Reserved

(QoS Features)

Bit 32: WMM

Bit 33: WMM Power Save

Bit 34-47: Reserved

(Other Features)

Bit 48-: CWG-RF

Bit 49-63: Reserved: 

	Wireless - CDMA2000
	22
	N/A

	Wireless - UMTS
	23
	Bit 0: Rel-99

Bit 1: Rel-4

Bit 2: Rel-5 (w/ HSDPA)

Bit 3: Rel-6 (w/ HSUPA)

Bit 4: Rel-7 (MIMO/OFDM)

Bit 5: Rel-8

Bit 6-63: (Reserved)

	Wireless - cdma2000-HRPD
	24
	Bit 0: Rev-0

Bit 1: Rev-A

Bit 2: Rev-B

Bit 3: Rev-C

Bit 4-63: (Reserved)

	Wireless - IEEE 802.16
	27
	Bit 0: IEEE 802.16-2001

Bit 1: IEEE 802.16c-2002

Bit 2: IEEE 802.16a-2003

Bit 3: IEEE 802.16-2004

Bit 4: IEEE 802.16e-2005

Bit 5: IEEE 802.16g-2007

Bit 6-63: (Reserved)

	Wireless - IEEE 802.20
	28
	N/A

	Wireless - IEEE 802.22
	29
	N/A


Note, the Type values in Table   are deliberately made consistent with RADIUS network access server (NAS)-Port-Type definitions as specified by Internet Assigned Numbers Authority (IANA).

1.0.2.1.1  Operator identifier

An identifier of an operator.

	Type=TYPE_IE_OPERATOR_IDENTIFIER
	Length= Variable

	OperatorNamespace (see Table  )

	OperatorName (see Table  )


1 Operator identifier encoding

	Syntax
	Length (octets)
	Note

	 OperatorNamespace
	1
	Indicating the namespace where the OperatorName is assigned and managed:

0: GSM/UMTS

1: CDMA

2: REALM (as defined in []).

3: ITU-T/TSB

4-255: (Reserved)

	 OperatorName
	1 to 253
	The value of OperatorName. The value is a non NULL termi nated string whose length shall not exceed 253 octets. The value uniquely identifies the operator name within the scope of the OperatorNamespace.


The two attributes are encoded in two concatenated octet strings - the first one has a fixed length of 1 and the 2nd one has variable length up to and including 253.

1.0.2.1.1  Service provider identifier

Identifier for the service provider.

	Type=TYPE_IE_SERVICE_PROVIDER_IDENTIFIER
	Length= 1 to 253

	A non-NULL terminated string whose length shall not exceed 253 octets. 


The value uniquely identifies the service provider.

1.0.2.2  Access network specific information elements

1.0.2.2.2  Access network identifier

Identifier of the Access Network.
	Type=TYPE_IE_ACCESS_NETWORK_IDENTIFIER
	Length= 1 to 253

	A non-NULL terminated string whose length shall not exceed 253 octets. 


Access network specific identifier is used to uniquely identify the access network. As an example for IEEE 802.11 (WLAN) networks, this is the ESSID.

1.0.2.2.2  Network system identifier

Identifier of the Access Network.
	Type=TYPE_IE_NETWORK_SYSTEM_ID
	Length= variable

	A string value identifying the SSID established to use for association.


1.0.2.2.2  Roaming partners

	Type=TYPE_IE_ROAMING_PARTNERS
	Length= Variable

	Operator Identifier IE #1

	Operator Identifier IE #2 (optional)



	Operator Identifier IE #k (optional)


1.0.2.2.2  Cost

	Type=TYPE_IE_COST
	Length= 10

	Unit (see Table  )

	Value (see Table  )

	Currency (see Table  )


1 Cost encoding

	Syntax
	Length (octets)
	Note

	Unit
	1
	The unit of the cost:

0: second

1: minute

2: hours

3: day

4: month

5: year

6: free

7: flat rate

8-255: (Reserved)

	Value
	6
	The cost value in Currency/Unit. The first 4-octet con tains the integer part of the cost. The last 2-octet contains the fraction part where it represents a 3-digit fraction. Therefore, the value range of the fraction part is [0,999]. For example, for a value of “0.5”, the integer part is zero and the fraction part is 500.

	Currency
	3
	A three-letter currency code (e.g., “USD”) specified by ISO 4217 [ISO 4217]. 


1.0.2.2.2  Network security

Authentication Methods and Cipher suites used. The length, format and semantics of this field are specific to each link type and defined by each media-specific WG or SDO. In many cases, this field contains values of media-specific MIB objects used for representing security characteristics of the media.

	Type=TYPE_IE_NETWORK_SECURITY
	Length= Variable

	Value is specific to each link type and defined by each media-specific WG or SDO


1.0.2.2.2  Network QoS

QoS of network, describing QoS classes and traffic specifications.
 

	Type=TYPE_IE_NETWORK_QOS
	Length= Variable

	QoS Parameter Type [2 octets] (see Table  )

	QoS Parameter Value [Variable] (see Table  )


1 QoS parameter encoding

	Syntax
	Length (octets)
	Notes

	QoS Parameter Type
	2
	The type of QoS parameter as defined in Table  

	QoS Parameter Value
	Variable
	The parameter value is dependent on the parameter type. For generic QoS parameters, the encoding is defined in Table  .


[Editor’s note: this really should be defined as a nested TLVs to allow more than one QoS parameters being represented in a single IE.]

1 QoS parameter type encoding

	Syntax
	Length (octets)
	Notes

	QoS Link Family
	1
	The network type for the QoS Parameter.

Type 0 indicates Generic link type. Other values are defined in Table  .

	QoS Parameter Sub type
	1
	The subtype of QoS parameter. 

The QoS parameters for the Generic link type:

0: Number of supported CoS

1: Throughput (kbs)

2: Packet Error Rate 

3: CoS Minimum Packet Transfer Delay (ms)

4: CoS Average Packet Transfer Delay (ms)

5: CoS Maximum Packet Transfer Delay (ms)

6: CoS Packet Transfer Delay Jitter (ms)

7: CoS Packet Loss Rate 

8~255: Reserved

[Editor’s note: The QoS parameters for other link specific types are TBD.]


1 QoS parameter value encoding

	Syntax
	Length (octets)
	Notes

	Number of Supported CoS
	1
	The maximum number of differentiable classes of service sup ported.

Valid range: 0-255

	Throughput
	4
	The maximum information transfer rate achievable. It is measured in kbs.

	Packet Error Rate
	2
	A value equal to the integer part of the result of multiplying -100 times the log10 of the ratio between the number of packets received in error and the total number of packets transmitted in a link popula tion of interest. 

	CoS Minimum Packet Transfer Delay
	4
	This is an encoded value which contains the class of service identi fier in the 2 most significant octets (valid range: 0-255) and the min imum packet transfer delay for the class in ms in the two least significant octets. Valid range for minimum packet transfer delay: 0- 65535 ms.

	CoS Average Packet Transfer Delay
	4
	This is an encoded value which contains the class of service identi fier in the 2 most significant octets (valid range: 0-255) and the average packet transfer delay for the class in ms in the two least sig nificant octets. Valid range for average packet transfer delay: 0- 65535 ms

	CoS Maximum Packet Transfer Delay
	4
	This is an encoded value which contains the class of service identi fier in the 2 most significant octets (valid range: 0-255) and the maximum packet transfer delay for the class in ms in the two least significant octets. Valid range for maximum packet transfer delay: 0-65535 ms.

	CoS Packet Transfer Delay Jitter
	4
	This is an encoded value which contains the class of service identi fier in the 2 most significant octets (valid range: 0-255) and the packet transfer delay jitter for the class in ms in the two least signif icant octets. Valid range for packet transfer delay jitter: 0-65535 ms.

	CoS Packet Loss rate
	4
	This is an encoded value which contains the class of service identi fier in the 2 most significant octets (valid range: 0-255) and the value equal to the integer part of the result of multiplying -100 times the log10 of the ratio between the number of packets lost and the total number of packets transmitted in the class population of inter est in the two least significant octets.


1.0.2.2.2  Network data rate

Similarly defined as in  except that Type=TYPE_IE_NETWORK_DATA_RATE.

1.0.2.2.2  Network IP configuration methods

Similarly defined as in  except that Type=TYPE_IE_NETWORK_IP_CONFIG_METHODS.

1.0.2.2.2  Network capabilities

Similarly defined as in  except that Type=TYPE_IE_NETWORK_CAPABILITIES.

1.0.2.3  Point of attachment specific information elements

1.0.2.3.3  PoA MAC address

The link-layer address of PoA.

	Type=TYPE_IE_POA_MAC_ADDRESS
	Length= Variable

	Encoded as Address base type of Diameter protocol (RFC3588).
A link layer AddressType is encoded in the first 2-octet.


1.0.2.3.3  PoA location

	Type=TYPE_IE_POA_LOCATION
	Length= Variable

	LocationFormat [1 octet] (see Table  )

	Method [1 octet] (see Table  )

	L_LocationInformation [1 octet] (see Table  )

	LocationInformation [Variable] (see Table  )


1 Value field format of PoA location TLV

	Syntax
	Length (octets)
	Notes

	 Location Format
	1
	Format of location information

0: Civic location information

1: Geospatial location information

	 Civic Location Method
	1
	Way location information was derived or discovered:

0: Manual

1-255: Reserved

	 Geospatial Location Method
	1
	Way location information was derived or discovered:

0: GPS

1: Assisted GPS

2: Manual

3: Provided by dynamic host configuration protocol (DHCP)

4: Triangulation

5-255: Reserved

	 L_Location Information
	1
	Length of Location Information in octets

	 Location Information
	Variable
	Civic location or Geospatial location information attributes, see Table   and Table  , respectively.


1 Value field format of PoA location information (civic address)

	Syntax
	Length (octets)
	Notes

	 Country Code
	2
	Two-letter ISO 3166 country code in capital ASCII letters

	 L_CivicAddressElements
	1
	Length of CivicAddressElements in octets

	 CivicAddressElements
	Variable
	Civic address elements, as defined in IETF RFC 4676.


1 Value field format of PoA location information (geospatial location)

	Syntax
	Length (bits)
	Notes (See RFC 3825 for more details)


	LatitudeResolution (LaRes)
	6
	Latitude resolution. 6 bits indicating the number of valid bits in the fixed-point value of Latitude. Any bits entered to the right of this limit should not be considered valid and might be purposely false, or zeroed by the sender.

	Latitude
	34
	A 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. Latitude should be normalized to within +/- 90 degrees. Positive numbers are north of the equator and negative numbers are south of the equator. 

	LongitudeResolution (LoRes)
	6
	Longitude resolution. 6 bits indicating the number of valid bits in the fixed-point value of Longitude. This value is the number of high-order Longitude bits that should be   con sidered valid. Any bits entered to the right of this limit should not be considered valid and might be purposely false, or zeroed by the sender.

	Longitude
	34
	A 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. Longitude SHOULD be normal ized to within +/- 180 degrees. Positive values are East of the prime meridian and negative (2s complement) num bers are West of the prime meridian.

	AltitudeType (AT)
	4
	Following codes are defined:

1: Meters: in 2s-complement fixed-point 22-bit integer part with 8-bit fraction. If AT = 1, an AltRes value 0.0 would indicate unknown altitude. The most precise Alti tude would have an AltRes value of 30. Many values of AltRes would obscure any variation due to vertical datum differences.

2: Floors: in 2s-complement fixed-point 22-bit integer part with 8-bit fraction. AT = 2 for Floors enables representing altitude in a form more relevant in buildings which have different floor-to-floor dimensions.

	AltitudeResolution (AltRes)
	6
	Altitude resolution. 6 bits indicating the number of valid bits in the altitude. Values above 30 (decimal) are unde fined and reserved.

	Altitude
	30
	A 30 bit value defined by the AT field.

	Datum
	8
	Following codes are defined:

1: WGS

2: NAD 83 (with associated vertical datum for North American vertical datum for 1998)

3: NAD 83 (with associated vertical datum for Mean Lower Low Water (MLLW))


1.0.2.3.3  PoA data rate

PoA maximum data rate in kbs.

	Type=TYPE_IE_POA_DATA_RATE
	Length= 4 octets

	An unsigned integer [4 octets]


1.0.2.3.3  PoA channel range

PoA channel range in MHz (Low, High range).

	Type=TYPE_IE_POA_CHANNEL_RANGE
	Length= 8 octets

	Low Range - An unsigned integer [4 octets]

	High Range - An unsigned integer [4 octets]


1.0.2.3.3  PoA subnet information

This indicates a subnet to which the link of the PoA belongs

	Type=TYPE_IE_POA_SUBNET_INFORMATION
	Length= Variable

	L_Prefix [1 octet] (see Table  )

	Address [Variable] (see Table  )


1 Value field format of PoA subnet information TLV

	Syntax
	Length (octets)
	Notes

	L_Prefix
	1
	The bit length of the prefix of the subnet to which Address belongs. L_Prefix <= 32 for IPv4 subnet and L_Prefix <= 128 for IPv6 subnet.

	Address
	Variable
	An IP address of the PoA encoded as Address base type defined in RFC3588. The first 2-octet contains AddressType, which may be either 1 (IPv4) or 2 (IPv6). If AddressType is 1, the subsequent octets contain a 4-octet IPv4 address. If AddressType is 2, the subsequent octets contain a 16-octet IPv6 address.


1.0.2.3.3  PoA IP configuration methods

This indicates what IP configuration methods are supported by the PoA.

	Type=TYPE_IE_POA_IP_CONFIG_METHODS
	Length= Variable

	IP Configuration Methods Bitmap [4 octets] (see Table  )

	DHCP Server Address TLV [Variable] (optional) (see Table  )

	FA/AR Address TLV [Variable] (optional) (see Table  )


When “IPv4 dynamic configuration (DHCPv4)”, “Mobile IPv4 without FA (Co-located CoA)” or “IPv6 stateful address configuration (DHCPv6)” is supported, an optional DHCP Server Address TLV, as defined in Table  , may be included to allow pre-configuration of IP address.

Similarly, when “Mobile IPv4 with FA (FA-CoA)” or “IPv6 stateless address configuration” is supported, an optional FA/AR ADDRESS TLV, as defined in Table  , indicating a foreign agent or access router address may be included to allow pre-configuration of IP address.

1 IP configuration methods bitmap encoding

	Syntax
	Length (octets)
	Notes

	IP Configuration Methods Bitmap
	4
	Indicates what IP configuration methods are supported by the PoA:

Bit 0: IPv4 static configuration

Bit 1: IPv4 dynamic configuration (DHCPv4)

Bit 2: Mobile IPv4 with foreign agent (FA) care of address (CoA) (FA-CoA)

Bit 3: Mobile IPv4 without FA (Co-located CoA)

Bits 4 -10: reserved for IPv4 address configurations

Bit 11: IPv6 stateless address configuration

Bit 12: IPv6 stateful address configuration (DHCPv6)

Bit 13: IPv6 manual configuration

Bits 14-31: Reserved. 


•  DHCP Server Address TLV - contains a DHCP server address of either IPv4 or IPv6 that a DHCP client can contact and obtain a valid IP address (and other IP parameters) of the network the PoA belongs to:

•  DHCP server address TLV

	Type=TYPE_IE_POA_DHCP_SERVER_ADDRESS
	Length= 4 ot 16 octets

	Provides an optional DHCP server address when “IPv4 dynamic configuration (DHCPv4)”, “Mobile IPv4 with out FA (Co-located CoA)” or “IPv6 stateful address configuration (DHCPv6)” is supported. 
(4-octet for IPv4 or 16-octet for IPv6)


•  FA/AR Address TLV - contains the value of foreign agent or access router address of either IPv4 or IPv6 that a Mobile IP client or IPv6 client using stateless address configuration can contact and obtain a valid IP address of the network the PoA belongs:

•  FA/AR address TLV

	Type=TYPE_IE_POA_FA_AR_ADDRESS
	Length= 4 ot 16 octets

	Provides an optional foreign agent or access router address, when “Mobile IPv4 with FA (FA-CoA)” or “IPv6 stateless address configuration” is supported.
(4-octet for IPv4 or 16-octet for IPv6)


1.0.0.3.4  PoA capabilities

	Type=TYPE_IE_POA_CAPABILITIES
	Length= 4 octets

	PoA Capability bitmap [4 octets]


The PoA capability bitmap is defined as the follows:

Bit 0: Security

Bit 1: QoS

Bit 2: Internet Access

Bit 3: Emergency Services

Bit 4: MIH Capability

Bit 5-31: Reserved

1.0.0.3.4  PoA IP address

IP address of PoA. This IE is used only for PoA that is also a PoS or PoA is also layer 3 Point of Attachment.

	Type=TYPE_IE_POA_IP_ADDRESS
	Length= 4 or 16 octets

	IP Address (4-octet for IPv4 or 16-octet for IPv6)


1.0.0.4  IE containers

To effectively represent the heterogeneous neighborhood information in TLV format, three Information Ele​ment Containers are defined, namely List of Neighboring Access Networks Container, Access Network Container, and PoA Container:

•  List of Neighboring Access Networks Container - contains a list of heterogeneous neighboring access networks for a given geophysical location. 

A List of Neighboring Access Networks Container shall contain at least one Access Network and may contain one or more Vendor Specific IEs.
	Type=
TYPE_IE_CONTAINER_LIST_OF_NETWORKS
	Length= Variable

	Access Network Container #1

	Access Network Container #2 (optional)

	…

	Access Network Container #k (optional)

	Vendor Specific IE (optional)


•  Access Network Container - contains all the information depicting an access network. 

An Access Network Container shall contain at least one PoA Container and may contain one or more Vendor Specific Network IEs:

	Type=TYPE_IE_CONTAINER_NETWORK
	Length= Variable

	Network Type IE 

	Operator Identifier IE

	Service Provider Identifier IE (optional)

	Access Network Identifier IE (optional)

	Network System ID IE (optional)

	Roaming Partners IE (optional)

	Cost IE (optional)

	Network Security IE (optional)

	Network QoS IE (optional)

	Network Data Rate IE (optional)

	Network IP Configuration Methods IE (optional)

	Network Capabilities IE (optional)

	PoA Container #1

	PoA Container #2 (optional)

	…

	PoA Container #k (optional)

	Vendor Specific Network IE (optional)


•  PoA Container - contains all the information depicting a PoA and may include one or more optional Vendor Specific PoA IEs:
	Type=TYPE_IE_CONTAINER_POA
	Length= Variable

	PoA MAC Address IE

	PoA Location IE

	PoA Data Rate IE

	PoA Channel Range IE

	PoA Subnet Information IE #1

	PoA Subnet Information IE #2 (optional)

	...

	PoA Subnet Information IE #k (optional)

	PoA IP Configuration Methods IE

	PoA Capabilities IE

	PoA IP Address IE #1 (optional)

	...

	PoA IP Address IE #k (optional)

	Vendor Specific PoA IE (optional)


TLVs for the component IEs contained in the Access Network Container and PoA Container are defined in  to .

1.0.1  Information service schema 

A schema defines the structure of information. A schema is used in the IEEE 802.21 Information Service to define the structure of each information element, as well as the relationship among different information ele​ments supported. The IEEE 802.21 Information Service schema needs to be supported by every MIHF that implements the MIIS to support flexible and efficient information queries. The IEEE 802.21 Information Service defines the various information elements and their structure. The various IEs represent information about lower layers of the network protocol stack, as well as about higher layer services available in different access networks. A schema is defined by a language and may be represented in multiple ways. Examples include Resource Description Framework (RDF) or a simple TLV representation of different information elements.

The MIIS schema is classified into two major categories. 

—  Basic schema that is essential for every MIHF to support, and

—  Extended schema that is vendor specific.

1.0.0.5  RDF schema representation 

This subclause describes a schema using Resource Description Framework (RDF) (see W3C Recommenda​tion, “RDF/XML Syntax Specification” and W3C Recommendation, “Resource Description Framework (RDF) – Concepts and Abstract Syntax”). RDF uses SPARQL as a query language for querying information. An RDF schema defines the structure of set of expressions, where the underlying structure of any expression is a collection of triples, each consisting of a subject, a predicate and an object. XML syntax for RDF is called RDF/XML. RDF has the following advantages:

—  Supports both hierarchical and non-hierarchical information structure

—  Allows for flexible data query

—  Allows for distributed schema definition

—  Allows for easily changeable schema definitions.

In order to strictly define each information element in an RDF schema, the schema is augmented with Web Ontology language (OWL) (see W3C Recommendation “OWL Web Ontology Language Reference”). OWL uses both URLs for naming and the description framework provided by RDF to add the following capabili​ties to ontologies: 

—  Ability to be distributed across many systems 

—  Scalability

—  Compatibility with other Web standards for accessibility and internationalization 

—  Openness

—  extensibility

OWL builds on RDF and the RDF Schema and adds more vocabulary for describing properties and classes: among others, relations between classes (e.g., disjointness), cardinality (e.g., “exactly one”), equality, richer typing of properties and characteristics of properties (e.g., symmetry), and enumerated classes.

As described earlier, the RDF schema definition for MIIS consists of two parts; the basic and the extended schema. An MIH entity is pre-provisioned with the basic schema for ease of implementation of schema- based query. In scenarios where the basic schema is not pre-provisioned methods such as DHCP may be used to access URL of the basic schema.

Unlike the basic schema, the extended schema is expected to be updated periodically, e.g., when a new link- layer technology is introduced. The extended schema may be retrieved from the specified URL via the IEEE 802.21 Information Service using the schema query capability without any pre-provision of such extended schema. The URL of the extended schema may also be obtained via the schema URL query capability. Alternatively other methods such as DHCP may be enabled for finding out the URL of extended schema. The extended schema is defined as an extension of the basic schema and includes data structure and relationship of media-specific or higher-layer information. In that sense extended schema is the complement of basic schema.

Figure   shows an example UML representation of the IEEE 802.21 MIIS basic schema. A dotted arrow indicates range of a property. An attribute indicates a property of a class. A class which starts from TYPE_IE is a subclass of Information_Element class.

Figure 2 —   

A UML representation of basic schema

1.0.0.6  The MIIS schema

The basic schema and its textual description in different formats are included in Annex . Basic schema is normative and contains a list of mandatory information elements and their properties. Extended schema is defined by individual vendors and may contain a vendor specific list of information elements and properties. 

1.0.1  Information service flow

Figure   describes an Information Service flow. MIIS within MIHF communicates with the remote MIHF that resides within the access network. MIH_Get_Information from the MN is carried over appropriate transport (L2 or L3) and is delivered to the remote MIHF. The remote MIHF returns the necessary informa​tion to the MN via the appropriate response frame.


Figure 2 —   MIIS information flow

�These parameters represent the network QoS traffic specifications and do not describe real time measurements.





