2007-1-3
21-06-0853-00-0000-IS_Query_Response_Size.doc

	Project
	IEEE 802.21 MIHO

<http://www.ieee802.org/21/>

	Title
	A Mechanism to Limit Message Size of IS Query Response

	Date Submitted
	January 03, 2007

	Source(s)
	Yoshihiro Ohba, Miriam Tauil, Yuu-Heng Alice and Subir Das
	

	Re:
	IEEE 802.21 Session #18 in January 2007

	Abstract
	This document proposes a mechanism to limit message size of IS query response.

	Purpose
	LB#1a comment resolution

	Notice
	This document has been prepared to assist the IEEE 802.21 Working Group. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.21.

	Patent Policy
	The contributor is familiar with IEEE patent policy, as outlined in Section 6.3 of the IEEE-SA Standards Board Operations Manual <http://standards.ieee.org/guides/opman/sect6.html#6.3> and in Understanding Patent Issues During IEEE Standards Development <http://standards.ieee.org/board/pat/guide.html>.


1. Introduction

There are link-layer technologies that provide a mechanism to allow MNs to make IS queries through a PoA; before they are authorized for attachment to the PoA. However, the query response size for such an unauthorized MN needs to be limited for several reasons, e.g., for link-layer MTU or for mitigation of deniable service attacks.
2. Proposal for D03-00
[1] Add the following parameter to MIH_Get_Information.request and MIH_Get_Information.indication primitives in Sections 7.6.27.1.2 and 7.6.27.2.2.
	Name
	Type
	Valid Range
	Description

	Response InfoQueryParameter Maximum Size (optional)
	Integer
	1-65,535
	This field specifies the maximum size of InfoQueryParameters in MIH_Get_Information response primitive in octets. If this field is not specified, the maximum size is set to 65,535. The actual maximum size forced by the IS server may be smaller than that is specified by the IS client. 


[2] Add new TLV in Table 35 in Section 8.4.1.

	Type
	Parameter Name

	XX
	IS Query Response Maximum Size


[3] Add a new sub-section to Section 8.4.1.
8.4.1.X IS Query Response Maximum Size

This specifies the maximum size of IS Query Response TLV.

	Type
	Length
	Value

	XX
	2
	This field specifies the maximum size of IS Query Response TLV in octets.


[4] Add the following raw to the table in Section 8.5.4.1.

	Name
	Type

	Response InfoQueryParameter Maximum Size 
	IS Query Response Maximum Size (XX)
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