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1.1 MIH Registration (Insert in section 8.4.1.1)
MIH Registration enables two MIH entities to create an MIH pairing. The MIH pairing allows network MIH entities to be aware of a UE’s presence in a certain network so that MIH services can be exchanged. Specifically, it allows MIH network entities to register for events as seen by the multi-access UE and from a UE point of view, the pairing provides authorization for network entities to send commands to enhance the overall user experience utilizing the inter-technology access resources.

The MIH registration request is sent by a client MIH function to a peer MIH function in the network to setup a session with an identifier. This identifier can be used in future MIH communication between the two nodes while the registration session is active. Upon successful registration, the MIH peers can exchange MIH messages for MIH ES/CS services. An MIH network entity may not be to provide any MIH services to the UE without the registration process.  The registration procedure is defined to be originated by UE, but the network MIH entities may not have to perform any MIH registration with the UE. This facility would enable MIH function in the UE to make MIH event registrations with more than one MIH entity in the network so that MIH events may be generated towards the UE. However, UE can reject commands if no MIH pairing is available with a certain MIH network entity.
The following figure shows a reference communication state diagram for MIH event and command services. Initially, MIH node performs a MIH peer discovery to determine the end point address. After MIH discovery, MIH node will perform capability discovery to determine what services are supported at the other end followed by the MIH registration to create the pairing. Upon successful registration, it can exchange MIH protocol messages with the peer node. In the MIH-Registered state, the MIH peers can request for specific event registrations or send MIH commands to request for specific actions.
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1.1.1 MIH_Register.Request (Optional insertion into draft in section 7)
1.1.1.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to perform registration.

1.1.1.2 Semantics of service primitive

MIH_Register.Request
(

Source Identifier (MIH-ID),
Destination Identifier (MIH-ID), 
Session ID,
RequestCode

)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) <- MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN) 
	 Source of this message.  Optional for re-registration.

	Destination Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN)
	 Destination of this message

	Session Id
	Identifier
	
	 Session Identifier 

	Request Code
	Enumerated type
	0 - Registration
1 - Re-Registration
	Re-registration scope to be defined.


1.1.1.3 When generated

The MIH Function generates this message when it needs to perform a MIH registration to a particular destination MIH function.
1.1.1.4 Effect on receipt


Upon receipt, the MIH Function can verify the credentials and perform additional security measures (not defined in 802.21) to complete the registration.
1.1.2 MIH_Register.Response (Optional insertion into draft in section 7)
1.1.2.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to indicate the result of a registration request.

1.1.2.2 Semantics of service primitive

MIH_Register.Response
(

Source Identifier ,

Destination Identifier,

Session Id,

ValidityTime,
Result Code,
Failure Code

)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) -> MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier
	 Source of this message

	Destination Identifier
	Identifier
	Any valid  individual or group identifier
	 Destination of this message

	Session Id
	Identifier
	
	A session identifier assigned to the registration period 

	ValidityTime
	Integer
	
	Time in secs

	Result code
	BOOL
	SUCCESS, FAILURE
	

	Failure code
	Enumerated type
	Integer
	If Result code indicates failure


1.1.2.3 When generated

The MIH Function generates this message when after completion of registration request processing.
1.1.2.4 Effect on receipt


Upon receipt, the MIH Function can determine that the result of registration request.
1.1.3 MIH_DeRegister.Request
1.1.3.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to perform a de-registration.
1.1.3.2 Semantics of service primitive

MIH_DeRegister.Request
(

Source Identifier (MIH-ID),
Destination Identifier (MIH-ID), 
Session ID

)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) <- MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN) 
	 Source of this message. Optional.

	Destination Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN)
	 Destination of this message

	Session Id
	Identifier
	
	 Session Identifier 


1.1.3.3 When generated

The MIH Function generates this message when it needs to perform a MIH de-registration to a particular destination MIH function by providing a valid session-id obtained from previous registration exchange.
1.1.3.4 Effect on receipt


Upon receipt, the MIH Function can perform de-registration and delete the session context.
1.1.4 MIH_DeRegister.Response 
1.1.4.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to indicate the result of a deregistration request.

1.1.4.2 Semantics of service primitive

MIH_DeRegister.Response
(

Source Identifier ,

Destination Identifier,
SessionId,
Result Code,
Failure Code

)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) -> MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier
	 Source of this message

	Destination Identifier
	Identifier
	Any valid  individual or group identifier
	 Destination of this message

	Session Id
	Identifier
	
	 Session Identifier 

	Result code
	BOOL
	SUCCESS, FAILURE
	

	Failure code
	Enumerated type
	Integer
	If Result code indicates failure


1.1.4.3 When generated

The MIH Function generates this message when after completion of deregistration request processing.
1.1.4.4 Effect on receipt


Upon receipt, the MIH Function can determine that the result of deregistration request.

1.1.5 MIH_Registration Request (Create 8.5.1.3)

	Name
	Type
	Length
	Value

	Source Identifier
	xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	xxx
	variable
	MIHF-ID (e.g. NAI or FQDN)

	Request Code
	xxx
	BOOL
	0 - Registration
1 - Reregistration

	Session ID
	xxx
	4
	String


1.1.6 MIH_Registration Response (Create 8.5.1.4)

	Name
	Type
	Length
	Value

	Source Identifier
	xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	xxx
	variable
	MIHF-ID (e.g. NAI or FQDN)

	Session ID
	xxx
	4
	String

	Validity Period
	Integer
	4
	Time Registration is valid

	Reg Result Code
	BOOL
	1
	1 - Success; 0 - Failure

	Reg Failure Code
	Enumerated value
	Enum
	TBD


1.1.7 MIH_DeRegistration Request (Insert into 8.5.1.5)

	Name
	Type*
	Length
	Value

	Source Identifier
	Xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	Xxx
	Variable
	MIHF-ID (e.g. NAI or FQDN)

	Session ID
	Xxx
	Variable
	String


1.1.8 MIH_DeRegistration Response (Insert into 8.5.1.6)

	Name
	Type*
	Length
	Value

	Source Identifier
	Xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	Xxx
	Variable
	MIHF-ID (e.g. NAI or FQDN)

	Reg Result Code
	Xxx
	BOOL
	1 - Success; 0 - Failure

	DeReg Failure Code
	Xxx
	Enum
	TBD

	Session ID
	Xxx
	Variable
	String


* Need to define the type codes for new elements.
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