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1. 
Overview

1.1. Scope

This proposal describes the functions, features, protocol, and services of the Media Independent Handover (MIH) layer, which supports service continuity and enables seamless handover across heterogeneous link-layer technologies.

The solution consists of:

· An architecture that enables transparent service continuity while a mobile node (MN) switches between heterogeneous link-layer technologies. The architecture relies on the identification of a mobility-management protocol stack within the network elements that support the handover. 

· A set of handover-enabling functions that execute the steps mandated by the architecture to achieve service continuity and seamless handover and the distribution of those functions over the network elements that are involved in performing the handover.

· The allocation of the handover-enabling functions within the mobility-management protocol stacks of the network elements, with the creation therein of a new layer called the MIH layer. The MIH layer implements the MIH Convergence Function (MIH-CF) as the collection of all the handover-enabling functions that are not assigned to other layers of the mobility-management protocol stack. The MIH layer offers to the upper layer of the protocol stack the following handover-enabling services:

· MIH Event Service (MIH-ES): provides notification of completed link-layer state changes and execution of requested link-layer state changes.

· MIH Information Service (MIH-IS): provides retrieval (both local and remote) of information that may be relevant to the execution of a handover decision.

Figure 1 shows the intended placement of the MIH layer within the mobility-management protocol stack for handovers associated with heterogeneous link switches (link-switch events where the serving and target points of attachment do not comply with the same MAC and Physical Layer standards).
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Figure 1:  Placement of the MIH layer within the mobility management protocol stack.

Figure 1 emphasizes a major difference that exists between the MIH layer interfaces with the upper and lower layers of the mobility management protocol stack: the MIH layer provides services to the upper layers through a single technology-independent interface and obtains services from the lower layers through a variety of technology-dependent interfaces. 

The specification presented in this proposal contains provisions for enabling support of a variety of handover methods across heterogeneous access technologies. Such methods are generally classified as “hard” or “soft” depending on whether the handover procedure is “break before make” or “make before break” with respect to the data transport facilities that support the exchange of data packets between the MN and the network. 

Handover involves cooperative action of both the mobile node and the network infrastructure in order to satisfy network-operator and end-user needs. The functional elements that contribute to the handover decision and execution on both the terminal and the network side normally spread over multiple protocol layers. Even though some of those elements may not fall within the scope of the 802.21 standard, the inclusion of their description in this specification is highly beneficial to the comprehension of the role and purpose of the MIH Event Service, MIH Information Service, and MIH Convergence Function.

1.1.1. Assumptions

The following assumptions hold for the present proposal:

· The mobile node is capable of supporting multiple interfaces, which can be both wireless and wired.
· The mobile MIH module includes all the MIH functionality that resides in the mobile node. The mobile MIH module is a purely logical entity, whose definition has no implications on the way the MIH functionality is implemented in the mobile node
· The mobile MIH module continuously receives information about the access performance of the networks that surround the MN and for which the MN possess a network interface. The information typically originates at lower layers of the mobility management protocol stack, within the MN or other network elements. 

· When the information originates at a remote network element, the mobile MIH module obtains it through MIH message exchanges with a peer MIH entity that resides in the remote network element. 

· When the information originates at a lower layer of the protocol stack within the MN, the mobile MIH module obtains it through the service access point (SAP) that defines the interface between the lower layer and the MIH layer.

The mobile MIH module relays the access performance information, either filtered or unfiltered, to requesting protocol entities in the upper layers of the MN protocol stack, as part of the MIH Information Service.

· The wireless service provider (WSP) of the mobile subscriber provisions the MN with the initial MIH policies. This proposal does not mandate the actual placement of the MIH policies within the mobility management protocol stack of the MN. The MIH policies may reside in any of the stack layers or across multiple layers. The actual placement of the MIH policies is left up to the individual implementations.

· Each MN is associated with a single WSP (the home WSP, or H-WSP) and respective home network. The MN loads the initial MIH policies every time it bootstraps. The consumer of the MIH policies may be located in the mobile MIH module or in the upper layers of the MN protocol stack. Delivery of MIH policies to requesting entities at the upper layers of the protocol stack is part of the MIH Information Service.

· The MIH policies include prioritization criteria for the access technologies supported by the MN interfaces and access restrictions that may apply when the MN is visiting a different network than the H-WSP home network. Access restrictions are mostly driven by revenue collection constraints. Typical H-WSP policies allow the MN to access a visited network if revenue sharing agreements are in place between the H-WSP and the WSP of the visited network (V-WSP). In absence of revenue sharing agreements between the H-WSP and the V-WSP, the MIH policies loaded in the MN may or may not contain provisions that allow the MN to access the visited network. As an alternative to gaining network access through the H-WSP subscription, the mobile user can turn off the MIH function and directly subscribe to the access service offered by the V-WSP in the visited network.

Modifications of the MIH policies may occur while the MN is in operation. The home network of the H-WSP is the trusted environment where the MN finds new MIH policies and MIH policy updates. Service level agreement (SLA) updates between the H-WSP and other WSP’s may extend and modify the MIH policies initially provisioned in the MN. After bootstrapping, the MN can obtain the MIH policy updates either by querying the home MIH-IS database or through periodic MIH updates from the home network. Once obtained, these policies can be processed by the MIH or provided to other users of the MIH services.
1.1.2. Design Principles

This proposal applies the following design principles:

· The Media Independent Handover layer (MIH) is logically defined as a shim layer in the mobility-management protocol stack of both the mobile node and the network elements that provide mobility support. The divide between the mobility-management upper layers, which reside above the MIH layer, and the mobility-management lower layers, which reside below the MIH layer, is defined by the user-server relationship that can be identified between the existing mobility-management protocol layers and the MIH layer. Consistently with the service primitive semantics described in Clause 2.1, the information flow from the lower layers to the MIH layer is conveyed by indication and confirmation primitives. The information flow from the upper layers to the MIH layer is conveyed instead by request and response primitives. Based on this characterization, technology-specific protocol entities can be found both above and below the MIH layer.

· Despite the presence of technology-specific protocol entities in the upper layers, the MIH offers a unified interface to the upper layers. The service primitives of this interface are insensitive to the access technology of the protocol entities that use them to obtain MIH services. The specification of the MIH interface with the upper layers falls within the scope of this proposal.

· Instances of the MIH layer are to be placed in the following network components:

· The mobile node
· At least one of the network elements that compose the access and core network segments for the disparate access technologies that the MIH layer makes transparent to the upper layers (e.g., the Access Points in the case of the IEEE 802.11 access standard, or any of the access/core-network elements in the case of the 3GPP2 standard, namely the BS, RNC, PCF, or PDSN).
· The network server that maintains the MIH Information Service records. For a given mobile node, the MIH-IS server of competence is typically located in the home network of the H-WSP.

· The MIH layer communicates with the lower layers of the mobility-management protocol stack through technology-specific interfaces. The specification of the MIH interfaces with the lower layers does not fall within the scope of this proposal. Such interfaces are already specified as service access points (SAP_s) within the standards that pertain to the respective access technologies: IEEE 802.1, IEEE 802.3, IEEE 802.11, IEEE 802.16. This proposal may contain recommendations to amend the existing standards when modifications of the lower-layer interfaces may enable or enhance MIH functionality's and recommend a new Cellular_SAP for 3GPP and 3GPP2 interface to RRC and LAC respectively when 3GPP and 3GPP2 become 802.21 compliant.

· All processing that occurs within the MIH layer is referred to as the Media Independent Handover Convergence Function (MIH-CF). The MIH-CF performs a set of tasks, whose composition may vary with the specific implementation of the mobility-management protocol stack. The MIH-CF tasks can be grouped as follows:

1. Reception of link-state updates from technology-specific mobility-management lower layers and subsequent processing. The specific implementation of the mobility management protocol stack determines the degree of such processing. The following implementation examples are not exhaustive and only informative. No direct relationship exists between the implementation examples of the following list and the examples of other lists in this section.

· In a first implementation of the mobility-management protocol stack that minimizes the task set of the MIH-CF, the MIH-CF stores all the received link-state updates and makes them available for access to the upper layers of the stack.

· In a second implementation of the mobility-management protocol stack that expands the task set of MIH-CF, the MIH-CF only stores the received link-state updates that are deemed capable of causing a handover and makes them available for access to the upper layers of the stack. The discrimination of handover-relevant link-state updates from irrelevant ones is driven by MIH-CF configuration parameters.

· In a third implementation of the mobility-management protocol stack that further expands the task set of the MIH-CF, the MIH-CF proactively passes to the upper layers the link-state updates. The set of such link-state events is defined in the configuration of the MIH-CF.

· In a fourth implementation of the mobility-management protocol stack that maximizes the task set of the MIH-CF, the MIH-CF inputs the received link-state updates to a state machine that drives the handover decision. When the state machine reaches a state that implies a handover, the MIH-CF notifies the handover decision to the upper and lower layers of the mobility-management protocol stack and to the peer MIH entities that may be registered for notification of such event, so that all parties can contribute to the successful execution of the handover.

2. Reception of state-change requests from the upper layers of the mobility-management protocol stack and subsequent processing. The specific implementation of the mobility management protocol stack determines the degree of such processing. The following implementation examples are not exhaustive and only informative. No direct relationship exists between the implementation examples of the following list and the examples of other lists in this section.

· In a first implementation of the mobility-management protocol stack that minimizes the task set of the MIH-CF, the MIH-CF simply relays the received state-change requests to the target lower-layer instances.

· In a second implementation of the mobility-management protocol stack that expands the task set of the MIH-CF, the MIH-CF inputs the state-change requests to a state machine that drives the handover decision. When the state machine reaches a state the implies a handover, the MIH-CF notifies the handover decision to the upper and lower layers of the mobility-management protocol stack and to the peer MIH entities that may be registered for notification of such event, so that all parties can contribute to the successful execution of the handover.

3. Reception of information requests from the upper layers of the mobility-management protocol stack and subsequent processing. The specific implementation of the mobility management protocol stack determines the degree of such processing. The following implementation examples are not exhaustive and only informative. No direct relationship exists between the implementation examples of the following list and the examples of other lists in this section.

· In a first implementation of the mobility-management protocol stack that minimizes the task set of the MIH-CF, the MIH-CF does not maintain the requested information and only contributes to its retrieval.

· In a second implementation of the mobility-management protocol stack that expands the task set of the MIH-CF, the MIH-CF is the repository of the requested information and takes care of its acquisition, maintenance, and distribution. Different methods can be envisioned within the same implementation for requesting information (from the upper layers to the MIH) and returning it (from the MIH to the upper layers). Information can be fetched and supplied on-demand to the requesting MIH user, or distributed to registered MIH users when updates identified upon registration become available.

· This proposal specifies methods to support both network-initiated and MN-initiated handovers. 

· This proposal supports transparent inter-working with legacy equipment: 802.21-compatible equipment should be able to co-exist with non-802.21 equipment.
1.1.3. Media Independence

The main purpose of the MIH Convergence Function is the achievement of media independence in the preparation and execution of the handover. The MIH-CF achieves media independence by enforcing convergence of all technology-specific information coming from the lower layers of the mobility management protocol stack into a single interface presented to the upper layers. While the contents of the exchanges between the MIH layer and the upper layers are obviously specific of the access technologies involved in the ongoing handover, the format of the same exchanges is fully transparent to the serving and target access technologies.

1.1.3.1. Media Independent Handover Services

The MIH layer offers services to the upper layers of the mobility management protocol stack through a unified interface, formally referred to as the MIH Service Access Point (MIH_SAP).

The upper layers use the MIH_SAP to obtain two services from the MIH layer: the MIH Event Service (MIH-ES) and the MIH Information Service (MIH_IS).

The MIH-ES encompasses the handling of all events that may be relevant to the preparation and execution of a handover: southbound handover requests (from the upper layers), northbound link-state-change or link-switch notifications (from the lower layers), or northbound notifications of handover decisions and handover completions (from the MIH layer).

The MIH-IS encompasses the handling (storage, transport, and delivery) of all MIH-related configuration parameters (including the MIH policies) that may be invoked in the making of a handover decision: notification of MIH compatibility, prioritization of access technologies, subscription profiles. Depending on the specific implementation of the mobility-management protocol stack, not all parameters in the list are necessarily under direct MIH control and therefore subject to MIH-IS handling.

1.1.3.2. MIH Protocol

The MIH protocol defines the format of the messages that are exchanged between remote MIH entities and the transport mechanisms that support the delivery of the messages. The selection of the transport mechanism is sensitive to the access technology that currently connects the MN to the network.

Wireless standards such as IEEE 802.11 and IEEE 802.16 provide a management plane in addition to the bearer plane. Management frames can be suitably enhanced to carry basic MIH information (such as network advertisement of MIH capability) over IEEE 802.11 and IEEE 802.16 links.

The transfer of more elaborate MIH information requires its inclusion in messages whose specification is part of the MIH protocol specification. Such MIH messages can be directly encapsulated in the data frames of the specific 802 technology.

The recognition of an MIH message in the payload of an IEEE 802 data frame must be obtained from the frame header. Since the MIH protocol was not defined when the first IEEE 802 standards were issued, a SNAP header must be used to indicate that the IEEE 802 frame payload contains an MIH PDU. The last two bytes of the SNAP header contain the EtherType (sometimes called the Protocol ID) field, which uniquely identifies the non-802-compliant protocol. A new EtherType value must be reserved for proper accommodation of MIH PDU’s in the IEEE 802 data frames.

Although in the case of 3GPP2 (and 3GPP when PDP-PPP context activation is deployed) it is safe to assume that the PPP link between the terminal and PDSN (GGSN) can easily encapsulate MIH type messages and transport MIH PDUs within PPP frames to the PDSN (or GGSN), we prefer that the transport mechanism and MIH location will be determined by the respective SDO and not solely defined here. In addition, even if the MIH layer is located within the PDSN/GGSN, the respective SDO need to provide MAC and PHY information to an MIH entity residing at a network element that may not have access to the pertinent MAC and PHY events.

The IEEE 802.21 standard defines the format of MIH protocol data unit (PDU) header and payload. Standard TLV format provides media-independent representation for the PDU payload contents. The MIH PDU’s are encapsulated in data frames with MIH EtherType over 802 links. Recommended extensions of the 802.11 and 802.16 standards provide for basis MIH information to be carried in media-specific management frames over 802.11 and 802.16 links. No assumptions are made in this proposal regarding the transport of MIH messages over 3GPP and 3GPP2 access links.
1.1.4. Media Dependence

Media dependence is intrinsic to the media-independent-handover convergence function. The MIH-CF aggregates disparate interfaces with respective media-dependent lower-layer instances (media-dependent service access points) into a single interface with the upper layers (the MIH SAP), making the inter-media differences fully transparent to the upper layers.

The MIH-CF features media-dependent interfaces with IEEE 802 link-layer technologies (802.2, 802.3, 802.11, and 802.16) and cellular technologies  (3GPP and  3GPP2). It is a goal of this proposal to preserve as much as possible the existing specifications for the service access points that provide access to the media-dependent lower layers of the mobility-management protocol stack. Amendments to existing standards may be recommended in this proposal, but only when deemed strictly necessary to fulfill the MIH objectives.

The subclauses that follow list the requirements that the MIH-CF imposes on the underlying access technologies, leading in a few cases to recommended amendments to the respective standards.

1.1.4.1. 802 Requirements

The MIH-CF interacts with the MAC and PHY layers in the IEEE 802 family of standards to monitor the status of each interface. In general, the IEEE 802 standards provide both  control/data plane Service Access Points(SAPs) and management plane SAPs for the MAC and PHY layers. This proposal adopts the basic principle that dictates that the MIH-CF shall utilize the existing SAPs and primitives as much as possible, and it shall minimize the addition of new primitives or new SAPs. Extensions of existing IEEE 802 standards are proposed only when certain critical information that is required by the MIH-CF is not currently available in those standards.

While this proposal does not preclude the use of control-plane SAP’s, it expresses a clear preference for the MIH-CF to use the MAC and PHY management SAP’s to acquire information from the MAC and PHY layers. This is because most information that the MIH-CF requires from the IMAC and PHY layers is generally available in the management plane in the form of MIB objects. It is relatively straightforward to retrieve such information through existing management-SAP primitives. The proposal of new extensions to the existing MAC/PHY management SAP’s is typically motivated by the addition of new MIB objects (e.g., notifications).
Four classes of service are defined in 2.9.4. They include Real Time, Delay Sensitive, Delay Insensitive, and Best effort classes. To preserve the session attributes during the handover process, it is required that the serving access technology normalizes its QoS parameters onto these four MIH classes, and that the target 802 access technology maps the four normalized MIH classes onto its own QoS classes. This implies that during inter-technology handover the target 802 access technology provides enough BW to support the ongoing session in the class of service identified through the QoS normalization.
1.1.4.2. 3GPP Requirements

The existing 3GPP specifications identify the PHY and MAC SAP’s as the means to exchange triggers to and from the RRC layer in the mobility-management (control) plane. The 3GPP standards do not define PPP-related mobility-management triggers. This proposal defines triggers to be exchanged between the RRC and MIH layers and between the PPP and MIH layers. New SAP’s must be specified to support the exchange of those triggers. More specifically, this proposal:

· Recommends the specification of a new RRC SAP in a first 3GPP extension.

· Envisions enhancements of the existing 3GPP PHY and MAC SAP’s to be implemented in a second 3GPP extension.

· Recommends the specification of a new PPP SAP in a third 3GPP extension.
· Four classes of service are defined in 2.9.4. They include Real Time, Delay Sensitive, Delay Insensitive and Best effort classes. To preserve the session attributes during the handover process, it is required that the serving access technology normalizes its QoS parameters onto these four MIH classes, and that the target 3GPP access technology maps the four normalized MIH classes onto its own QoS classes. This implies that during inter-technology handover the target 3GPP access technology provides enough BW to support the ongoing session in the class of service identified through the QoS normalization.
1.1.4.3. 3GPP2 Requirements

Within 3GPP2, the Physical (PHY), Medium Access Control (MAC), and Point-to-Point Protocol (PPP) signaling layers are distinct sources of link-state triggers. 3GPP2 designates the Link Access Control (LAC) layer as the recipient of the PHY- and MAC-generated triggers. 3GPP2 has no designated recipient for PPP-generated triggers.

This proposal defines requirements for the delivery of triggers from the LAC and PPP layers to the MIH layer. Support of these triggers implies the following:

· The IEEE 802.21 standard provides recommendations for the specification of a new LAC SAP in a first 3GPP2 extension.

· The IEEE 802.21 standard provides recommendations for enhancing the existing 3GPP2 PHY and MAC SAP’s in a second 3GPP2 extension.
· The IEEE 802.21 standard provides recommendations for the specification of a new PPP SAP in a third 3GPP2 extension.
· Four classes of service are defined in 2.9.4. They include Real Time, Delay Sensitive, Delay Insensitive and Best effort classes. To preserve the session attributes during the handover process, it is required that the serving access technology normalizes its QoS parameters onto these four MIH classes, and that the target 3GPP2 access technology maps the four normalized MIH classes onto its own QoS classes. This implies that during inter-technology handover the target 3GPP2 access technology provides enough BW to support the ongoing session in the class of service identified through the QoS normalization.
1.1.4.4. IP and MIP Requirements

Existing mobility mechanism based on Mobile IP technology are based on layer 3 procedures that are unaware of the operational state of the underlying link that supports the communication channel. This constraint affects the delivery of service that require low delay and low latency, as packets are dropped or delay when the station is required to move to a new point of attachment.
The MIH-CF helps mitigate this problem by providing link-level state information that can be used by a mobility management entity to characterize the conditions of both the existing communication channel and potential candidates. This information is provided through two different services as specified in sub-clauses 2.8 (Media Independent Event Service) and 2.9 (Media Independent Information Service)
This services are accessed through the relevant binding procedures as specified in sub-clause 2.8.3.1( MIH-ES Binding Procedure). Once MIP entity is bound to the service, events and link layers state information can be delivered. The following requirements outline the minimum functionality expected in MIP in order to avail of these services:
· The user shall support the binding procedure according to 2.8.3.1( MIH-ES Binding Procedure).

· The user shall support service primitives specified at the MIH-SAP as outlined in sub-clause 2.8.2 Event Service Primitives
1.2. Purpose

The IEEE 802.21 standard aims at enhancing the user experience of mobile devices by introducing handover support between heterogeneous networks.

This document describes a proposal of IEEE 802.21 standard that complies with the requirements outlined in [1]. The proposal supports handovers for both mobile and stationary nodes. In the case of mobile nodes, handovers may be caused by changes of wireless link conditions or by radio coverage gaps that result from the node movement. In the case of stationary nodes, handovers may be caused by changes in the surrounding environment that make one access link more attractive than another or by the varying access performance needs of the applications that run on the user terminal. In all situations the handover should maximize service continuity, possibly adapting to the traffic patterns of the ongoing applications so that the probability of losing information during the transition is minimized.

The IEEE802.21 standard relies on close cooperation between the mobile node and the network infrastructure: while the mobile node detects the available networks, the network infrastructure maintains and distributes overall network information, including neighborhood cell lists and mobile node locations. In general, both the terminals and the network points of attachment (base stations or access points) can be multimodal, being able to support different radio standards and in some cases even simultaneous transmissions on more than one interface. The network can feature both micro cells (IEEE 802.11) and macro cells (3GPP, 3GPP2, or IEEE 802.16), which in general can intersect.

The handover process is typically driven by measurements and triggers supplied by the lower layers of the mobility management protocol stack within the mobile node. The measurements may encompass signal quality, synchronization time differences, transmission error rates, etc. 

Specifically the proposal:

· Describes the overall MIH Reference model for different access networks.

· Defines the Media Independent Handover Service Access Point (MIH_SAP) and associated service primitives to enable upper-layer access to the MIH layer services:

· The Media Independent Handover Event Service (MIH-ES) provides to the upper layers notification of local and remote link-state events and facilities to force link-state changes, both local and remote.

· The Media Independent Handover Information Service (MIH-IS) offers to the upper layers  remote storage and retrieval of information that can condition handover decisions.

· Recommends amendments to existing link-layer standards to extend the capabilities of lower-layer SAP’s and thus enhance the performance of heterogeneous handovers. 

1.2.1. Media Independence

The intent of the IEEE802.21 specification is to provide as much generic link layer intelligence as possible without being tied into the features or specifics of particular terminals or radio networks. As such, the IEEE 802.21 specification is intended to be a media-independent specification that applies to different media, namely the ones specified by 3GPP, 3GPP2, and by the IEEE 802 family of standards
1.2.2. Media Dependence

The IEEE802.21 specification shall define generic SAPs and other primitives that provide generic link layer intelligence. Individual media specific technologies thereafter need to provide corresponding media specific SAPs and primitives which can satisfy these generic abstractions as specified by IEEE 802.21 specification. As such suitable amendments may be required to link layer (MAC/PHY) specifications of different media specific technologies such as IEEE 802.11, IEEE 802.16, 3GPP, 3GPP2, etc. to satisfy the requirements of generic link layer intelligence identified by 802.21. This process may be carried out once the core elements of the IEEE 802.21 specification are developed.
1.3. Standards Compatibility

1.3.1. Compatibility with 802 Standards

1.3.1.1. 802.1

802.21 does not impose any additional requirements on 802.1. 802.21 is fully compatible with 802.1 and its family of standards.
1.3.1.2. 802.3

Definition of MIH interfaces uses the same MAC layer management interface as defined in 802.3. 802.21 introduces additional MIB objects, in the form of new notifications for supporting MIH functions.
1.3.1.3. 802.11

New requirements have been defined for 802.11 in accordance to sub-clause 1.1.4.1 802 Requirements in order for 802.11 system to avail of Media Independent Handover services. Note however that 802.21 is backward compatible to non-802.21 capable 802.11 systems
1.3.1.4. 802.16

New requirements have been defined for 802.16 in accordance to sub-clause 1.1.4.1 802 Requirements in order for 802.16 system to avail of Media Independent Handover services. Note however that 802.21 is backward compatible to non-802.21 capable 802.16 systems
1.3.2. Compatibility with Cellular Standards

1.3.2.1. 3GPP

The event services proposed for 3GPP in this document fall into two categories, namely the PPP SAP and the RRC SAP. The PPP SAP is standards compliant in that the proposed triggers within this SAP can be generated based on events that are standard to a generic implementation of a PPP state machine as described in a later section. The triggers specified within the 3GPP RRC SAP would require the definition of the subset of events and triggers generated at the PHY and MAC layers that need to be communicated to the MIH via the 3GPP RRC SAP.

1.3.2.2. 3GPP2

This proposal prescribes the use of the PPP and LAC SAP’s for the provision of lower-layer services to the MIH layer in 3GPP2 access networks.

The PPP SAP is standard compliant in that the triggers specified within this SAP can be generated based on events that are standard to a generic implementation of a PPP state machine (as illustrated in a later section). 

Conversely, the triggers specified within the LAC SAP require extensions of the current PHY and MAC SAP specifications within 3GPP2 to become fully functional.

1.3.3. Compatibility with Upper Layer Standards

1.3.3.1. IP

802.21 does not impose any new requirement on IP standards, neither IPv4 nor IPv6. Users and higher layer entities availing of 802.21 services can operate with both IPv4 and IPv6 standards.
1.3.3.2. Mobile IP

New requirements have been defined for MIP users in accordance to sub-clause 1.1.4.4 IP and MIP Requirements in order for MIP applications to avail of Media Independent Handover services.
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1.5. Definitions

For the purpose of this proposal, the following definitions shall apply:

Handover – The process by which a mobile node obtains  the preservation of facilities for supporting traffic flows upon occurrence of a link-switch event. The mechanisms and protocol layers involved in the handover may vary with the type of the link-switch event (i.e., with the type of the serving and target point of attachment and the respective subnet associations).

Different types of handover are defined based on the way facilities for supporting traffic flows are preserved:

Hard Handover – Handover where facilities for supporting traffic flows are subject to complete unavailability between their disruption on the serving link and their restoration on the target link (break-before-make). 

Soft Handover – Handover where facilities for supporting traffic flows are continuously available while the mobile-node link-layer connection transfers from the serving point of attachment to the target point of attachment. The network allocates  transport facilities to the target point of attachment prior to the occurrence of the link-switch event (make-before-break).

Seamless Handover – Handover associated with a link switch between heterogeneous interfaces, where the mobile node either experiences no degradation in service quality, security, and capabilities, or experiences some degradation in service parameters that is mutually acceptable to the mobile subscriber and to the network that serves the newly connected interface.

Handover Policies – Set of rules that contribute to shaping the handover decision for a mobile node. Network policy subset.

Link – A communication facility or medium over which network nodes can communicate. Each link is associated with a minimum of two endpoints. Each link endpoint has a unique link-layer identifier.

Link Layer – Conceptual layer of control or processing logic that is responsible for maintaining control of the data link. The data link layer functions provide an interface between the higher-layer logic and the data link.

Link State Indication – Information provided by the link layer to higher layers regarding the state of a link.

Link Switch – The event by which a mobile node changes the link that connects it to the network. Changing link implies changing the remote link endpoint and therefore the point of attachment of the mobile node.

Different types of link-switch event are defined based on the types of the serving and target points of attachment:

Homogeneous Link Switch – Link-switch event where the serving and target points of attachment comply with the same MAC and Physical Layer standards. The mobile-node interface that communicates with the two points of attachment is the same.

Heterogeneous Link Switch – Link-switch event where the serving and target points of attachment do not comply with the same MAC and Physical Layer standards. The mobile-node interface that communicates with the two points of attachment may either not be the same, or be the same but operate in different modes.

Different types of link-switch events are defined based on the relationship between the IP subnets of the serving and target points of attachment:

Intra-Subnet Link Switch – Link-switch event where the serving and target points of attachment belong to the same IP subnet.

Inter-Subnet Link Switch – Link-switch event where the serving and target points of attachment belong to different IP subnets.

Message – The sequence of contiguous octets delivered as a unit by the N-user to the N-SAP and destined for a remote N-user. Informal for protocol data unit.

MIH Policies – Handover policies that are subject to direct MIH control. Handover policy subset, whose composition and extension vary with the implementation of the mobility management stack.

Mobile Node – Network node that can change its point of attachment from one link to another at any time. The mobile node can either be in close proximity of or coincide with the mobile terminal.

Mobile Terminal – User-facing network node that includes protocol stack layers above the link layer. The mobile terminal can either be in close proximity of or coincide with the mobile node.

N-entity – Abstraction of a functional component of a network element, whose control resides within the N-layer. See also peer N-entity.

N-event – A change of state in an entity whose control resides within the N-layer (N-entity). An N-event can be notified to an N-user through an indication service primitive, or stimulated by an N-user through a request service primitive.

N-layer – A subdivision of the layered protocol architecture, constituted by subsystems of the same rank (N).

N-trigger – N-event notification to an N-user, typically conveyed by an indication service primitive. See also remote N-trigger.

N-user – An (N+1)-layer entity that uses the services of the N-layer and lower layers to communicate with another (N+1)-layer entity.

Network Detection – The process by which a mobile node collects information on its neighboring networks, identifies its current point of attachment, and ascertains the validity of its link-layer configuration.

Network Policies – Rules that define the interaction between the mobile node and the network.

Network Selection – The process by which a mobile node collects policy information on its detected neighboring networks and selects a link (possibly out of many available) to establish network-layer connectivity.

Network Selector – The engine that finalizes the link-switch decision that may lead to a handover. It may reside within a single protocol layer or be distributed across multiple protocol layers.

Point of Attachment – A location within the network where a mobile node may be connected. The point of attachment is associated with a unique link-layer identifier.

The points of attachment involved in a link-switch event are qualified as follows:

Serving Point of Attachment – The point of attachment of the mobile node prior to the link-switch event.

Target Point of Attachment – The point of attachment of the mobile node that results from the link-switch event.

Peer N-entity – N-entity residing in a network element, defined with reference to its N-layer communication (messaging) with another N-entity in a different network element. See also N-entity.

Policy Repository – The holder of the set of policies that drive the network selection. It may reside in a single network element and protocol layer or be distributed across multiple network elements and protocol layers.

Protocol Data Unit – The sequence of contiguous octets delivered as a unit by the N-user to the N-SAP and destined for a remote N-user. Formal for message.

Remote N-trigger – Notification to an N-user of an N-event affecting a remote N-entity, typically conveyed by the sequence of an N-PDU transmitted from the remote N-entity to the local N-entity and an indication service primitive passed from the local N-entity to the destination N-user. See also N-trigger.

Service Access Point – The point in a protocol stack where the services of a lower layer are made available to a higher layer.

Service Continuity – Transparent maintenance of an active service while the mobile node transits across wireless or wire-line coverage.

Service Data Unit – The sequence of contiguous octets transmitted as a unit from one N-SAP to another N-SAP.

Service Primitive – Conceptual abstraction describing the information transfer the occurs between N-user and N-layer in the provision of a service. The abstraction resides in the exclusive specification of the service provided rather than the means by which the service is provided.

1.6. Abbreviations and Acronyms

3G



Third Generation

3GPP


3G Partnership Project

3GPP2


3G Partnership Project 2

AAA


Authentication, Authorization, and Accounting

ACK


ACKnowledgement

AN



Access Network

ANI



Access Network Information

AP



Access Point

AR



Access Router

ASN.1


Abstract Syntax Notation One

BS



Base Station

BSC


Base Station Controller

BSSID


Basic Service Set Identifier

BTS


Base Transceiver Station

ESS


Extended Service Set

CN



Core Network

CS



Convergence Sublayer

CSME


Convergence Sublayer Management Entity
FA



Foreign Agent

FMIP


Fast-Handover Mobile IP

GGSN


Gateway GPRS Support Node

GMM


GPRS Mobility Management

GPRS


General Packet Radio Service

GSM


Global System for Mobile communication

HA



Home Agent

HLSI


Higher Layer Service Information

HMIP


Hierarchical Mobile IP

IEEE


Institute of Electrical and Electronics Engineers

IETF


Internet Engineering Task Force

ICMP


Internet Control Message Protocol

IP



Internet Protocol

ISP



Internet Service Provider

ITU



International Telecommunications Union

L3MP


Layer 3 Mobility Management Protocol
L1



Layer 1 (Physical Layer)

L2



Layer 2 (Link Layer)

L3



Layer 3 (Network Layer)

LAN


Local Area Network

LLC


Logical Link Control

LLI



Link Layer Information

MAC


Medium Access Control

MIH


Media Independent Handover

MIHF


Media Independent Handover Function

MIHS


Media Independent Handover Services

MICS


Media Independent Configuration Service

MIES


Media Independent Event Service

MIIS


Media Independent Information Service

MIP



Mobile IP

MLME


MAC Layer Management Entity

MMS


Multimedia Message Service

MN



Mobile Node

MS



Mobile Station

MSS


Mobile Subscriber Station

MSDU


MAC Service Data Unit

MSME


MAC common part Sublayer Management Entity
MT



Mobile Terminal

NAK


Negative AcKnowledgement

NMS


Network Management System

PHY


Physical Layer

PLMN


Public Land Mobile Network

PLME


PHY Layer Management Entity

QoS


Quality of Service

RFC


Request for Comment

RLC


Radio Link Control

RNC


Radio Network Controller
RRC


Radio Resource Control

SAP


Service Access Point
SDU


Service Data Unit

SGSN


Serving GPRS Support Node
SM



Session Management

SME


Station Management Entity

SNDCP


Sub-Network Data Convergence Protocol
SNR


Signal-to-Noise Ratio
SS



Subscriber Station

STA


Station
TCP


Transmission Control Protocol

TLV


Type-Length-Value message

UDP


User Datagram Protocol

UMTS


Universal Mobile Telecommunications System

VPN


Virtual Private Network

WLAN


Wireless Local Area Network

WPAN


Wireless Personal Area Network

WMAN


Wireless Metropolitan Area Network

WSP


Wireless Service Provider

XML


eXtensible Mark-up Language
2. General Description

2.1. Layers and Services

In general, the services of a layer are the capabilities that the layer offers to a user in the next higher layer. In order to provide its service, a layer builds its functions on the services it requires from the next lower layer.

The services provided by the N-layer (N-services) are specified by describing the information flow between their user (N-user) and the N-layer. This information flow is modeled by discrete, instantaneous events, which characterize the provision of a service. Each event consists of passing a service primitive from one layer to the other through an N-layer service access point (N-SAP) associated with an N-user. Service primitives convey the information required in providing a particular service. These service primitives are an abstraction in that they specify only the service provided rather than the means by which the service is provided. This definition of service is independent of any particular interface implementation.

Services are specified by describing the service primitives and parameters that are passed with the primitives. A service may have one or more related primitives that constitute the activity that is related to the particular service. Each service primitive may have zero or more parameters that convey the information required to provide the service.

Primitives are of four generic types:

1. REQUEST: The request primitive is passed from the N-user to the N-layer to request that a service be initiated.

2. INDICATION: The indication primitive is passed from the N-layer to the N-user to indicate an internal N-layer event that is significant to the N-user. This event may be logically related to a remote service request, or may be caused by an event internal to the N-layer. 

3. RESPONSE: The response primitive is passed from the N-user to the N-layer to complete a procedure previously invoked by an indication primitive.

4. CONFIRM: The confirm primitive is passed from the N-layer to the N-user to convey the results of one or more associated previous service request(s).

The N-user exchanges (N+1)-PDU’s (Protocol Data Units) with a remote peer N-user (or (N+1)-entity) utilizing N-SDU’s (Service Data Units) that are exchanged between the respective N-SAP’s.

2.2. General Architecture

This subclause presents the general concepts of this proposal for IEEE 802.21 standard. Specific terms are defined in Clause 1.5. Pictures are used to support the presentation of the IEEE  802.21 concepts and better illustrate the relationship between architectural components. 

The IEEE 802.21 architecture includes all functional components of the IEEE 802.21 system. The architectural description does not address implementation details and does not provide indication  of preferred implementations of the IEEE 802.21 system.

The IEEE 802.21 standard defines services and functions that enhance the handover experience across heterogeneous access networks. More specifically, the IEEE 802.21 architecture supports service continuity and enables seamless handover across heterogeneous access.

The IEEE 802.21 architecture includes the following functional components:

· Media Independent Handover Event Service (MIH-ES): provides event classification, event filtering, event normalization ,and event reporting corresponding to dynamic changes in link characteristics, link status, and link quality.

· Media Independent Handover Information Service (MIH-IS): provides details on the characteristics and capabilities of the serving and surrounding networks and on the mobile node qualification to gain access to those capabilities. The information enables effective system access and handover decisions. 

· Media Independent Handover Convergence Function (MIH-CF): provides convergence of link-layer state information from heterogeneous access technologies into a unified presentation to the upper layers of the mobility-management protocol stack. Depending on the specific implementation of the mobility-management stack, the MIH-CF may or may not include the generation of the handover decision and perform maintenance of an exhaustive, partial, or empty set of handover policies.

· Media Independent Handover Management Entity interface: provides standardized access to configuration parameters that regulate the terms of operation of the MIH-CF.

Figure 2 shows the main logical elements of the general MIH architecture and their adjacencies.
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Figure 2:  Logical elements of the general architecture.
2.3. Network Reference Model
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Figure 3:  Network reference model for MIH operation.

The network reference model shown in Figure 3 includes an MIH-capable mobile node (or UE, for User Equipment) that supports multiple access-technology options. Each access technology either advertises its MIH capability or responds to MIH terminal queries.

On the network side, the location of the MIH-capable nodes is not deterministic and may vary even within the same access technology. The MIH functionality may reside in the base station, but alternatively even deeper inside the access or core portions of the technology-specific network.

When the mobile MIH module that resides in the UE is provisioned by the Home WSP, it typically carries the domain name of the MIH Information Server. Similar to AAA relations, broker or proxy relationship can be established between visited MIH-IS server and home MIH-IS server.

Event-service triggers can originate at both sides of an active link. However, the UE is typically the first node to react to link-state change events.

The overall mobility management architecture may include Mobile IP infrastructure (client, FA, HA, H-AAA), SIP mobility infrastructure (client, SIP servers) or reflect other mobility schemes.
2.4. Media Independent Handover Services

2.4.1. Media Independent Event Service

The Media Independent Event Service (MIH-ES) provided by 802.21 allows user to receive notification that characterize the current state of the underlying link supporting the delivery of user data.

The user specifies the characteristics of the notification that shall be delivered by MIH-ES when the user binds to the Event Service.
MIH-ES provides a homogeneous interface to supply link state information, regardless of the underlying technology that supports a particular link. Nevertheless MIH-ES is able to support some level of customization by using technology specific containers.

The MIH-ES allows users that are bound to the service to request information or solicit actions on underlying links both locally and remotely.

Service Invocation and event delivery are specified in detail in sub-clause 2.8 Media Independent Event Service 
2.4.2. Media Independent Information Service

The Media Independent Handover Information Service supplies global network information to MIH users and peer MIH entities. The information is static (i.e., it is mostly maintained as part of the network management operation and evolves at a much slower pace than the information that is handled by the  MIH Event Service) and covers current and surrounding network characteristics, capabilities, and alternative access options. The MIH peer entities and MIH users utilize the information supplied by the MIH-IS to make effective system-access and handover decisions. When maintained by a service provider, the MIH-IS can also be a repository of handover polices, access preference rules, and roaming information. The MIH-IS information can be queried by any MIH entity and passed to any MIH user through message and service-primitive queries described in a later section. The MIH-IS elements constitute key input to the handover decision.

The IS can send/receive information to/from any MIH layer elements in the network. It is capable of maintaining a network wide view in its database, as it receives information from different access networks within its domain of control. The MIH layer in the terminal can retrieve such information including available alternate access networks that it could connect to. This global information can be obtained over the current point (link) of attachment. For example, assume that a terminal is connected to the network over an 802.11 link. If the MIH requires network conditions about 3G network it can potentially connect to in the future, it gets this information from the IS over the 802.11 network attachment point.

Figure 4 provides a visual description of the MIH-IS architecture.
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Figure 4:  Functional elements of the MIH Information Service architecture.

The MIH IS server and its associated database is a single core network entity that can be accessed remotely from the terminal side. Network management tools can populate the information elements comprising the database entries. An access network supporting MIH capability can provide the IS server’s IP address as part of a DHCP bootstrap response. Alternatively the MIH IS server fully qualified domain name can be configured during the user provisioning stage and resolved with the aid of DNS servers.
2.5. Media Independent Handover Reference Models

2.5.1. General MIH Reference Model
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Figure 4:  General MIH Reference Model.

MIH services provide link interface state information and network neighborhood characteristics in the form of events and query responses. The MIH-CF entity processes local and remote events from the relevant link interface technologies and delivers a single trigger or information message to upper layer entities bound to the service

Figure 4. depicts this behavior illustrating the delivery of events and neighborhood information from both the local and the remote components. Events that originate at the remote lower layers are logically delivered through the associated remote MIH peer.
Within 802 technologies, events are delivered using extension to existing Management Sub-layer Entity primitives. This is illustrated  with a series of bottom-to-top arrows, tagged as ‘Local Events’ and coming from MLME, PLME and LLC, within the 802 network interface component
Other link layer technologies (e.g., 3GPP and 3GPP2) need to comply to interfaces introduced with this standard in order to deliver link interface state changes in the form of events towards the MIH-CF. This is illustrated with two arrows flowing from left to right and tagged as ‘Local Events’, coming from L2 and L3 within the cellular network interface component

Events and information is process by the MIH-CF and it is further deliver to the user. This is depicted. Users that avail of services provided by MIH-CF can also request actions for MIH to execute on their behalf. This is illustrated with a sigle bi-direction arrow that is tagged as ‘Event-based triggers and commands.
2.5.2. MIH Reference Model for 802.3 Interaction


[image: image7]
Figure 5:  MIH reference model for 802.3 interaction.

MIH acquires 802.3 link status information through 802.3 management plane. 802.3 is defined in IEEE Std 802.3 -2002 (Revision of IEEE Std 802.3 2000 Edition). The current 802.3 standard does not provide notifications for link status update. Extensions to the 802.3 MAC layer management are hence proposed.
2.5.3. MIH Reference Model for 802.11 Interaction


[image: image8]
Figure 6:  MIH Reference model for 802.11 interaction.

MIH accesses management plane services provided in 802.11 MAC and PHY layers. Such service access points (SAPs) include MLME SAP and PLME SAP, as defined in ANSI/IEEE Std 802.11, 1999 Edition. Extensions are also currently being defined by the 802.11k working group in IEEE P802.11k/D2.0. Note that MLME is currently defined for access by SME; PLME is currently defined for access by SME and MLME. Both MLME and PLME should be extended to allow accessing from MIH.
2.5.4. MIH Reference Model for 802.16 Interaction
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Figure 7:  MIH reference model for 802.16 interaction.

Figure 7 depicts this behavior illustrating the delivery of events and neighborhood information from both the local and the remote components. Events that originate at the remote lower layers are logically delivered through the associated remote MIH peer.

Events are delivered using extension to existing Management Sub-layer Entity primitives. This is illustrated  with a series of bottom-to-top arrows, tagged as ‘Local Events’ and coming from MLME, PLME and LLC, within the 802.16 network interface component

Events and information is process by the MIH-CF and it is further deliver to the user. This is depicted. Users that avail of services provided by MIH-CF can also request actions for MIH to execute on their behalf. This is illustrated with a sigle bi-direction arrow that is tagged as ‘Event-based triggers and commands.
2.5.5. MIH Reference Model 3GPP Interaction

As per the current 3GPP standard, PHY and MAC SAP’s would be used to communicate link-state information to the RRC. The exchange between the 3GPP RRC and PHY or MAC layers is left for the 3GPP organization to define and there will be no direct interaction between the PHY and MAC layers with the MIH. The RRC will communicate PHY and MAC information to the MIH using a 3GPP-RRC SAP. In addition to the 3GPP-RRC SAP, the PPP layer would use the 3GPP-PPP SAP to pass PPP events and triggers to the MIH layer.
2.5.6. MIH Reference Model 3GPP2 Interaction

As discussed earlier, within the context of 3GPP2, events and triggers are specified in terms of a LAC SAP and a PPP SAP. Referring to Figures AF: TBD, the 3GPP2-LAC SAP would reside within the LAC layer and would communicate with the PHY and MAC layers using PHY and MAC SAP’s currently defined within 3GPP2. The LAC communicates with the MIH entity using the 3GPP2-LAC SAP. There will be no direct interaction between the PHY and MAC layers and the MIH layer. The PPP layer would use the 3GPP2-PPP SAP to communicate with the MIH layer and could be considered to reside within the L2 layer shown in Figures AF: TBD.
2.5.7. MIH Service Access Points

The MIH layer exchanges messages with other layers and functional planes using Service Access Points (SAP’s). Each service access point consists of a set of service primitives that specify the information to be exchanged and the format of the information exchanges.

The specification of the MIH layer includes the definition of SAP’s that are media-independent (i.e., insensitive to the interface types that the mobile terminal can support) and recommendations to define or extend other SAP’s that are media-dependent.

Media-independent SAP’s interface the MIH layer with the upper layers of the mobility-management protocol stack, the network management plane, and the data bearer plane. Media-dependent SAP’s interface the MIH layer with the lower layers of the mobility-management protocol stack and with their management planes.

In this proposal new SAP’s are introduced when they pertain exclusively to the MIH layer. As such, the MIH_SAP is introduced as a point of interface to the upper layers of the mobility-management stack. All the triggers that are generated by the MIH and the registration and deregistration primitives between the upper layers and the MIH belong to MIH_SAP. All inputs (including the triggers) from the lower layers of the mobility-management stack into the MIH layer are provided through existing media-specific SAP’s such as MAC, PHY, and LLC SAP’s. 

Triggers generated by the MIH layer to control the PHY and MAC layers during the handover are part of the media specific MAC/PHY SAP’s and already defined elsewhere. The MLME and PLME SAP’s are also part of media-specific SAPs (i.e., part of the 802.11 SAP’s) and are defined elsewhere. 

In the MIH model of this proposal, the upper layers need to register as MIH users for MIH-generated events and for events that originate at layers below the MIH. The reverse is not required. That is, the lower layers do not register for events that originate at the upper layers as the MIH must be able to impose a link switch to the lower layers. Switching commands given by the MIH to the lower layers cannot be ignored by the lower layers and therefore registration is not required. 

The following media-independent SAP’s are shown in Figure 9.

· MIH_SAP: This SAP defines the primitives that are used to deliver triggers generated by the MIH and relay triggers that the MIH receives from the lower layers. It contains primitives for event registration and deregistration as well as all triggers that convey MIH-originated and MIH-relayed events. The upper layers access the MIH-SAP to register for specific lower-layer events or force events (such as handovers) over which they may have decisional control. 

· MIH_NET_SAP: This SAP defines the primitives that the MIH instance uses to transmit and receive MIH messages.  

· MIHME_SAP: This SAP defines the primitives that the MIH instance uses to communicate with the network management system. It includes simple GET and SET functions to read from and write to the information base as well as TRAP indications for handover events.
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Figure 9:  MIH service access points.

Media-dependent SAP’s are defined elsewhere. In this reference model they are used by the MIH to pass the link connect/disconnect commands to the lower layers and to receive the asynchronous triggers associated with the link changing conditions.

· MIH_MLME_SAP: This SAP defines the primitives that the MIH instance uses to access the medium-specific management entities for the lower data-plane layers: the MAC Layer Management Entity (MLME) and the Physical Layer Management Entity (PLME).

· MIH_MSAP: This SAP defines the primitives that the MIH instance uses to obtain services from the medium-specific MAC layer. The primitives in this SAP are already defined as part of the interface specification for the particular MAC (e.g., 802.11_SAP in the figure). No new primitives need to be defined.
· MIH_PSAP: This SAP defines the primitives that the MIH instance uses to interface with the medium-specific PHY layer. The primitives in this SAP are already defined as part of the interface specification for the particular PHY.  No new primitives need to be defined. 

· LLC_SAP:  This SAP defines the primitives that the MIH instance uses to interface with the LLC sub-layer for access media that include the LLC sub-layer in their protocol stack. The primitives in this SAP are already defined as part of the LLC sub-layer specification. No new primitives need to be defined.
2.6. MIH Convergence Function Specification

2.6.1. Introduction

The Media Independent Handover Convergence Function provides services to MIH users according to requirements, placed by the user, at the time services are invoked. Once a user is bound to MIH, it is possible to both receive event/information content and issue MIH solicitations towards the MIH Converge Function.

Both MIH solicitations and event contain generic information and technology specific information allowing flexibility and optimization.
2.6.2. MIH State Machine

To be completed with the evolution of the standard.
2.6.3. Transport Mechanisms

The MIH layer defines a transport mechanism to facilitate the communication between MIH instances and IS instances in the access network to propagate remote event triggers and IS messages. When the instances are a single hop away, the transport mechanism can rely on MAC frames. In the case where the instances are located farther apart (i.e. one is deeper in the WSP home network), the transport mechanism is IP-based.  In either case, the events/messages are transported and received on the MIH_NET_SAP.

2.6.3.1. Layer 2

For L2 transport of remote events and IS messages within IEEE systems, the MIH layer defines a new MAC type transport of information between peers and/or IS instances.  Figure 9 illustrates the frame format of the L2 transport using Ethernet frames.  Similar formats are used for 802.11 and 802.16 frames.
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Figure 9  MIH L2 Transport Frame Format

The format defines a new Ethernet type to be used in the Length/Type field of the MAC frame for MIH events and IS messages.    The MAC Client Data field is then populated with the MIH messaging version, an indication of the specific message or event being transferred, the message body length, and the message data.

An example of the use of this frame format follows:

· Remote MIH reports imminent disconnection: MIH_DATA(link_down)

· Required Parameters

· Message Type (MIH_LINK_DOWN)

· Source address

· Destination address

· Sequence number

· Source type (Local_MAC, Local_PHY, Remote_MIH)

· Frame Format

Preamble

7octets

0xAA 0xAA 0xAA 0xAA 0xAA 0xAA 0xAA

SFD


1 octet

0xAB

Destination Address:
6 octets 
MAC address of receiving MIH interface

Source Address:
6 octets

MAC address of transmitting MIH interface

Length/Type:

2 octets

MIH Message Type (IANA assigned)

Protocol Version:
1 octet

0x01

Packet Type:

1 octet

MIH_LINK_DOWN

Packet Body Length:
2 octets

5

Packet Body:

4 octets

Sequence number = ########




1 octet

Source type = Remote_MIH

Padding

# octets
FCS


4 octets

In the case of 3GPP2 (and 3GPP when PDP-PPP context activation is deployed) it is safe to assume that the PPP link between the terminal and PDSN (GGSN) can easily encapsulate MIH type messages and transport MIH PDUs within PPP frames to the PDSN (or GGSN). Nevertheless, we prefer that the transport mechanism and MIH location will be determined by the respective SDOs and not solely determined in this specification.

In addition, even if the MIH entity resides within the network element that terminates the PPP link, the respective SDOs need to provide MAC and PHY information to the MIH entity. This entity may reside at a network element (i.e. PDSN/GGSN) that doesn't have access to the pertinent MAC and PHY events.
2.6.3.2. Layer 3 (Informative)

For the transport of remote events and IS messages to network elements that are more than one hop away, layer 3 protocol will be used. We also assume here that for 3GPP and 3GPP2 type networks IP transport will be used. However, this standard will leave this transport determination option to the respective 3GPP and 3GPP2 SDO.  Also with respect to 3GPP or 3GPP2 networks, the MIH peer may not reside in the base station itself and instead may be included in one of the embedded core network elements. 

Transport of IS messages can be directed to a known IP port that can be assigned to MIH IS services. Once the IS server IP address is determined, it can be combined with the known port to form a unique transport address (socket). The terminal can use this transport address to send its IS query and responses accordingly.
2.7. Layer Management

2.7.1. Overview

The Media Independent Handover layer includes a management entity called the MIHME.  This entity provides the layer management service interfaces through which layer management functions may be invoked.  The MIHME interfaces with the lower layer management entities (e.g., MLME, PLME, or other LME) via their respective service access points (SAPs) to interact with the lower layer management functions.

2.7.2. Generic Management Primitives

The management information specific to the MIH layer is contained within a Management Information Base (MIB).  The MIB objects specific to the Event and Information Services are specified in Sections 2.8.4.2 and 2.9.3.2, respectively.  To exchange information with the MIHME, the Station Management Entity (SME) is allowed to GET or SET the value of a MIB attribute.  The invocation of the SET request may also invoke an action within the MIH layer.  The GET and SET functions are specified in terms of a request and a confirmation.

Additionally, the MIH indicates to the SME when specific events occur.  This indication is in the form of a TRAP, raised by the MIH layer and forwarded to the SME via the MIH SAP. 

The following subsections specify the generic management primitives.

2.7.2.1. MIHME_GET.request

2.7.2.1.1.  Function

The MIHME_GET.request primitive is used by the station management entity (SME) to request the value of a given MIH MIB attribute.

2.7.2.1.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_GET.request

(

MIBattribute

)

The MIBattribute is the object identifier of the object.

2.7.2.1.3. When Generated

This primitive is generated by the SME to request the value of a given MIH MIB attribute.

2.7.2.1.4. Effect of Receipt

When the MIH receives this primitive, it will retrieve the value from the management information base and return it (or an error) via the MIHME_GET.confirmation primitive.

2.7.2.2. MIHME_GET.confirmation

2.7.2.2.1.  Function

The MIHME_GET.confirmation primitive returns the value request by the MIHME_GET.request or a error condition.

2.7.2.2.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_GET.confirmation

(

status,

MIBattribute,

MIBattributevalue

)

The status indicates the success or failure of the requested operation.  If the status=success, then the MIBattribute and MIBattributevalue fields are contain the object identifier requested in the MIHME_GET.request primitive and its corresponding value, respectively.  If not, the status field will indicate an error (e.g. no such MIB object).

The MIBattribute is the object identifier of the object retrieved.

The MIBattributevalue is the value of the requested object, if the request was successful.

2.7.2.2.3. When Generated

The primitive is generated by the MIH in response to a MIHME_GET.request.

2.7.2.2.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates the success or failure of the GET request.  If successful, the primitive provides the requested value.

2.7.2.3. MIHME_SET.request

2.7.2.3.1. Function

The MIHME_SET.request primitive is used by the station management entity (SME) to request that the given MIB attribute be set to the specified value.  If the MIB attribute implies a specific action, then this primitive requests that action be performed.

2.7.2.3.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_SET.request

(

MIBattribute,

MIBattributevalue

)

The MIBattribute is the object identifier of the object to be set.

The MIBattributevalue is the value to which the requested object is to be set.

2.7.2.3.3. When Generated

This primitive is generated by the SME to request to set the value of a given MIH MIB attribute.

2.7.2.3.4. Effect of Receipt

When the MIH receives this primitive it will attempt to set the specified attribute to the specified value.  If the MIB attribute implies a specific action, the MIH layer will attempt to perform that action.

2.7.2.4. MIHME_SET.confirmation

2.7.2.4.1. Function

The MIHME_SET.confirmation primitive confirms that the attribute was successfully set to the given value and/or the implied action was performed or indicates an error.

2.7.2.4.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_SET.confirmation

(

status,

MIBattribute

)

The status indicates the success or failure of the requested operation.  If the status=success, then the MIBattribute was successfully set to the MIBattributevalue value and/or the implied action was performed.  If not, the status field will indicate an error (e.g. no such MIB object or attempt to set a read-only attribute).

The MIBattribute is the object identifier of the object set.

2.7.2.4.3. When Generated

The primitive is generated by the MIH in response to a MIHME_SET.request.

2.7.2.4.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates the success or failure of the SET request.

2.7.2.5. MIHME_TRAP.indication

2.7.2.5.1. Function

The MIHME_TRAP.indication primitive propagates a subset of MIH events to the SME.

2.7.2.5.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_TRAP.indication

(

trap_type,

trap_data

)

The trap_type indicates the particular trap being sent.  Currently trap types could include HANDOVER and LINK_CHANGE.

The trap_data is the data associated with the particular trap.   This data may include the interface affected or the BS handed over to.

2.7.2.5.3. When Generated

This primitive is generated by the MIH to issue a trap to the SME.

2.7.2.5.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates that an MIH event has occurred.

2.7.3. MIH Specific Management Primitives

In addition to the generic management primitives, the MIHME defines additional services for use by the SME.  These services take the form of an ACTION.request followed by an ACTION.confirmation.  The actions specified by the MIHME are as follows:

· RESET

· SCAN

· FORCE_HANDOVER

The subclauses which follow specify the MIH-specific management primitives.

2.7.3.1. MIHME_RESET.request

2.7.3.1.1. Function

The MIHME_RESET.request primitive is used by the SME to initialize the MIH.  An optional attributes list allows attributes to be set to non-default values during initialization.

2.7.3.1.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_RESET.request

(

MIBattribute_value_pair_list

)

The attribute_value_pair_list contain attribute value pairs to be set to non-default values during initialization.  An empty list indicates no non-default values are to be set.

2.7.3.1.3. When Generated

This primitive is generated by the SME to rest the MIH.

2.7.3.1.4. Effect of Receipt

Upon receipt of this primitive, the MIH will reset.

2.7.3.2. MIHME_RESET.confirmation

2.7.3.2.1. Function

The MIHME_RESET.confirmation primitive confirms that the MIH has been reset.

2.7.3.2.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_RESET.confirmation

(

status,

MIBattribute_list

)

The status indicates the success, partial success, or failure of the reset request.  A status of success indicates that the MIH was reset and all attribute value pairs were set, if present.  A partial success indicates that the MIH was reset, but not all attribute value pairs could be set.  A failure indicates that the MIH could not be reset.

The MIBattribute_list lists those attributes that were successfully set.

2.7.3.2.3. When Generated

This primitive is generated by the MIH in response to a MIHME_RESET.request.

2.7.3.2.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates the success, partial success, or failure of the RESET request.

2.7.3.3. MIHME_SCAN.request

2.7.3.3.1. Function

The MIHME_SCAN primitive is used by the SME to request a scan of potential BSs to which the STA may initiate a handover.

2.7.3.3.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_SCAN.request

(

TBD

)

2.7.3.3.3. When Generated

This primitive is generated by the SME for a STA to scan for other BSs to which it may initiate a handover.

2.7.3.3.4. Effect of Receipt

Upon receipt of this primitive, the MIH will initiate the scan process.

2.7.3.4. MIHME_SCAN.confirmation

2.7.3.4.1. Function

The MIHME_SCAN.confirmation primitive confirms the completion of the scan and returns the descriptions of the set of BSs detected by the scan process.

2.7.3.4.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_SCAN.confirmation

(

TBD

)

2.7.3.4.3. When Generated

This primitive is generated by the MIH in response to a MIHME_SCAN.request.

2.7.3.4.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates the success or failure of the SCAN request and provides a list of BSSs to which it may join.

2.7.3.5. MIHME_FORCE_HANDOVER.request

2.7.3.5.1. Function

The MIHME_FORCE_HANDOVER.request primitive is used by the SME to force a handover.

2.7.3.5.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_FORCE_HANDOVER.request

(

TBD

)

2.7.3.5.3. When Generated

This primitive is generated by the SME to force an STA to handover to another BS.

2.7.3.5.4. Effect of Receipt

Upon receipt of this primitive, the MIH will initiate the handover process to the specified BS.

2.7.3.6. MIHME_FORCE_HANDOVER.confirmation

2.7.3.6.1. Function

The MIHME_FORCE_HANDOVER.confirmation primitive confirms the success or failure of the requested handover.

2.7.3.6.2. Semantics of the Service Primitive

The parameters of the primitive are as follows:

MIHME_FORCE_HANDOVER.confirmation

(

status,

TBD

)

The status indicates the success or failure of the requested handover.

2.7.3.6.3. When Generated

This primitive is generated by the MIH in response to a MIHME_FORCE_HANDOVER.request.

2.7.3.6.4. Effect of Receipt

The receipt of this primitive by the requesting SME indicates the success or failure of the HANDOVER request.

2.8. Media Independent Event Service

2.8.1. Introduction

The Media Independent Event Service (MIHES) provides a normalized notification mechanism that conveys unified link layer state information. 

Notification information from either one or a multiplicity of lower link layer technologies is collected and delivered to one or multiple user or higher layer entities based on their specific requirements.

The MIHES is available at the Media Independent Handover Service Access Point (MIH-SAP). Before any user can take advantage of the MIHES a MIHES binding procedure must be performed as described in section 2.8.3.1
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Figure 10 Event Service SAP Diagram

2.8.2. Event Service Primitives

2.8.2.1. Overview of Interactions

2.8.2.1.1. MIH-BIND Group

The primitives associated with the binding operation are as follows:

· MIH-BINDINVOKE request

· MIH-BINDINVOKE indication

· MIH-BINDINVOKE confirm

· MIH-BINDRESULT request

· MIH-BINDRESULT indication

· MIH-BINDRESULT confirm

The MIH-BIND group specifies the set of service primitives that are required to support the binding procedure as described in section 2.8.3.1

 REF _Ref100740405 \h 
MIH-ES Binding Procedure. Before the MIH Event Service can be provided, the user must bind to MIH-ES using the MIH-BINDINVOKE.request service primitive. This primitive invokes specific events as required by the user.

Binding requests are acknowledged, locally, using MIH-BINDINVOKE.confirm.

A successful invocation of the service results in the creation of a Service Access Point instance for the specific user that requested the service. Figure 10 depicts a scenario where multiple users are bound to the event service through their respective ES_SAP instance. 

The result of the binding invocation is communicated to the user through service primitive MIH-BINDRESULT.indication.

Remote event service invocations are received at the MIH convergence function through service primitive MIH-BINDINVOKE.inidication

The result of a remote event service invocation is returned to the remote user, via the logical link layer, through service primitive MIH-BINDRESULT.request

Remote event service result indications are acknowledged using MIH-BINDRESULT.confirm
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Figure 11 Time Sequence Diagram depicting Binding Operation

	Event Primitive
	Source 
	Destination
	Scope
	Description

	MIH-BINDINVOKE.request
	MIH user
	Local MIH Service Access Point
	Local and Remote
	A user subscribes to the MIHES by binding to an instance of the MIH-SAP

	MIH-BINDINVOKE.confirm
	MIH-ES
	MIH user
	Local and Remote
	MIH reply to user confirming service invocation receipt

	MIH-BINDINVOKE.indication
	Remote MIH Convergence Function (MIH-CF 
	Remote MIH-ES peer
	Remote
	Remote event service invocation at the MIH-ES peer

	MIH-BINDRESULT.request
	Remote MIH-ES peer
	Remote MIH Convergence Function
	Remote
	Remote event service invocation result

	MIH-BINDRESULT.confirm
	Remote MIH- CF
	Remote MIH-ES peer
	Remote
	Remote MIH-CF reply confirming remote event service invocation result receipt

	MIH-BINDRESULT.indication
	Local MIH-CF
	Local MIH-ES
	Local/Remote
	MIH request LLC to relay successful binding result


2.8.2.1.2. MIH_LLEVENT  Primitive Group

The primitives associated with the lower layer event reporting operation are as follows:

· MIH-LLEVENTCONFIG 
request

· MIH-LLEVENTCONFIG indication

· MIH-LLEVENT request

· MIH-LLEVENT indication

The MIH_LLEVENT group specifies the set of service primitives that are required to support the event reporting mechanism from Lower Layers as described in section 2.8.3.2.1 Event Reporting from Lower Layers. 

Lower Layers report events upon state changes that are triggered as a result of threshold crossing. The configuration of these thresholds and the particular state transition is technology specific.

In order to accommodate multiple link layer technologies, MIH supports a generic Lower Layer primitive that carries technologic specific event reporting information in a technology specific container.

Six primitives are defined: MIH_LLEVENT.request, MIH_LLEVENT.indication, MIH-LLEVENTCONFIG request, LLEVENTCONFIG indication, MIH-LLEVENTCONFIGRESULT request and MIH-LLEVENTCONFIG indication. At the local MIH-ES, MIH_LLEVENT.indication is received whenever a lower layer entity need to communicate a state change triggered as a result of threshold crossing. MIH-LLEVENTCONFIG and MIH-LLEVENTCONFIGRESULT pair allow the Event Service to configure the lower layer entity, based on the requirement of the user that avail of the Event Service.
At the remote MIH-ES, MIH-ES uses an MIH_LLEVENT.request to inform the remote peer that a lower layer event has been triggered.
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Figure 12 Time Sequence Diagram depicting Event Reporting mechanism from lower layers
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Figure 13 Time Sequence Diagram depicting Event Configuration mechanism from lower layers
	Event Primitive
	Source 
	Destination
	Scope
	Description

	MIH-LLEVENTCONFIG 
request 
	MIH ES
	LL
	Local
	Primitives used to configured the Event Service at the lower layer

	MIH-LLEVENTCONFIG indication 
	Remote MIH ES peer
	Remote LL
	Remote
	Primitives used to configured the Event Service at the Remote lower layer

	MIH-LLEVENTCONFIGRESULT 
request
	Remote LL entity
	Remote MIH-ES
	Remote
	Primitives used to provide the result of the configuration of the Event Service at the remote lower leyer entity 

	MIH-LLEVENTCONFIGRESULT 
indication
	LL
	MIH ES
	Local
	Primitives used to provide the result of the configuration of the Event Service

	MIH_LLEVENT.request
	Remote LL entity
	Remote MIH-ES
	Remote
	Triggers used to report a state change at the remote lower layer entity

	MIH_LLEVENT.indication
	Lower layer entity
	MIH-

ES
	Local 
	Triggers used to report a state change at the local lower layer entity


2.8.2.1.3. MIH-USER  Primitive Group

The primitives associated with the binding operation are as follows:

· MIH-USEREVENT indication

· MIH-USERSOLICITATION request

· MIH-USERSOLICITATIONRESULT indication

The MIH-USER primitive group specifies the set of service primitives that are required to support the event reporting mechanism to MIH users and Upper Layer Entities as described in section 2.8.3.2.2 Event Reporting to Upper Layers. 

In addition, the MIH-USER primitive group allows MIH user to request on-demand services from the MIH function on behalf of the MIH user.

The MIH-ES reports event to MIH Users based on the requirement specified during the binding operation as described in section 2.8.3.1 MIH-ES Binding Procedure. MIH-ES builds this events based on one or more triggers received from lower layer entities. MIH-ES provides logic the uses inputs from lower layer entities to determine when event to MIH user shall be triggered and to determine the content of these triggers. Details on the specification of this logic are outside the scope to this standard.

At the local MIH-ES, events are reported to upper layer or MIH users through MIH-USEREVENT indication. The remote MIH-ES reports events through its MIH-ES peer.

MIH users issue solicitations using primitives MIH-USERSOLICITATION request.

MIH-ES communicates the result of a solicitation request through MIH-USERSOLICITATION indication.
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Figure 14 Time Sequence Diagram depicting Event Reporting mechanism to MIH User and Upper Layer Entities

	Event Primitive
	Source 
	Destination
	Scope
	Description

	MIH_USEREVENT.indication
	Local MIH-ES
	Upper layer Entitiy or MIH User
	Local
	Event used to report a state change or a collection of them at the lower layer

	MIH_USERSOLICITATION.request
	Upper layer Entity or MIH User
	Local MIH-ES
	Local/Remote
	Primitive use to request action to form MIH Function on behalf of MIH user

	MIH_USERSOLICITATIONRESULT.indication
	MIH-ES
	Upper layer Entity or MIH User
	
	Solicitation request result


2.8.2.2. Detail Primitive Specification

This subclause describes in detail the primitives and parameters associated with the identified services. The parameters are specified in an abstract sense. The parameters specify the information that must be available to the receiving entity. A specific implementation is not constrained in the method of making this information available

2.8.2.2.1. MIH-BINDINVOKE request

2.8.2.2.1.1. Function

This primitive is used by the MIH user requests access to MIH services. Both information and event services can be requested through this service primitive. 
2.8.2.2.1.2. Semantics of the service primitive

MIH-BINDINVOKE request

(

UserId

MIHReference
EventMapDescriptor

InformationMapDescriptor

)
2.8.2.2.1.3. When generated

This primitive is generated as a request from a user to bind a to an MIH service or a collection of services
2.8.2.2.1.4. Effect on receipt

MIH process the binding request. MIH determines whether a service should be provided to the requesting user. Provided the binding request is accepted, MIH configures the delivery of requested service based on both the delivery options requested through the Event and Information maps and the availability of these options within MIH
2.8.2.2.1.5. Additional comments

If the binding request has remote scope, MIH uses a confirmation primitive to indicate that the request is being processed. If the binding request has local scope or if the request is not granted, then MIH returns an indication immediately, detailing the result of the request
2.8.2.2.2. MIH-BINDINVOKE confirm

2.8.2.2.2.1. Function

This primitive is used to indicate that a binding request is being processed,
2.8.2.2.2.2. Semantics of the service primitive

MIH-BINDINVOKE confirm

(

UserId

MIHReference

BindingId

)
2.8.2.2.2.3. When generated

MIH generates this primitive when a binding request has remote scope, in order to indicate the user that a binding request is being processed
2.8.2.2.2.4. Effect on receipt

The user identifies the result of its requests based on the BindingId  Information Element (IE) provided by MIH.
2.8.2.2.2.5. Additional comments

If the binding request is successful, the BindingID is used as the MIH-SAP identifier. Otherwise MIH supplies a MIH_SAP identifier separately when the MIH informs the user of a successful binding operation.
2.8.2.2.3. MIH-BINDINVOKE indication

2.8.2.2.3.1. Function

This primitive is used to request remote MIH service or a collection of services.
2.8.2.2.3.2. Semantics of the service primitive

MIH-BINDINVOKE indication

(

NET-SAPId

UserId

RemoteMIHReference
EventMapDescriptor

InformationMapDescriptor

)
2.8.2.2.3.3. When generated

This primitive is generated to communicate a request from a user to bind to an remote MIH service or a collection of services.
2.8.2.2.3.4. Effect on receipt

MIH process the binding request. MIH determines whether a service should be provided to the requesting user. Provided the binding request is accepted, MIH configures the delivery of requested service based on both the delivery options requested through the Event and Information maps and the availability of these options within MIH
2.8.2.2.3.5. Additional comments

None
2.8.2.2.4. MIH-BINDRESULT request

2.8.2.2.4.1. Function

This primitive is used to communicate the result of a remote MIH binding request
2.8.2.2.4.2. Semantics of the service primitive

MIH-BINDRESULT request

(

NET-SAPId

UserId

RemoteBindingId

RemoteMIHReference

EventMapDescriptor

InformationMapDescriptor

)
2.8.2.2.4.3. When generated

This primitive is generated to communicate the result of a request to bind to an remote MIH service or a collection of services.
2.8.2.2.4.4. Effect on receipt

The remote binding result is relay to the remote MIH entity for further delivery to the user.
2.8.2.2.4.5. Additional comments

Information is delivered to a user based on the NET-SAPid, RemoteMIHReference and UserId.
2.8.2.2.5. MIH-BINDRESULT confirm

2.8.2.2.5.1. Function

This primitive is used to indicate that the result of a binding request has been sent to the remote MIH peer
2.8.2.2.5.2. Semantics of the service primitive

MIH-RESULT confirm

(

RemoteBindingId

)
2.8.2.2.5.3. When generated

This primitive is generates when a remote binding request result has been sent to the remote MIH peer
2.8.2.2.5.4. Effect on receipt

The remote MIH peer might use the RemoteBindingId to identify further communications for this request
2.8.2.2.5.5. Additional comments

2.8.2.2.6. MIH-BINDRESULT indication

2.8.2.2.6.1. Function

This primitive is used to communicate the result of an MIH binding request
2.8.2.2.6.2. Semantics of the service primitive

MIH-BINDRESULT request

(

UserId

NET-SAPId 

BindingId

BindResult

MIHReference 
RemoteBindingId

RemoteMIHReference

EventMapDescriptor

InformationMapDescriptor

)
2.8.2.2.6.3. When generated

This primitive is generated to communicate the result of a request to bind to an MIH service or a collection of services.
2.8.2.2.6.4. Effect on receipt

The user determines the result of the binding procedures, based on the BindResult IE. If binding is successful, the user can avail of MIH services immediately. The EventMapDescriptor and InformationMapDescriptor indicate which events and information elements have been bound.
2.8.2.2.6.5. Additional comments

Note that a user that is bound to MIH can request specific actions for MIH to execute on its behalf.
2.8.2.2.7. MIH-LLEVENTCONFIG request

2.8.2.2.7.1. Function

This primitive is used by MIH to requests configuration of lower layer events. Both information and event services can be configured through this service primitive. 
2.8.2.2.7.2. Semantics of the service primitive

MIH-LLEVENTCONFIG request

(

MIHReference

RequestId

EventConfigurationDescriptor

InformationConfigurationDescriptor

MediaDependentConfigurationDescriptor

)
2.8.2.2.7.3. When generated

This primitive is generated when MIH requires to configure event and information triggers.
2.8.2.2.7.4. Effect on receipt

The lower layer entity sets or updates configuration thresholds as specified by the event and information descriptors.
2.8.2.2.7.5. Additional comments

Event and information configuration shall use existing MLME and PLME Service Access Points to be able to configure MIH triggers in the lower layers. The MediaDependentConfigurationDescriptor allows other technologies (i.e.,3GPP and 3GPP2) to configure their lower layers triggers.
2.8.2.2.8. MIH-LLEVENTCONFIG indication

2.8.2.2.8.1. Function

This primitive is used by MIH to requests configuration of remote lower layer events. Both information and event services can be configured through this service primitive. 
2.8.2.2.8.2. Semantics of the service primitive

MIH-LLEVENTCONFIG request

(

NET-SAPId 

MIHReference 
RemoteMIHReference

RequestId

EventConfigurationDescriptor

InformationConfigurationDescriptor

MediaDependentConfigurationDescriptor

)
2.8.2.2.8.3. When generated

This primitive is generated when MIH requires to configure remote events and information triggers.
2.8.2.2.8.4. Effect on receipt

The remote MIH peer configures the lower layer entity and it sets or updates configuration thresholds as specified by the event and information descriptors.
2.8.2.2.8.5. Additional comments

Event and information configuration shall use existing MLME and PLME Service Access Points to be able to configure MIH triggers in the lower layers. The MediaDependentConfigurationDescriptor allows other technologies (i.e.,3GPP and 3GPP2) to configure their lower layers triggers.

2.8.2.2.9. MIH-LLEVENTCONFIGRESULT request

2.8.2.2.9.1. Function

This primitive is used to communicate the result of a remote MIH event configuration request
2.8.2.2.9.2. Semantics of the service primitive

MIH-BINDRESULT request

(

NET-SAPId 

MIHReference 
RemoteMIHReference

RequestId

MIHReference

EventConfigurationResult

InformationConfigurationResultr

MediaDependentConfigurationResult

)
2.8.2.2.9.3. When generated

This primitive is generated to communicate the result of a remote lower layer MIH event and information trigger configuration operation.
2.8.2.2.9.4. Effect on receipt

The remote configuration result is relayed to the remote MIH entity.
2.8.2.2.9.5. Additional comments

None.
2.8.2.2.10. MIH-LLEVENTCONFIGRESULT indication

2.8.2.2.10.1. Function

This primitive is used to communicate the result of an MIH event configuration request
2.8.2.2.10.2. Semantics of the service primitive

MIH-BINDRESULT request

(

RequestId

MIHReference

EventConfigurationResult

InformationConfigurationResultr

MediaDependentConfigurationResult

)
2.8.2.2.10.3. When generated

This primitive is generated to communicate the result of a lower layer MIH event and information trigger configuration operation.
2.8.2.2.10.4. Effect on receipt

MIH uses RequestId IE to identified the request that generated the result and determine what thresholds have been successfully set.
2.8.2.2.10.5. Additional comments

None.
2.8.2.2.11. MIH-LLEVENT inidication
2.8.2.2.11.1. Function

The Lower Layer entity uses this primitive to provide link state information that can be used in the selection of a new link.
2.8.2.2.11.2. Semantics of the service primitive

MIH_LLEVENT.indication

(

UserId

NET-SAPId 

BindingId

BindResult

MIHReference 
RemoteBindingId

RemoteMIHReference

EventDescriptor

InformationDescriptor

)

2.8.2.2.11.3. When generated

The loweR layer entitiy generates this primitive when a thresholds requiring event notification or information update have been crossed
2.8.2.2.11.4. Effect on receipt

The MIH-CF uses the EventDescriptor and InformationDescriptor provided by one or more events in order to determine whether a MIH-USEREVENT shall be triggered.
2.8.2.2.11.5. Additional comments

An MIH-LLEVENT might map directly intro an MIH_USEREVENT depending on the configuration of the map provided by the user.
2.8.2.2.12. MIH-USEREVENT indication

2.8.2.2.12.1. Function

MIH uses this primitive to provide upper layers with an indication regarding the conditions prevailing at the link layer supporting the current interface
2.8.2.2.12.2. Semantics of the service primitive

MIH-USEREVENT.indication

(

UserId

BindingId

MIHReference 
EventDescriptor

InformationDescriptor

)

2.8.2.2.12.3. When generated

MIH generates this primitive when it determines that the link conditions as reported by the lower layer primitives do not longer satisfy the requirement imposed by the user.
2.8.2.2.12.4. Effect on receipt

Upper layer entity or MIH user is behavior is not specified in this standard.
2.8.2.2.12.5. Additional comments

None
2.8.2.2.13. MIH-USERSOLICITATION request

2.8.2.2.13.1. Function

The upper layer uses this primitive to command and action at the MIH function
2.8.2.2.13.2. Semantics of the service primitive

MIH-USERSOLICITATION.request
(

UserId

BindingId

MIHReference 
RequestedActionDescriptor

)
2.8.2.2.13.3. When generated

The upper layer entity or MIH user generates this primitive to command the MIH-CF to perform an action on the lower layer on its behalf
2.8.2.2.13.4. Effect on receipt

The MIH-CF executes the action on the relevant lower layer as per command.
2.8.2.2.13.5. Additional comments

None
2.8.2.2.14. MIH-USERSOLICITATION indication

2.8.2.2.14.1. Function

This primitive is used to request the MIH peer to execute an action on remote lower layers on behalf of the MIH user.
2.8.2.2.14.2. Semantics of the service primitive

MIH-USERSOLICITATION.indication

(

UserId

NET-SAPId 

BindingId

BindResult

MIHReference 
RemoteBindingId

RemoteMIHReference 

RequestedActionDescriptor

)
2.8.2.2.14.3. When generated

This primitive is generated when a request from the remote peer is received to command the remote MIH-CF to perform an action on the lower layer on behalf of the MIH User
2.8.2.2.14.4. Effect on receipt

The remote MIH-CF executes the action on the relevant lower layer as per command
2.8.2.2.14.5. Additional comments

None
2.8.2.2.15. MIH-USERSOLICITATIONRESULT request

2.8.2.2.15.1. Function

This primitive is used to convey the result of an action requested from the remote MIH-CF by the MIH user
2.8.2.2.15.2. Semantics of the service primitive

MIH-USERSOLICITATIONRESULT.request
(

UserId

NET-SAPId 

BindingId

BindResult

MIHReference 
RemoteBindingId

RemoteMIHReference 

EventDescriptor

InformationDescriptor

)

2.8.2.2.15.3. When generated

The primitive is generated by the remote MIH-CF peer when either an action has been executed or the MIH-CF has determined that the action could not be performed
2.8.2.2.15.4. Effect on receipt

The remote user solicitation result is relay to the MIH CF entity for further delivery to the user
2.8.2.2.15.5. Additional comments

None
2.8.2.2.16. MIH-USERSOLICITATIONRESULT indication

2.8.2.2.16.1. Function

This primitive is used to convey the result of an action requested from the MIH-CF by the MIH user
2.8.2.2.16.2. Semantics of the service primitive

MIH-USERSOLICITATIONRESULT.indication

(

UserId

BindingId

MIHReference 
EventDescriptor

InformationDescriptor

)

2.8.2.2.16.3. When generated

The primitive is generated by the MIH-CF when either an action has been executed or the MIH-CF has determined that the action could not be performed
2.8.2.2.16.4. Effect on receipt

Upper layer entity or MIH user is behavior is not specified in this standard.
2.8.2.2.16.5. Additional comments

None
2.8.3. Event Service Procedures

The Event Service within MIH is comprised of three main procedures:

· The Binding Procedure

· The Event Reporting Procedure
· The User Solicitation Procedures

These procedures are always initiated and shaped by the specific requirements imposed by the user of the service. The following section detailed these three procedures.
2.8.3.1. MIH-ES Binding Procedure

The binding procedure is characterized by an upper layer entity or MIH user requesting the delivery of notification from the MIH CF based on a well defined set of conditions

The binding procedure initializes the event service for a particular user..
2.8.3.2. Event Reporting Procedures

A user that has bound to the event service is able to receive event notification based on the configuration of the service provided during the binding procedure. Events are reported for both local and remote trigger conditions

2.8.3.3. User Solictitation Procedures

The MIH-CF allows a user to request actions on lower layer executed by the MIH CF. Actions are requested using a generic interfaces that can optionally isolate the user from the characteristics of the undernlying layer.
2.8.3.3.1. Event Reporting from Lower Layers

Event are reported from lower layers based on the configuration of thresholds the determine a state change of the underlying link conditions.
2.8.3.3.2. Event Reporting to Upper Layers

The MIH-ES collects events form available link layer interfaces and provides a single notifications to upper layer entities and MIH users.
2.8.4. Event Service Configuration Procedures

2.8.4.1. Event Service Configuration Primitives

2.8.4.1.1. Management Specific Configuration

TBD
2.8.4.1.2. Event Specific Configuration

TBD
2.8.4.2. Event Configuration MIB

TBD
2.8.5. Event Service Information Elements

TBD
2.8.5.1. Event Service Information Elements for 802.3 Interaction

Condition of 802.3 link can be in two status: DOWN or UP. Link goes down when frames can be not delivered, either sending or receiving. Link goes up when frames can be delivered successfully. Correspondingly, two events are defined for 802.3 links: LINK_UP and LINK_DOWN. Such events can be generated through 802.3 MAC layer management SAP.

The 802.3 management SAP can be extended with two new notifications: LINK_UP and LINK_DOWN. LINK_DOWN should be generated when no frame transmission can be performed. LINK_UP should be generated when frames can be sent or received successfully.
2.8.5.2. Event Service Information Elements for 802.11 Interaction

Event service information elements are provided through the primitives associated with MLME and PLME SAPs. MLME and PLME are interfaces for managing MAC and PHY layer modules. MIH should be allowed to retrieve information from these management SAPs in order to keep track of link conditions. In general, such information can be acquired in two ways; active and passive. MIH can actively poll information from management SAP by using GET.request primitive. In addition, notifications are originated from management SAPs, and hence MIH can be automatically informed about all link condition changes. Both modes are complementary to each other. The active polling allows MIH to acquire the detailed link attribute information such as connection status, error rate, signal strength, etc. whenever necessary. The passive mode allows MIH to detect connection status change quickly without incurring periodic polling overhead and hence may lead to more efficient implementation.

The existing MLME is defined to be accessed by SME. In order to allow MIH to receive notifications from MLME, two modifications are in need:

1. The following confirm and indication primitives should be sent to both SME and MLME, instead of just SME:

· MLME-SCAN.confirm

This primitive returns the descriptions of the set of BSSs detected by the scan process.

· MLME-JOIN.confirm

This primitive returns the result of MLME-JOIN.request for establishing synchronization with a BSS.

· MLME-AUTHENTICATE.confirm

This primitive reports the results of authentication attempt with a specified peer MAC entity.

· MLME-AUTHENTICATE.indication

This primitive reports the establishment of an authentication relationship with a specified peer MAC entity.

· MLME-DEAUTHENTICATE.confirm

This primitive reports the results of a deauthentication attempt with a specified peer MAC entity.

· MLME-DEAUTHENTICATE.indication

This primitive reports the invalidation of an authentication relationship with a specified peer MAC entity.

· MLME-ASSOCIATE.confirm

This primitive reports the results of an association attempt with a specified peer MAC entity that is acting as an AP.

· MLME-ASSOCIATE.indication

This primitive reports the establishment of an association with a specified peer MAC entity.

· MLME-REASSOCIATE.confirm

This primitive reports the results of a reassociation attempt with a specified peer MAC entity that is acting as an AP.

· MLME-REASSOCIATE.indication

This primitive reports the establishment of a reassociation with a specified peer MAC entity.

· MLME-MREPORT.indication

This primitive reports the measurement result from a peer entity.

2. New primitives should be added:

· PLME-ER.request

This primitive requests energy report (signal strength) to be generated for the given thresholds and hysteresis. Up to three thresholds and one hysteresis can be specified. This primitive is generated by MIH to PLME.

· PLME-ER.indication

This primitive generates energy report (signal strength) for the given thresholds and hysteresis. Reports are generated whenever energy level crosses the specified threshold. Hysteresis is applied to avoid flapping. This primitive is generated by PLME to MIH.
2.8.5.3. Event Service Information Elements for 802.16 Interaction

Event service information elements are provided through the primitives associated with MLME and PLME SAPs. MLME and PLME are interfaces for managing MAC and PHY layer modules. MIH should be allowed to retrieve information from these management SAPs in order to keep track of link conditions. In general, such information can be acquired in two ways; active and passive. MIH can actively poll information from management SAP by using GET.request primitive. In addition, notifications are originated from management SAPs, and hence MIH can be automatically informed about all link condition changes. Both modes are complementary to each other. The active polling allows MIH to acquire the detailed link attribute information such as connection status, error rate, signal strength, etc. whenever necessary. The passive mode allows MIH to detect connection status change quickly without incurring periodic polling overhead and hence may lead to more efficient implementation.

The existing MLME is defined to be accessed by SME. In order to allow MIH to receive notifications from MLME, two modifications are in need:
1.    The following confirm and indication primitives should be sent to

both SME and MLME, instead of just SME:

·    MLME-RANGE.confirm

This primitive returns the descriptions of the set of active set of BSs detected by the ranging process.

·    MLME-SYNC.confirm

This primitive returns the result of MLME-SYNC.request for establishing synchronization with a BSS.

·    MLME-AUTHENTICATE.confirm

This primitive reports the results of authentication attempt with a specified peer MAC entity.

·    MLME-AUTHENTICATE.indication

This primitive reports the establishment of an authentication relationship with a specified peer MAC entity.

·    MLME-DEAUTHENTICATE.confirm

This primitive reports the results of a deauthentication attempt with a specified peer MAC entity.

·    MLME-DEAUTHENTICATE.indication

This primitive reports the invalidation of an authentication relationship with a specified peer MAC entity.

·    MLME-REGISTER.confirm

This primitive reports the results of a registration attempt with a specified peer MAC entity at the BS.

·    MLME-REGISTER.indication

This primitive reports the resukts of a registrationattempt with a specified peer MAC entity.

·    MLME-HO.confirm

This primitive reports the results of intra-technology HO attempt with a specified peer MAC entity.

·    MLME-HO.indication

This primitive reports the result of intra-technology HO attempt with a specified peer MAC entity.

·    MLME-MREPORT.indication

This primitive reports the measurement result from a peer entity.

2.    New PHY primitives should be added:

·    PLME-ER.request

This primitive requests energy report (signal strength) to be generated for the given thresholds crossing and within an hysteresis limits. Up to three thresholds and one hysteresis can be specified. This primitive is generated by MIH to PLME.

·    PLME-ER.indication

This primitive generates energy report (signal strength) for the given thresholds crossing and hysteresis limits. Reports are generated whenever energy level crosses the specified threshold. Hysteresis is applied to avoid flapping. This primitive is generated by PLME to MIH.

2.8.5.4. Event Service Information Elements for 3GPP Interaction

As per the current 3GPP standard, PHY and MAC SAPs would be used to communicate information to the RRC as shown in the Figure x below.  The RRC will communicate PHY and MAC information to the MIH using a 3GPP-RRC SAP as depicted in the Figure x.  In addition to the 3GPP-RRC SAP, The PPP layer would use the 3GPP PPP SAP to carry events and triggers at the PPP layer towards the MIH. The list of event s and triggers carried over 3GPP RRC and PPP SAPs are as follows.


[image: image17.wmf] 

RRC

 

Upper Layers (MIH Users)

 

PPP

 

MAC

 

MIH

 

PHY

 

3GPP

-

RRC

 

SAP

 

3GPP

-

PPP

 

SAP

 

MIH SAP

 

PHY SAP

 

MAC SAP

 


Figure 15: Placement of the MIH layer in the 3GPP mobility-management protocol stack.
2.8.5.4.1. 3GPP-RRC SAP

3GPP-Link-Up: This trigger specifies that the link is up. This trigger should be sent from the LAC to the MIH after the RRC determines that both the MAC and PHY are up.

3GPP-Link-Down: This trigger specifies that the link is down. This trigger should be sent from the LAC to the MIH after the RRC determined that either the MAC or the PHY is down.

3GPP-Link-Going-Down: This trigger specifies that the link is going down in the “near future”. This trigger should be based on the fact that either the MAC or the PHY is going down.

3GPP-Link-Signal-Strength: This trigger indicates the signal strength at the physical layer and it is expected that the RRC receive this information from the PHY as part of the PHY SAP.

3GPP-Link-SNR: This trigger indicates the signal-to-noise ratio at the physical layer.  Again, it is expected that the RRC receive this information from the PHY as part of the PHY SAP.

2.8.5.4.2. 3GPP-PPP SAP

Within a UMTS network standardized by 3GPP, PPP provides a mechanism to establish a point-to-point link between the terminal and the GGSN and then encapsulate and transport IP packets over this link. The PPP layer within a standard 3GPP terminal could send information about the PPP link to the local MIH entity that resides within the terminal or in the case of the 3GPP network, the PPP layer on the GGSN could send information to the MIH that is located within the GGSN. The PPP triggers defined in this document are common to both the terminal and the GGSN. The figure above illustrates the 3GPP-PPP-SAP from the PPP layer to the MIH.  The various PPP triggers that will be generated by the PPP layer and sent to the MIH entity are described in the next section.

2.8.5.5. Event Service Information Elements for 3GPP2 Interaction

As per the current standard, PHY and MAC SAPs will be used to communicate information with the LAC and PPP as shown in the Figure below. Event service information for 3GPP2 is exchanged using the 3GPP2-PPP SAP and 3GGP2-LAC SAP. All the triggers specified below within the context of both the 3GPP2-PPP SAP and 3GPP2-LAC SAP are carried over the MIH_LLEVENT.indication primitive defined earlier. The triggers specified below are common to both the terminal and the network.
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Figure 16:  Placement of the MIH layer in the 3GPP2 mobility-management protocol stack.
2.8.5.5.1. 3GPP2-LAC SAP

3GPP2-Link-Up: This trigger specifies that the link is up. This trigger should be sent from the LAC to the MIH after the LAC determines that both the MAC and Phy are up.
3GPP2-Link-Down: This trigger specifies that the link is down. This trigger should be sent from the LAC to the MIH after the LAC determined that either the MAC or the Phy is down.
3GPP2-Link-Going-Down: This trigger specifies that the link is going down in the “near future”. This trigger should be based on the fact that either the MAC or the Phy is going down.

3GPP2-Link-Signal-Strength: This trigger indicates the signal strength at the physical layer and it is expected that the LAC receive this information from the Phy as part of the Phy SAP.
3GPP2-Link-SNR: This trigger indicates the signal-to-noise ratio at the physical layer.  Again, it is expected that the LAC receive this information from the Phy as part of the Phy SAP.

2.8.5.5.2. 3GPP2-PPP SAP

PPP triggers are sent over the 3GPP-PPP SAP during both the Link Control Phase and the Network Control Phase of PPP link establishment. These are triggers that can be produced within the current PPP state machine implementation as shown illustrated below and thus does not require changes to the normal PPP state machine implementation.

There are two phases to the establishment of a PPP session in 3GPP2 namely the Network Control Phase (NCP) and the Link Control Phase (LCP). The Network Control Phase is a component within the PPP state machine and takes place when the Link Control Protocol has opened the PPP link. The Link Control Phase continues until the Link is terminated. We propose that PPP implementations provide the capability for these triggers to be generated and communicated to the MIH using the 3GPP2-PPP-SAP.
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Figure 17: PPP (LCP, IPCP) state machine applicable to 3GPP and 3GPP2.

The proposed triggers are summarized below with appropriate descriptions. We first consider the triggers generated during the LCP and then the NCP.
2.8.5.5.3. LCP Triggers: 
As shown in the above state machine sequence for PPP link negotiation, maintenance and termination, when a PPP link is to be established, the availability of the physical layer is checked and if it is available it is deemed that PPP negotiation could be initiated. This is indicated by the Established state. From this state, the end-points exchange LCP parameters to open the LCP link. If this parameter exchange fails due to some reason, a 3GPP2-LCP-Configure-Failure event is triggered and the PPP link establishment fails. If the parameter exchange is successful, the end-points move into the LCP_Authenticate state. During this transition a 
3GPP2-LCP-Link-Open trigger is sent which indicates that the link is open but authentication (that is CHAP/PAP) is yet to be performed. Once the authentication is successful, the state machine moves into the LCP_Opened state. The successful authentication triggers a 3GPP2-LCP-Link-Up event. If the authentication is unsuccessful, a 3GPP2-LCP-Auth-Failure event is triggered and the link is terminated by moving the state machine to the LCP_Terminate state. When the PPP link is to be closed, it could be initiated both by the local end-point or the remote-end point. In either case, when appropriate messages are received, the state machine moves to the LCP_Terminate state. Depending on who initiated the closing of the PPP link, appropriate triggers 3GPP2-LCP-Closing trigger is initiated.
In addition, three triggers that are not dependent on state transitions but could happen any time when the state machine is in either the Established, LCP_Authenticate and LCP_Opened states are:

3GPP2-LCP-Carrier-Failure,, which indicates the failure of a lower layer link and that the PPP link will be terminated. 
3GPP2-LCP-Link-Quality-Failure, which indicates that the link quality is below a configured threshold (this does not necessarily mean that PPP link should be terminated), and 

3GPP2-LCP-Timeout,  which indicates that the PPP link will be terminated because of some time-out (possibly because an expected message does not arrive before the expiration of a timer). 
To summarize the LCP triggers:

3GPP2-LCP-Configure-Failure: Link parameter configuration failed.

3GPP2-LCP-Link-Open: Link is up but authentication is not complete (pre-authentication trigger).

3GPP2-LCP-Link-Up: Link is up and authentication has been completed (post-authentication trigger).

3GPP2-LCP-Auth-Failure: Link authentication failed.
3GPP2-LCP-Closing: Link is being closed (normal closing)

3GPP2-LCP-Carrier-Failure: Link failed because of lower layer link failure (abnormal closing).

3GPP2-LCP-Link-Quality-Failure: Link quality below configured threshold.

3GPP2-LCP-Timeout: Link terminated because of timeout (abnormal closing).

NCP Triggers: 
Within the LCP_Opened state, during NCP, the sub-protocol of interest is the IPCP. The (sub) state machine for IPCP is shown within the LCP_Opened state in the above figure. From the IPCP_Open state, if the IPCP parameter configuration is successful, the state machine moves to the IPCP_Opened state and the trigger 3GPP2-IPCP-Link-Open  is generated. If the parameter configuration is unsuccessful, the state machine moves to the IPCP_Close state and the trigger 3GPP2-IPCP-Config-Failure is generated. If the IPCP link is closed normally, the state machine moves from the IPCP_Opened state to the IPCP_Closed state and the trigger 3GPP2-IPCP-Link-Closed is generated. In addition, when IPCP parameters are being exchanged, if there is a time-out event, a 3GPP2-IPCP-Timeout trigger is generated and the state machine moves to the IPCP_Closed state. 

To summarize the IPCP triggers:

3GPP2-IPCP-Link-Open: Link is open.

3GPP2-IPCP-Link-Closed: Link is closed normally.
3GPP2-IPCP-Config-Failure: IPCP parameter configuration failure and link is closed abnormally.
3GPP2-IPCP-Timeout: Link is closed abnormally because of timeout.

2.8.5.6. Event Service Information Elements for IP and MIP Interaction

2.9. Media Independent Information Service

2.9.1. Introduction

The idea behind Media Independent Handover Information Services is that a network element in the network, either independent of an access network or within a specific access network or even specific to a given service provider could hold static information regarding a set of alternate access networks. This information can then be provided to an access terminal based on a query and response mechanism. 

As stated earlier, if the Information Services are to be deployed within an access network then layer-2 transport could be used to convey the information elements as well as messages within that specific access network. On the other hand, if the Information Services are deployed deep in the network then some layer-three transport mechanism has to be used to transport the information elements and messages.

One other method of getting Information Services could be where an access network pre-fetches information elements both as they relate to per access network as well as the information elements relate to per base station such that any terminal queries can be satisfied by the access network rather than the query being served by the IS server residing deep in the network.
2.9.2. Information Service Procedures

Information services procedures include two primitives (request and response) that would facilitate a terminal requesting information from the Information Services and receiving a response from it. In addition provisioning primitives either adding, deleting or updating information elements are included. These are not accessed by the terminal but rather provisioned or configured by the network management elements responsible for the IS.

2.9.2.1. Provision Specific Primitives

The specific primitives for provisioning (configuration) are

· MIH_IS_PROVISION.Add

· MIH_IS_PROVISION.Delete

· MIH_IS_PROVISION.Update

2.9.2.2. Request Specific Primitives

The specific request primitives are

· MIH_IS_QUERY.Request

· MIH_IS_QUERY.Response

2.9.3. Information Service Configuration Procedures

2.9.3.1. Configuration Primitives

2.9.3.1.1. Management Specific Configuration Primitives

2.9.3.1.2. Information Specific Configuration Primitives

2.9.3.2. Information Service Configuration MIB

MIH-INFORMATION-SERVICES-MIB DEFINITIONS ::= BEGIN

IMPORTS


MODULE-IDENTITY, OBJECT-TYPE, NOTIFICATION-TYPE,


Integer32, Counter32, IpAddress, enterprises



FROM SNMPv2-SMI

      
TEXTUAL-CONVENTION, RowStatus, DisplayString, TruthValue,



FROM SNMPv2-TC


MODULE-COMPLIANCE, OBJECT-GROUP, NOTIFICATION-GROUP



FROM SNMPv2-CONF

      ;

-- For information only. Neeed to acquire the official MIB identifier:


mih OBJECT IDENTIFIER ::= { iso(1) member-body(2) us(840) ieee802dot21(10999) }


is OBJECT IDENTIFIER ::= { mih 2 }

mihIsMIB MODULE-IDENTITY


LAST-UPDATED "200504271400Z"  -- 27 April 2005 14:00:00 EDT


ORGANIZATION "Lucent Technologies"


CONTACT-INFO "



Peretz Feder



15H-228 67 Whippany Rd




Whippany, NJ  07981-0903  U S



Tel:
+1 973 386 6976



Email: pfeder@lucent.com

        -- Additional contacts can be added here


DESCRIPTION "



This MIB module contains manged objects for the MIH Information Services"


REVISION "200504271400Z"  -- 27 April 2005 14:00:00 EDT


DESCRIPTION "



Initial version."

::= { is 2 }

BSAttributes ::= SEQUENCE

BEGIN

{


BSID_LEN


INTEGER,


BSID



INTEGER, 


ServiceProviderName

IA5String,


State



IA5String OPTIONAL,


Country



IA5String OPTIONAL,


AccessTechnology ::= CHOICE 


{



802.3, 802.11a, 802.11b, 802.11g, 802.11n, 802.16d, 802.16e, GSM, GPRS, EDGE, UMTS, HSDPA, 3G1X, EV-DO-Rel0, EV-DO-RevA, EV-DV


}, 


NumSectors


INTEGER OPTIONAL,


ChannelBandwidthMHz

REAL,


StartChannelMHz

REAL,


DLPeakDataRateKbps

REAL,


ULPeakDataRateKbps

REAL,


SecuritySuite ::= SEQUENCE



{




Authentication

ENUMERATED {None, EAP-TLS, EAP-TTLS, EAP-SIM, EAP-AKA, 802.1x },




EncryptionMode

ENUMERATED {None, WEP, AES},




EncryptionAlgorithm
ENUMERATED {None}




KeyProvisioning

ENUMERATED {None, PSK},




KeyManagement

ENUMERATED {None, TKIP, WPA-PSK, AES}



},


Currency


IA5String DEFAULT “US$”,



ClassCost ::= SEQUENCE



{




CoS


IA5String,




Cost


REAL,




QoS ::= SEQUENCE




{





DataRateKbps

REAL,





MinLatencyMsec
INTEGER,





MaxLatencyMsec
INTEGER,





MaxJitterMsec

INTEGER




}



},



ClassofService


BITString {RealTime, DelaySensitive, DelayInSensitive, BestEffort},


AccessRouterInfo ::= SEQUENCE


{



AccessRouterAddress

IA5String,



IPversion


ENUMERTAED {IPv4, IPv6},



MobilityProtocolSupport

ENUMERATED {None, MIPv4, MIPv6, SIP},



FASupport


BOOLEAN DEFAULT FALSE OPTIONAL


}


CartesianCoordinateLocation ::= SEQUENCE (this could supply access tech info as well per location


{

Latitude

[0]
REAL OPTIONAL,

Longitude
[1]
REAL OPTIONAL,

Altitude

[2]
REAL OPTIONAL



},

}

END

--The RequestingBSID in the following structure is the BS with respect to which 

--the NeighorList is generated. The number of neighbors the information element 

--returns is dependent on the requesting BSID.

--NeighborList ::= SEQUENCE

--{

--
RequestingBSID
INTEGER,

--
NumNeighbors

INTEGER,

--
BS
[0]

ANY DEFINED BY BSAttributes, 

--
BS
[1]

ANY DEFINED BY BSAttributes, 

--
 :
 :

     :

--
 :
 :

     :

--
BS
[N]

ANY DEFINED BY BSAttributes

--}

NeighborList 
OBJECT-TYPE

    SYNTAX      NeighborList 

    MAX-ACCESS  not-accessible

    STATUS      current

    DESCRIPTION

            "."

    ::= { mihIsMIB 12 }

--Max of 10 statically allocated Neighbors

--simplistic  model

NeighborList ::=

    SEQUENCE {

        RequestingBSID
INTEGER,


NumNeighbors

INTEGER,


BS1



OCTET STRING,


BS2



OCTET STRING,


BS3



OCTET STRING,


BS4



OCTET STRING,


BS5



OCTET STRING,


BS6



OCTET STRING,


BS7



OCTET STRING,


BS8



OCTET STRING,


BS9



OCTET STRING,


BS10



OCTET STRING


}

RequestingBSID
OBJECT-TYPE

    SYNTAX      INTEGER

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 1 }

NumNeighbors

OBJECT-TYPE

    SYNTAX      INTEGER

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 2 }

BS1
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 3 }

BS2
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 4 }

BS3
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 5 }

BS4
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 6 }

BS5
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
7 }

BS6
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 8 }

BS7
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 9 }

BS8
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 10 }

BS9
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 11 }

BS10
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { NeighborList 12 }

--Similarly, RequestingServiceProviderName is the following structure is the 

--Service Provider with respect to which the SLAList is generated. The number 

--of service provider entries that the information element returns is dependent 

--on the specific requesting service provider.

--SLAList ::=

--{

--
RequestingServiceProviderName
IA5String,

--
NumSLAServiceProvider

INTEGER,

--
SP
[0]



IA5String, 

--
SP
[1]



IA5String,

--
 :
 :



  :

--
 :
 :



  :

--
SP
[N]



IA5String

-}

SLAList 
OBJECT-TYPE

    SYNTAX      SLAList 

    MAX-ACCESS  not-accessible

    STATUS      current

    DESCRIPTION

            "."

    ::= { mihIsMIB 13 }

--Max of 10 statically allocated SLAs

--simplistic  model

SLAList 
::=

    SEQUENCE {

        RequestingServiceProviderName
DisplayString,


NumSLAServiceProvider

INTEGER,


SP1



DisplayString,


SP2



DisplayString,


SP3



DisplayString,


SP4



DisplayString,


SP5



DisplayString,


SP6



DisplayString,


SP7



DisplayString,


SP8



DisplayString,


SP9



DisplayString,


SP10



DisplayString


}

RequestingServiceProviderName
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
1 }

NumSLAServiceProvider

OBJECT-TYPE

    SYNTAX      INTEGER

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
2 }

SP1
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
3 }

SP2
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
4 }

SP3
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
5 }

SP4
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
6 }

SP5
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
7 }

SP6
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
8 }

SP7
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
9 }

SP8
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
10 }

SP9
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
11 }

SP10
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { SLAList 
12 }

--This provides the access technology list in order of the preference as provisioned 

--by the service provider in case an inter-technology handover is desired. 

--This preference list view is Service Provider specific and would change with the 

--requesting service provider name. This information is provided to the terminal as 

--part of selecting the preferred access technology as provisioned by the service provider. 

--This information is not unique to a particular user but rather the service provider 

--global preference attributes.

--AccessPreferenceList ::=

--{

--
RequestingServiceProviderName
IA5String,

--
NumAccessTechnologies

INTEGER,

--
AccessTechnology
[0]

IA5String,

--
AccessTechnology
[1]

IA5String,

--
  :


 :

  :

--
  :


 :

  :

--
AccessTechnology
[N]

IA5String

--}

AccessPreferenceList OBJECT-TYPE

    SYNTAX      AccessPreferenceList 

    MAX-ACCESS  not-accessible

    STATUS      current

    DESCRIPTION

            "."

    ::= { mihIsMIB 14 }

--Max of 10 statically allocated access technologies

--simplistic  model

AccessPreferenceList ::=

    SEQUENCE {

        RequestingServiceProviderName
DisplayString,


NumAccessTechnologies

INTEGER,


AccessTechnology1

DisplayString,


AccessTechnology2

DisplayString,


AccessTechnology3

DisplayString,


AccessTechnology4

DisplayString,


AccessTechnology5

DisplayString,


AccessTechnology6

DisplayString,


AccessTechnology7

DisplayString,


AccessTechnology8

DisplayString,


AccessTechnology9

DisplayString,


AccessTechnology10

DisplayString


}

RequestingServiceProviderName
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 1 }

NumAccessTechnologies

OBJECT-TYPE

    SYNTAX      INTEGER

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 2 }

AccessTechnology1

OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 3 }

AccessTechnology2 
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 4 }

AccessTechnology3
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 5 }

AccessTechnology4
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 6 }

AccessTechnology5
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 7 }

AccessTechnology6
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 8 }

AccessTechnology7
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 9 }

AccessTechnology8
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 10 }

AccessTechnology9
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 11 }

AccessTechnology10
OBJECT-TYPE

    SYNTAX      DisplayString

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            ". "

    ::= { AccessPreferenceList 12 }

--PreferenceListPolicyOverride ::=

--{

--
UserSpecificConfigurationOverride
BOOLEAN DEFAULT TRUE,

--
ServiceProviderOverride

BOOLEAN DEFAULT FALSE,

--
UserOverride



BOOLEAN DEFAULT FALSE

--}

--The PreferenceListPolicyOverride is to specify how user based policies

--could be used. The UserSpecificConfigurationOverride being TRUE implies that the 

--policies that are downloaded or set by a user specific configuration would override 

--any policies that are provided by the Information Services.

PreferenceListPolicyOverride OBJECT-TYPE

    SYNTAX      PreferenceListPolicyOverride 

    MAX-ACCESS  not-accessible

    STATUS      current

    DESCRIPTION

            "The PreferenceListPolicyOverride is to specify how user based policies



could be used. The UserSpecificConfigurationOverride being TRUE implies that the 



policies that are downloaded or set by a user specific configuration would override 



any policies that are provided by the Information Services."

    ::= { mihIsMIB 15 }

PreferenceListPolicyOverride ::=

    SEQUENCE {

        UserSpecificConfigurationOverride
TruthValue,


ServiceProviderOverride


TruthValue,


UserOverride



TruthValue


}

UserSpecificConfigurationOverride
OBJECT-TYPE

    SYNTAX      TruthValue

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            "Default Value is TRUE."

    ::= { PreferenceListPolicyOverride 1 }

ServiceProviderOverride

OBJECT-TYPE

    SYNTAX      TruthValue

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            "Default Value is FALSE"

    ::= { PreferenceListPolicyOverride 2 }

UserOverride


OBJECT-TYPE

    SYNTAX      TruthValue

    MAX-ACCESS  read-write

    STATUS      current

    DESCRIPTION

            "Default Value is FALSE"

    ::= { PreferenceListPolicyOverride 3 }

-- Object(s) associated with 802.3 Interaction

-- Object(s) associated with 802.11 Interaction

AccessPointID ::= SEQUENCE

{


BSSID

IA5String,


ESSID

IA5String

}

-- Object(s) associated with 802.16 Interaction

-- Object(s) associated with 3GPP Interaction

-- Object(s) associated with 3GPP2 Interaction

-- Object(s) associated with IP Interaction

END

2.9.4. Information Service Information Elements

This section details the information elements in the ASN.1 format for the Media Independent Information Services. 

BSAttributes ::= SEQUENCE

BEGIN

{

BSID_LEN


INTEGER,


BSID



INTEGER, 


ServiceProviderName

IA5String,


State



IA5String OPTIONAL,


Country



IA5String OPTIONAL,


AccessTechnology ::= CHOICE 


{



802.3, 802.11a, 802.11b, 802.11g, 802.11n, 802.16d, 802.16e, GSM, GPRS, EDGE, UMTS, HSDPA, 3G1X, EV-DO-Rel0, EV-DO-RevA, EV-DV


}, 


NumSectors


INTEGER OPTIONAL,



ChannelBandwidthMHz

REAL,



StartChannelMHz

REAL,



DLPeakDataRateKbps

REAL,



ULPeakDataRateKbps

REAL,



SecuritySuite ::= SEQUENCE



{

Authentication

ENUMERATED {None, EAP-TLS, EAP-TTLS, EAP-SIM, EAP-AKA,

802.1x},


EncryptionMode

ENUMERATED {None, WEP, AES},


EncryptionAlgorithm
ENUMERATED {None}


KeyProvisioning

ENUMERATED {None, PSK},

KeyManagement

ENUMERATED {None, TKIP, WPA-PSK, AES}


},



Currency


IA5String DEFAULT “US$”,



ClassCost ::= SEQUENCE



{




CoS


IA5String,




Cost


REAL,




QoS ::= SEQUENCE




{





DataRateKbps

REAL,





MinLatencyMsec
INTEGER,





MaxLatencyMsec
INTEGER,





MaxJitterMsec

INTEGER




}



},



ClassofService


BITString {RealTime, DelaySensitive, DelayInSensitive, BestEffort},


AccessRouterInfo ::= SEQUENCE


{



AccessRouterAddress

IA5String,



IPversion


ENUMERTAED {IPv4, IPv6},



MobilityProtocolSupport

ENUMERATED {None, MIPv4, MIPv6, SIP},



FASupport


BOOLEAN DEFAULT FALSE OPTIONAL


}


CartesianCoordinateLocation ::= SEQUENCE 


{

Latitude

[0]
REAL,

Longitude
[1]
REAL,

Altitude

[2]
REAL OPTIONAL



},

}

END

The RequestingBSID in the following structure is the BS with respect to which the NeighorList is generated. The number of neighbors the information element returns is dependent on the requesting BSID.

NeighborList ::= SEQUENCE

{


RequestingBSID
INTEGER,


NumNeighbors

INTEGER,


BS
[0]

ANY DEFINED BY BSAttributes, 


BS
[1]

ANY DEFINED BY BSAttributes, 


 :
 :

     :


 :
 :

     :


BS
[N]

ANY DEFINED BY BSAttributes

}

Similarly, RequestingServiceProviderName is the following structure is the Service Provider with respect to which the SLAList is generated. The number of service provider entries that the information element returns is dependent on the specific requesting service provider.

SLAList ::=

{


RequestingServiceProviderName
IA5String,


NumSLAServiceProvider

INTEGER,


SP
[0]



IA5String, 


SP
[1]



IA5String,


 :
 :



  :


 :
 :



  :


SP
[N]



IA5String

}

This provides the access technology list in order of the preference as provisioned by the service provider in case an inter-technology handover is desired. This preference list view is Service Provider specific and would change with the requesting service provider name. This information is provided to the terminal as part of selecting the preferred access technology as provisioned by the service provider. This information is not unique to a particular user but rather the service provider global preference attributes. Also, this may either be an absolute list of access technology preference as per a service provider or may be with respect to the specific technology the user is currently on for the specific service provider. 

AccessPreferenceList ::=

{


RequestingServiceProviderName
IA5String,


NumAccessTechnologies

INTEGER,


AccessTechnology
[0]

IA5String,


AccessTechnology
[1]

IA5String,


  :


 :

  :


  :


 :

  :


AccessTechnology
[N]

IA5String

}

The following PreferenceListPolicyOverride is to specify how user based policies could be used. The UserSpecificConfigurationOverride being TRUE implies that the policies that are downloaded or set by a user specific configuration would override any policies that are provided by the Information Services. 

PreferenceListPolicyOverride ::=

{


UserSpecificConfigurationOverride
BOOLEAN DEFAULT TRUE,


ServiceProviderOverride

BOOLEAN DEFAULT FALSE,


UserOverride



BOOLEAN DEFAULT FALSE

}

2.9.4.1. Information Service Information Elements for 802.3 Interaction

2.9.4.2. Information Service Information Elements for 802.11 Interaction

AccessPointID ::= SEQUENCE

{


BSSID

IA5String,


ESSID

IA5String

}
2.9.4.3. Information Service Information Elements for 802.16 Interaction

2.9.4.4. Information Service Information Elements for 3GPP Interaction

2.9.4.5. Information Service Information Elements for 3GPP2 Interaction

2.9.4.6. Information Service Information Elements for IP Interactions

A.1 Handover Procedures (Informative)
These call flow scenarios illustrate two potential implementations of this proposal. In Scenario 1 Handover Control resides entirely outside of the MIH functionality. Here the task set of the MIH-CF is minimized. Simply, the MIH-CF provides a simple state machine that captures & normalizes lower layer events and makes them available for access to the upper layers of the stack where Handover Control functionality is provided. In Scenario 2, the functionality of the MIH-CF is maximized. Here, the MIH-CF inputs the received link state updates to a more complex state machine that drives the handover decision. As should be noted, the same general triggers/primitives may be applied in both cases however different information elements support may be required depending on the implementation.

A.1.1 802.x ( 802.y Handovers
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Figure 17 802.x to 802.3 Handover Flow Diagram
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Figure 18 802.3 to 802.x Handover Flow Diagram

A.1.2 802.x ( 3GPP Handovers

A.1.2.1 802.x to 3GPP

The initial state of the connection in both scenarios is User Data flow in progress” in the 802.x system. In this state it is assumed that the MIH function is bootstrapped, and fully pre-configured with all policies relating to the general mode of operation, as well as policies relating to any decision making process. The required information will be delivered to the MIH function as part of the Media Independent Information service.   

Scenario 1: 

1. In Steady state condition the MIH continuously receives MIH_LLEVENT indications from lower layer entities that have being configured earlier to provide such event reports. In this scenario, two event reports from the lower layers of 802.x and 3GPP are shown. Depending on the configuration MIH_LLEVENTS may be captured locally or remotely. In this example, the 802.x and the 3GPP elements report ”Signal strength” and a “3GPP Link SNR” Lower Layer Events respectively. 

2. Reporting of Lower Layer Event information is supported by two options. Both are shown in this Scenario. In the first option Lower Layer events are reported to the Upper Layer using the MIH_USEREVENT indication. The MIH may perform some normalization of events or may simply pass all the registered events to the pertinent upper layer entity. In this example the nature of the Event is a “Measurement Event”. In the second option a polling mechanism is supported using the MIH_USERSOLICITATION procedure. Here, the Higher Layer periodically polls the MIH function for Event information. 

3. A Decision to perform a Handover (to the 3GPP system) is made by the Upper Layer entity or a remote entity accessible via mechanisms outside of the scope of the MIH (e.g. a Network Node). Higher Layer procedures. The Event Information reported by the MIH only facilitates this decision in the Upper Layer entity. 3GPP target preparation ensues (beyond the scope of this specification) and upon completion, the Upper layer triggers the switch of the User Plane and the new User Data flow is established between the Station and the 3GPP system. 

4. Subsequently, the old resources are (optionally) released either via proprietary means or by sending a MIH_USERSOLICITATION request to the MIH function. Upon receipt of this request the MIH will trigger a Media Dependent Release procedure in accordance with the pertinent 802.x specification. 

Scenario 2:

1. In Steady state condition the MIH continuously receives MIH_LLEVENT indications from lower layer entities that have being configured earlier to provide such event reports. In this scenario, two event reports from the lower layers of 802.x and 3GPP are shown. Depending on the configuration MIH_LLEVENTS may be captured locally or remotely. In this example, the 802.x and the 3GPP elements report ”Signal strength” and a “3GPP Link SNR” Lower Layer Events respectively.

2. A Decision to perform a Handover, or that a Handover is needed (to the 3GPP system) is made by the MIH function. This “Decision” is indicated to the Upper Layer via a MIH_USEREVENT indication containing a “Handover Decision Event”. Subsequently, in the Upper Layer 3GPP target preparation ensues (beyond the scope of this specification). 

3. The completion of 3GPP target preparation is indicated to the MIH function via a MIH_LLEVENT indication containing a “3GPP Link Up Event”. Upon receipt of this Lower Layer Event Indication the MIH sends a MIH_USEREVENT indicating a “Switching Decision Event”.  
4. Upon receipt of the “Switching Decision” Event from the MIH, the Upper layer triggers the switch of the User Plane and the new User Data flow is established between the Station and the 3GPP system. Subsequently, the old resources are (optionally) released as described earlier.

A.1.2.2 3GPP to 802.x

The initial state of the connection in both scenarios is User Data flow in progress” in the 3GPP system. In this state it is assumed that the MIH function is bootstrapped, and fully pre-configured with all policies relating to the general mode of operation, as well as policies relating to any decision making process. The required information will be delivered to the MIH function as part of the Media Independent Information service.   

Scenario 1: 

1. In Steady state condition the MIH continuously receives MIH_LLEVENT indications from lower layer entities that have being configured earlier to provide such event reports. In this scenario, two event reports from the lower layers of 802.x and 3GPP are shown. Depending on the configuration MIH_LLEVENTS may be captured locally or remotely. In this example, the 802.x and the 3GPP elements report ”Connection status” and a “3GPP Link going down” Lower Layer Events respectively.

2. Reporting of Lower Layer Event information is supported by two options. Both are shown in this Scenario. In the first option Lower Layer events are reported to the Upper Layer using the MIH_USEREVENT indication. The MIH may perform some normalization of events or may simply pass all the registered events to the pertinent upper layer entity. In this example the nature of the Event is a “Measurement Event”. In the second option a polling mechanism is supported using the MIH_USERSOLICITATION procedure. Here, the Higher Layer periodically polls the MIH function for Event information.

3. A Decision to perform a Handover (to the 802.x system) is made by the Upper Layer entity or a remote entity accessible via mechanisms outside of the scope of the MIH (e.g. a Network Node). Higher Layer procedures. The Event Information reported by the MIH only facilitates this decision in the Upper Layer entity. 802.x target preparation ensues (beyond the scope of this specification) and upon completion, the Upper layer triggers the switch of the User Plane and the new User Data flow is established between the Station and the 802.x system.

4. The 3GPP resources are released (optionally). These release mechanisms are defined in the relevant 3GPP specification and are outside of the scope of this document. 

Scenario 2: 

1. In Steady state condition the MIH continuously receives MIH_LLEVENT indications from lower layer entities that have being configured earlier to provide such event reports. In this scenario, two event reports from the lower layers of 802.x and 3GPP are shown. Depending on the configuration MIH_LLEVENTS may be captured locally or remotely. In this example, the 802.x and the 3GPP elements report ”Connection Status” and a “3GPP Link going down” Lower Layer Events respectively.

2. A Decision to perform a Handover, or that a Handover is needed (to the 802.x system) is made by the MIH function. This “Decision” is indicated to the Upper Layer via a MIH_USEREVENT indication containing a “Handover Decision Event”. Subsequently, in the Upper Layer 802.x target preparation (e.g. MIP) ensues (beyond the scope of this specification).

3. The MIH function initiates the establishment of the 802.x Lower Layer by sending a MLME_ASSOCIATE.request to the Lower Layer entity. Completion of this action is indicated to the MIH by the return of a MLME_ASSOCIATE.confirm. Subsequently, the MIH function sends a MIH_USEREVENT indicating a “Switching Decision Event”. 
4. Upon completion of the target preparation the Upper layer triggers the switch of the User Plane and the new User Data flow is established between the Station and the 802.x system. The 3GPP resources are released (optionally). These release mechanisms are defined in the relevant 3GPP specification and are outside of the scope of this document.  

A.1.2.3 802.x to 3GPP
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Figure 19 802.x to 3GPP Handover flow Diagram

A.1.3 3GPP to 802.x
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Figure 20 3GPP to 802.x Handover Flow Diagram
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Figure 21 3GPP2 to 802.x Handover Flow Diagram

A.1.4 802.x ( 3GPP2 Handovers
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Figure 22 802.x to 3GPP2 Handover Flow Diagram

A.2 Media Specific Requirements

For an access technology to become MIH compatible, some specific changes are expected. These include MIH capability advertisement information. It is expected that such advertisement will be included in wireless beacon or pilot information. This specification expects the specific access technology to include at a minimum a bit indicating it is MIH capable or at a maximum to include multiple MIH specific fields. When only a single bit is advertised, the terminal can query the MIH IS server for the relevant information not otherwise available at the beacon message. The following sections list the MIH fields that can be incorporated into the beacon or pilot channel when spare bits are available.

A.2.1 802.3 Requirements

A new EtherType value must be reserved for proper accommodation of MIH PDU’s in IEEE 802.3 data frames.
A.2.2 802.11 Requirements

In addition to the reservation of a new EtherType value to carry MIH messages in 802.11 data frames (common to all 802 access technologies), this proposal recommends the following extensions of the IEEE 802.11 standard:

· Indication of MIH capability in the Capability Information field of the 802.11 beacon frame body

The 802.11 access point periodically transmits a beacon frame to announce its presence and relay information (such as timestamp, SSID, and other parameters regarding the access point) to 802.11 network interfaces (NIC’s) that are within range. The 802.11 radio NIC’s continually scan all 802.11 radio channels and listen to beacons as the basis for choosing which access point is best to associate with. 

The IEEE 802.11 standard specifies the beacon frame as a management frame. Within management frames, fixed-length mandatory frame body components are defined as fixed fields; variable-length mandatory frame body components and all optional frame body components are defined as information elements.

In the beacon frame body the third fixed (and mandatory) field is called the Capability Information field and is 16-bit long. The subfields of the Capability Information field (shown in Figure 18) are used to indicate requested or advertised capabilities. Most of the available subfields are already assigned to specific uses. This proposal recommends to use bit B9 of the Capability Information field in the beacon frame body to advertise MIH capability: the access point sets the MIH-capability bit to indicate that the 802.11 network is MIH-capable and therefore able to facilitate MIH handover for multi-modal subscriber devices. 
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Figure 18:  Proposed MIH-capability bit in the Capability Information field of the 802.11 beacon frame body.

· Specification of a new Information Element (optional variable-length field) for the beacon frame body

Information Elements are optionally included in the body of a management frame. They are e defined to have a common general format consisting of a 1-octet Element ID field, a 1-octet Length field, and a variable-length element-specific information field. Each element is assigned a unique Element ID as defined in this standard. The Length field specifies the number of octets in the Information portion of the Information Element.
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Figure 19:  MIH Information Element for the 802.11 beacon frame body.

The following values are proposed for the fields of the optional MIH Information Element (see Figure 19):

· Element ID: 43

· Element Length for the MIH Parameter Set: 8 bytes

· Composition of the MIH Parameter Set:

MIH Parameter Set

{


FrequencyNumber = INTEGER;


NetworkType = INTEGER;

}

The FrequencyNumber field indicates the radio frequency of the network (e.g., 2412 MHz, 2472 MHz, etc.). The NetworkType field indicates the type of the medium (e.g., 802.11, 802.16, etc.). In presence of an access point that supports more than one medium, the access point includes in the beacon frame body a different instance of the MIH Information Element for each medium it supports.

· Introduction of MIH-capability querying functionality in the mobile node

This extension provides for the 802.11-capable mobile node to optionally include the MIH Information Element (Element ID = 43) in the Probe Request management frames that it addresses to the 802.11-capable access point. Upon reception of the Probe Request frame from the mobile node, the MIH-capable 802.11 AP replies with a Probe Response frame that optionally includes MIH Information Elements with medium-type and frequency information for each of the media it supports.
A.2.3 802.16 Requirements

In addition to the reservation of a new EtherType value to carry MIH messages in 802.16 data frames (common to all 802 access technologies), this proposal recommends the following extensions of the IEEE 802.16 standard:

· Indication of MIH capability in an 802.16 beacon management frame

This proposal recommends to include the specification of a beacon management frame in an extension of the 802.16 standard. According to a possible implementation of the recommended extension, the MIH-capable 802.16 Base Station transmits the beacon frame on the Broadcast CID. The proposed beacon frame includes the information shown in Figure 20.
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Figure 20:  Information fields of the proposed 802.16 beacon frame.

A mapping of link-quality measures onto QoS parameters would facilitate the transfer from one type of network to 802.16. A possible instantiation of the 4-bit mapping is as follows:

· 0000 – UGS

· 0001 – Real Time

· 0010 – non-Real Time

· 0011 – Best Effort

An SBC-REQ/SBC-RSP-specific TLV should be used to exchange network and subscriber-specific information.

Another option would be to send a single bit from the 802.16 network to indicate MIH capability, with the response to this message being a request for additional capability information or a sharing of subscriber detailed information.
A.2.4 3GPP Requirements

A.2.5 3GPP2 Requirements

Get the information from prior sections.

A.2.6 IP Requirements

A.3 Development and Deployment

Section to be defined with the evolution of the document.
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