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Tentative Minutes of the IEEE P802.21 Working Group

July 13, 2004

Hilton Portland & Executives, Portland, OR, USA

Chair: Ajay Rajkumar
Vice Chair: Michael Glenn Williams

Secretary: Xiaoyu Liu

First Day Meetings: Galleria South - H; Tuesday, July 13, 2004

1. Meeting opening
1.1. Meeting called to order by Ajay Rajkumar at 9:00AM

1.2. Opening Notes (82 session3_opening_notes.pp)
1.2.1. IEEE 802 rules of order presented

1.2.2. Patent policy slides presented – No response

1.2.3. Slide on discussions which are inappropriate also presented

1.2.4. Photography not permitted unless approved by chair
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IEEE standards may include the known use of patent(s), including

patent 

applications, provided the IEEE receives assurance from the pate

nt holder or 

applicant with respect to patents essential for compliance with 

both mandatory 

and optional portions of the standard. This assurance shall be p

rovided without 

coercion and prior to approval of the standard (or reaffirmation

when a patent 

becomes known after initial approval of the standard). This assu

rance shall be a 

letter that is in the form of either 

a) A general disclaimer to the effect that the patentee will not

enforce any of its 

present or future patent(s) whose use would be required to imple

ment the 

proposed IEEE standard against any person or entity using the pa

tent(s) to 

comply with the standard or 

b) A statement that a license will be made available without com

pensation or 

under reasonable rates, with reasonable terms and conditions tha

t are 

demonstrably free of any unfair discrimination 

This assurance shall apply, at a minimum, from the date of the s

tandard's 

approval to the date of the standard's withdrawal and is irrevoc

able during that 

period.

IEEE

-

SA Standards Board Bylaws

on Patents in Standards
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l

Don’t d

iscuss licensing terms or conditions

l

Don’t discuss product pricing, territorial restrictions or 

market share

l

Don’t discuss ongoing litigation or threatened litigation

l

Don’t be silent if inappropriate topics are discussed… do 

formally object.

If you have questions,

contact the IEEE Patent Committee Administrator

at patcom@ieee.org

Slide #2
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-
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–

December 2002


1.2.5. Aims for the session

1.2.5.1. Comment resolution on requirements
1.2.5.2. Enumerate usage scenarios

1.2.5.3. Joint discussion within 802 groups: 802.11TGn/r/s, WIEN.

1.3. Meeting Server Details (21-04-0076-00-0000-meeting_server_details.ppt)

1.3.1. External website: http://www.ieee802.org/21
1.3.2. Meeting website: http://10.0.1.21 

1.3.3. Alternate website name: http://handover/
1.4. Agenda

1.4.1. 6 sessions; three joint meetings;

1.4.2. D.J. 1st, vivek 2nd moved to approve the agenda

1.4.2.1. Approved with unanimous consent

1.4.3. Discuss order of submissions from Michael, Alan and Yogesh. Agenda was modified.
1.4.3.1. Amendment of agenda was accepted by D.J.
1.5. Approval of May Meeting Minutes

1.5.1. Approved with unanimous consent

1.6. Voting Membership Process Explained (21-04-0075-00-0000-voting_member_process.ppt)

1.6.1. Attendance sheet is being circulated. We use manual right now.
2. Technical Presentations

2.1. Requirement Document Updates (Michael G. Williams, Nokia)

2.1.1. Firstly review the requirements submitted to local websites and probably any additional requirements.

2.1.2. Intend to finalize the Technical Requirement document by the end of this week

2.1.3. If possible, new submissions conform to the structure of existing document. 

2.2. Technical Presentation: Service Continuity Requirements Definition & Section 2 Requirements text (21-04-0080-00-0000-Interdigital.doc) (Alan Carlton, Interdigital Communications)

2.2.1. Q: Is this contribution mapping to some sections? A: Based on the first draft requirement document. They are high level bullets.

2.2.2. Comment that we should draft requirements from system and user perspectives.
2.2.3. Comment that 3GPP seems to be unclear about difference between “session continuity” and “service continuity”. Response: It might be worth to look at.
2.2.4. Comment that we should look at 3GPP2 as well.
2.2.5. Comment is that 802.1d is trying to make MAC service appear seamless. We are not doing that, but trying to facilitate info going up/down the stack. 
2.2.6. Comment that we have the notion of bridging the functions of two different media types at layer 2.
2.2.7. Comment that we need a definition section in the requirement document. ACTION: Regarding mobility related terminology, editor creates a separate document because of long list.

2.2.8. Comment on heading “General Principles governing service continuity” that we can not cover this section. Response: Hope it is helpful.

2.2.9. Comment that heading “service continuity scenarios” is useful for section 4. Response: why not section 1? Comment: Section 1 is overview. Enumeration of scenarios should go into section 4.
2.2.10. Headings on service continuity scenarios were accepted with consensus.

2.2.11. Q: Is the handover from 802.3 to cellular in scope? A: Yes.

2.2.12. Comment on heading “service continuity requirements” that we need statement like that.

2.2.13. Comment that .21 is covering things which would be useful for within a bearer and domain (e.g.  within .11 BSS) So it may be out of scope but it will still be possible to use them. Also, .11r for example might be the partial fulfillment of .21 requirements within .11.

2.2.14. Comment that intra-ESS is not our goal.
2.2.15. Comment that Security is securing the things listed in requirements 3 (L2.5, triggers, database).

2.2.16. Comment that if a trigger is within the media type, it has to be secure. Comment that security depends on the higher layer mobility protocol.
2.2.17. Comment on “temporary degradation of service caused by handover” that these requirements are hard to meet given we can only define a small portion of the handover

2.2.18. Comment on “handover due to service requirement” that it is more like a purpose, rather than a requirement.
2.2.19. Comment that we should not preclude this capability by system capacity.

2.2.20. Comment that until now, we are discussing terminal initiated handover. Network initiated handover should not be precluded. This requirement may not be mandatory or prevented.

2.2.21. Q: Are you looking at each specific pairing within 802, or is there a generic model behind this? Especially why assume that 802.3 won’t move too much. A: The technical requirements have a structure and conformance to the section called “reference model”. The scenarios or use cases give specific pairings.
2.3. Break for Lunch

3. Joint Meeting with 802.11 TGr and TGs

3.1. Welcome opening at 1:30PM in Grand Ballroom I – H

3.2. Technical Presentation: What is an ESS? (11-04-0614-01-frfh-what-ess.ppt) (Jon Edney, Nokia)

3.2.1. Comment that “Tie group definition into 802.21” changes our conception of what information can be conveyed in .21.  Response: It would be useful for .21 see a group of Access Points as a single entity.

3.2.2. Q: Does the definition of ESS imply there is a single SSID among an ESS? A: Yes.

3.2.3. Comments that L2 boundary should be defined to assist L3 mobility. Response: Each group may define its term of L2 commonality. A group of Access Points with a single identity might imply that.

3.2.4. Comment that the topology of might be hidden from the network.

3.2.5. Comment that domain crossing should be considered to define how roaming works.

3.2.6. Q: Does the concept of group ID mean ESSID is not totally irrelevant any more? A: That could be one way to achieve to replace ESSID.

3.3. Technical Presentation: The Nature of an ESS (11-04-0629-01-frfh-nature-ess.ppt) (Darwin Engwer, Nortel Networks)

3.3.1. Comment that ESS DS in slide 16 can be constructed without any L3 technology. Response: DS maybe or maybe not include a router. The slide just shows only an example specifically including a router.
3.3.2. Q: In case of 802.16/11, how to identify when we are in or across the ESS? A: SSID may identify ESS, but not be used to identify particular infrastructure network attached. 
3.3.3. Layer 2 mechanisms could be used when Mobile IP is involved.

3.3.4. Comment that if we define SSID this way, its usage in real-world would be constrained. Response:  There are different issues in ESS ID.  It is a problem.
3.4. Technical Presentation: Cross Domain Trigger and Handover Talking Points (21-04-0100-01-0000-cross_domain_talking_points.ppt) (Michael G. Williams, Nokia)

3.4.1. Q: What kind of triggers are on APs for domain transition? A: STA will send to the infrastructure to indicate that it is going to move.
3.4.2. Q: What is the definition of a domain? Is it an administrative domain? Sometime, messages are not allowed across administrative domain.

3.4.3. Comment that business agreement between two administrative domains is necessary. Response: That’s security issue .21 is trying to work on security models. We need solution to allow triggers to go across domain, and still secured.
3.5. Joint Session Recessed
4. 802.21 WG Meetings
4.1. Meeting Reconvene as 802.21 alone at 3:20PM in Galleria South – H
4.2. Procedural Issues
4.2.1. Comment on new PAR of 802.16 WG

4.2.1.1. Peretz F has issues with .16e. ACTION: Ajay take these offline.
4.2.2. Electronic attendance on wireless world is available, we still use manual for now, but please do both this session
4.2.2.1. Will require 9 half sessions using this system for gaining session credit.

4.2.2.2. The 802 opening plenary doesn’t count as a time slot for .21 right now.

4.2.2.3. Q: How does the .16 reciprocal attendance work? A: You need to alert the .16 chair. You could gain credit after the exchange of the attendance sheet.

4.2.2.4. Q: Can we belong to .20 and .21? A: Yes Q: Can we move from .20 to .16? A: Hard because .16 and .20 doesn’t have reciprocity. Also, attendance in another group helps sustain voting rights but not to gain them initially.

4.2.3. .

4.3. Technical Presentation: Handover Scenarios and Use Cases between 802.16 and 802.11 (21-04-0098-00-0000-802.11_802.16_Handover_Scenarios.ppt) (Xiaoyu Liu, SAMSUNG)

4.3.1. .16e not yet approved, so not in scope now.

4.3.2. Link up event doesn’t trigger H/O in some use cases.

4.3.3.  Submission is to enhance the .16 use cases to include sub headings of policy driven versus service continuity maintenance

4.3.4.  Q: Should those sub headings be for all the scenarios? A: They are meant to be generic. It’s OK to have these subheadings for each case as appropriate

4.3.5. Comment that these distinctions would apply to .3 and cellular too.  

4.3.6.  Comment that service interface might generate triggers as well.

4.3.7.  Comment that link up trigger doesn’t indicate service continuity is possible (e.g. at a public web portal, authentication blocks the service continuity)

4.3.8.  Q: Is L2 or L2.5 transport going to be defined to “bridge” different wireless technologies? Bridging would imply the continuity/seamlessness of the MAC layer.

4.3.9. Q: Can .21 triggers be transmitted via L2 between bearer access points? If so must it be via a single MAC the whole way?

4.3.10. Q: How does tight coupling affect the scenario? How are you defining it? A: Tight here means same subnet. 

4.3.10.1. Response that these are IP level distinctions

4.3.11. Q: Are you assuming both the .11 & .16 interfaces are enabled? A: No. 

4.4. Technical Presentation: General Considerations for Media Independent Handover (MIHO) (21-04-0079-00-0000-Bhatt_Buttar.ppt) (Yogesh Bhatt, Motorola)

4.4.1. Q: Are the new terms for service class referring to handover at L2? A: No it is talking only about the application needs. But we need to say how an application is mapped into the QoS/Application classes.

4.4.2.  Q: If the IP address is received below L3 (e.g. PPPOE) would we handle the handover then within this standard? A: The first goal is triggers and timely information. Later we might do more.

4.4.3.  Comment that we should include the recommendations from this Slide 16 in section 2.5

4.4.4. Comments that signal strength up & down vary, so signal strength can be reported/triggered to devices behind from STA to box behind the AP/AC, base station etc.

4.4.5. Comment that network info need not be trustable from potential network attachment points since the risk is only a bad handoff decision.

4.4.6. Comment that IETF has requested triggers, but not L2.5 specification. We decided that to do a good job we needed to do L2.5 first to define the framework for triggers. But the faster we get out the triggers the better for other SDO’s.
4.5. Recess until tomorrow

4.5.1. Second day meetings on Wednesday, 9:00AM

4.5.2. Requirement Ad Hoc scheduled after dinner.

4.5.3. Requirements Ad hoc will meet at 8:00 AM tomorrow.

5. Attendees

5.1. Attendees (1 or 2 credits towards voting rights today)

Takashi Aramaki 2

Senng Kwon Baek 2

Yogesh Bhatt 2

Alistair Buttar 2

Alan Carlton  2

Jon Edney 1

Stefano Faccin 1
Peretz Feder 2

Chris Fitzgerald 2

Mike Geipel 1

Yuri Goldstein 2

Prasad Govindarajan 1

Vivek Gupta 2
Abdul Hafid 2
James Han 2

Younhee Han 2

Eleanor Hepworth 1
Cheng Hong 1

David Hunter 2

Shinkichi Ikeda 2

David Johnston 1
HeeYoung Jung 2

Naveen Kakani 1
Toyoyuki Kato 2
Sugiyama Keizo 2

Farookh Khatibi 2
Chong-Kwon Kim 2

Sungmann Kim 1

Ohki Kimhiro 2
Masahiro Kuroda 2

Jaehwoon Lee 1

Sungjin Lee 2

Hyoung Kyu Lim 2

Xiaoyu Liu 2
Mahalingam Mani 2

Stephen McCann 1
David McGinniss 2

Soohong Park 1
Ajay Rajkumar 2

Maximilian Riegel 1

Takashi Sakakura 2

Maria Sanchez 2

Dong-Jye Shyy 2

Arne Simonsson 2

Inder Singh 2

Jaesu Song 2

Charlie Tai 1

Michael Williams 2
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