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3. definitions, Abbreviations and Acronyms

3.1 definitions

Coexistence (CX) Protocol Data Unit (CXPDU): the unit of data exchanged between two peer coexistence entities using the services of transport service providers. Syn: Frame

<TBD>
5. The IEEE 802.19.1 reference model

5.1 Generic description

Figure x-x illustrates the position of the coexistence entities in a protocol stack and interaction of coexistence entities with other elements of the system. The coexistence entity use the following service access points (SAPs) for interfacing with other entities.

· COEX_SAP: This SAP defines the media independent interface between the coexistence entities and the TVBD management entities.
· COEX_NET_SAP: Abstract media dependent interface of coexistence entities that provides transport services over the data plane on the local TVBD, supporting the exchange of coexistence information and messages with the remote coexistence entitiy
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Figure 1. Reference model

TVBD management entity shall have the functionality of mapping from the COEX_SAP primitives to media specific SAP primitives. Amendments to existing standards to support COEX_SAP primitives are recommended only when deemed necessary to fulfill the coexistence capabilities. However how to map the primitives are out of scope.

Figure 2 shows the coexistence reference model for 802.11.
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Figure 2. Reference model for IEEE 802.11

The coexistence services over IEEE 802.11 is carried either in the data frames by using existing primitives defined by the LSAP or by using primitives defined by the MAC State Generic Convergence Function (MSGCF) service access point (SAP) (MSGCF_SAP). The MSGCF has access to all management primitives and provides services to higher layers.
5.2 Service Access Points(SAPs)
5.2.1 Data formats and parameters

<TBD>

5.2.2 COEX_SAP

This SAP provides media independent interface between coexistence entity and TVBD management entity. The primitive defined for COEX_SAP are described in table 1.

Table 1 ─ COEX _SAP primitives

	Primitive
	Description
	Defined in


	COEX_Measurement
	Get the measurement information on channel usage from a local or a remote TVBD
	5.3.1

	COEX_Deeanblement
	Set the status of a local or a remote TVBD to unenabled
	5.3.2


5.2.2 COEX_NET_SAP

COEX_NET_SAP supports exchange of COEX information and messages to the remote COEX entities or TVWS DB or OME. It may support interface B1, B2, B3, C and D.

Table 2 ─ COEX_NET_SAP primitives

	Primitive
	Description
	Defined in


	COEX_TP_data
	This primitive is used for transfer of data.
	5.4.1


5.3 COEX_SAP primitives

5.3.1 COEX_Measurement

5.3.1.1 COEX_Measurement.request
5.3.1.1.1 Function

This primitive is used by a COEX user to obtain the measurement information.

5.3.1.1.2 Semantics of service primitives

COEX_measurement.request (


DestinationIdentifier


ChannelNumber

)

Parameters:
	Name
	Data Type
	Description

	DestinationIdentifier
	COEX_ ID
	This identifies the local COEX entity or a remote COEX entity that will be the destination of this request

	ChannelNumber
	Integer
	Specifies the channel number to be measured


5.3.1.1.3 When generated

This primitive is generated by COEX user to get the measurement information from local COEX entity or remote COEX entity. 

5.3.1.1.4 Effect on receipt
If the destination of the request is the local COEX entity itself, the local COEX entity responds with COEX_Measurement.confirm. If the destination of the request is a remote COEX entity, the local COEX entity shall

generate a corresponding Measurement Request message to the remote COEX entity.
5.3.1.2 COEX_Measurement. indication

5.3.1.2.1 Function

This primitive is used by a COEX entity to notify a COEX user on the receipt of a Measurement Request message from a peer COEX entity. 
5.3.1.2.2 Semantics of service primitives

COEX_measurement.indication (


SourceIdentifier


ChannelNumber

)

Parameters:
	Name
	Data Type
	Description

	SourceIdentifier
	COEX_ ID
	This identifies the invoker of this primitive, which can be either the local COEX entity or remote COEX entity

	ChannelNumber
	Integer
	Specifies the channel number to be measured


5.3.1.2.3 When generated

This primitive is used by a COEX entity to notify a COEX user when a Measurement Request message is received. 

5.3.1.2.4 Effect on receipt
The COEX user responds with a COEX_measurement.response primitive when an indication is received.
5.3.1.3 TVBD_Measurement. response

5.3.1.3.1 Function

This primitive is used by a COEX user to convey the local measurement information to the COEX user that invoked the Measurement request.
5.3.1.3.2 Semantics of service primitives

COEX_measurement.response (

DestinationIdentifier


ResultCode


Measurement Report Set


)

Parameters:
	Name
	Data Type
	Description

	DestinationIdentifier
	COEX_ID
	This identifies the remote COEX entity that will be the destination of this response.

	ResultCode
	Enumeration
	Reports the outcome of a request 

	MeasurementReportSet
	Set of measurement reports, each as defined in measurement report element
	A set of measurement reports, each containing detected TVBD address, CE identifier of detected TVBD, channel number and actual measurement start time and duration


5.3.1.3.3 When generated

This primitive is generated by a COEX user as a response to a received COEX_Measurement.indication primitive.
5.3.1.3.4 Effect on receipt
Upon receiving this primitive, the COEX entity shall generate and send the corresponding Measurement Report message to the destination COEX entity.

5.3.1.4 COEX_Measurement. confirm

5.3.1.2.1 Function

This primitive is used by the COEX entity to convey the measurement information to the COEX user that invoked the COEX_Measurement.request.
5.3.1.2.2 Semantics of service primitives

COEX_measurement. confirm(

SourceIdentifier


ResultCode


Measurement Report Set


)

Parameters:
	Name
	Data Type
	Description

	SourceIdentifier
	COEX_ID
	This identifies the invoker of this primitive, which

can be either the local COEX entity or remote COEX entity

	ResultCode
	Enumeration
	Reports the outcome of a request 

	MeasurementReportSet
	Set of measurement reports, each as defined in measurement report element
	A set of measurement reports, each containing detected TVBD address, CE identifier of detected TVBD, channel number and actual measurement start time and duration


5.3.1.2.3 When generated

This primitive is invoked by a local COEX to convey the results of a previous COEX_Measurement.request primitive from a COEX user.
5.3.1.2.4 Effect on receipt
On receipt of this primitive the COEX user makes appropriate decision and takes suitable actions. However, if the ResultsCode does not indicate “Success”, the recipient performs appropriate error handling. 

5.3.2 COEX_Deenablement

5.3.2.1 COEX_Deenablement.request
5.3.2.1.1 Function

This primitive is used by a COEX user to deenable a TVBD device or network

5.3.2.1.2 Semantics of service primitives

COEX_measurement.request (


DestinationIdentifier


ChannelNumber

)

Parameters:
	Name
	Data Type
	Description

	DestinationIdentifier
	COEX_ ID
	This identifies the local COEX entity or a remote COEX entity that will be the destination of this request

	ChannelNumber
	Integer
	Specifies the channel number to be deenabled


5.3.2.1.3 When generated

This primitive is generated by COEX user to command deenablement to local COEX entity or remote COEX entity. 

5.3.2.1.4 Effect on receipt
If the destination of the request is the local COEX entity itself, the local COEX entity responds with COEX_Deenablement.confirm. If the destination of the request is a remote COEX entity, the local COEX entity shall generate a corresponding Deenablement Request message to the remote COEX entity.
5.3.1.2 COEX_Deenablement. indication

5.3.1.2.1 Function

This primitive is used by a COEX entity to notify a COEX user on the receipt of a Deenablement Request message from a peer COEX entity. 
5.3.1.2.2 Semantics of service primitives

COEX_Deenablement.indication (


SourceIdentifier


ChannelNumber

)

Parameters:
	Name
	Data Type
	Description

	SourceIdentifier
	COEX_ ID
	This identifies the invoker of this primitive, which can be either the local COEX entity or remote COEX entity

	ChannelNumber
	Integer
	Specifies the channel number to be measured


5.3.1.2.3 When generated

This primitive is used by a COEX entity to notify a COEX user when a Deenablement Request message is received. 

5.3.1.2.4 Effect on receipt
COEX user dependent

5.4 COEX_NET_SAP primitives

5.4.1 COEX_TP_data

5.4.1.1 COEX_TP_data. request
5.4.1.1.1 Function

This primitive is the request for transfer of a CXPDU 

5.4.1.1.2 Semantics of service primitives

COEX_TP_data.request
{





SourceAddress





DestinationAddress





PDU





}

Parameters:
	Name
	Data Type
	Description

	SourceAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Source COEX entity

	DestinationAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Destination COEX entity

	PDU
	OctetString
	Coexistence protocol message content


5.4.2.2.3 When generated

This primitive is generated by COEX entities to transfer coexistence protocol messages

5.4.2.2.4 Effect on reciept

The receipt of this primitive causes the transport service provider to attempt to transport the coexistence service protocol message
5.4.1.2 COEX_TP_data. indication
5.4.1.2.1 Function

This primitive is the indication of a received CXPDU 

5.4.1.2.2 Semantics of service primitives

COEX_TP_data.request
{





SourceAddress





DestinationAddress





PDU





}

Parameters:
	Name
	Data Type
	Description

	SourceAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Source COEX entity

	DestinationAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Destination COEX entity

	PDU
	OctetString
	Coexistence protocol message recieved


5.4.1.2.3 When generated

This primitive is generated by the transport service provider to indicate that a coexistence protocol message is received from a remote COEX entity

5.4.1.2.4 Effect on reciept

On receipt of this primitive, the receiving COEX entity starts processing of the received coexistence service protocol message
5.4.1.3 COEX_TP_data. confirm

5.4.1.2.1 Function

This primitive is used to confirm an acknowledged transfer

5.4.1.2.2 Semantics of service primitives

COEX_TP_data.confirm{




Status




SourceAddress




DestinationAddress




}

Parameters:
	Name
	Data Type
	Description

	Status
	Enumeration
	Status of operation

	SourceAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Source COEX entity

	DestinationAddress
	TRANSPORT_ADDR
	Protocol layer specific Transport Address of entity that has the Destination COEX entity


5.4.1.2.3 When generated

This primitive is passed from the transport service provider to the COEX entity to confirm that a request to transfer

an CXPDU succeeded
5.4.1.2.4 Effect on reciept

Upon receipt of this primitive, the receiving MIHF stops its retransmission timer for the corresponding request.

5.5 Coexistence protocol frame format

5.5.1 General frame format

	
	Coexistence frame header
	Frame body

	Octets:
	8
	Variable


Figure 5.5.1 Coexistence message format

Coexistence frame header format is <TBD>.

5.5.2 Coexistence protocol messages

Information type field, in the octet immediately after coexistence frame header diffentiates the coexistence message frame formats. The defined information frames are listed in Table 3.

Table 3. Information type field values

	
	Information type 
	Desciption
	Defined in 

	
	0
	Reserved
	

	
	1
	Coexistence Peer Open
	5.5.2.1

	
	2
	Coexistence Peer Confirm
	5.5.2.2

	
	3
	Coexistence Measurement Request
	5.5.2.3

	
	4
	Coexistence Measurement Report
	5.5.2.4

	
	5
	Coexistence Information Request
	5.5.2.5

	
	6
	Coexistence Information Response
	5.5.2.6

	
	7
	Coexistence Command Request 
	5.5.2.7

	
	8
	Coexistence Command Response
	5.5.2.8

	
	9-255
	Reserved
	


5.5.2.1 Coexistence Peer Open frame format

	
	Coexistence header
	Information Type 
	Dialog Token
	Registered Location

	Octets:
	8
	1
	1
	15



Figure 3. Coexistence Peer Open frame

Information Type field is set to 1 (Coexistence Peer Open frame) to indicate a Coexistence Peear Open. 

Registered Location field is an optional field containing latitude, longitude and altitude information. Registered Location field format is shown in Figure 19.

5.5.2.2 Coexistence Peer Confirm frame format

	
	Coexistence header
	Information Type 
	Dialog Token
	Status Code 
	CM Identifier

	Octets:
	8
	1
	1
	1
	6


Figure 4. Coexistence Peer Confirm frame

Information Type field is set to 2 (Coexistence Peer Confirm frame) to indicate a Coexistence Peer Confirm.

Status Code field is used to indicate the success or failure of a requested operation.The length of the Status Code field is 1 octet. The Status codes that have been allocated are shown in Table 4.

CM Identifier is an optional field which indicates the address of a CM recommended to request peer open. CM Identifier is included only when the Coexistence Peer Open is declined or denied.

Table 4. Status Code field values

	Status Code field value
	Desciption

	0
	Reserved

	1
	Reserved

	2
	Success

	3
	Unspecified failure

	4
	Request declined

	5
	Request denied because the CM is unavailable to handle additional CEs

	6-255
	Reserved


5.5.2.3 Measurement request frame format

	
	Coexistence frame header
	Information type
	Dialog token
	Measurement request elements

	Octets:
	8
	1
	1
	Variable


Figure 5. Measurement request frame format

The value of Information type field is set to 3 (measurement request)

The Measurement request elements field contains one or more Measurement request elements. The number and length of the Measurement request elements in a single measurement request frame is limited by the maximum allowed CXPDU size. The Measurement Request element contains a request that the receiving TVBD undertake the specified measurement action.
	
	Length
	Measurement type
	Measurement request

	Octets:
	1
	1
	variable


Figure 6. Measurement request element format

The measurement type field is defined in Table 5.

Table 5. Measurement type field format

	Measurement Type
	Desciption

	0
	Reserved

	1
	TVBD Detection 

	2
	Primary User Detection

	3-7
	Reserved


5.5.2.3.1 TVBD Detection Request element
A measurement type in the measurement request element may indicate a TVBD Detection. The measurement request field corresponding to a TVBD detection request element is shown in Figure 7. See 6.2.2.2 (Requesting and reporting of a TVBD).
	
	Measurement Start Time
	Measurement Duration
	TV channel numbers

	Octets:
	2
	2
	Variable


Figure 7. Measurement request field of TVBD Detection element

The Measurement Start Time field is set to the time at which the requested measurement starts. A value of 0 indicates it starts immediately.
The Measurement Duration field is set to the duration of the requested measurement, expressed in TUs.
TV Channel Numbers indicates the TV channel number for which the measurement request applies. Channel Number is defined differently for each country or region.

5.5.2.3.2 Primary User Detection Request element
A measurement type in the measurement request element may indicate a Primary User Detection request. The measurement request field corresponding to a Primary User Detection element is shown in Figure 8. 
	
	Measurement Start Time
	Measurement Duration
	Spectrum Sensing Threshold
	TV channel numbers

	Octets:
	2
	2
	2
	Variable


Figure 8. Measurement request field of Primary User Detection element

The Measurement Start Time field is set to the time at which the requested measurement starts. A value of 0 indicates it starts immediately.
The Measurement Duration field is set to the duration of the requested measurement, expressed in TUs.
The Spectrum Sensing Threshold indicates the energy detection threshold for decting the primary user, expressed in dBm. 

TV Channel Numbers indicates the TV channel number for which the measurement request applies. Channel Number is defined differently for each country or region.
5.5.2.4 Measurement report frame format

	
	Coexistence frame header
	Information type
	Dialog token
	Measurement report elements

	Octets:
	8
	1
	1
	Variable


Figure 9. Measurement report frame format

The value of Information type field is set to 4 (measurement report)

The Measurement report elements field contains one or more Measurement report elements. The number and length of the Measurement request elements in a single measurement report frame is limited by the maximum allowed CXPDU size. The Measurement Report element format is shown in Figure 10.

	
	Length
	Measurement type
	Measurement report

	Octets:
	1
	1
	Variable


Figure 10. Measurement report element format

The measurement type field is defined in Table 5.

5.5.2.4.1 TVBD Detection Report element

A measurement type in the measurement report element may indicate TVBD detection. The measurement report field corresponding to a TVBD Detection report element is shown in Figure 11. See 6.2.2.2 (Requesting and reporting of a TVBD).
	
	Actual Measurement Start Time
	Measurement Duration
	Measuring TVBD Address 
	TVBD Detection Report Subelement

	Octets:
	8
	2
	6
	Variable


Figure 11. Measurement report field of TVBD Detection Report element

Actual Measurement Start time field is set to the time at which the TVBD measurement started.
Measurement Duration is set to the duration over which the TVBD report was measured, expressed in TUs
TVBD Detection Report Subtype and TVBD Detection Report field may be repeated.

Measuring TVBD Address is set to the MAC address of a TVBD which actually performed measurement.
TVBD Detection Report Subelement may indicate a deteced TVBD. The TVBD Detection Report subelement field is shown in Figure 12.

	
	Subelement ID
	Length
	Detected TVBD Address
	Detected TVBD Device Type
	RCPI
	CE Identifier of detected TVBD
	Channel Numbers

	Octets:
	1
	1
	6
	1
	1
	6
	Variable


Figure 12. TVBD Detection Report subelement field 

	Device Type
	Description

	0
	Reserved

	2
	Fixed Device

	3
	Personal/Portable Device 

	4-7
	Reserved


Figure 13. Device Type field format

Detected TVBD Address is set to the MAC address of a TVBD which are detected on the channels it measured. 

Detected TVBD Device Type field is set to the type of TVBD defined in Figure 13.

RCPI indicates the received channel power in a dBm scale. 

CE identifier of TVBD is set to the unique identifier of a CE. The CE either resides in a detected TVBD or in a TVBD serving detected TVBD.

Channel Numbers is set to the channel numbers on which the measuring TVBD actually performs measurement. It shall be matched to the value of channel numbers field in the corresponding TVBD request.

5.5.2.4.2 Primary User Detection Report element

A measurement type in the measurement report element may indicate Primay user detection. The measurement report field corresponding to a primary user detection report element is shown in Figure 14.
	
	Actual Measurement Start Time
	Measurement Duration
	Length
	Channel Number
	Primary User Type
	Received Power 

	Octets:
	8
	2
	1
	1
	1
	1


Figure 14. Measurement report field of Primary User Detection Report element

	Device Type
	Description

	0
	Reserved

	1
	TV Signal

	2
	Low Power Auxiliary

	3-7
	Reserved


Figure 15. Primary User Type field format

Actual Measurement Start time field is set to the time at which the TVBD measurement started.
Measurement Duration is set to the duration over which the TVBD report was measured, expressed in TUs.
Channel Number is set to the channel numbers on which the primary user is detected. It shall be matched to the value of channel number field in the corresponding TVBD request.

Primary User Type field is set to the type of detected primary user defined in Figure 15.

Received power is the received power from detected primary users in dBm.

Channel number, Primary Type, Received Power fields may be repeated.

5.5.2.5 Coexistence Information Request frame format

	
	Coexistence frame header
	Information type
	Dialog token
	Coexistence information request elements

	Octets:
	8
	1
	1
	Variable


Figure 16 Coexistence Information request frame

Information Type field is set to 5 (Coexistence Information Request frame) to indicate a Coexistence Information Request frame. The Coexistence Information Request element format is shown in Figure 17.

	
	Length
	Information Type
	Information request

	Octets:
	1
	1
	Variable


Figure 17. Coexistence information request element format

The measurement type field is defined in Table 6.

Table 6. Information type field format

	Information Type
	Desciption

	0
	Reserved

	1
	Operation Control

	2-7
	Reserved


5.5.2.6.1 Operation Control Information request

An information type in the coexistence information request element may indicate Operation Control information. The information request field corresponding to an operation control information element is shown in Figure x-x.
	
	
	
	These two fields may be repeated

	Length
	TVBD Device Type
	Registered Location
	Channel Number
	Maximum Power Level

	1
	1
	15
	1
	1


Figure 18. Information request field format

Lengh is variable value set in respect to the number of repetition n of Channl Number and Maximum Power Level fields. The number of repetition n may be set to the number of available TV channels obtained from TVWS DB. 

TVBD Device Type field is set to the type of TVBD defined in Figure 13.

Registered Location field format is shown in Figure 19. Registered Location field includes latitude, longitude and altitude information.

Channel Number is set to the TV channel number of available channel list obtained most recently from TVWS DB. 

Maximum Power Level is is a signed number and is 1 octet in length. It indicates the maximum transmit power in dBm, allowed to be transmitted on the channel indicated by Channel Number field.

Channel number, Maximum Power Level fields may be repeated.

	
	Latitude Resolution
	Latitude Fraction
	Latitude Integer
	Longitude Resolution
	Longitude Fraction
	Longitude Integer
	Altitude Type

	Bits
	6
	25
	9
	6
	25
	9
	4

	
	Altitude Resolution
	Altitude Fraction
	Altitude Integer
	
	
	
	

	
	6
	8
	22
	
	
	
	


Figure 19. Registered Location field format

5.5.2.6 Coexistence Information Response frame format

	
	Coexistence header
	Information Type 
	Dialog Token
	Coexistence Information Response elements

	Octets:
	8
	1
	
	1


Figure 20. Coexistence Information response frame

Information Type field is set to 6 (Coexistence Information Response frame) to indicate a Coexistence Information Response frame.

The Coexistence Information Request element format is shown in Figure 21.

	
	Length
	Information Type
	Information response

	Octets:
	1
	1
	Variable


Figure 21. Coexistence information response element format

5.5.2.6.1 Operation Control Information response

The information type field is defined in Table 6. An information type in the coexistence information response element may indicate Operation Control information. The information response field corresponding to an Operation Control information response element is shown in Figure 22.
	
	
	These two fields may be repeated

	
	length
	Channel Number
	Maximum Power Level

	Octets:
	1
	1
	1


Figure 22. Information response field format

Lengh is variable value set in respect to the number of repetition n of Channl Number and Maximum Power Level fields. 

Channel Number is set to the TV channel numbers on which the CE may operate. 

Maximum Power Level is is a signed number and is 1 octet in length. It indicates the maximum transmit power in dBm, allowed to be transmitted on the channel indicated by Channel Number field.

Channel number, Maximum Power Level fields may be repeated.

5.5.2.7 Coexistence Command Request frame format
The coexistence command frame format is defined in Figure 23.

	
	Coexistence header
	Information Type 
	Dialog Token
	Coexistence Command Request element

	Octets:
	8
	1
	
	variable


Figure 23. Coexistence Command Request frame

Information Type field is set to 6 (Coexistence Command Request frame) to indicate a Coexistence Command Request frame. The Coexistence Command Request element format is shown in Figure 24.

	
	Length
	Command Type
	Command request

	Octets:
	1
	1
	Variable


Figure 24. Coexistence command request element format

The command type field is defined in Table 7.

Table 7. Command type field format

	Command Type
	Desciption

	0
	Reserved

	1
	Deenablement

	2-7
	Reserved


5.5.2.7.1 Deenablement Command Request

A command type in the coexistence command request element may indicate Deenablement. The command request field corresponding to a deenablement command request element is shown in Figure 25.
	
	TVBD Address
	Channel Number

	Octets:
	6
	variable


Figure 25. Command request field format

Lengh is variable value subject to the legth of Channel Number field.

TVBD Address is set to the MAC address of a TVBD to be deeanbled. 
Channel Number is set to the TV channel numbers for which the deenablement applies. The Channel Number may not have any valid value and not be accounted for the value of Legth field if the deenablement applies for the entire TVWS.

5.5.2.8 Coexistence Command Response frame format

The coexistence command reponse frame format is defined in Figure 26.

	
	Coexistence header
	Information Type 
	Dialog Token
	Coexistence Command Response element

	Octets:
	8
	1
	1
	variable


Figure 26. Coexistence Command Response frame

Information Type field is set to 6 (Coexistence Command Response frame) to indicate a Coexistence Command Response frame. The Coexistence Command Response element format is shown in Figure 27.

	
	Length
	Command Type
	Command response

	Octets:
	1
	1
	Variable


Figure 27. Coexistence command response element format

The command type field is defined in Table 7.

5.5.2.8.1 Deenablement Command Response

A command type in the coexistence command response element may indicate Deenablement. The command response field corresponding to a deenablement command response element is shown in Figure 28.
	
	Status Code

	Octets:
	1


Figure 28. command response field format

Lengh is variable value subject to the legth of Channel Number field.

Status Code field is used to indicate the success or failure of a requested operation.The length of the Status Code field is 1 octet. The Status codes that have been allocated are shown in Table 8.

Table 8. Status Code field values

	Status Code field value
	Desciption

	0
	Reserved

	1
	Reserved

	2
	Success

	3
	Unspecified failure

	4-255
	Reserved


6. Procedures and protocols

6.1 Generic procedures for information exchange

6.1.1 TVBD operation control procedure

6.1.1.1 TVBD coexistence peering

TVBD coexistence peering procedure can be used to set up a connection between a CE and a CM. A CE and a CM shall use coexistence peering procedure to support coexistence service. The CE supporting coexistence shall establish a connection to a CM in advance of operation on TVWS according to the TVBD coexistence peering procedure using coexistence peering protocol (6.2.1). Only after the peering prodedure completed successfully, a CM can send coexistence commands to its peer CEs and a CE can send coexistence informations to its peer CM. After the peering procedure, the CE shall send a coexistence information message to peer CM to start operation on TVWS.
6.1.1.2 TVBD operation control 

TVBD coexistence control procedure is to manage TVBD operation in TVWS. The decision on the channels and the power a TVBD may operate on supporting coexistence among dissimilar or independently operated TVBD networks shall be made by a CM. A CM shall reside either in a TVBD or in an external coexistence management entity such as CMS (Coexistence Management Server). Coexistence contol procedure uses coexistence operation control protocol (6.2.3) between a CM and a CE. A CE shall reside in a TVBD. 

The CM may need to request one or more CE to perform measurements on TVWS using measurement protocol (6.2.2) to check the channel usage. If CE resides in a TVBD operating in master mode such as access point or base station, the CE may represent a network. In this case, the CE may initiate corresponding media specific measurement request to its serving TVBDs on the receipt of a measurement request from CM to make use of the results of measurement undertaken by other TVBDs in the network. 

The CM may use TVBD detection or Primary User Detection reports received from CEs on computing operating channel and power set for each CE. If the computed operation channel and power for one or more peer CE is updated, the CM shall send a coexistenc information frame with updated operation control information. The CM may make use of other informations from TVWS DB or CDIS on computing operating channel and power set for peer CEs. 

6.1.2 TVBD security procedure

6.1.2.1 Illegal TVBD

A TVBD may make an illegal use of TVWS. 

NOTE— For example, GPS geo-location information of a TVBD may not correct since GPS receivers are exquisitely sensitive and vulnerable to jamming. It may deliver incorrect data while interpreting the received signal because of jamming signal. Also, signal from GPS satellites can be corrupted at some positions from which too few satellites are visible to deliver an accurate position. On top of that, information registered in TVWS DB such as registered primary or secondary user location and identity is also higly sensitive and could be modified or poisoned by unauthorized access. Such incorrect information may lead to incorrect available channel lists to be sent to the TVBD and the TVBD may select operating channel based on those incorrect information causing severe interference to the primary users.

6.1.2.2 TVBD coexistence peering and TVBD operation control

The CM may send a TVBD deenablement command only after coexistence peering procedure (6.1.1.1) and TVBD operation control procedure (6.1.1.2) is completed. The operation control is needed at least once when the CE established a connection with its peer CM. The CE need to send operation control request for a TVBD to operate on TVWS supporting coexistence.
6.1.2.3 TVBD deenablement

TVBD deenablement is to force the illegal TVBD to cease its operation on a specific channel or on entire TV bands. The decision whether or not to deenable a TVBD shall be made by a CM. A CM shall reside either in a TVBD or in an external coexistence management entity such as CMS (Coexistence Management Server).  Deeanblement procedure uses deenablement protocol (6.2.4.1) between a CM and a CE. A CE shall reside in a TVBD. The CM can make a command of deenablement to one or more peer CEs. In a centralized decision making topology where all the CEs are peered to one CM, the CM can deenable any of CEs connected to it while in a distributed decision making topology where more than one CM can exists, the CM can not deenable a CE peered to another CM unless it is playing the role of master CM and the other behaves as a slave.

The CM may need to request one or more CE to perform measurements on TVWS using measurement protocol (6.2.2) to check the channel usage. If CE resides in a TVBD operating in master mode such as access point or base station, the CE may represent a network. In this case, the CE may initiate corresponding media specific measurement request to its serving TVBDs on the receipt of a measurement request from CM to make use of the results of measurement undertaken by other TVBDs in the network. 

The CM may use TVBD detection report received from CEs on deciding whether or not to deenable a TVBD. If the CM concluded that a reported TVBD is an illegal TVBD, it shall deenable the TVBD or the network of which the TVBD is a member. The CM shall transmit deenablement frame (5.5.2.8.1) to inform the CE of illegal TVBD that it shall deenable the TVBD or network.

NOTE— TVBD deenablement is mainly for the purpose of deenabling the TVBD with illegal use of TVWS.  However, it neither be invoked only by the reports on illegal TVBD detection nor has it to be used only for illegal TVBD deenablement.
6.2 Protocols

6.2.1 Peering

TVBD coexistence peering is to set up a connection between a CE and a CM. The CE supporting coexistence shall establish a connection to a CM in advance of opeartion on TVWS by sending Coexistence Peer Open frame (5.5.2.1) to a CM. 

The decision whether or not to grant Peer Open shall be made by a CM. If a CM decided to grant the Peer Open from a CE, it shall respond with Coexistence Peer Confirm frame (5.5.2.2) with reason result code set to SUCCESS. If a CM decided not to grant the Peer Open from a CE, it shall respond with Coexistence Peer Confirm message with Status code set to Request declined or Request denied (Figure 4). When a Peer Open is declined or denied, the CE shall re-try to set up a connection with a CM by sending Coexistence Peer Open to the other CMs.

A CM may suggest a CE to set up a conncection with a specific CM by including CM Identifier field in a Coexistence Peer Confirm frame if the CM concluded that another CM can provide coexistence service to the CE more efficiently. Upon receipt of Coexistence Peer Confirm with CM Identifier field set to a specific CM address, the CE may make use of the information and try to open a connection to the CM first. 

When a Peer Open is granted by a CM, the peering process completes successfully. After the peering process, the CE shall send a coexistence control message to peer CM to start operation on TVWS.

6.2.2 Measurement 

6.2.2.1 Responsibility for conducting measurement

CM is a functional entity which is accessible from a CE using coexistence protocol. For the measurement process, the CM may function as the requester of measurement.

A measurement capable TVBD with functional entity CE shall decode and interpret measurement request frames it receives and shall assess the contents againt its capabilities and the impact on its own performance.

6.2.2.2 Requesting and reporting of measurement

A TVBD may perform measurement on one or more channels itself or on a request of a CM. 

When a CM requests CEs to measure one or more channels, a CM shall use a measurement request frame containing one or more measurement request elements. The measurement request may be sent to an individual or group destination address. The source of measurement request shall be a CM and the destination of measurement request shall be one or more CEs connected to the CM. 

The results of each measurement requested in a measurement request element shall be reported in one or more measurement report elements of type corresponding to the request. Each measurement report element returned shall have the same measurement token as in the corresponding measurement element and the same actual measurement start time field, if present, as in the first returned measurement report element. The results of each measurement should be returned without undue delay to the requesting CM.

Measurement report elements shall be returned to requesting CM in one or more measurement report frames. Each measurement report frame shall contain the same dialog token field value as the corresponding measurement request frame. 

A CE may autonomously report measurements to the CM to which it is registered using measurement report frame with a dialog token field set to 0 with one or more measurement report elements. It allows a CE to report the results of measurement to the CM for which there was no explicit measurement request. In this case, the transmission of autonomous report shall be entirely the decision of the CE. An example of this use would be to report a change in the condition at the TVBD observed as a result of background measurement.

NOTE—since measurements on non-operating channels interrupt normal operation on the operating channel, the

CE receiving measurement request from CM and requesting measurement to its serving TVBDs should consider each TVBD’s service load, power state, and operating conditions. 
6.2.2.3 Specific measurement usage 

6.2.1.3.1 TVBD detection report

If a TVBD detection request is included in a measurement request frame and a CE accepts the TVBD detection request, the CE shall respond with a measurement report frame containing TVBD detection report for all observed TVBDs.  If the channel numbers to be measured are included in the request, the mearsurement process shall be conducted on those requested channels. The address of TVBD operating on those requested channels and corresponding channel numbers shall be included in illegal TVBD field and channel number field of TVBD detection report respectively. If the channel numbers are not included in the request, the measuring TVBD shall include channel numbers on which it actually performed measurements in the channel number field. 

The value of channel number field of TVBD detection request may be set to one or more channel numbers which are not available at the position of the mearsuring TVBD or within a specific area around it. The CEs receiving the request element with channel number field set to a specific channel numbers, the CE shall take an observation on the requested channels to detect other TVBDs operating on those channels using passive scanning. It is not allowed to use active scanning.

The value of channel number field of TVBD detection request may be set to one or more channel numbers which are available at the position of the measuring TVBD or within a specific area around it. The CEs receiving the request element with channel number field set to a specific channel numbers, the CE shall take an observation on the requested channels to detect other TVBDs operating on those channels using either passive scanning or active scanning.

A CE may autonomously send TVBD report to the CM using a measurement report frame including TVBD report measurement element with dialog token field set to 0. The value of channel number field of TVBD report may be set to one or more channel numbers which are not available at the position of the mearsuring TVBD.

6.2.1.3.1.1 Illegal TVBD detection report 

The CM shall include TVBD detection request element (5.5.2.3.1) in a measurement request frame to make the addressed CE to perform measurement on illegal channels. The value of channel number field of TVBD detection request element shall be illegal channel numbers which are considered unavialable at the position of measuring TVBD. The CE receiving a TVBD request shall respond with a TVBD detection report (5.5.2.4.1), which carries the information of detected TVBDs on requested illegal channels. A TVBD detection report may also be transmitted autonomously by a CE after detecting any illegal behaviour.

6.2.1.3.1 Primary user detection report

If a primary user detection request is included in a measurement request frame and a CE accepts the primary user detection request, the CE shall respond with a measurement report frame containing  primary user measurement report for all observed primary users.  If the channel numbers to be measured are included in the request, the mearsurement process shall be conducted on those requested channels. The type of primary users operating on those requested channels and corresponding channel numbers on which the primary user is detected shall be included primary type field and channel number field of the report respectively. If the channel numbers are not included in the request, the measuring TVBD shall include channel numbers on which it actually performed measurements in the channel number field. 

The value of channel number field of a primary user request may be set to one or more channel numbers which are not available at the position of the mearsuring TVBD or within a specific area around it. The CEs receiving a primary request element with channel number field set to a specific channel numbers, the CE shall take an observation on the requested channels to detect primary users operating on those channels using passive scanning. It is not allowed to use active scanning.

A CE may autonomously send a primary user detection report to the CM using a measurement report frame including primary user detection report measurement element with dialog token field set to 0. The value of channel number field of the report may be set to one or more channel numbers which are not available at the position of the mearsuring TVBD.

6.2.3 Information

6.2.3.1 Operation Control

A CE which has successfully completed peering procedure with a CM shall request coexistence information with information type set to operation contol to the peer CM before starting to operate on TVWS if the CE supports coexistence. The request shall include the TVBD device type, the location of TVBD and available TV channels and maximum transmit power allowed for each channel obtained from TVWS DB according to the FCC regulation. The TVBD device type shall be included because given a channel list the available channels and power limit may be changed according to the TVBD device type. The channel number and maximum transmit power information shall be consistent with the latest version of available channel list obtained from TVWS DB.

When updates of the available channel list of a TVBD received from TVWS DB or the location change of a TVBD occurs, the CE shall send a new request with the updated information to the peer CM.  

The CM receiving a coexistence information request frame with information type operation contol (5.5.2.5) shall respond with a coexistence information response frame (5.5.2.6)  with information type operation contol which carries the information of operating channels and the transmit power allowed to be used by the requesting CE. The operating channel and transmit power set shall compose of a subset of the available channel and transmit power set received from CE. The algorithm to compute the operating channel and power set is beyond the scopes of this standard.

The operating channel and power set shall be computed by a CM based on the information obtained from peer CEs such as registed location and available channels. When the available channel and power set is not included in the request, the CM may make use of the information obtained from TVWS DB or CDIS. However, the CE shall double check if the operating channel received from peer CM does not violate the available channel list and transmit power limitation obtained from TVWS DB and if is does, it masks the available channel and power set from TVWS DB with the operating channel and power set from peer CM so as to obtain the intersection of both sets.

Unsolicited coexistence information response may occur when a CM sends coexistence information independent of any preceding coexistence information request. Unsolicited coexistence information is used when the CM updates the coexistence information and needs to announce the updates to peer CEs. The updates may occur due to newly established connection with other CEs or based on the measurement results received from peer CEs through measurement protocol (6.2.2). The CM may make use of measurement result information of detected neighbour TVBDs on a (non) operating channels or detected primary users on a (un) available channels to update coexistence information.
The CE receiving coexistence information response shall choose the operating channel and transmit power of the TVBD from the channel and power set in coexistence information response message. If the received operating channel set from peer CM deos not include current operating channel of the TVBD, the CE shall initiate dynamic frequency selection switching the operating channels to a subset of indicated channels in the coexistence information response. If the received maximum transmit power is not satisfied with current power usage of the TVBD, the CE shall initiate transmit power control adjusting transmit power to meet the maximum power limit of coexistence information response.

6.2.4 Command

6.2.4.1 Deenablement

6.2.4.1.1 General 

In the description of 6.2.4.1.2 and 6.2.4.1.3, the CM initiating the deenablement is refered to deenablement requester and the CE to which the frame is addressed is referred to as deenablement responder.

6.2.4.1.2 Deenablement requester

Upon receipt of a COEX_Deenablement.request primitive, the deenablement requester shall create and transmit a coexistence command frame with command type value of deenablement (5.5.2.7.1) to the deenablement responder. The deenablement requester shall be a CM. The decision to deenable a TVBD can be made only by a CM. The deenablement requester may make use of the information in received TVBD detection report sent by CEs or the measurement results obtained by performing measurement itself and the additional information obtained from TVWS DB or CDIS. The algorithm to make a decision is beyond the scope of this standard. 
Upon receipt of a coexistence command response with command type value of deenablement (5.5.2.7.2), the Deenablement request shall issue a COEX_Deenablement.confirm primitive to inform the results of requested operation. The TVWS management entity of deenablement requester checks the status parameter.

6.2.4.1.3 Deenablement responder

Upon receipt of a deenablement request frame, the deenablement responder shall deenable its operation on TVWS by issuing a COEX_Deenablement.indication primitive to inform the TVWS management entity of the deenablement request.
Upon recipt of a COEX_Deenablement.indication primitive, the TVWS management entity may take an appropriate action and invoke a corresponding media specific primitive. When the TVWS management entity successfully performed requested deenablement operation, the TVWS management entity shall respond to Deenablement responder with COEX_Deenablement.response primitive. Upon recipt of a COEX_Deenblement, the Deenablement responder shall create and transtmit coexistence command response with command type value of deenablement (5.5.2.7.2) to the Deenablement requester with status code set to SUCCESS. If the TVWS management entity fails to perform the requested deenablement, it responds with COEX_Deenablement.response primitive with status parameter set to failure and accordingly the Deenablement responder transmits coexistence command response with command type value of deenablement (5.5.2.7.2) to the Deenablement requester with status code set to FAILURE.

7. Coexistence mechanisms and algorithms

7.1 TVBD deenablement

7.1.1 Illegal TVBD detection mechanism

A TVBD performs measurement on illegal channels and its CE reports measurement results to the CM. When the illegal channel number is indicated in a measurement request message sent from a CM, the detection of illegal TVBD shall be done on that requested channels. If the measuring TVBD detects any signal from other TVBDs on the requested channels, it assumes that there is illegal channel usage by an illegal TVBD.

When the CM resides in a CMS and has one or more registered CEs residing in a fixed or a mode II TVBD under control, the CM may access to the TVWS DB to obtain available channel lists at the position of registered CEs and choose the channel to request measurement based on the available channel list. When the CM resides in a fixed or a mode II device with one or more registered CEs in a mode I TVBD, it may use the available channel list at the position of a fixed or a mode II device unless the location information of CE is known.
When the CM does not give the explicit channel number to the CE of a measuring TVBD, the CE can make use of the available channel list obtained from a CM or a TVBD that can directly access to the TVWS DB. The CE would make a decision on which channel to measure during the requested measurement period base on the available channel list. In the case of CE residing in a fixed or mode II TVBD, it may obtain available channel list from the TVBD it is residing in because all the fixed and mode II TVBD must have an access to TVWS DB. It also can access to the CM to request available channel list at its position. 

If the CE resides in a mode I TVBD, it can obtain available channel list from a fixed or a mode II device it is associated to. If the CE resides in a sensing only TVBD, it can obtain available channel list by conducting channel sensing through TV bands. In this case, the CE or the TVBD does not have to aware of all the available channel lists all the time; it would be enough for them to have a couple of back-up channels.

The CE may request a measuring TVBD to perform measurement on unavailable channels which are allocated to primary users based on the available channel list it obtained. If the measuring TVBD detects any signal from other TVBDs on those unavailable channels for itself, it assumes that there is illegal channel usage by an illegal TVBD.

7.2 Channel converting algorithm

The CE receiving measurement request should be able to convert TV channel numbers to media specific channel numbers. For example, if the CE wants to search for WLAN TVBD operating on the requested TV channels it should convert the channel number into possible WLAN channel set that uses the requested TV channels. 

7.3 Decision making algorithm

<TBD>
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