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Overview
This document describes methods of assessing coexistence of wireless networks. The methods apply to both licensed and unlicensed wireless networks; however, there is a focus on unlicensed wireless networks.  The reason for this focus is that unlicensed wireless networks do not operate in spectrum dedicated for use by the network.  The spectrum in which unlicensed wireless networks is shared by multiple wireless networks that may be design to a different standards or specifications. This results in a less controlled spectrum usage.  However, unlicensed has been shown to be very useful and has resulted in many innovative wireless networks.
Given that wireless networks often share spectrum with other wireless networks it is important to be able to evaluate how effectively these wireless networks share the spectrum.  The various wireless networks may be designed according to a common specification or standard in which case we have a homogeneous coexistence scenario or they may be designed according to different standards or specifications in which case we have a heterogeneous coexistence scenario. The homogeneous coexistence scenario is a more controlled situation and hence tends to be less of an issue. On the other hand, the heterogeneous coexistence scenario is a less controlled situation.  The most challenging situation is that of the heterogeneous coexistence scenario operating in unlicensed spectrum since it combines the less controlled situation of two dissimilar wireless networks with the less controlled operation in unlicensed spectrum.

Hence the focus of this document is on the heterogeneous coexistence scenario in unlicensed spectrum.  Many of the methods described in this document may also apply to the homogeneous coexistence scenario or the operation in licensed spectrum.
The scope and purpose of this recommended practice is in Subclauses 1.1 and 1.2, respectively.
AUTHORS NOTE: SCOPE IS COPIED FROM THE PAR AND WILL NOT CHANGE
Scope
This Recommended Practice describes methods for assessing coexistence of wireless networks. The document defines recommended coexistence metrics and methods of computing these coexistence metrics. The focus of the document is on IEEE 802 wireless networks, though the methods developed here may be applicable in other standards development organizations and development communities.
AUTHORS NOTE: PURPOSE IS COPIED FROM THE PAR AND WILL NOT CHANGE

Purpose

The purpose of this document is to recommend methods to evaluate the coexistence of wireless networks.
Normative References
The following referenced documents are indispensable for the application of this standard. For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments or corrigenda) applies.
IEEE Std 802.15.2-2003, Coexistence of Wireless Personal Area Networks with Other Wireless Devices Operating in Unlicensed Frequency Bands, 2003
Definitions
This clause contains definitions of terms used in this document.  Definitions of recommended coexistence metrics can be found in Clause 9.
Channel: A continuous frequency segment within the frequency band of operation.

Dynamic frequency selection: A method used by a wireless network for selecting the channel of operation so as to avoid interference with another wireless system.

Keep-out region: A geographic region encompassing the primary wireless system, within which the secondary system cannot operate in the same channel as channel occupied by the primary wireless system.

Packet Error: A packet error is when a station sends a packet to another station within the network and the other station does not receive the packet without error.  For the receiving station to receive the packet without error it must receive the packet and correctly decode the cyclic redundancy check.

Probability of detection: The probability that the secondary wireless system decides that a primary signal is present in a given channel when in fact the primary system does occupy that channel.

Probability of false alarm: The probability that the secondary wireless system decides that a primary signal is present in a given channel when in fact the primary system does not occupy that channel.

Probability of misdetection: The probability that the secondary wireless system decides that a primary signal is not present in a given channel when in fact the primary system does occupy that channel. The value of the probability of misdetection is one minus the value of the probability of detection.

Sensing Time: The time that a wireless network observes a channel in order to decide if that channel is occupied by another wireless system.

Station: A member of a wireless network.

Abbreviations and Acronyms

	DFS
	Dynamic frequency selection

	PER
	Packet Error Rate

	PD
	Probability of detection

	PFA
	Probability of false alarm

	TS
	Sensing Time


General Description

Assessing the coexistence of two wireless networks consists of three steps.  The first step is to develop a description of the coexistence scenario.  This scenario description provides enough detail about the two networks to enable a quantitative evaluation of the coexistence of the two networks. The second step is selection of a coexistence metric which measures how effectively the two wireless networks coexist.  The final step is the evaluation of the coexistence metric in the context of the coexistence scenario.
There are a variety of coexistence scenarios that can be used to model real-life situation.  In many cases a simplified model can be used which gives insight into how two network in a more complex scenario will coexist.  There are also a variety of coexistence metrics that can be used to gauge how well two wireless networks coexist.  Finally, there are a variety of methods of evaluating a coexistence metric.  Most of the methods for evaluation of coexistence metrics consist of simulation techniques, analytic techniques or some combination of the two.
Structure of the Recommended Practice

Subclause 1 is overview of the recommended practice including the scope and purpose.  Clause 2 contains the normative references. Definitions of terms used in the recommended practice are contained in Clause 3 while abbreviations and acronyms are contained in Clause 4. Clause 5 is a general description of the recommended process for coexistence assessment.

The recommended procedure for a coexistence assessment is giving in Clause 7.

 A number of recommended coexistence scenarios are given in Clause 8.
A list of recommended coexistence metrics are given in Clause 9.  
Recommended methods for evaluating coexistence metrics are given in Clause 10.  
A bibliography is provided in Annex A.

Examples of the three step process recommended in this document are given in Annex B through C.
Recommended Procedure for a Coexistence Assessment

Subclause 7.1 specifies which coexistence scenario to use based on the real-life coexistence situation that is to be modeled.  Subclause 7.2 specifies which coexistence metric, or metrics, to use in the coexistence assessment.  Subclause 7.3 specifies which method of evaluation to use in the coexistence assessment.
Select a Coexistence Scenario

Table 1 lists the coexistence scenarios included in this recommended practice and under which conditions each coexistence scenario should be used.
	Coexistence Scenario Number
	Coexistence Scenario Title
	Recommendation

	1
	Two Small Networks
	Should be used when the interference between the two networks is dominated by a single node in each network. This situation often occurs when a single node in one network comes into close proximity with a single node in the other network

	2
	Two Large Networks
	Should be used when the interference between the two networks is due to the aggregated effects of multiple stations within each network

	3
	Dynamic Frequency Selection
	Should be used to evaluate the effectiveness of the dynamic frequency selection technology used in one of the networks

	4
	Listen Before Talk
	Should be used to evaluate the listen before talk technology used in one of the networks


Table 1: Recommended Coexistence Scenarios
Select a Coexistence Metric

A coexistence metric should be selected that best measures the effects of interference of interest to the user application.  Multiple metrics are available and one or more can be selected for a given coexistence scenario. Table 2 lists the coexistence metrics provided in this document and a recommendation under what conditions each metric should be used.
	Coexistence Metric
	Recommendation

	Packet Error Rate
	Packet error rate should be used as a coexistence metric in several conditions

· In applications in which the performance metrics of interest depend packet error rate.  In those cases PER is a good indication of other higher layer metrics, like throughput and latency
· In delay sensitive user applications that are sensitive to packet loss (e.g. voice and video)

	Throughput
	Throughput should be use as a coexistence metric when the user application performance depends directly on link throughput.  Examples include
· File transfer

· 

	Latency
	Latency should be used as a coexistence metric in conditions in delay sensitive user applications, like voice and video

	DFS Sensitivity
	DFS sensitivity should be used as a coexistence metric when evaluating the effectiveness of the DFS capability in a DFS-enabled wireless network

	Exposed Node Probability 
	Exposed node probability should be used as a coexistence metric when evaluating the effectiveness of a listen before talk protocol

	Hidden Node Probability
	Hidden node probability should be used as a coexistence metric when evaluating the effectiveness of a listen before talk protocol


Table 2: Recommended Coexistence Metrics
Select a Method to Evaluate the Coexistence Metric

For each coexistence metric there is at least one method that is recommended to evaluate that coexistence metric.  Table 3 lists the recommended methods for evaluation of each of the coexistence metrics and describes under what conditions each method is to be used.
	Method Number
	Method of Evaluation Title
	Recommendation

	1
	Estimation of PER in Small Network
	This method should be used to estimate the value of the packet error rate in the coexistence scenario of two small networks

	2
	Estimation of PER in Large Network
	This method should be used to estimate the value of the packet error rate in the coexistence scenario of two large networks

	3
	Estimation of throughput in Small Network
	This method should be used to estimate the value of the link throughput in the coexistence scenario of two small networks

	4
	Estimation of throughput in Large Network
	This method should be used to estimate the value of the link throughput in the coexistence scenario of two large networks

	5
	Estimation of latency in Small Network
	This method should be used to estimate the value of the link latency in the coexistence scenario of two small networks

	6
	Estimation of latency in Large Network
	This method should be used to estimate the value of the link latency in the coexistence scenario of two large networks

	7
	Estimation of DFS Sensitivity
	This method should be used to estimate the value of the DFS sensitivity in the DFS sensitivity scenario

	8
	Estimation of Exposed Node Probability
	This method should be used to estimate the probability of an exposed node in the listen before talk coexistence scenario

	9
	Estimation of Hidden Node Probability
	This method should be used to estimate the probability of an hidden node in the listen before talk coexistence scenario


Table 3: Recommended Methods to Evaluate Coexistence Metrics
Coexistence Scenarios

This clause contains a number of recommended coexistence scenarios that can be used to model real-life situations.  The coexistence scenarios do not include all possible situations that can occur in real-life however they do include a broad range of scenarios that cover many of the real-life situations.
The scenarios generally consist of two wireless networks, typically labeled Network A and Network B. Typically these two networks are design according to two different standards or specifications, hence these are typically heterogeneous coexistence scenarios.

  In some of the scenarios each network consists of few stations while in other scenarios there are many stations in each network.  These different scenarios can be used to investigate different real-life situations. If the interference from one network to another network is dominated by the interference between one station in Network A and one station in Network B it is recommended to use a coexistence scenario 1.

 If on the other hand the interference is not dominated by a few networks but is in fact determined by the aggregate interference between these networks, then it is recommended to use a coexistence scenario 2.
There are also scenarios that focus on a specific capability of one network to coexist with another network.  Such systems adapt their behavior so as to better coexist with other networks.  This adaptation can include selection of the frequency of operation, modifications to the timing and duration of transmission or other adaptations.
 Coexistence scenario 3 is recommended for modeling of dynamic frequency selection (DFS) networks. A DFS-enabled network observes (senses) the spectrum within a band of frequencies and selects it channel of operation based on the results of the sensing. A DFS-enabled network monitors the spectrum and changes it channel of operation depending on spectrum activity.
Coexistence scenario 4 is recommended for modeling listen before talk (LBT) networks.  An LBT network observes (senses) the channel it is operating on to determine if the channel is currently occupied and based on that observation it decides whether to transmit.
Coexistence Scenario 1 – Two Small Networks
This coexistence scenario is recommended for situations in which the interference between two different networks is dominated by interference from a single station in one network and a single station in another network.  One possible cause of this dominate interference is close physical proximity between one station in Network A and one station in Network B.
The geometry for this coexistence scenario is show in Figure 1.  In this coexistence scenario the interference between Network A and Network B is dominated by the interference between the station at the origin and the station at location
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This scenario occurs when both one of both of the stations dominating the interference is portable or mobile, and as a result of this portability these two stations come into close proximity.

In this scenario the distances L, d and e must be specified.  In this scenario Network A is the interfering network and Network B is the victim network.  The distance L is specifies the separation between stations in Network A.  It is recommended that this distance be 90% of the range of Network A.  This value for L represents a close to worst case value.
The value of the distance d is varied so as to be able to evaluate the impact of interference from Network A on Network B.  The value of distance e is significantly larger than distance d, so that the interference from Network A is dominated by the station at location
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Figure 1: Geometry of Coexistence Scenario 1
In addition to specifying the geometry of this coexistence scenario there are a number of other parameter that must be specified.  The following are parameters that are required to specify this coexistence scenario.

1. Transmit power, in dBm, for each station in Network A

2. Transmit power, in dBm, for each station in Network B

3. Signal bandwidth for Network A

4. Signal bandwidth for Network B

5. Center frequency for Network A

6. Center frequency for Network B

7. Traffic statistics for Network A

8. Traffic statistics for Network B

9. Data rate(s) for Network A

10. Data rates(s) for Network B

The traffic statistics is best represented by a probability mass function for the packet payload.  This probability mass function can be represented in a table. Table 4 illustrates a representation of the traffic statistics probability mass function.
	Number of Bytes in Payload
	Probability
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Table 4: Probability mass function of traffic statistics
Each of the networks may support one or more data rates.  A list of these data rates is required.

Coexistence Scenario 2 – Two Large Networks
When the interference between networks is not dominated by interference between two stations this coexistence scenario should be used as a model.  In this coexistence scenario there are two networks: Network A and Network B.  Each network consists of a number of stations.  The interference at any station is modeled as a combination of the interference from multiple stations.  In this coexistence scenario the interference is modeled as an aggregation of the individual interference signals.
The geometry of Coexistence scenario 2 is shown in Figure 2.  Each network consists of a number of stations.  The stations are distributed thought a region.  In many situations there is a station to which all other stations in the network communicate with directly.  In this document that station will be called the primary station.  In specific technologies this primary station may be referred to as the base station, access point or network master.  Specification of this coexistence scenario requires the following parameters,
1. Number of stations in Network A

2. Number of stations in Network B

3. Operating region of Network A

4. Operating region of Network B

5. Location of primary station in Network A (typically at the center of the operating region)

6. Location of primary station in Network A (typically at the center of the operating region)

7. Spatial distribution of stations in Network A

8. Spatial distribution of stations in Network B

9. Transmit power, in dBm, for each station in Network A

10. Transmit power, in dBm, for each station in Network B

11. Signal bandwidth for Network A

12. Signal bandwidth for Network B

13. Center frequency for Network A

14. Center frequency for Network B

15. Traffic statistics for Network A

16. Traffic statistics for Network B

17. Data rate(s) for Network A

18. Data rates(s) for Network B
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Figure 2: Geometry of Coexistence Scenario 2
There are several parameters in this coexistence metric that are not parameters in Coexistence Scenario 1.  First, one must specify the number of stations in both Network A and Network B.  Next one must specify the coverage area of Network A and Network B.  The recommended method for selecting the radius of the coverage area is to perform a link budget calculation for each network at the lowest data rate to calculate the allowed path loss.  Then from the allowed path loss calculation find the distance at which that path loss occurs by inverting the path loss formula.

AUTHOR NOTE: Add text on the steps for path loss calculation, with recommendations for shadow fading, and show how to calculate radius of coverage area.

Coexistence Scenario 3 – Dynamic Frequency Selection
The DFS coexistence scenario consists of a two wireless networks.  One of the wireless systems is DFS-enabled (Network A) and the other wireless system is not DFS-enabled (Network B).  The term network is used broadly in this coexistence scenario and includes wireless systems that in other contexts may not be referred to as networks (e.g. radar systems).  This is done to avoid introduction of other to many additional and unnecessary terms.

The frequency band in use by both the wireless networks is show in Figure 3.  The frequency band is subdivided into N channels. Each of these N channels may be occupied by Network B.
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Figure 3: Frequency band of operation

Coexistence Scenario 4 – Listen Before Talk
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Coexistence Metrics

This clause defines a number of coexistence metrics and recommends which coexistence metrics to use with each of the coexistence scenarios in Clause 8.
Definitions of the Coexistence Metrics

This subclause contains definitions of the coexistence metrics recommended for assessing the coexistence of two wireless networks.
Packet Error Rate: The probability of a packet error (PE).

DFS Sensitivity: The signal power level at which a DFS system can detect the signal of interest for a specified receiver system noise figure, sensing time, probability of false alarm, and probability of detection.
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