The latest IEEE 802 boilerplate.

IEEE 802.18 has carefully reviewed the results of the ECC questionnaire
 to administrations on the assessment of the efficiency of the DFS modifications introduced in later versions of EN 301 893 (DFS mechanism used by 5 GHz Wireless Access Systems including Wi-Fi (WAS/RLANs) to protect radar systems). We also notes the subsequent liaison from WGSE to ADCO and R&TTE CA (document SE(12)040 Annex 23) as well as the liaison from the ECC to TCAM (TCAM document 35(38)) and would like to comment on these liaisons.

Looking at the replies to  the ECC questionnaire we believe that it is now apparent that there are three areas that need to be addressed by the National Administrations  in order to respond to the concerns raised by the WGSE (as well as by the ECC). We believe that these areas should be addressed as follows:

· To actively take enforcement actions against illegal equipment or against illegal use of equipment that was legally placed on the market. 

· To increase market surveillance and enforcement actions to identify/locate non-compliant equipment that does not meet the applicable DFS requirements described in the appropriate Harmonised Standards
 and which are required to comply with the essential requirements in article 3.2 of the R&TTE Directive. 
· To provide guidance information to ensure that notified bodies are made aware of the applicable technical requirements for equipment implementing DFS and of their responsibilities with regard to giving opinions of presumption of conformity against article 3.2 of the R&TTE Directive for such equipment.
We would also like to remind European regulators that since the opening of the 5 GHz bands for WAS/RLANs, the Wi-Fi industry has worked long and hard for many years to meet the detect-and-avoid needs of all radar use in the band.  This has resulted in various iterations of the Harmonised Standard EN 301 893 over the course of several years to continuously improve the DFS performance. The vast majority of the manufacturers responsible for producing mass market Wi-Fi products for these bands have stepped up and redesigned their product to meet the new versions of the standard, including software, firmware, and in some cases silicon changes.  Many of these new versions of the standard, which changed or added DFS detection requirements, were due to the incumbent radar industry failing to provide the necessary information at the start of the process.

While the DFS analysis performed in 2007 confirmed a shortcoming in the Harmonised Standard (which was corrected by ETSI), the feedback to the recent DFS questionnaire1now clearly points to non-compliant equipment being the cause of the recent reported interference cases, rather than shortcomings in the later versions of the standard. A market surveillance regime would obviously fail to reach its objectives in case of insufficient market surveillance operations. Therefore, due to the above, the Wi-Fi Alliance would encourage national administrations to initiate the actions listed in the bullets above before considering any other regulatory options. 

Manufacturers that have correctly implemented DFS mechanisms are very much concerned about other manufacturers who deliberately do not comply with the applicable DFS requirements, as they put the availability of the frequency bands at risk for all manufacturers. 

Finally, with regard to the third bullet point above, IEEE 802 would like to offer support to ETSI TC BRAN, ADCO and/or R&TTE CA in order to develop a technical guidance document which would help to ensure a harmonized understanding by surveillance authorities and notified bodies on the DFS requirements applicable to 5 GHz Wi-Fi (WAS) to protect radar systems.  
We note also that ETSI TC BRAN developed TR 102 651 (Guide to the implementation of Dynamic Frequency Selection (DFS)) with the objective to provide guidance to industry when implementing DFS mechanisms into their products. The Wi-Fi Alliance also produced a similar document for its member companies in October of 2007 (Spectrum Sharing in the 5 GHz Band, DFS Best Practices). 
By the end of 2012, our member companies will be shipping equipment based on the IEEE 802.11ac standard.  Operating solely in the 5 GHz bands and intended as an indoor wireless LAN device for streaming multimedia, it has the capability of using 80 MHz and even 160 MHz wide channels (primarily to support indoor streaming of HD and 3D HD video and audio).  The availability of the entire spectrum at 5 GHz is important to support the evolution of IEEE 802.11ac-based equipment which will  be compliant with existing DFS requirements.  
As devices compliant with these standards have not been responsible for the interference problems, we urge you to utilise the surveillance and enforcement powers of your organization to eliminate the interference instead of eliminating it for the mass market of compliant devices.
    
� WGFM QUESTIONNAIRE ON THE CURRENT STATUS OF DFS (DYNAMIC FREQUENCY SELECTION) IN THE 5 GHZ FREQUENCY RANGE


� EN 301 893 v1.4.1, v1.5.1, v1.6.1, v1.7.1





�Do not mention this. From this and from the sentence above, it looks like we could accept closing this 50 MHz for outdoor. This letter should be focussing on (1) the need to keep the entire spectrum available for in- and outdoor use and (2) the need to start enforcement actions.


�Difficult to understand. Do we need this sentence?





