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1. Changes to Clause 9

Add ASCON algorithm to Table 9-9.

1. New annex Ba for specifying how to use AEAD ciphers in general

The new annex would specify how to use AEAD just like the Annex B now specifies how to use AES-CCM\* and AES-CCM modes of operation. This might not be even needed if the text in Section 9.3.2 is enough. Or we might just update the text in 9.3.2 to be sufficient.

Ba.1 Introduction

Ba.2 Symmetric-key cryptographic building blocks

Ba.2.1 General

Ba.2.2 Block cipher

Ba.3 Specification of AEAD operations

Ba.3.1 AEAD encryption and authentication transform

Ba.3.2 AEAD decryption and authentication checking transformations

1. Create test vector document in mentor

Create document providing test vectors using ASCON and add reference to that in Table 9-9.