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 Minutes for IEEE TG 802.15 SC IETF Daejeon Meeting

9 May, 2017
Chair – Pat Kinney
Vice Chair – Charlie Perkins
 SC IETF Opening/Closing Statement (15-17-0261-02-0mag)
· Tuesday 9 May, PM1: Status on relevant IETF groups
· Adjourn

Tuesday PM2 (March 14) (room Plaza A)
Vice Chair called the meeting to order at 2:01pm.  Attendance: 6
Opening / Closing Report (DCN: 15-17-0169-00-0mag)
Agenda: Status updates on relevant IETF groups
	· 6tisch

· core

· 6lo

· roll

· detnet

· lp-wan
· t2trg

· ace

· IEEE 802.15 and IETF liaison communications


Patent Policy and call for Essential Patents
· Chair presents IEEE slides #1 to #4 of the IEEE patent and meeting conduct slides. Chair provides an opportunity for disclosure.  None was heard.
Approve agenda (15-17-0260-00-0mag)
·   No objections

6tisch
Highlights from minutes at IETF 98:

· Presentation for detnet-backhaul-architecture (informative) did not occur.
· The group is ready to call for adoption for the 6P and SF0 documents, with restrictions.
· The first restriction is the lack of feedback information from SF on whether the panel of capabilities from 6P is sufficient to achieve all the needs to an abstract SF. This will be alleviated by experience from the interop test in Prague so we expect to be ready then.
· Also remarks on the lack of definition of the service interface between SF and 6P, e.g. pointing on the responsibility of the timeouts and the values incurred.
· The largest piece of the meeting dealt with security. The framework was presented in which the minimal security based on PSK can be seen as an optional portion of the larger flow that starts with private keys / certificates and fits within the ANIMA framework.
· Status was given on related work in other WG and at the IEEE.
Active Internet-Drafts
· 6top Protocol (6P) (draft-ietf-6tisch-6top-protocol)
· Abstract: enables distributed scheduling in 6TiSCH networks
· 6TiSCH 6top Scheduling Function Zero (SF0) (draft-ietf-6tisch-6top-sf0)
· Abstract: SF0 dynamically adapts the number of allocated cells between neighbor nodes, based on the amount of currently allocated cells and the neighbor nodes' cell requirements
· An Architecture for IPv6 over the TSCH mode of IEEE 802.15.4 (draft-ietf-6tisch-architecture)
· 6tisch Secure Join protocol (draft-ietf-6tisch-dtsecurity-secure-join)
· Abstract: securing the join process and making that fit within the constraints of high latency, low throughput and small frame sizes that characterize IEEE802.15.4 TSCH
· Minimal 6TiSCH Configuration (draft-ietf-6tisch-minimal-21)
· Minimal Security Framework for 6TiSCH (draft-ietf-6tisch-minimal-security)
· Abstract: describes the minimal mechanisms required to support secure initial configuration in a device being added to a 6TiSCH network.  The goal of this configuration is to set link-layer keys, and to establish a secure session between each joining node and the JCE who may use that to further configure the joining device
· Terminology in IPv6 over the TSCH mode of IEEE 802.15.4e (draft-ietf-6tisch-terminology)
core
WG status
· RFC8075 (Guidelines for Mapping Implementations: HTTP to CoAP) published.
· draft-ietf-core-etch: To become RFC8132, in AUTH48 as of time of meeting.
· draft-ietf-lpwan-coap-static-context-hc (LPWAN work item) was briefly presented, the authors are looking for feedback about whether the compression works.
· Multiple Interops are being planned. Virtual format to occur about monthly until Prague.
Post-WGLC drafts
· draft-ietf-core-coap-tcp-tls
· draft-ietf-core-links-json:  2nd WGLC finished. (Since has been sent to IESG.)
COMI
· draft-ietf-core-yang-cbor-10: there was in room consensus on the document being ready for WGLC. 
· draft-veillette-core-yang-library: not enough people 
· draft-ietf-core-comi: A discussion on PATCH formats
Object Security (Tuesday and Friday)
· draft-ietf-core-object-security-02: Per packet overhead and memory usage reduction in –02. Two interops have been held (see above) where 2 implementations have been tested. 
6lo
Introduction and  draft status are provided by the chairs. 4 new RFCs:
·    RFC 7973 (draft-ietf-6lo-ethertype-request)
·    RFC 8025 (draft-ietf-6lo-paging-dispatch)
·    RFC 8065 (draft-ietf-6lo-privacy-considerations)
·    RFC 8066 (draft-ietf-6lo-dispatch-iana-registry) 
In IESG processing are:
·     draft-ietf-6lo-dect-ule (AUTH 48)
·     draft-ietf-6lo-6lobac-06 (RFC Editor's Queue)
·     draft-kivinen-802-15-ie  (RFC editor's queue)
· IE(information element) has been allocated by IEEE. ( minor update
Newly adopted drafts:
·     draft-ietf-6lo-rfc6775-update
·     draft-ietf-6lo-use-cases
No more interest from originating group, ZigBee NAN/Jupiter
draft-ietf-6lo-mesh-link-establishment

roll
Presentations
· DAO projection            Pascal
· https://tools.ietf.org/html/draft-ietf-roll-dao-projection          
· Npdao optimization      Rahul
· https://tools.ietf.org/html/draft-jadhav-roll-efficient-npdao      
· Load-balancing            Mamoun
· https://datatracker.ietf.org/doc/html/draft-qasem-roll-rpl-load-balancing      
· AODV-RPL                  Charlie
· https://datatracker.ietf.org/doc/html/draft-ietf-roll-aodv-rpl    
· RPL-info                       Michael
· datatracker.ietf.org/doc/html/draft-ietf-roll-useofrplinfo
· When to use RFC 6553, 6554 and IPv6-in-IPv6
detnet
· DetNet Data Plane Design Team (Jouni Korhonen)
·   https://tools.ietf.org/html/draft-dt-detnet-dp-sol-00
· DetNet Flow Information Model Based on TSN (Balazs Varga)
· tools.ietf.org/html/draft-farkas-detnet-flow-information-model-00
· DetNet Security Considerations (Ethan Grossman)
·   https://tools.ietf.org/html/draft-sdt-detnet-security-00
· IEEE TSN and IETF DetNet Issues  (Norm Finn)
· DetNet Backhaul Networks  (Lun Shao)
· tools.ietf.org/html/draft-wang-detnet-joint-scheduling-00
· tools.ietf.org/html/draft-wang-detnet-backhaul-architecture-00
lp-wan
The room was full, with many people standing or sitting on the floor.
· LPWAN Overview Presentation and Discussion (Stephen Farrell) 

· LoRaWAN overview (Alper Yegin)

· SCHC LPWAN Fragmentation Header (Carles Gomez)

· LPWAN Static Context Header Compression (SCHC) for IPv6 and UDP (Ivaylo Petrov stepping in for Ana Minaburo)

· LPWAN SCHC for CoAP (Laurent Toutain)

· Now is directional

· SCHC Implementation (Tomas Lagos)

· Implementation of SCHC over Sigfox (Juan Carlos Zuniga)

· 802.15.LPWA Interest Group Activities (Charlie Perkins)

· 802.15.4{k,m} as lpwan technology (Pat Kinney)

t2trg
Four discussion groups, eight topics

[See https://www.ietf.org/proceedings/98/minutes/minutes-98-t2trg-01.html]
1. “What needs to be done to make systems interoperate that employ different kinds of data models in their components”
2. “What are the problems that need to be solved before I can reasonably transfer authority to access a bunch of IoT devices to a new owner when I sell my house”
3. “What if Alice is evil and Bob doesn’t get a chance to scream?”
4. “Converging network on-boarding with application layer setup? How can I use application credentials to join the network or v.v. Can we reduce TCO in the process?”
5.  “What needs to be done to make systems interoperate that employ different kinds of data models in their components”

6. “What are the problems that need to be solved before I can reasonably transfer authority to access a bunch of IoT devices to a new owner when I sell my house”

7. “What if Alice is evil and Bob doesn’t get a chance to scream?”

8. “Converging network on-boarding with application layer setup? How can I use application credentials to join the network or v.v. Can we reduce TCO in the process?”

ace
IETF 98 agenda
· discuss many drafts
· See: https://www.ietf.org/proceedings/98/minutes/minutes-98-ace-00.txt
Active Internet-Drafts
· An architecture for authorization in constrained environments (draft-ietf-ace-actors)
· CBOR Web Token (CWT) (draft-ietf-ace-cbor-web-token)
· Authentication and Authorization for Constrained Environments (ACE) (draft-ietf-ace-oauth-authz)
IEEE 802.15 and IETF liaison communications
·   No news
AOB
· None offered
Adjourned at 3:03pm
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