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Comment
	Comment #
	Page
	Subclause
	Line
	Comment
	Must Be Satisfied
	Proposed Change

	i-204
	　
	5.5.7
	　
	The MAC-HRCP-DATA primitives do not pass addressing (or Ethertypes) explicitly.  In order to meet the CSD requirements, compatibility with 802.1 requires 48 bit addressing and Ethertypes.
	Yes
	Add the MAC address of the source and destination to these primitives.  Otherwise, you will need another way to notify the next higher layer of the addressing (you could specify this with the associate and disassociate primitives, but it may be easier here).  Also, specify how the addressing is carried from end to end.  Finally, you need to specify how the Ethertype is carried in this protocol.

	i-205
	
	6.3.4a.1
	
	The data frame format proposed violates the CSD for this project, which requires adherence to  802.1.  To do that, the Ethertype and associated tags need to be carried in the data frame.  In addition, this is just good protocol design.
	
	Indicate that the Payload field for the MAC Subframe Body field is formatted as the Non-secure Multi-protocol Data frame Frame Payload field.


Resolution:

Add “MAC-HRCP-MUL-DATA” to MAC SAP primitives.
5.5 MAC SAP
Change Table 5-30 as follows:
Table 5-30—Summary of MAC SAP primitives
	Name
	Request
	Confirm
	Indication
	Response

	MAC-ASYNC-DATA
	5.5.1
	5.5.2
	5.5.3
	

	MAC-ISOCH-DATA
	5.5.4
	5.5.5
	5.5.6
	

	MAC-HRCP-DATA
	5.5.7
	5.5.8
	5.5.9
	

	MAC-HRCP-MUL-DATA
	5.5.10
	5.5.11
	5.5.12
	


Insert the following row at the end of Table 5-31:
Table 5-31—MAC-ISOCH-DATA, MAC-ASYNC-DATA and MAC-HRCP-DATA primitive parameters
	Name
	Type
	Valid range
	Description

	LogicalChannel
	Enumeration
	CH0,CH1
	LogicalChannel value is available for

use by the Higher Layer Protocol user

and is therefore out of scope of this

specification. This parameter is valid

only for MAC-HRCP-DATA primitives.

	DataID
	Enumeration
	ETHERTYPE_PROTOCOL_DISCRIMINATOIN,OUI_CID,ETHERTYPE
	The DataID specifies Data header type

	DestinationAddress
	MAC Address
	Any valid individual MAC address
	The destination address representing the address of data destination when the DataID is “ETHERTYPE_PROTOCOL_DISCRIMINATOIN”

	SourceAddress
	MAC Address
	Any valid individual MAC address
	The source address representing the address of data origin when the DataID is “ETHERTYPE_PROTOCOL_DISCRIMINATOIN”

	Ethertype
	Octet string
	Ethertype defined in IEEE Std 802-2014
	The Ethertype specified when DataID is “ETHERTYPE_PROTOCOL_DISCRIMINATOIN” or “ETHERTYPE”

	OUI_CID
	Octet string
	
	The OUI or CID strings specified when DataID is “OUI_CID”


After 5.5.9,insert the following new subclause as 5.5,10,5.5.11 and 5.5.12:

5.5.10 MAC-HRCP-MUL-DATA.request
This primitive is used to initiate the transfer of a Multi-protocol MSDU from one MAC entity to another MAC entity or entities using HRCP PHY. The semantics of this primitive are:
MAC-HRCP-MUL-DATA.request
` (
RequestID,
StreamIndex,
LogicalChannel,

ACKRequested,

ConfirmRequested,

Length,
DataID,

DestinationAddress

SourceAddress,

Ethertype,

OUI_CID
Data

)
The primitive parameters are defined in Table 5-31.
5.5.11 MAC-HRCP-MUL-DATA.confirm
This primitive is used to report the result of a request to transfer a Multi-protocol MSDU from one MAC entity to another MAC entity or entities. This primitive is only generated if the ConfirmRequested parameter in the MAC-HRCP-MUL- DATA.request with the same RequestID value is ALWAYS or is ON_ERROR and the ResultCode is FAILURE. The semantics of this primitive are:

MAC-HRCP-MUL-DATA.confirm

(

RequestID,

TransmitDelay,

ResultCode,

ReasonCode

)
The primitive parameters are defined in Table 5-31.
5.5.12 MAC-HRCP-MUL-DATA.indication
This primitive is used to indicate the reception of a Multi-protocol MSDU. The semantics of this primitive are:
MAC-HRCP-MUL-DATA.indication 
(
Length, 

DataID,

DestinationAddress

SourceAddress,

Ethertype,

OUI_CID
Data

)

The primitive parameters are defined in Table 5-31.
6.2 General frame format

Replace Figure 6-3a as follows:
	Octet:2
	2
	1
	1
	3
	1
	
	Variable

	Frame Control
	Pairnet ID
	DestID
	SrcID
	TX and ACK Information
	Stream Index
	
	Frame Payload

	MAC header
	
	MAC Frame body


Table 6-3a—MAC Header field and MAC Frame Body field format for pairnet
6.2.1.2 Frame Type field
Replace Table 6-1a as follows:
Table 6-1a—Valid frame type values for pairnet
	Table value

b5 b4 b3
	Frame type description
	Subclause

	000
	Beacon frame
	6.3.1

	001
	Reserved
	

	010
	Reserved
	

	011
	Command frame
	6.3.3a

	100
	Data frame
	6.3.4a

	101
	Multi-protocol Data frame
	6.3.5a

	110-111
	Reserved
	


Insert text before 6.2.6 as follows:
6.2.5 Stream Index field 

For pairnet, the Stream Index field assigned values are as follows:

— 0x00 is assigned for data

— 0x01 to 0xFF is reserved 
6.3.1.1a Non-secure Beacon frame for pairnet
Insert a line at the end of Table 6-6a as follows:
Table 6-6a—MAC header settings for a beacon frame for HRCP
	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Beacon value in Table 6-1a
	Decoded

	SEC
	0
	Decoded

	ACK policy
	No-ACK value in Table 6-2a
	May be ignored

	DestID
	BcstID
	Decoded

	SrcID
	HRCP PNCID
	Decoded

	TX and ACK Information
	0x000000
	May be ignored

	Stream Index
	0x00
	May be ignored


6.3.1.2a Non-secure Beacon frame for pairnet
Insert a line at the end of Table 6-7a as follows:
Table 6-7a—MAC header settings for a Secure Beacon frame for HRCP
	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Beacon value in Table 6-1a
	Decoded

	SEC
	1
	Decoded

	ACK policy
	No-ACK value in Table 6-2a
	May be ignored

	DestID
	BcstID
	Decoded

	SrcID
	HRCP PNCID
	Decoded

	TX and ACK Information
	0x000000
	May be ignored

	Stream Index
	0x00
	May be ignored


6.3.3a.1 Non-secure Command frame
Insert a line at the end of Table 6-10a as follows:
Table 6-10a—MAC header settings for a non-secure command frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Command value in Table 6-1a
	Decoded

	SEC
	0
	Decoded

	ACK policy
	As appropriate
	May be ignored

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	May be ignored

	Stream Index
	0x00
	May be ignored


6.3.3a.2 Secure command frame
Insert a line at the end of Table 6-11a as follows:
Table 6-11a—MAC header settings for a Secure command frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Command value in Table 6-1a
	Decoded

	SEC
	1
	Decoded

	ACK policy
	As appropriate
	May be ignored

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	May be ignored

	Stream Index
	0x00
	May be ignored


6.3.4a.1 Non-Secure HRCP Aggregated Data frame
Insert the following text and table before section 6.3.4a.2
The MAC header settings for a non-secure HRCP Aggregated Data frame shall be set and interpreted as described in Table 6-xx
Table 6-xx—MAC header settings for a non-secure HRCP Aggregated Data frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Data value in Table 6-1a
	Decoded

	SEC
	0
	Decoded

	ACK policy
	As appropriate
	Decoded

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	Decoded

	Stream Index
	0x00
	May be ignored


6.3.4a.2 Secure HRCP Aggregated Data frame
Insert the following text and table before section 6.3.5
The MAC header settings for a secure HRCP Aggregated Data frame shall be set and interpreted as described in Table 6-xx
Table 6-xx—MAC header settings for a secure HRCP Aggregated Data frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Data value in Table 6-1a
	Decoded

	SEC
	1
	Decoded

	ACK policy
	As appropriate
	Decoded

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	Decoded

	Stream Index
	0x00
	May be ignored


After 6.3.4a.2, insert the following new subclause as 6.3.5a.1 and 6.3.5a.2:

6.3.5a.1 Non-Secure HRCP Multi-protocol Data frame
Figure 6-64a illustrates the Frame Payload field format of the Non-Secure HRCP Multi-protocol Data frame.
	Octets:1
	variable
	variable

	Data ID
	Data Header
	MAC Subframe body 1


Figure 6-64a—Non-secure HRCP Multi-protocol Data Frame format
The Frame Type field shall be set to the Multi-protocol Data frame value in Table 6-1a, and the SEC field shall be set to zero. The other fields in the MAC header take on values that are appropriate for that particular data frame. All fields in the MAC header of a Non-secure HRCP Multi-protocol Data frame shall be decoded on reception.
The Data ID field is defined in 6.3.5.1.
The Data Header field is defined in 6.3.5.1.
The MAC Subframe body field is defined in 6.3.4a.1

The MAC header settings for a non-secure HRCP Multi-protocol Data frame shall be set and interpreted as described in Table 6-xx
Table 6-xx—MAC header settings for a non-secure HRCP Multi-protocol Data frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Data value in Table 6-1a
	Decoded

	SEC
	0
	Decoded

	ACK policy
	As appropriate
	Decoded

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	Decoded

	Stream Index
	As appropriate
	Decoded


6.3.5a.1 Secure HRCP Multi-protocol Data frame
Figure 6-64b illustrates the Frame Payload field format of the Secure HRCP Multi-protocol Data frame.
	Octets:2
	6
	4
	1
	variable
	variable
	16
	4

	SECID
	SFC
	HRCP MAC 
subheader-1
	Data ID
	Data Header
	Payload
	Integrity Code
	FCS


Figure 6-64a—Secure HRCP Multi-protocol Data Frame format
The Frame Type field shall be set to the HRCP Multi-protocol Data frame value in Table 6-1a, and the SEC field shall be set to one. The other fields in the MAC header take on values that are appropriate for that particular Secure Multi-protocol Data frame. All fields in the MAC header of a Secure Data frame shall be decoded on reception.

The SECID field is defined in 6.2.7.2.
The SFC field is defined in 6.2.7.3.
The Data ID field is defined in 6.3.5.1.
The Data Header field is defined in 6.3.5.1.
The Integrity Code field is defined in 6.2.7.5
The FCS field is defined in 6.2.7.6.
The MAC header settings for a secure HRCP Multi-protocol Data frame shall be set and interpreted as described in Table 6-xx
Table 6-xx—MAC header settings for a secure HRCP Multi-protocol Data frame for pairnet

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Data value in Table 6-1a
	Decoded

	SEC
	1
	Decoded

	ACK policy
	As appropriate
	Decoded

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	As appropriate
	Decoded

	Stream Index
	As appropriate
	Decoded
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