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4. 
5. 
Peering procedure
Peering procedure is initiated by an initiator PD (I-PD). The next higher layer of the I-PD shall request through the MLME-PEERING.request primitive for peering.may include the following:
Optional: Authentication & Authorization (full validation)
Communication link parameters are TBD, such as,  link ID, device capability (i.e. number of antennas, MIMO), QoS, channel band, transmission power, round trip delay, etc.ChannelNumber, ChannelPage, GroupMode, MulticastGroup_ID, DestinationAddress,  CyclicSuperframeStructure.
Establish the link.
The MAC layer of an I-PD sendspeering procedure is initiated by sending a Ppeering Rrequest message including requested peering information. Responder may send a Ppeering Rresponse message to requestor the I-PD for indicating if the peering request is accepted or not. The response message may include peering information if the request is accepted.

One-to-one peering procedure
One-to-one peering occurs between a pair of PDs, the initiator PD (I-PD) and the responder PD (R-PD). The result of one-to-one peering is that the I-PD and the R-PD are peered each other. As illustrated in Figure 38, a one-to-one Peering procedure shall contain the following steps.
a) The I-A PD’s Higher Layer (i.e. PD1’s Higher Layer) triggers Peering procedure with an MLME-PEERING.request to its MAC (i.e. I-PD1’s MAC).
b) The I-PD’s MAC receiving the Higher Layer’s MLME-PEERING.request (i.e. PD1’s MAC) sends the Peering Request command to the targeted PD’s MAC (i.e. R-PD2’s MAC).
c) The targeted R-PD’s MAC (i.e. PD2’s MAC) receives the Peering request command and sends an immdediate ACK message to the PD requesting peering (i.e. I-PD1’s MAC).
d) The targeted R-PD’s MAC (i.e. PD2’s MAC), sends the MLME-PEERING.indication to its Higher Layer (i.e. R-PD2’s Higher Layer).
e) The R-PD’s Higher Layer receiving the Peering Request (i.e. PD2’s Higher Layer) conducts Authentication and Authorization if required.
f) The Higher Layer receiving the Peering Request (i.e. R-PD2’s Higher Layer) decides either to accept the Peering Request or not and indicates it to the MAC (i.e. R-PD2’s MAC) accordingly.
g) The targeted R-PD’s MAC (i.e. PD2’s MAC) sends Peering Response message to the PD requesting peering (i.e. I-PD1’s MAC) as directed by the Higher Layer.
h) The I-PD’s MAC receiving the Peering Response message (i.e. PD1’s MAC) sends ACK/NACK message to the target R-PD (i.e. PD2’s MAC).
i) The I-PD’s MAC receiving the Peering Response message (i.e. PD1’s MAC) sends the Peering Response message to its Higher Layer (i.e. I-PD1’s Higher Layer).
j) A link between I-PD1 and R-PDPd2 is established is the peering request is accepted.
k) 
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[bookmark: _Ref399149109][bookmark: _Ref398789988]Figure 38—One-to-one peering procedure message sequence chart
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