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21.1 MAC commands





1.1 MAC commands
The MAC command frame format is defined in 5.2. In this clause, the MAC Command Identifier and MAC Command Content fields are defined, as well as relevant MHR fields. The MHR addressing fields are described in 5.1.
The MAC command identifiers or IDs are listed in Table 1.
Table 1 —MAC commands
	Command ID
	Command Name
	sub-clause

	1
	Discovery transmission
	1.1.1

	2
	Discovery reception
	1.1.2

	3
	Discovered request
	1.1.3

	4
	Discovered response
	1.1.4

	5
	Peering request
	1.1.5

	6
	Peering response
	1.1.6

	7
	De-peering notification
	1.1.7

	8
	Group ID conflict notification
	1.1.8

	9
	Group reassignment 
	1.1.9

	10
	ReS request
	1.1.10

	11 − 255
	Reserved
	−


1.1.1 Discovery transmission command 
This command shall be sent by a PD that wishes to transmit its discovery information.
 The AR field shall be set to zero.

The Discovery transmission command Content field shall be formatted as illustrated in Figure 1.
	Bit: 0
	1
	2 − 7
	Octets: 21

	Reserved
	Security enable
	Reserved
	Discovery information


Figure 1 —Discovery request command Content field format

 The Security enable field shall be set to one if the device is capable of sending and receiving cryptographically protected MAC frames. 
The discovery information field shall be set to the PD’s discovery information.
1.1.2 Discovery reception command 

This command shall be sent by a PD that wishes to receive the discovery information of other PDs through its own PHY.

 The AR field shall be set to zero.

The Discovery response command Content field shall be formatted as illustrated in Figure 2.
	Octets: 1
	Octets: 1
	Octets: 21
	…
	Octets: 21

	Discovery status
	Discovered blocks
	Discovery information
	…
	Discovery information


Figure 2 —Discovery response command Content field format
The values of the Discovering status field are defined in Table 2.

Table 2 —Discovery status field values

	Discovery status value
	Description

	0
	Success

	1
	Access denied

	2
	Channel access failure

	3
	Discovery in progress

	4 ─ 255
	Reserved


The Discovered blocks field contains the number of discovered PDs during the discovery period. 

The Discovery information field contains the discovery information of a PD. 

1.1.3 Discovered information request command
This command shall be sent by a PD that wishes to obtain the Discovered information of other PDs through another PD. The AR field shall be set to one.
The Discovered request command Content field shall formatted as illustrated in Figure 3.
	Bit: 0
	1
	2
	3
	4
	5
	6
	7

	Reserved
	Power source
	Receiver on when idle
	Security enable
	Discovery info enable
Reserved
	Reserved
	Reserved
	Reserved


	Octets: 0 – 21 (Variable)

	Discovered information



Figure 3 —Discovered request command Content field format

The Power source field shall be set to one if the device is receiving power from the alternating current source. Otherwise, the Power source field shall be set to zero.

The Receiver on when idle field shall be set to one if the device does not disable its receiver to conserve power during idle periods.

The Security enable field shall be set to one if the device is capable of sending and receiving cryptographically protected MAC frames. 

The Discovery enable field shall be set to one if the PD’s discovery information is to be sent. Zero otherwise. 

The discovery information field shall be set to the PD’s discovery information if the Discovery info enable field is set to one. Otherwise, the discovery information field shall be set to zeros.

1.1.4 Discovered information response command 

 The AR field shall be set to one.

The Discovered response command Content field shall be formatted as illustrated in Figure 4.
	Octets: 1
	Octets: 1
	Octets: 21
	…
	Octets:  21

	Discovered status
	Discovered blocks
	Discovered information
	…
	Discovered information


Figure 4 —Discovered response command Content field format

The values of the Discovering status field are defined in Table 3.

Table 3 —Discovered status field values

	Discovered status value
	Description

	0
	Success

	1
	Access denied

	2
	Channel access failure

	3
	Discovery in progress

	2
	More discovered information follows

	3 ─ 255
	Reserved


The Discovered blocks field contains the number of discovered PDs during the discovery period. 
The Discovery information field contains the discovery information of a PD. 
1.1.5 Peering request command
This command shall be sent by an unassociated PD that wishes to peer with a PAC network.
 The AR field shall be set to one.

The Peering request command Content field shall be formatted as illustrated in Figure 5.
	Bit: 0
	1
	2
	3
	4-5
	6
	7
	 

	Reserved
	Power source
	Receiver on when idle
	Security enable
	Group mode
	Reserved
	Reserved
	 


	Octets: 0/2 

	Group ID


Figure 5 —Peering request command Content field format
 
—Group mode
	Group mode
	Description

	00
	One-to-one [no Group ID present]

	01
	One-to-many peering

	10
	Many-to-many peering

	11
	Reserved


The Power source field shall be set to one if the device is receiving power from the alternating current source. Otherwise, the Power source field shall be set to zero.

The Receiver on when idle field shall be set to one if the device does not disable its receiver to conserve power during idle periods.
The Security enable field shall be set to one if the device is capable of sending and receiving cryptographically protected MAC frames. 
Group ID shall be present if Group enable field is set to 1.
1.1.6 Peering response command

The peering response command allows a PD to communicate the results of a peering attempt back to the PD requesting peering.

 The Peering response command Content field shall be formatted as illustrated in Figure 6.
	Bits: 0-1
	Bits:2-3
	Bits: 4 - 7 
	Octets: 0/2

	GroupMode
	Peering status
	Reserved
	Multicast address


Figure 6 
Figure 7 Peering response command Content field format

GroupMode is indicated in Table 14.
The multicast  address field shall contain the multicast address (2 octets) of the PAC group. 
The values of the Peering status field are defined in Table 4.
Table 4 —Peering status field values

	Peering status value
	Description

	0
	Success

	1
	PAC Group at capacity

	2
	Access denied

	3
	Channel access failure

	
	


1.1.7 De-peering notification command
 The Source Addressing Mode field and the Destination Addressing Mode field shall be set to indicate addressing.
 

The Frame Pending field shall be set to zero and ignored upon reception, and the AR field shall be set to one.

The Destination Device ID field shall contain the device ID of the PD to which to re-peer with. The Destination Address field shall contain the 6-byte unicast address
 of the PD to which the  Peering request command is being sent. The Source Device ID field shall contain PD’s own device ID. The Source Address field shall contain the value of 48-bit device address.
The de-peering response command Content field shall be formatted as illustrated in Figure 7.
	Bits: 0-1
	Bits:2-3
	Bits: 4 - 7 
	Octets: 0/2

	GroupMode
	Reason
	Reserved
	Multicast address


	

	


Figure 8 — De-peering notification command Content field format

GroupMode is indicated in Table 14.

The values of the de-peering status field are defined in Table 5.
Table 5 —De-peering reason values
	De-peering reason value
	Description

	0
	PD wants to leave

	1
	PD is requested to leave

	2
	PD requests destination/group to leave

	3 
	Reserved


1.1.8 Group ID Conflict notification command
The Group ID Conflict Notification command has no Content field.

The AR field shall be set to one.
When a group initiator PD hears a multicast message from a PD that is not a member of its own multicast group this is the conflict of multicast group. The group initiator PD picks a new group ID and informs to all its members by Group reassignment command. 

1.1.9  Group reassignment 
command
The Group reassignment command Content field shall be formatted as illustrated in Figure 8.
	Bits:0 - 1
	Octets: 2
	1
	1
	1

	GroupMode
	Multicast Group ID
	Operational band
	Channel number
	Channel page


Figure 9 — Group reassignment command Content field
The AR field shall be set to zero.
The Group ID field shall contain the Group ID intended to be used for all future communications.
The Multicast group address field shall contain the multicast group address intended to be used for all future communications.

The operation band values are indicated in Table 6. If the status value is “Same”, the channel number/page remains the same. If the status value is “New”, the channel number/page shall use a new channel number/page for all future communications. 
The channel number field shall contain the new channel number. 

The page number field shall contain the new page number.
GroupMode is indicated in Table 14.
Table 6 —Operational band values

	Operational band value
	Channel number status
	Channel page status

	0
	Same
	Same

	1
	New
	Same

	2
	Same
	New

	3
	New
	New

	4 − 255
	Reserved
	Reserved


1.1.10 Resource Element request command
The Resource Element request command Content field shall be formatted as illustrated in Figure 9.
	Octets: 2
	2
	Bits: 0
	1
	2 − 7

	RE length
	RE index
	RE direction
	Allocation
	Reserved


Figure 10 —RE Request command Content field format
The 8 most significant bits of the RE length field shall contain the number of samples of the RE in the time domain. The least significant bits of the RE length field shall contain the number of subcarriers of the RE in the frequency domain. 

 The 8 most significant bits of the RE length field shall contain the number of samples of the RE in the time domain. The least significant bits of the RE length field shall contain the number of subcarriers of the RE in the frequency domain. 
The RE Direction field shall be set to one if the RE is receive-only. Conversely, this field shall be set to zero if the RE is transmit-only.  
The Allocation field shall be set to one for RE allocation or zero for RE deallocation.
�Reference to discovery info


�Need to be revisited after adding one-to-many and many-to-many peering


�May add 2-byte multi address for one-to-many and many-to-many


�Text somewhere else


�TBD procedure for Group reassigment.
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