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Part 15.3: Wireless Medium Access Control

(MAC) and Physical Layer (PHY)

Specifications for High Rate Wireless

Personal Area Networks (WPANs)
Amendment 3: High Rate Close Proximity Extension
IMPORTANT NOTICE: IEEE Standards documents are not intended to ensure safety, security, health, or environmental protection, or ensure against interference with or from other devices or networks. Implementers of IEEE Standards documents are responsible for determining and complying with all appropriate safety, security, environmental, health, and interference protection practices and all applicable laws and regulations.

This IEEE document is made available for use subject to important notices and legal disclaimers. 
These notices and disclaimers appear in all publications containing this document and may 
be found under the heading “Important Notice” or “Important Notices and Disclaimers 
Concerning IEEE Documents.” They can also be obtained on request from IEEE or viewed at http://standards.ieee.org/IPR/disclaimers.html.

NOTE—The editing instructions contained in this <amendment/corrigendum> define how to merge the material contained therein into the existing base standard and its amendments to form the comprehensive standard.

The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and replace. Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the change and describes what is being changed by using strikethrough (to remove old material) and underscore (to add new material). Delete removes existing material. Insert adds new material without disturbing the existing material. Insertions may require renumbering. If so, renumbering instructions are given in the editing instruction. Replace is used to make changes in figures or equations by removing the existing figure or equation and replacing it with a new one. Editing instructions, change markings, and this NOTE will not be carried over into future editions because the changes will be incorporated into the base standard. 
1. Overview

1.1 Scope

1.2 Purpose

2. Normative references

The following referenced documents are indispensable for the application of this document (i.e., they must be understood and used, so each referenced document is cited in text and its relationship to this document is explained). For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments or corrigenda) applies.

3. Definitions

Insert the following definition in alphabetical order:
3.24a P2P Access Period: Access period used for HRCP .Carrier sensing is not required during this period. 
4. Acronyms and abbreviations

Insert the following acronyms in alphabetical order:
HRCP 
high rate close proximity
PPAP 
P2P access period
PPC 
point-to-point (P2P) coordinator
PPID
piconet and P2P identifier

PNPC
PNPP coordinator

PNPP
piconet and P2P (structure)

5. General description

5.1 What is a piconet?
Change the title of 5.1 as follows:
5.1 What is a PNPP?
Change the first paragraph of 5.1 as follows:
A piconet PNPP is either a Piconet or a P2P structure forming a wireless ad hoc data communications system which allows a number of independent data devices (DEVs) to communicate with each other. A piconet is distinguished from other types of data networks in that communications are normally confined to a small area around person or object that typically covers at least 10 m in all directions and envelops the person or a thing whether stationary or in motion.

This is in contrast to local area network (LAN), metropolitan area network (MAN), and wide area network

(WAN), each of which covers a successively larger geographic area, such as a single building or a campus or that would interconnect facilities in different parts of a country or of the world.
After 5.1, insert the following subclauses as 5.1.1 and 5.1.2:
5.1.1 Piconet structure

 A piconet is distinguished from other types of data networks in that communications are normally confined to a small area around a person or object that typically covers at least 10 m in all directions and envelops the person or a thing whether stationary or in motion.
5.1.2 P2P structure

A P2P structure consists of two DEVs at any given time, as shown in Figure 1A. To connect to different DEVs, an existing P2P structure must disconnect first. Typical communication distance is 10 cm or less. An HRCP DEV always connects as a P2P structure.

Insert the following Figure 1A:
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Figure 1A – 802.15.3 P2P structure elements

5.2 Components of an 802.15.3 piconet
Change the title of 5.2 as follows:
5.2 Components of a 802.15.3 PNPP

After 5.2, insert the following subclause title as 5.2.1:
5.2.1 Piconet components

Insert the following sentence:

For HRCP, the 802.15.3 piconet is not used.
After 5.2.1, insert the following subclause title and text as 5.2.2:
5.2.2 P2P structure components

An 802.15.3 P2P consists of just two DEVs as components. A beacon signal is transmitted from a DEV to allow another DEV to connect. The DEV sending the beacon is the P2P Coordinator (PPC). Once connection is established, the beacon is turned off, since there are no items to manage, including access control, QoS and power save. HRCP shall use a P2P structure. 
5.3.1 Coordination
Insert the following sentence:

Piconet is not used by HRCP devices. 

5.3.1.1 Starting a PNPP

Insert the following sentence at the end of 5.3.1.1:

A DEV that is capable of acting as the PPC starts the P2P structure by sending the beacon in the default channel. The default channel is defined in 12a.1.4. The PPC needs not make sure of the availability of the channel. 
NOTE—There is no dependent type in a P2P structure as in a piconet.
5.3.1.2 Handing over control of a piconet

Insert the following sentence at the end of 5.3.1.2:
This operation is not applicable for HRCP.
5.3.1.3 Creating a child piconet

Insert the following sentence at the end of 5.3.1.3:
This operation is not applicable for HRCP.
5.3.1.4 Creating a neighbor piconet
Insert the following sentence at the end of 5.3.1.4:
This operation is not applicable for HRCP.
5.3.2 Ending a piconet
Change the title of 5.3.2 as follows:
5.3.2 Ending a PNPP

Insert the following sentence at the end of 5.3.2:
In the case of a P2P structure, if the PPC determines that the connected DEV is gone, the P2P structure is terminated. The PPC may decide to terminate the P2P structure on its own. The PPC may restart sending beacons in order to prepare for creating a new P2P structure (Refer to Section 8.2.7)

5.3.2.1 Ending a piconet with a dependent piconet
Insert the following sentence at the end of 5.3.2.1:

This operation is not applicable for HRCP.
5.3.3 Association and disassociation (TBD)
（Insert HRCP text here.）

5.3.4 Security overview (TBD)
 (contingent on final decision)

5.3.5 The 802.15.3 superframe
Superframe structure for HRCP is shown in figure X. Access method of PPAP for an Associated phase is different from that for an Unassociated phase. 

1) Unassociated Phase

A HRCP DEV is allowed to send Beacon and Association command. Beacon is send periodically at the target beacon transmission timing by PPC. After sending beacon frames periodically, PPC allows HRCP DEVs to send Association Request commands by slotted access scheme. The number of access slots, which is defined as pAccessSlot, during beacon interval is notified by sending beacon frame. A HRCP DEV selects one of access slots to send an Association Request command and send it at the beginning of the selected access slot. 

2) Associated Phase

   All frames except Beacon and Association Request command are send by SIFS access or RIFS access.


[image: image2]
5.3.6 Channel time management
After 5.3.6, insert the following subclause as 5.3.6.1 and move all of 5.3.6 to 5.3.6.1:
5.3.6.1 Channel time management for piconets

After 5.3.6.1, insert the following subclause as 5.3.6.2:
5.3.6.2 Channel time management for P2P structures

There is one method for communicating data between DEVs to form a P2P structure, using the PPAP (P2P Access Period) 
1) PPAP behavior during association procedure is described in 8.3a.1.

2) PPAP behavior after completion of association is described in 8.4.4. .
5.3.9 Dynamic channel selection
Insert the following sentence at the end of 5.3.9:
This operation is not applicable for HRCP.
5.3.11 Controlling transmit power in the piconet
5.3.12 Superframe structure using quasi-omni mode

Change the text in 5.3.12 as follows:
A mmWave WPAN piconet operates in either omni mode or quasi-omni mode. The superframe structure for omni mode is illustrated in Figure 2. The superframe structure for quasi-omni mode is illustrated in Figure 2a. In quasi-omni mode, the same beacon frame is transmitted in different quasi-omni directions in a round-robin way in order to allow devices (DEVs) located in different directional coverage to join the piconet, as described in 8.6.6.
5.3.13 Frame aggregation
Change the text in 5.3.13 as follows:
Frame aggregation, as described in 8.7a, is supported for the purpose of high throughput. With the high data rate provided by the mmWave PHY, throughput increases if the payload length is increased. Two

aggregation methods are provided for mmWave other than HRCP, one is suitable for normal data and A/V streaming and the other is optimized for low-latency communications, both adopting Block Ack mechanism. One aggregation method is provided for HRCP, which is suitable for low-latency high efficiency communications adopting Stk-ACK feedback mechanism..

5.3.14 Beamforming
Insert the following sentence at the end of 5.3.14:
This operation is not applicable for HRCP.
5.3.15 Channel probing
Insert the following sentence at the end of 5.3.15:
This operation is not applicable for HRCP.
5.3.16 Unequal error protection (UEP)
Insert the following sentence at the end of 5.3.16:
This operation is not applicable for HRCP.
5.5.2 Piconets using mmWave PHY modes
Insert the following subclause and text after 5.5.2:
5.5.3 PNPP structure using mmWave PHY modes
6. Layer management
6.3 MLME SAP interface

Insert the following text at the end of 6.3:
The MLME interface models a single piconetPNPP environment; while support for multiple P2P structures at HRCP DEVs is not allowed, support for multiple piconets at non-HRCP DEVs is implementation-dependent. The primitives are summarized in Table 3.
Change the title of 6.3.2 and the subsequent text as follows:
6.3.2 Scanning for PNPP
These primitives support the process of determining the presence or absence of piconetPNPP, as described in 8.2.1. The parameters used for these primitives are defined in Table 3b. 
Change the first ten items in Table 3b as follows:
Table 3b—MLME-SCAN primitive parameters
	Name
	Type
	Valid range
	Description

	ScanForBSID
	Boolean
	TRUE, FALSE
	Indicates if the scan process should search for a specific BSID, as described in 8.2.1. Not applicable for HRCP.

	BSIDLength
	Integer
	As defined in 7.4.2
	The number of octets in the BSID.

	BSID
	Octet string
	As defined in 7.4.2
	The text string of a specific piconet for which to scan. This parameter is not used if ScanForBSID is FALSE.

	ScanFor PNIDPPID
	Boolean
	TRUE, FALSE
	Indicates if the scan process should search for a specific PNIDPPID, as described in 8.2.1.

	PNIDPPID
	Integer
	0–65535
	The ID of a specific piconet for which to scan. This parameter is not used if Scan- For PNIDPPID is FALSE.

	ScanForPNCPNPCAddress
	Boolean
	TRUE, FALSE
	Indicates if the scan process should search for a PNCPNPC with a specific MAC address, as described in 8.2.1.

	PNCPNPCAddress
	MAC

address
	Any valid individual MAC

address, as described in 7.1
	The MAC address of a specific PNCPNPC for which to scan. This parameter is not used if ScanForPNCPNPCAddress is FALSE.

	NumberOfPiconets
	Integer
	0–255
	The number of piconets found during the scanning process.

	PiconetDescriptionSet
	Set of pico- net descrip- tions, as defined in Table 3c.
	A set containing zero or more instances of a PiconetDescription
	The PiconetDescriptionSet is returned to indicate the results of the scan request.

	NumberOfChannels
	Integer
	0 to the maximum number of PHY-dependent channels, as defined in 11.2.3
	Indicates the number of channels scanned.


Table 3b—MLME-SCAN primitive parameters (continued)
	Name
	Type
	Valid range
	Description

	ChannelRatingList
	Ordered list of integers.
	0 to the maximum number of PHY-dependent channels, as defined in 11.2.3
	Specifies a list of the channels scanned ordered from the best to the worst in terms of interference.

	Timeout
	Integer
	0–65535
	The time in milliseconds allowed for the primitive to complete.

	ResultCode
	Enumeration
	SUCCESS, FAILURE
	Indicates the result of the MLME

request.

	ReasonCode
	Enumeration
	OTHER
	Indicates the reason for a ResultCode of

FAILURE.


Table 3b—MLME-SCAN primitive parameters
Change the text below Table 3b as follows:
In Table 3b, a PiconetDescriptionSetPNPPDescriptionSet is a set of PiconetDescriptionsPNPPDescriptions. Each PiconetDescriptionPNPPDescription consists of the elements shown in Table 3c. 
Change the title and first four items of Table 3c as follows:
Table 3c—Elements of PiconetPNPPDescription
	Name
	Type
	Valid range
	Description

	BSIDLength
	Integer
	As defined in 7.4.2
	The number of octets in the BSID.

Not applicable for HRCP.

	BSID
	Octet string
	As defined in 7.4.2
	The text string identifier of a dis- covered piconet.

	PNIDPPID
	Integer
	0–65535
	The PNID of a discovered piconet.
Not applicable for HRCP.

	PNCPNPCAddress
	MAC address
	Any valid individual MAC address
	The MAC address of the PNC of the piconet that was found.


Change the sentence below Table 3d as follows:
Any security features of an existing piconetPNPP are ignored during the scan process.
6.3.2.1 MLME-SCAN.request
Change the first section of 6.3.2.1 as follows:
This primitive is used to initiate the passive scan procedures to search for either a specific piconetPNPP or any piconetPNPP. The semantics of this primitive are: 

 MLME-SCAN.request  
(

                               
ScanForBSID, 

                               
BSIDLength,

                              
BSID, 

                               
ScanForPNIDScanForPPID, 

                               
PNIDPPID, 

                               
ScanForPNCAddress, 

                               
PNCAddress, 

                               
Timeout

                              
)
6.3.2.2 MLME-SCAN.confirm
Change the text in 6.3.2.2 as shown:
This primitive is used to report the result of the request to initiate the passive scan procedure to search for

either a specific piconetPNPP or any piconetPNPP. The semantics of this primitive are:

MLME-SCAN.confirm　 
(


NumberOfPiconetsPNPP,


PiconetPNPPDescriptionSet,


NumberOfChannels,


ChannelRatingList,


ResultCode,


ReasonCode


)

The primitive parameters are defined in Table 3b. All of the piconetsPNPP found during the scan will be reported in separate elements of the PiconetPNPPDescriptionSet, even if more than one piconetPNPP is found on a given channel. For an HRCP DEV, only P2P Structures will be reported.
6.3.2.3 MLME-SCAN.indication

Change the text in 6.3.2.3 as shown:
This primitive is used to report the result of a passive scan that was initiated by the MAC. The semantics of

this primitive are:

      MLME-SCAN.indication 
(



NumberOfPiconetsPNPP,



PiconetDescriptionSet,



NumberOfChannels,



ChannelRatingList



)

The primitive parameters are defined in Table 3b.

Change the title of 6.3.4 and change the subsequent text as follows:
6.3.4 Stopping a PNPP
These primitives support the process of stopping operations as a PNCPNPC. The process may result in the shutdown of piconetPNPP operations, as described in 8.2.7, or the handover of PNC operations to another DEV in the piconet, as described in 8.2.3 and 8.2.4. The parameters used for these primitives are defined in Table 3f.
Change Table 3f as follows:
Table 3f—MLME-STOP primitive parameters
	Name
	Type
	Valid range
	Description

	RequestType
	Enumeration
	SHUTDOWN, HANDOVER
	If SHUTDOWN, the current pico- net operations will be stopped. If HANDOVER, an attempt to handover PNC operations will be made. Only SHUTDOWN is allowed for HRCP DEV.

	AllowedHandoverTime
	Duration
	0–65535
	If RequestType is HANDOVER, the time in milliseconds in which a handover attempt must be completed. This primitive is not used for HRCP DEV.

	NumHandoverTargetDEV
	Integer
	0–mMaxNumValid- DEVs
	The number of DEVs in the

HandoverTargetList. This primitive is not used for HRCP DEV

	HandoverTargetList
	List of DEVIDs
	0 to maximum number of

DEVIDs, as defined in

7.2.3
	If RequestType is HANDOVER, specifies a list of Target DEVIDs for a handover attempt. This primitive is not used for HRCP DEV.

	ResultCode
	Enumeration
	SUCCESS, FAILURE
	Indicates the result of the MLME

request.

	ReasonCode
	Enumeration
	NOT_A_ PNCPNPC, HANDOVER_FAILED, OTHER
	Indicates the reason for a

ResultCode HANDOVER_FAILED is not used as Valid range for HRCP DEV.


 Insert the following text at the end of 6.3.4:
For HRCP, since handover is not used, related parameters are also not used.
6.3.4.1 MLME-STOP.request
Change the first paragraph of 6.3.4.1 as follows:
This primitive initiates the piconetPNPP shutdown procedure or the piconet handover procedure. The semantics of this primitive are:
6.3.4.2 MLME-STOP.confirm
Change the first line of 6.3.4.2 as follows:
This primitive reports the results of the request to stop operations as a PNCPNPC. The semantics of this primitive are:

Change the title of 6.3.5 and change the subsequent text as follows:
6.3.5 Associating with a PNPP
The following primitives support the process of a DEV associating with a PNCPNPC, as defined in 8.3.1. The parameters used for these primitives are defined in Table 3g.
Change Table 3g as follows:
Table 3g—MLME-ASSOCIATE primitive parameters
	Name
	Type
	Valid range
	Description

	BSIDLength
	Integer
	As defined in 7.4.2
	The number of octets in the BSID.

	BSID
	Octet string
	As defined in 7.4.2
	The BSID of the target PNCPNPC for the association.

	PNIDPPID
	Integer
	0–65535
	The PNIDPPID of the target PNC for the association, as defined in 7.2.2.

	PNCPNPCAddress
	MAC address
	Any valid individual MAC

address
	The MAC address of the target

PNC for the association.

	ChannelIndex
	Integer
	0–255
	A PHY-dependent channel number to search for the target PNC for the association.

	piconetPNPPServicesInquiry
	Boolean
	TRUE, FALSE
	Requests that the PNCPNPC send the ser- vices information about the piconetPNPP, as described in 8.3.2.

	DEVID
	Integer
	Any valid DEVID, as defined in 7.2.3
	The DEVID assigned to a DEV as the result of an association or the DEVID of a DEV that has joined the piconet.

	DEVAddress
	MAC address
	Any valid individual MAC

address
	The MAC address of a DEV that has joined the piconet.

	NeighborPiconetRequest
	Boolean
	TRUE, FALSE
	Indicates that the DEV will join as a neighbor PNC rather than as a member of the piconet. Not used for HRCP DEV.

	VendorSpecificIE
	Octet string
	Any valid Vendor Specific

IE, as defined in 7.4.17
	The Vendor Specific IE, if present, in the Association Response com- mand, as described in 7.5.1.2.

	Timeout
	Integer
	0–65535
	The time in milliseconds allowed for the primitive to complete.


Table 3g—MLME-ASSOCIATE primitive parameters (continued)
	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS, FAILURE
	Indicates the result of the MLME

request.

	ReasonCode
	Enumeration
	REQUEST_TIMEOUT, PNCPNPC NOT_FOUND, PNCPNPC_DENIED, PNCPNPC _BUSY,

ALREADY_ASSOCIATED, NEIGHBOR_REFUSED, OTHER
	Indicates the reason for a

ResultCode of FAILURE.
For HRCP DEV, NEIGHBOR_REFUSED is not applicable.


6.3.5.1 MLME-ASSOCIATE.request
6.3.5.3 MLME-ASSOCIATE.indication
Change the first sentence of 6.3.5.3 as follows:
This primitive is used to indicate that a new non-HRCP DEV has associated with the same piconet as this DEV or a new HRCP DEV has associated with this HRCP DEV.
Change the title of 6.3.6 and change the subsequent text as follows:
6.3.6 Disassociation from a PNPP
The following primitives are used when a DEV disassociates from a PNCPNPC and when the PNCPNPC diassociates a DEV from the piconetPNPP, as described in 8.3.4. For the P2P, disassociation by either the DEV or the PPC invokes termination of the P2P structure.
6.3.6.1 MLME-DISASSOCIATE.request

Change the first paragraph as follows:
This primitive initiates the procedure for a DEV to disassociate from a piconetDEV with which it has an association. The semantics of this primitive are: 

   MLME-DISASSOCIATE.request  (
                                              
DEVID, 

                                              
DEVAddress, 

                                              
Timeout, 

                                             
 ReasonCode


)
6.3.6.3 MLME-DISASSOCIATE.indication
Change the first paragraph as follows:
This primitive is used to indicate that either this DEV or another DEV has been disassociated from the piconetPNPP. The semantics of this primitive are: 

   MLME-DISASSOCIATE.indication   (

                                                 
DEVID, 

                                                 
DEVAddress, 

                                                 
ResultCode,

                                                 
ReasonCode

                                                
 )
6.3.8 PNC handover
Insert the following sentence at the beginning of 6.3.8:

This function is not applicable for HRCP.

6.3.8 Requesting DEV information from the PNC
Insert the following sentence at the beginning of 6.3.9:

This function is not applicable for HRCP.
6.3.13 Stream management

Insert the following sentence at the beginning of 6.3.13:

This function is not applicable for HRCP.
6.3.14 Piconet parameter management

Insert the following sentence at the beginning of 6.3.14:

This function is not applicable for HRCP.
6.3.15 Power management
Change the first sentence as follows:
This mechanism supports the process of establishment and maintenance of power management (PM) modes

of a DEV, as described in 8.13, and is applicable for piconets only. 
6.3.16 Multicast operations

Change the first sentence as follows:
These primitives support multicast operations and thus are not applicable for HRCP which have a P2P structure and do not use multicast.

6.3.17 Timing synchronization

Insert the following sentence at the beginning of 6.3.14:

This function is not applicable for HRCP.
6.3.18

Insert the following sentence at the beginning of 6.3.14:

This function is not applicable for HRCP.
7. MAC frame formats

7.2 General frame format
Change the second paragraph in 7.2 as follows:
The figures in this subclause are a representation of the MAC header and MAC frame body. The HCS is not shown since this is calculated and verified by the PHY. The MAC frame shall be formatted as illustrated in Figure 6. The maximum size of the MAC frame body, pMaxFrameBodySize, is a PHY dependent parameter that includes the frame payload and FCS, but not the PHY preamble, PHY header, MAC header, MAC subheader, or MAC Header validation. The parameter pMaxFrameBodySize is defined in the following:

— 11.2.8.1 for the 2.4 GHz PHY

— 12.2.7.1 for the SC PHY mode

— 12.3.6.3 for the HSI PHY mode

— 12.4.1.3.1 for the AV PHY mode

· xx.x.x.x.x for the HRCP-SC PHY mode
· xx.x.x.x.x for the HRCP-OOK PHY mode
Change caption of Figure 6 and insert Figure 6a as follows:
Figure 6—MAC header and frame body format for piconet
	octets: Ln
	
	1
	3
	1
	1
	2
	2

	Beacon, Command and Data frame
	
	Rate Adaptation Information
	TX and ACK
Information
	SrcID
	DestID
	PNID
	Frame

control

	MAC frame body
	
	MAC header


Figure 6a—MAC header and frame body format for HRCP

Change caption of Figure 7 and insert Figure 7a as follows:
Figure 7—Non-secure MAC frame body format for piconet

	octets: Ln

	Beacon, Command and Data frame

	Non-secure MAC frame body


Figure 7a—Non-secure MAC frame body format for HRCP
Change caption of Figure 8 and insert Figure 8a as follows:
Figure 8—Secure MAC frame body format for piconet

	octets: Ln
	5

	Secure Beacon, Command and Data frame
	Security Header

	Secure MAC frame body


Figure 8a—Secure MAC frame body format for HRCP
7.2.1 Frame control

Change caption of Figure 9 and insert Figure 9a as follows:
Figure 9—Frame control field format for piconet
	bits: b18-b9
	b8-b7
	b6
	b5-b3
	b2-b0

	Reserved
	ACK

policy
	SEC
	Frame

type
	Protocol

version


Figure 9a—Frame control field format for HRCP
7.2.1.1 Protocol version

Change the paragraph as follows: 

The Protocol Version field is invariant in size and placement across all revisions of the 802.15.3 standard. For this revision of the standard the value of the protocol version is 0b000 for piconet and 0b001 for HRCP. All other values are reserved. The revision level will be incremented only when a fundamental incompatibility exists between a new revision and the prior revision of the standard. A DEV that receives a frame with a revision which it does not support may discard the frame without indication to the sending DEV.

7.2.1.2 Frame type
Change caption of Table 39 and insert new Table 39a as follows:
Table 39—Valid frame type values for piconet
(numeric values in this table are shown in binary)
Table 39a—Valid frame type values for HRCP

(numeric values in this table are shown in binary)
	Type value

b5 b4 b3
	Frame type description
	Subclause

	000
	Beacon frame
	7.3.1

	001
	Reserved
	-

	010
	Reserved
	-

	011
	Command frame
	7.3.3

	100
	Data frame
	7.3.4

	101-111
	Reserved
	-


ACK frames with no data which are sent in response to data frames in PPAP are treated as data frames.
Change the title of 7.2.1.4 and insert 7.2.1.4a as follows
7.2.1.4 ACK policy, implied ACK (Imp-ACK) request and Blk-ACK for piconet
7.2.1.4a ACK policy for HRCP
The ACK Policy field is used to indicate the type of acknowledgment procedure that the addressed recipient is required or allowed to perform. The use of the ACK procedures is described in 8.8. The allowed values of the ACK Policy field are defined in Table 40a. The ACK policy of a frame is determined by the combination of the ACK Policy field.

Change the caption of Table 40 and insert new Table 40a as follows
Table 40—Valid ACK policy field type values for piconet
(numeric values in this table are shown in binary)
Table 40a—Valid ACK policy field type values for HRCP

(numeric values in this table are shown in binary)
	ACK policy field

b8 b7
	ACK policy type
	Description

	00
	No ACK
	The recipient(s) does not acknowledge

the transmission, and the sender

treats the transmission as successful

without regard for the result, as

described 8.8.1

	01
	Reserved
	-

	10
	Stack ACK

(Stk-ACK)
	The addressed recipient uses a Stk- ACK procedure for subframe exchange described 8.x.x)

	11
	Reserved
	-


Insert 7.2.2a after 7.2.2 as follows
7.2.2a PNPP ID (PPID)

The PPID field contains the unique identifier for the PNPP, as described in 8.10.3. The PPID normally remains constant during the current instantiation of the PNPP and may be persistent for multiple sequential instantiations of the PNPP by the same PNPC. The PPID shall be set to the current PPID for the PNPP and is used to identify frames from DEVs in the PNPP.

Change title of section 7.2.3 and insert section 7.2.3a as follows.

7.2.3 SrcID and DestID for piconet
7.2.3a SrcID and DestID for HRCP
There are two DEVID fields in the MAC frame format. These fields are used to indicate the source DEVID (SrcID) and destination DEVID (DestID). A DEVID for a DEV is pre-assigned by the PPC in the beacon frame before the association of the DEV. The DEVID is unique to an associated DEV within a P2P structure. The following DEVIDs are reserved.

— The DEVID value of 0x00 shall be reserved for the PPC (PPCID).

— The DEVID values of 0xED through 0xF6 shall be reserved for future use.

— The DEVID values of 0xF7, 0xF8, 0xF9, 0xFA, 0xFB or 0xFC shall be reserved.

— The DEVID value of 0xFD shall be reserved.

— The DEVID value of 0xFE shall be reserved.

— The DEVID value of 0xFF, shall be reserved.

The maximum number of valid DEVs, mMaxNumValidDEVs, is the maximum number of DEVIDs that the PPC is able to allocate in a P2P structure. This includes all of the regular DEVIDs and the PPCID but not the remaining reserved IDs.

7.2.6 MAC header validation

Change paragraph as follows:
When the PHY receives a frame it validates the received frame’s MAC header before passing the MAC header and its associated MAC frame body to the MAC. The protection mechanism used to validate the MAC header is PHY dependent. In addition, the bit order and the length of the protection mechanism, pLengthHCS, are also PHY dependent. The MAC header protection mechanism is defined in the following;
— 11.2.9 for the 2.4 GHz PHY

— 12.2.3.2.2 for the SC PHY mode

— 12.3.3.4 for the HSI PHY mode

— 12.4.1.4 for the AV PHY mode

· xx.x.x.x for HRCP-SC PHY mode

· xx.x.x.x for HRCP-OOK PHY mode

Change the title of 7.2.7 as follows:
7.2.7 MAC frame body for piconet
After the end of 7.2.7.6, insert 7.2.7a and subsequent subclauses as follows:
7.2.7a MAC frame body for HRCP
The MAC frame body for HRCP is described in 7.3.1.1a, 7,3,3.1a and 7.2.4.1a.
7.2.7a.1 Security Header
The Security header shall be formatted as illustrated in Figure 10xx.
	octet: 1
	2
	2

	Frame security
	SFC
	SECID


Figure 10xx—Security Header
The SECID field is used to identify the key set that is used to encrypt and/or authenticate the data in the

frame, as defined in 7.2.7a.2. The SFC field contains a counter that is used to ensure the uniqueness of the nonce of a secure frame, as defined in 7.2.7.3.

The Frame Security field contains a bitmap that indicate if a frame applies security or not. The bit

position zero, which is the first bit from right in Figure 10xx, corresponds to the first frame. The bit shall be set to one if the subframe applies security and shall be set to zero otherwise.

7.2.7a.2 Secure session ID (SECID)

The SECID field shall be included in the frame body of all secure frames. The SECID field contains a 2-

octet identifier for the key that is being used to protect the frame. The lowest order octet of the SECID for all keys except the PNPP group data key shall be set to the DEVID of the key originator in the relationship. The SECID for the PNPP group data key shall have the lowest order octet set to the BcstID, as described in 7.2.3. The higher order octet shall designate a unique value for the key associated with the security relationship. The SECID for a given key is selected by the key originator in a security relationship, as described in 9.3.7.
7.2.7a.3 Secure frame body
The Secure MAC frame body for HRCP is described in 7.3.1.2a, 7,3,3.2a and 7.2.4.2a.
Insert 7.2.10 and 7.2.11 as follows:
7.2.10 TX and ACK Information for HRCP
The TX and ACK Information are optimized for fragmentation and ACK control.
	bits: b23-b18
	b17-b8
	b7-b0

	Reserved
	Last received Sequence  Number
	Number of Subframes


Figure 10am—TX and Ack Information field format for HRCP
7.2.10.1 Number of Subframes 
The Number of Subframes field indicates the number of subframes included in the current frame minus one. Up to 256 subframes can be aggregated into a single frame. 
7.2.10.2 Last Received Sequence Number
The Last Received Sequence Number field indicates the most recent contiguous sequence number of subframes that was successfully received by the DEV. Details are illustrated in 8.8.3c.
7.2.11 Rate adaptation information for HRCP
The Rate Adaptation Information field indicates the information associates for rate adaptation control.
	bits: b7-b1
	b0

	Reserved
	Buffer full flag


Figure 10an—Rate adaptation information field format
7.2.11.1 Buffer full flag

The Buffer Full Flag field indicates the reception buffer of the sender is full. A value of 1 indicates the buffer is full.
7.3 Format of individual frame types

7.3.1 Beacon frame

Change title of section 7.3.1.1 and insert section 7.2.1.1a as follows:
7.3.1.1 Non-secure beacon frame for piconet

7.3.1.1a Non-secure beacon frame for HRCP

The Non-secure Beacon frame shall be formatted as illustrated in Figure 11a.

	octet: 4
	Ln
	…
	L1
	21
	
	10

	FCS
	Information

element-n
	
	Information

element-1
	P2P structure synchronization

parameters
	
	MAC header

	Beacon frame body
	
	


Figure 11a—Non-secure beacon frame format for HRCP
The individual information elements (IEs) in the beacon frame body are listed in Table 48. These IEs are

encoded in type, length, value format and are defined in 7.4. The IEs in the beacon payload may appear in

any order.

The P2P structure Synchronization Parameters field shall be formatted as illustrated in Figure 12a.

	octet: 8
	1
	1
	1
	2
	2
	1
	5

	PPC address
	Expected RSSI
	P2P structure
mode
	Next DevID
	Recommended 
ATP
	Superframe

duration
	Number of association slots
	Reserved


Figure 12a—P2P Structure Synchronization Parameters field format for HRCP
Number of association slots field indicates the number of slots available for the DEVs to send Association Request commands.

The Superframe Duration field contains the duration of the current superframe. The resolution of this field is 1 s and therefore has a range of [0–65535] s. However, the valid range of this field lies between  mMinSuperframeDuration and mMaxSuperframeDuration.

The Recommended ATP field indicates ATP length value that is recommended by PPC. The resolution of this field is 1ms and therefore has a range of [0–65535] ms.
The Next DevID field indicates the DevID for the subsequent DEV. The DEV that wishes to associate with the PPC shall set this value as its own DevID. The value of Next DevID field shall be selected randomly.

The Expected RSSI field indicates the RSSI value of received signal at the antenna input of DEV. The DEV shall only send an Association Request command when the actual received RSSI level of the beacon exceeds this value. The resolution of this field is 1dB and therefore has a range of [+30 to -226] dB.

The P2P Structure Mode field defines certain characteristics about the P2P structure and the superframe. The encoding of this octet shall be formatted as illustrated in Figure 13a.

	bits: b7-b5
	b4
	b2-b0

	Reserved
	SEC mode
	Reserved


Figure 13a—P2P Structure Mode field

The SEC Mode field indicates the current security settings in the P2P structure as defined in 9.2. The field is encoded as illustrated in Table 41.
The PPC Address field contains the DEV address of the PPC, as described in 7.1.

The MAC header settings for a non-secure beacon frame shall be set and interpreted as described in

Table 42a.
Table 42a—MAC header settings for a non-secure beacon frame for HRCP

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Beacon value in Table 39
	Decoded

	SEC
	0
	Decoded

	ACK policy
	No-ACK value in Table 40
	May be ignored

	DestID
	BcstID
	Decoded

	SrcID
	PPCID
	Decoded

	TX and ACK Information
	0x000000
	May be ignored

	Rate Adaptation Information
	0x00
	May be ignored


Change title of section 7.3.1.2 and insert section 7.2.1.2a as follows:
7.3.1.2 Secure beacon frame for piconet
7.3.1.2a Secure beacon frame for HRCP

The Secure Beacon frame shall be formatted as illustrated in Figure 15a. The Secure Beacon frame format is used when the piconet is operating in a secure mode.

	octe: 4
	Ln
	…
	L1
	21
	2
	2
	
	10

	FCS
	Information

element-n
	
	Information

element-1
	P2P synchronization

parameters
	SEC
	SECID
	
	MAC header

	Beacon frame body
	
	


Figure 15a—Secure beacon frame format for HRCP
The SECID field is defined in 7.2.7a.2

The SFC field is used by the DEV for this frame to ensure uniqueness of the nonce, as defined in 7.2.7.3.

The P2P Synchronization Parameters field is defined in 7.3.1.1a.

The Integrity Code is defined in 7.2.7.5.

The MAC header settings for a Secure Beacon frame shall be set and interpreted as described in Table 43a.

Table 43a—MAC header settings for a secure beacon frame for HRCP

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Beacon value in Table 39
	Decoded

	SEC
	1
	Decoded

	ACK policy
	No-ACK value in Table 40
	May be ignored

	DestID
	BcstID
	Decoded

	SrcID
	PPCID
	Decoded

	TX and ACK Information
	0x000000
	May be ignored

	Rate Adaptation Information
	0x00
	May be ignored


Change title of section 7.3.3 and insert section 7.3.3a as follows:
7.3.3 Command frame for piconet

7.3.3a Command frame for HRCP


7.3.3a.1 Non-secure command frame

When sending command frames the ACK Policy field in the Frame Control field shall be set to Stk-Ack. Commands may be fragmented by Stk-ACK procedure like as data frame.
	octets: 4
	4+L
	4
	
	10

	FCS
	Command block
	MAC Subheader
	
	MAC header


Figure xx—Non-secure command frame format for HRCP
MAC Subheader is described in 7.4.3a.
The command block shall be formatted as shown in Figure xx.
	octets: L
	2
	2

	Command Payload
	Length(=L)
	Command type


Figure xx—Command block format for HRCP 
The MAC header settings for a non-secure command frame shall be set and interpreted as described in

Table 46x

Table 46x—MAC header settings of a non-secure command frame for HRCP

	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Command value in Table 39
	Decoded

	SEC
	0
	Decoded

	ACK policy
	As appropriate
	Ignored

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	0x00000
	Ignored

	Rate Adaptation Information
	0x00
	Ignored


MAC Subheader is described in section 7.3.4a.1.
7.3.3a.2 Secure command frame

The Secure command frame format shall be formatted as illustrated in Figure xx

	octet: Ln
	8
	(4+L)
	4
	2
	2
	
	10

	FCS
	Integrity code
	Command block
	MAC Subheader
	SFC
	SECID
	
	MAC header


Figure xx—Secure command frame format
The SECID is defined in 7.2.7a.2

The SFC is defined in 7.2.7.3.

The Integrity code field is defined in 7.2.7.5

This frame format is used when the PNPP  is operating in a secure mode. The command block shall be formatted as illustrated in Figure xx.

The MAC header settings for a secure command frame shall be set and interpreted as described in Table 47a.
Change title of Table 47 and insert Table 47a as follows:
Table 47—MAC header settings of a secure command frame for piconet

Table 47a—MAC header settings of a secure command frame for HRCP
	Header field
	Setting on transmission
	Interpretation on reception

	Frame type
	Command value in Table 39
	Decoded

	SEC
	1
	Decoded

	ACK policy
	As appropriate
	Decoded

	DestID
	As appropriate
	Decoded

	SrcID
	As appropriate
	Decoded

	TX and ACK Information
	0x00000
	Decoded

	Rate Adaptation Information
	0x00
	Decoded


Change title of section 7.3.4 and insert section 7.3.4a as follows:
7.3.4 Data frame for piconet

7.3.4a Data frame for HRCP

7.3.4a.1 Non-secure data frame for HRCP
Figure 22a and 22b illustrate the Non-secure data frame format and HRCP Aggregated frame format.

	octets: Ln
	
	10

	HRCP Aggregated

 Frame
	
	MAC header

	Data frame body
	
	


Figure 22a—Non-secure data frame format

	octets: variable
	4
	…
	variable
	4

	MAC
Subframe
body n
	MAC
Subheader
n
	…
	MAC
Subframe
body 1
	MAC
Subheader
1

	HRCP Aggregated Frame


Figure 22b—HRCP Aggregated frame format for HRCP
The MAC Subframe body and MAC subheader for aggregation are defined in 7.2.4.1.1 and 7.2.13.2.

7.3.4a.1.1 HRCP Aggregated frame format for HRCP
To use non-secure aggregation, the Aggregation field in PHY header shall be set as described in x.x.x.x.x.

The MAC subheader for non-secure aggregation shall be formatted as illustrated in Figure 10ap
	octet: 1
	3

	subheader HCS
	Subframe Information


Figure 22c—MAC subheader format for non-secure aggregation

RX buffer size indicates preferred buffer size to be prepared in RX side.

HCS is an 8 bit CRC defined as the One’s-complement of the remainder of the division of the 16 bits of the header by the polynomial x8 + x2 + x + 1. A serial implementation is illustrated in
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Figure 22d—HCS implementation example for subheader HCS

The subheader HCS is an exception to data ordering convention in 7.1 and is transmitted with the msb first.

The Subframe Information field shall be formatted as illustrated in Figure 10ar.

	bits: 1
	10
	13

	More
fragment
	Sequence
number
	Payload 
length


Figure 22e—Subframe Information field format

The Payload Length field is used to determine the length of the payload before coding, not including the FCS. This field contains the length of the payload in octets. A value of zero in the Payload length field is reserved,

The Sequence Number field indicates the Sequence number of this subframe. 

The More Fragment bit shall be set to zero if the subframe contains the MPDU which is the last fragment of the MSDU and shall be set to one otherwise.

The maximum number of subframes that are aggregated in one frame shall be mMaxSubframeSize, as

defined in 8.15.

The MAC subframe body for non-secure aggregation shall be formatted as illustrated in Figure 10e.

	octets: 4
	Ln

	FCS
	MPDU n

	MAC subframe body n


Figure 10e—Subframe body for non-secure aggregation
The MPDU field is a variable length field that carries the information that is to be transferred to a DEV. 

7.3.4a.2 Secure aggregation format for HRCP
Figure 23a and 23b illustrate the secure data frame format and HRCP Aggregated secure frame format.

	octet: Ln
	5
	
	10

	HRCP Aggregated secure
 Frame
	Security Header
	
	MAC header

	Secure Data frame body
	
	


Figure 23a—Secure data frame format
	octets: 4
	8
	Ln
	4
	…
	4
	8
	Ln
	4

	FCS
	Integrity 
Code
	Sequence number n
	MAC subheader
n
	
	FCS
	Integrity 
Code
	Sequence number 1
	MAC subheader
1

	Secure MAC subframe body n
	
	
	Secure MAC subframe body 1
	

	HRCP Aggregated secure Frame


Figure 23b—HRCP Aggregated secure Frame for HRCP
The Integrity Code field is used to cryptographically protect the integrity of the header and payload as defined in 7.2.7.5.

7.4 Information elements

Change title of Table 48 and insert Table 48a as follows:
Table 48—Information elements for piconet
Table 48a—Information elements for HRCP
	Element ID

hex value
	Element
	Subclause
	Present in

beacon

	0x01
	BSID
	7.4.2
	As needed

	0x0a
	HRCP capability
	7.4.11a
	As needed

	0x23
	MIMO information
	7.4.37
	As needed


7.4.11 Capability
Insert 7.4.11a at the end as follows:
7.4.11a HRCP capability
After Figure 40, insert the following text:

For the HRCP PHYs, the DEV Capabilities field shall be formatted as illustrated in Figure 42a.
(TBD)

[image: image4.emf]
[image: image5.emf]
Insert 7.3.37 as follows:
7.4.37 MIMO information

The MIMO Information IE shall be formatted as illustrated in Figure xx .
	2
	1
	1

	MIMO parameter
	Length=2
	Element ID


Figure xx— MIMO information
The MIMO parameter field indicates the parameter of the MIMO configuration of PPC. This field shall be interpreted by the DEV if the DEV supports MIMO. The MIMO parameter field value is illustrated in Figure xx.
	bits: b15-b7
	b6-b5
	b4-b0

	Number of of Association Request from DEV
	Reserved
	PPC MIMO Branch Number


Figure xx— MIMO parameter
7.4.37.1 PPC MIMO Branch Number

The PPC MIMO Branch Number field indicates the number of MIMO branch supported by PPC.
Table xx— Valid MIMO information field value

	PNC MIMO Branch Number field value
	Number of MIMO Branch

	b00000
	reserved

	b00001
	1(SISO)

	b00010
	2

	…
	…

	b10000
	16

	b10001-b11111
	reserved


7.4.37.2 Number of Association Request from DEV
The Number of Association Request from DEV field indicates the required number of Association Request commands from DEV for MIMO negotiation training. 
Table xx— Valid MIMO information field value

	Number of Resend of Association Request from DEV value
	Number of Association Request

	b000000000
	1

	b000000001
	2

	…
	…

	b000001000
	16

	b000001001-b111111111
	Reserved


7.5 MAC command types

Change the subclause as follows
The MAC command types are listed in Table 50 and Table 50a and are described in the following subclauses. If the column labeled “Associated” in Table 50 and Table50a is marked with an “X” then that command shall only be sent by a DEV that is associated in PNPPthe piconet. If the column labeled “Secure membership (if required)” in Table 50 and Table 50a is marked with an “X” and secure membership is required for PNPPthe piconet, then that command shall only be sent by a DEV that has established secure membership with the PNPCPNC in PNPPthe piconet. 

For the case of a piconet, because a neighbor PNC is not a member of the piconet, it sends only non-secure commands. The PNC or destination DEV shall ignore any command from a DEV that is not allowed to be sent as indicated in Table 50. The PNC or destination DEV shall transmit an Imm-ACK following reception of the frame if the ACK Policy field is set to Imm-ACK.

For peer-to-peer communications, if the DEV has established a secure relationship with a peer DEV, and the “Secure membership (if required)” column is marked with an “X”, that command shall be sent to the peer DEV with a secure command using the key specified in Table 62.

Change title of Table 50 and insert Table 50a as follows:
Table 50—Command types for piconet

Table 50a— Command types for HRCP

	Command type
hex value
b15-b0
	Command name
	Subclause
	Associated

	0x0000
	Association request
	7.5.1a.1
	

	0x0001
	Association response
	7.5.1a.2
	X

	0x0002
	Disassociation request
	7.5.1a.3
	X

	0x0003
	Request key
	7.5.2.1
	X

	0x0004
	Request key response
	7.5.2.2
	X

	0x0005-0x0009
	Reserved
	-
	-

	0x000A
	PNPC information request
	7.5.4.1a
	X

	0x000B
	PNPC information
	7.5.4.2a
	X

	0x000C-0x000D
	Reserved
	-
	-

	0x000E
	Probe request
	7.5.4.5a
	X

	0x000F-0x0017
	Reserved
	-
	-

	0x0018
	Transmit power change
	7.5.7.5a
	X

	0x0019-0x001D
	Reserved
	-
	-

	0x001E-0x00FF
	Reserved
	
	

	0x0100-0xFFFF
	Vendor specific
	7.5.9.2
	X


Replace the title of 7.5.1 as follows:

7.5.1 Association and disassociation commands for piconet
Before the start of section 7.5.2, insert the following clause 7.5.1a together with all subclauses and associated figures, as follows:

7.5.1a Association and disassociation commands for PNPP
These commands are used by a DEV to join a PNPP and by a DEV or the PNPC to end a DEV’s membershipin the piconet.
7.5.1a.1 Association request

The Association Request command shall be formatted as illustrated in Figure 49. The SEC field in the

Frame Control field shall be set to zero. The DestID shall be set to the PNPCID. The SrcID shall be set the DEV’s newly allocated DEVID obtained from Next DevID field in beacon, as described in 7.3.1.1.

The Association Timeout Period (ATP) field is maximum amount of time in milliseconds that the association relationship will be maintained in the absence of communication between the PNPC and DEV, as described in 8.3.4.

	octets: 0 or Ln
	2
	7
	8
	2
	2

	Vender specific IE
	ATP
	Overall capabilities
	DEV Address
	Length (=17 or 17+Ln)
	Command type


Figure 49a—Association request command format for HRCP
The DEV Address field is the address of the DEV, as described in 7.1, requesting association.

The Overall Capabilities field is defined in 7.4.11a.

The Association Timeout Period (ATP) field is maximum amount of time in milliseconds that the association relationship will be maintained in the absence of communication between the PNPCPNC and DEV, as described in 8.3.4.

The Vendor Specific IE is defined in 7.4.17 and is an optional field.

7.5.1a.2 Association response
The Association Response command shall be formatted as illustrated in Figure 51a. The ACK Policy field

shall be set to Stk-ACK. The SEC field in the Frame Control field shall be set to zero. The DestID shall be set to the DEVID which has been announced in beacon, as described in 7.2.3a. The SrcID shall be set to the PPCID.
	octets: 0 or Ln
	1
	2
	1
	8
	2
	2

	Vender specific IE
	Reason code
	ATP
	DEVID
	DEV address
	Length (=12 or 12+Ln)
	Command type


Figure 51a—Association response command format

The DEV Address field is the address of the DEV, as described in 7.1, requesting association.

The DEVID field is the identifier allocated to the DEV if the association is successful. If this field contains the UnassocID, the DEV is not allowed to associate for the reason indicated in the reason code.

For the successful association of a neighbor PNC, the DEVID shall be one of the reserved NbrIDs, as described in 7.2.3.
The ATP field contains the finalized value for the Association Timeout Period in milliseconds. This value

may be different from that requested by the DEV in its Association Request command if the PPC is not able to support the value requested.

The valid values of the Reason Code are:

— 0 –> Success

— 1 –> Reserved Already serving maximum number of DEVs
— 2 –> Lack of available channel time to serve the DEV

— 3 –> Channel too severe to serve the DEV

— 4 –> PNC turning off with no PNC capable DEV in the piconet

— 5 –> Neighbor piconet not allowed

— 6 –> Channel change in progress

— 7 –> PNC handover in progress

— 4–7 –> reserved

— 8 –> Association denied

— 9–255 –> reserved

The Vendor Specific IE is defined in 7.4.17 and is an optional field.

7.5.1a.3 Disassociation request

The Disassociation Request command shall be formatted as illustrated in Figure 52.
	octets: 1
	2
	2

	Reason code
	Length (=1)
	Command type


Figure 52a—Disassociation request command format
The valid reason codes are:

— 0 –> ATP expired

— 1 –> Channel too severe to serve the DEV

— 2 –> PPC unable to service DEV

— 3 –> ReservedPNC turning off with no PNC capable DEV
— 4 –> DEV leaving PNPP

— 5 –> Data communication session finished

—6–254 –> reserved

— 255 –Other failure

The Disassociation Request command shall use the secure command frame format if the DEV is a secure

member of the PNPP for HRCP.

Replace the title of 7.5.4 as follows:

7.5.4 Information request commands for piconet
Before the start of section 7.5.5, insert the following clause 7.5.4a together with all subclauses and associated figures, as follows:

7.5.4a Information request commands for PNPP
This set of commands is used to obtain information about another DEV in the PNPP. The PNPC Information Request and PNPC Information commands are used to retrieve data about any or all of the currently associated DEVs in the PNPP. The Security Information Request and Security Information commands are used to retrieve security information about any or all of the currently associated DEVs in the PNPP. The Probe Request and Probe Response commands are used to retrieve IEs from a specific DEV in the PNPP.

7.5.4.1a PNPC information request

The DestID for the PNPC Information Request command shall be the PNPCID. The PNPC Information Request command shall be formatted as illustrated in Figure 60a.

	octets: 1
	2
	2

	Queried DEVID
	Length (=1)
	Command type


Figure 60a—PNPC information request command format
The Queried DEVID field contains the DEVID of the DEV whose information is being requested from the PNPC. If the value of this field is BcstID, then the DEV is requesting information regarding the entire list of associated DEVs from the PNPC.

7.5.4.2a PPC information

This command may be sent either as a response to the PPC Information Request command by a DEV or it may be sent unsolicited. In either case the SrcID shall be the PPCID. This command may be sent either in a directed command frame to a DEV or it may be sent in a broadcast command frame meant for all DEVs in the piconet. If the DestID is BcstID, then the ACK Policy field shall be no-ACK. The PPC Information command shall be formatted as illustrated in Figure 61a.

	octets: 20
	2
	2

	DEV-1 info
	Length(=20)
	Command type


Figure 63a—PPC information command format
The DEV Info field shall be formatted as illustrated in Figure 62a
	octets: 1
	2
	7
	1
	1
	8

	System wake beacon interval
	ATP
	Overall capabilities
	DEV info utility
	DEVID
	DEV address


Figure 63b—Format of a DEV info field in a PPC information command
The DEV Address field contains the address of the DEV, as described in 7.1, corresponding to the DEVID. 
The DEVID field contains the ID assigned to the DEV by the PNPC. This field shall not contain the the BcstID, the UnassocID, the McstID or the reserved IDs, as described in 7.2.3.

The DEV Info Utility field shall be formatted as illustrated in Figure 63.

The Membership Status bit shall be set to zero if the DEV is associated but is not a secure member of the

PNPP and shall be set to one if the DEV is associated and a secure member of the PNPP.

The Overall Capabilities field shall be formatted as illustrated in Figure 39 and is defined in 7.4.11.

The ATP field is defined in 7.5.1.1

The System Wake Beacon Interval field, as described in 7.5.8.3, is the value that the DEV sent to the PNPC via the SPS Configuration Request command, as described in 7.5.8.3

7.5.4.5a Probe request for HRCP
(Replace Table 67 with the following)
The Probe Request command is used either to request information about a DEV or to see if a DEV is still

present in PNPCthe piconet. This command may be exchanged between any two DEVs in the piconet according to the rules outlined in Table 51 and Table 52. The individual IEs used in this frame are described in 7.4. The Probe Request command shall be formatted as illustrated in Figure 67.

	octets: 2
	4
	2
	2

	Request index
	Reserved 
	Length (=6)
	Command type


Figure 67a—Probe request command format

7.5.7.5a Transmit power change (TBD)
The Transmit Power Change command shall be formatted as illustrated in Figure 82 in 7.5.7.5. This command is used to request a change in the transmit power of a PPC and DEV.

The TX Power Change field contains the requested TX power level change in dB at the destination PPC and DEV in 2s complement format. For example, a +2 db change in the TX power level is 0x02 while a –2 dB TX power level change is encoded as 0xFE.

8. MAC functional description
8.3 Association and disassociation with a piconet
Insert the following sentence at the beginning of 8.3:

Association and disassociation with a P2P structure is referred to in 8.3a

8.3a Association and Disassociation with a P2P structure

8.3a.1 Association
To start a P2P structure, a HRCP DEV that is capable of acting as the PPC send a beacon with Next DEVID　(1 octet) which will be assigned to a HRCP DEV as DEVID. The NEXT DEVID is generated randomly, but after sending a new beacon, the PPC shall not change the value in this P2P structure.

Before a HRCP DEV has completed the association process, all frames sent to the PPC by the HRCP DEV shall be exchanged in the PPAP of the superframe. An unassociated HRCP DEV initiates the association process by sending an Association Request command, as described in 7.xxx, to the PPC. An unassociated HRCP DEV can send an Association Request with random backoff time (n slot times random number, after receiving every beacon and starts Association timeout timer. Carrier sense for sending an Association Request is not required. Association Request commands shall be sent with s No-ACK policy. When the PPC receives one of the Association Request commands, whose DEVID is the same value as the Next DEVID in the beacon, it shall stop sending the beacon, send an Association Response command and start Association timeout timer. If a HRCP DEV received the Association Response command with the DEV address matching its own, the HRCP DEV becomes an associated HRCP DEV and sends the Stk-ACK to the Association Response command to the PNC. The PPC may maintain a list of DEV addresses that are allowed to join the P2P structure.  If the list is in use, when the PPC receives the Association Request command, the PPC shall consult the list to determine if the DEV address in the request is included. If the DEV address is not in the list, the PPC may send a disassociation command. 

The associated HRCP DEV shall start keep-alive timer once it has sent an Stk-ACK and the PPC shall start a keep-alive timer once it has received an Stk-ACK.
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Figure a102 illustrates the message flow for a successful association process
Figure a102—MSC of DEV-2 associating
[image: image11.png]Unassociated Associated

Asynchronous Phase « Synchronous Phase
« Asynchronous Phase (If recovery is needed)

Setup Time < 2ms

|
Beacon |  Stop beacon before sending
/ association response
|
|
PPAP l PPAP l Data Transfer Phase
N
N
N
N
N
\\ Association
N Response
g A Sl
ccess Slot
PPC g AN
G0, A I I I |
Device Association RIFS SIFS
Request Stk-Ack





8.3a.2 Disassociation 

   When a PPC wants to remove a HRCP DEV from the P2P structure, the PPC shall send a Disassociation Request command, as described in 7.xxx, to that HRCP DEV with an appropriate reason code. Similarly when a HRCP DEV wants to leave the P2P structure, the HRCP DEV shall send a Disassociation Request command to the PPC with an appropriate reason code.
If Stk-ACK policy is selected at the PPC, Disassociation Request commands, when received correctly, shall be acknowledged by the intended recipient.
The HRCP DEV in the P2P structure shall send frames to the PPC often enough to assure that the association timeout period is not reached. If the PPC does not receive any frame originating from an associated HRCP DEV within this timeout duration, the PPC shall disassociate the HRCP DEV. The HRCP DEV may send a Probe Request command instead of Stk-ACK without requesting any information to cause the PPC to reset the ATP if the HRCP DEV does not have any other traffic that it needs to send to the PPC.
The PPC shall send a Disassociation Request command to the HRCP DEV that sends a frame after its ATP has expired.
The PPC upon receiving a Disassociate Request command or an ATP expiration may send a new beacon with new NEXT DEVID which will be assigned to the next HRCP DEV as DEVID.

8.4.1 Interframe Space (IFS)
Change the paragraphs in 8.4.1 as follows:
There are four IFSs that are defined; the minimum interframe space (MIFS), the short interframe space (SIFS), the backoff interframe space (BIFS) and the retransmission interframe space (RIFS). MIFS and BIFS are not used in HRCP. The actual values of the MIFS, SIFS, BIFS, and RIFS are PHY dependent. For the 2.4 GHz PHY, they are listed in 11.2.7.1. For the SC PHY, they are listed in 12.2.6. For the HSI PHY, they are listed in 12.3.5.5. For the AV PHY, they are listed in 12.4.1.2. For HRCP-SC PHY, they are listed in 12a.2.x.x. For HRCP-OOK PHY, they are listed in 12a.3.x.y.
Editorial Note: The concrete section numbers will be filled in later. 
The SIFS is the shortest interframe space when Rx-Tx turnaround time is required. All Imm-ACK frames, frames sent as a response frame for Imp-ACK, and Dly-ACK frames shall start transmission over the medium a SIFS after the end of the transmission of the previous frame which requested the ACK. The IFS between all received Imm-ACK frames and Dly-ACK frames and the next frame transmitted over the medium shall be no less than a SIFS. The MIFS is the shortest interrframe space which can be taken when Rx-Tx turnaround time is not required. The IFS in a CTA between a frame and the next frame transmitted over the medium by the same DEV if the first frame had the ACK Policy field set to either no-ACK or Dly-ACK shall be no less than a MIFS.
During the CTAP, all DEVs shall use an IFS no less than a RIFS for retransmissions. During the CAP a CP, however, the retransmissions shall follow the CAP rules described in 8.4.2. The rules for acknowledgment and retransmissions are described in 8.8. The interframe space requirement for the beacon is ensured by the location of the CTAs, which is determined by the PNC, as described in 8.4.3.6.
During the synchronous phase in PPAP, all DEVs shall use SIFS and alternately exchange transmission rights. During the asynchronous phase in PPAP, all DEVs shall use RIFS. The RIFS value of the PPC is always shorter than the one for the associated DEV. The RIFS values used within the HRCP shall be longer than a SIFS plus the time to acquire the Stk-ACK information in the MAC header. The rules for acknowledgment and retransmissions are described in 8.8. 
After 8.4.3.8, insert the following subclause as 8.4.4: 
8.4.4 PPAP after association
The PPC determines that the association procedure has completed when either: a) it receives a Stk-ACK in response to the Association Response command, or b) it receives a data frame from its associated DEV. The DEV that receives an Association Response command from the PPC determines that the association procedure has completed when it transmits a Stk-ACK in response to the Association Response command. 
Stk-ACK is used for data frame acknowledgement in PPAP and is indicated in the MAC header and may be piggybacked with the data payload. The PPAP has two phases, synchronous phase and asynchronous phase. The DEVs that comprise the P2P structure determine individually which phase they are in internally. The synchronous phase is either after completion of link setup or when the Ping-Pong transmission between the PPC and the DEV continues, i.e., when frame exchange continues using SIFS. Otherwise, it will be the asynchronous phase. After receiving a frame that has either a MAC header error or has not received a frame after SIFS from the end of its transmission, the asynchronous phase starts. When the DEV receives a frame with correct MAC header within the RIFS, the DEV determines that it entered the synchronous phase. The recovery procedure during the asynchronous phase is described in 8.8.3c. 
During the synchronous phase, when the DEV of either side receives the frame and the MAC header has no error, after the end of the PPDU following the SIFS containing the frame, the DEV transmits the frame to the other DEV. This continues in an alternate fashion. When the PPC or the associated DEV has no data frame to transmit, only the MAC header is transmitted. After completion of link setup, the DEV which has scheduled data transmission may access the medium by SIFS.
During the asynchronous phase, each of the DEVs within the P2P structure accesses the medium with RIFS and shall transmit the frame with only the MAC header. The Stk-ACK information shall always be set in the MAC header of the transmitted frames. The PPC and the associated DEV use different RIFS values. 

8.6 Synchronization
Insert the following sentence at the beginning of 8.6:

For HRCP, PPAP is used instead of CAP, and its end time is the same as the end of the superframe. No synchronization is necessary.

Insert text and new 8.7a.3 subclause as follows:
8.7a Aggregation

HRCP data transmission uses HRCP aggregation frame format.
8.7a.3 HRCP aggregation

Figure 125la illustrates the aggregation process. The originating PPC or DEV, upon receiving an MSDU, maps it into an MPDU (MAC Protocol Data Unit or subframe payload). If the length of the MSDU exceeds the predetermined value defined in (TBD), the MSDU shall be fragmented and mapped into multiple MPDUs. Each MPDU is assigned a unique Sequence number for identification. 
All the fragments shall have unique Sequence numbers that are assigned in ascending order between successive MSDUs.

A subheader is created and configured, as defined in 7.3.4a, for each subframe to contain the necessary information that helps the target DEV to retrieve the original data. The ACK Policy field in MAC header shall be set to Stk-ACK as described in 7.2.1.4a.


[image: image6]
Figure 125la—Aggregation at originating DEV


[image: image7]
Figure 125lb—Deaggregation at originating DEV
As specified in 7.2.10, up to 256 subframes are aggregated into a single frame. Figure 125lb illustrates the deaggregation process. After receiving the aggregated frame, the target DEV divides it into subframes according to the information in MAC subheader, validates each subframe by subheader HCS and payload FCS. To recreate the original MSDU, the target DEV uses the Sequence Number field and More fragment flag in the sub-header, as defined in 7.3.4a.1.1.

To avoid buffer overflow, before starting real data transmission, the originating and target DEV may exchange empty data frame with the RX Buffer Size field properly configured as defined in 7.3.4a.1.1 to inform each other the available receiving buffer size. This information is used by the DEVs to adjust the subframe number and subframe length when sending real data.

8.8  Acknowledgment and retransmission

Change the paragraph in 8.9 as shown:

The acknowledgment types defined for this standard are as follows:
— No acknowledgment (no-ACK),

— Immediate acknowledgment (Imm-ACK),

— Delayed acknowledgment (Dly-ACK),

— Implied acknowledgment (Imp-ACK), and
— Block acknowledgment (Blk-ACK), and
— Stack acknowledgment (Stk-ACK).
After 8.9.3b, insert the following new subclause as 8.93c:
8.8.3c Stack ACK

Stack ACK is commonly used for acknowledgement in PPAP.

8.8.3c.1 Ping-Pong transmission and Stack ACK (Synchronous Phase)
Stk-ACK is used for data frame acknowledgement and channel access control as described in 8.4.1. It is also used for re-transmission control for HRCP aggregation frame which is defined in 8.7a. The destination, upon receiving an aggregated frame, checks each subframe from the beginning. Based on the status of the subframe, either correctly or incorrectly received, the last received Sequence number is set in the ACK Information field of the MAC header, and shall be sent in the next transmission. Sequence number is given to each subframe by each DEV, 10bit cyclic and continuous value beginning from 0. The originating DEV, after reading the ACK Information field in MAC header, handles subframe retransmissions.

Figure XX illustrates the Ping-Pong transmission behavior of an HRCP aggregated frame. In synchronous state, both DEVs in P2P structure make Ping-Pong Transmission with interframe space of SIFS. If the DEV.B receives subframes from N+1 to N+4 without any data error, DEV.B shall set N+4 in the ACK information field of the Stk-ACK of the next transmission. Stk-ACK may be sent as piggyback on the next data frame transmission. If the DEV does not have any data to send in its transmission phase, the DEV shall send a Stk-ACK with the last received sequence number without data to maintain Ping-Pong synchronous phase.  If DEV.B detects any errors in either the subheaders or the subframes, as illustrated in Time#3 of Figure xx, then DEV.B discards the error subframe and all following subframes, and would set the sequence number of the last error-free subframe in the ACK information field of the MAC header of the next transmission frame. The ascending subframe order shall be maintained in the retransmission. The same retransmission behavior shall be applied if the destination DEV causes buffer overflow, as illustrated in Time#4 of Figure XX. But the destination shall set the Buffer Full flag to one and inform the buffer overflow status to the source DEV. The source should read the Buffer Full flag and apply appropriate transmission controls.

[image: image8.wmf]
8.8.3c.2 Recovery Process (Asynchronous Phase)
If the destination detects a MAC header error, namely the destination lost the ACK frame, DEVs in the P2P structure shall enter the asynchronous phase. When PHY-RX-END.indication reports that there is error at the destination, then the DEV may also enter the asynchronous phase. When the device enters asynchronous phase, the device shall start recovery process. Figure XX illustrates the recovery process. As described in 8.4.4, each of the DEVs within the P2P structure accesses the medium with RIFS and shall transmit the frame with no data payload. The Stk-ACK information shall be always set in the MAC header of the transmitted frames. The PPC and the associated DEV use different RIFS values. RIFS shall be longer than the time domain frame length with no data payload. When the DEV receives a frame with the correct MAC header within RIFS, the DEV determines that it entered the synchronous phase. 
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8.15 MAC sublayer parameters
After Table 61, insert Table 61a as follows:

Table 61a—MAC sublayer parameters - HRCP PHY dependent
	Parameter
	Values

	pAccessSlot
	SC
	TBD

	
	OOK
	TBD
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