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1.0 Another proposal for Fragmentation Payload formatted

The current replacement format for 802.15.9 fragmentation presented in 15-15-0098-02 has following issues:

· The transaction ID is huge, 16-bits. In most small environments there will not be need for 65535 simultaneous transactions. This is not trying to be file transfer protocol, this is supposed to be fragmentation of existing packets, i.e. each transaction should be finished as quickly as possible, i.e. in few seconds. 

· The RTS/CTS method complicates the format, and provides two ways of negotiation, as there is also a way to abort the transaction, which also allows remote peer an ability to say it does not want to respond to the frame. Also in many cases the negotiation happning in the RTS/CTS is not meaningful, as upper layer might not have ability to make its messages smaller to fit in the lowered max packet size limit given by the other end.

Features supported by this format that are also in 15-15-0098-02:

· Ability to tell from the other end that it cannot accept the transaction at current time.

· Ability to tell the maximum size other end can handle when aborting transaction, but this is now optional feature, which do not waste bytes if other end does not want to use this feature.

· Support for sending one upper layer frame in one MSDU.

· Ability to tell the Total upper layer frame size when starting transaction.

1.1. New format

The format presented here is:

	Octets: 1
	0/1
	0/2
	0/2
	variable

	Transaction Control
	Fragment number
	Total upper layer frame size
	Protocol ID
	Upper layer frame fragment


The Transaction Control octet is as follows:

	Bit: 0-1
	2-7

	Transfer type
	Transaction ID


Where the Transfer type can have following values

	Transfer Type
	Name
	Description

	0b00
	Full frame
	The Fragment number and Total upper layer frame size fields are omitted, but Protocol ID is there, and the Upper layer frame fragment contains the whole upper layer frame packet

	0b01
	Non-last fragment
	The Fragment number field is always present, and if it is 0x00 meaning this is first fragment then the Total upper layer frame size and Protocol ID fields are also there. The rest of the IE is Upper layer frame fragment.

	0b10
	Last fragment
	The fragment number field is always present, and Total upper layer frame size and Protocol ID fields are always omitted (as this cannot be first fragment, as in that case the frame could have been fit in one fragment, i.e the Full frame format transfer type would have been used). The rest of the IE is Upper layer frame fragment.

	0b11
	Abort
	This is message from the responder to the originator indicating that he wishes to abort the transfer. This can be sent at any time, including response to the first fragment. The Fragment number field and Protocol ID fields are always omitted, but the Total upper layer frame size field might be present and if it is present that tells the maximum size packet the responder is willing to accept. Whether the Total upper layer frame size field is present is known from the length of the IE, i.e. if the length is 1 octet, then it is omitted, if it is 3 octets, then it is there.


Transaction ID 6-bit field that is used to match all frames related to this transaction. It is selected by the originator to be unique between the devices, and it is cannot be reused until the transaction is finished or aborted. This allows 64 simultaneous transaction between two devices. 

Fragment number field is only present if the Transfer type is 0b01 or 0b10. If the Fragment number field has value of 0x00, indicating first fragment, then the Total upper layer frame size and  Protocol IDs are also present. This means that non-initial frames have only 2 octet overhead. Note, that we could remove the whole Full frame Transfer type, and use the Transfer type of 0b10 (last fragment) with Fragment Number of 0x00 to indicate that, but in that case the Full frame transfer would have 3 extra octets of overhead (i.e. Total upper layer frame size and Fragment number).

Total upper layer frame size is only present if the Fragment number is 0x00 and Transaction type is 0b01, and it can optionally be present if the Transaction type is 0b11. The Protocol ID field is present if the Frame number is 0x00 and Transaction type is 0b01, or if the Transaction type is 0b00. Upper layer frame fragment present in all other Transaction types than 0b11, but it can also be empty, for example if the originator wants to first ask whether the other end is able to process this big transaction, i.e. it can send IE having only Transaction type 0b01, with Fragment number of 0x00, Total upper layer frame size, and the Protocol ID, without any data in the Upper layer frame fragment field. The responder can then either send empty Enhanced-Acknowledgment back or send back Enhanced-Acknowledgment with Transaction type 0b11 asking other end to abort and it can then also include the maximum size it can cope.

Different frames would be:

	Bits 0-1
	Bits 2-7
	Octets: 1
	0/2
	0/2
	variable

	Transfer type
	Transaction ID
	Fragment Number
	Total upper layer frame size
	Protocol ID
	Upper layer frame fragment

	0b00
	0x00-0x3f
	Omitted
	Omitted
	0x0000-0xffff
	Full upper layer frame

	0b01
	0x00-0x3f
	0x00
	0x0000-0xffff
	0x0000-0xffff
	First fragment and total size of the packet, and Protocol ID

	0b01
	0x00-0x3f
	0x01-0xfe
	Omitted
	Omitted
	Middle fragment

	0b10
	0x00-0x3f
	0x01-0xfe
	Omitted
	Omitted
	Last fragment

	0b11
	0x00-0x3f
	Omitted
	Omitted
	Omitted
	Omitted (abort without telling max size responder can handle)

	0b11
	0x00-0x3f
	Omitted
	0x0000-0xffff
	Omitted
	Omitted (abort with information what is max size responder can handle).
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