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1. Definitions, acronyms, and abbreviations

For the purposes of this document, the following terms and definitions apply. 

1.1 Definitions
Reliable Multicast
Process or procedure for providing reliable data transmission in multicast from one PD to multiple or all PDs within proximity.
1.2 Acronyms and abbreviations
CAP:

Contention Access Period

CFP:

Contention Free Period
PD:

Peer Device

PAC: 

Peer Aware Communication
2. Background
Multicast is the delivery of a message or information to a group of destination PDs simultaneously in a single transmission from the source PD. Multicast is one of the key features required for PAC, which is not fully supported by the current IEEE 802.15. According to IEEE 802.15.8 TGD [1], IEEE 802.15.8 may support a reliable multicast transmission including both one-hop and multi-hop cases. 

There are many multicast PAC use cases (e.g., conference meeting), as described in Application Matrix [2]. Different applications may require different reliability for MAC multicast. Taking the following three use cases as examples, multicast applications for these use cases require different multicast data transmission reliability.

· Use Case 1: Conference Meeting. For a conference meeting application, the speaker expects all listeners correctly receive the packets. In this case, all listeners should acknowledge whether the multicasting packets are correctly received or not. Such applications require high multicast data transmission reliability.

· Use Case 2: Personalized Advertisement. For personalized advertisement application, a PD aims to disseminate its advertisement to a certain number of its neighboring PDs. Therefore, the PD only requires a portion of neighboring PDs to acknowledge the successful receipt of the multicast packets. Such applications require medium multicast data transmission reliability.

· Use Case 3: Data Cache. For a data cache application, a PD aims to backup its data in any of its neighboring PDs. Thus, the PD only requires any of the neighboring PDs acknowledge the successful delivery of a packet. Such applications require low multicast data transmission reliability.

Therefore, multicast reliability management is required to support reliable multicast at the MAC layer. Multicast reliability management shall provide approaches at MAC layer to manage multicast data transmission reliability and provide flexible reliability of multicast data transmission.
3. Overview
Multicast reliability management provides context-aware flexible reliability of multicast data transmission. In order to realize flexible multicast data transmission reliability, different ACK policies should be supported at MAC layer. These ACK policies include All ACK, Any ACK, Partial ACK, Location-based ACK, Context-based ACK, and Information-based ACK.
4. Detailed Descriptions 

4.1 Multicast Reliability Management

4.1.1 Multicast ACK Policy

MAC multicast in P2P environments may not need each receiver to perform retransmission-based reliability for each multicast MAC frame. A new field should be added to MAC data frame to support reliable multicast data transmission. In the new field, “ACK Type” should be indicated. The sender may indicate “ACK Type” for each MAC data frame or just indicate it one time during group establishment. Based on the ACK Type, receivers should perform acknowledge in corresponding different ways.
Based on ACK Type, different levels of multicast data transmission reliability could be achieved. For example, as shown in Fig. 1, the procedures of ACK Type- based reliable multicast could include three steps:

Step 1: 
PD 1 sends multicast data to PD 2-5 with specified “ACK Type” in the new field of MAC frame.
Step 2: PD 2-5 decides whether to send ACK based on “ACK Type“. In the example, PD 2, PD 3, and PD 5 send ACK while PD 4 does not send ACK.

Step 3: Based on the received ACK, PD 1 measures whether the reliability requirement for the multicast is satisfied. If satisfied, PD 1 multicast new data, e.g. Data 2; otherwise, PD 1 retransmits previous data, e.g. Data 1.
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Figure 1 ACK-Type based Reliable Multicast.
4.1.1.1 Full ACK

All destination PDs in the multicast group should send acknowledgement, referred to as Full ACK. The source PD may multicast new packets after receiving acknowledgements from all destination PDs in the multicast group or the maximum number of retransmissions for a packet is violated. 
4.1.1.2 Partial ACK

Only a portion of destination PDs need to send back an ACK, referred to as Partial ACK. In this case, additional information should be contained along with the “ACK Type” such as the percentage of peers for sending back the ACK. The source PD may multicast new packets only after receiving acknowledgements from a requested ACK percentage of destination PDs in the multicast group or the maximum number of retransmissions for a packet is violated. 
4.1.1.3 Any ACK

ACK is only required from any one of destination PDs in the multicast group. The source PD may multicast new packets only after receiving ACKs from any destination PD in the multicast group or the maximum number of retransmissions for a packet is violated.

4.1.1.4 Location-based ACK

Only destination PDs that are around a location need to send back an ACK, referred to as Location-based ACK. In this case, additional location information should be contained along with the “ACK Type”. The source PD may multicast new packets only after receiving ACKs from the PDs at a specified location in the multicast group or the maximum number of retransmissions for a packet is violated.

4.1.1.5 Context-based ACK
Only destination PDs that have certain preconfigured context information need to send back an ACK, referred to as Context-aware ACK.  Context information such as mobility can be leveraged to decide if an ACK is needed or not. For example, destination PDs with low mobility are only required to send an ACK. 
4.1.1.6 Information-based ACK

The source PD should indicate if an ACK is required 1) for each packet, 2) just for some packets, or 3) just when intended information such as a command or an event is fully decoded. For example, an ACK can be issued based on the importance of each packet. 
5. References

[1] PAC TGD: 15-12-0568-08-0008-tg8-technical-guidance-document.
[2] Application Matrix 15-12-0684r0.
                                                                        1                             TH, CW, QL, HL, ZC (InterDigital)


_1460813231.vsd
PD 1


PD 4


PD 2


PD 3


Step 1: Multicast Data 1 with “ACK Type”
(from PD 1 to PD 2-5)


Step 2: ACK (from PD 2)


Step 3: Multicast Data 2 or Data 1
(from PD 1 to PD 2-5)


PD 5


Step 2: ACK (from PD 5)


Step 2: ACK (from PD 3)



