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· Contribution from Ghulam

7.5.10.2 Group Ack

7.5.10.2.1 General

In many application systems, it may be imperative to provide the sensor nodes with a retransmission opportunity, within the same superframe, for a data frame that failed in its GTS transmission. To satisfy that crucial requirement, the MAC sub-layer shall provide an optional feature of group acknowledgment whereby:

a) multiple GTS frames received by the coordinator in the CFP shall be acknowledged by a single transmission of GACK frame by the receiver (i.e. the coordinator); and

b) new GTS timeslots shall be allowed to be allocated to some of the transmitting sensor nodes for retransmission of their failed GTS transmission or for transmitting additional data frames.

7.5.10.2.2 Modified MAC Superframe Structure

The modified structure of the DSME multi-superframe with Group Ack feature is shown in Figure 73i. Each multi-superframe shall consist of one or more superframes, which in turn shall consist of a CAP and a CFP. If Group Ack feature is enabled, a coordinator shall receive GTS frames from several sender nodes in the CFP and then shall transmit a GACK frame to acknowledge the received frames. The coordinator shall also allocate an additional GTS to one or more sender nodes, specified in the GACK frame, for additional transmissions in the same CFP. These additional time slots shall be used either to retransmit previously failed GTS frames or to transmit additional data frames. Beacon frame, transmitted by the coordinator at the beginning of the slot 0, shall specify the duration of the CFP. It shall also specify the time slot in every CFP, in the multi-superframe, allocated for transmission of the GACK frame. 
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Figure 73i—Details of DSME Superframe with Group ACK

7.5.10.2.3 Using Group Ack Mechanism
In a network that allows the use of Group ACK mechanism, nodes shall use appropriate flags and fields in the beacon frame, data frame header, and the GACK frame in order to facilitate the use of the GACK feature. A coordinator shall decide if the GACK feature is activated for receiving data frames from its child or peer nodes by setting the GACK flag (i.e. b32) in its beacon frame. It shall allocate two DSME-GTS slots, one for each of GACK1 and GACK2 frames, in its multi-superframe. The coordinator shall use the GACK1 frame to acknowledge all data frames received by it during CFP until GACK1 time slot. The GACK2 frame shall be used to acknowledge all data frames received after the GACK1 frame but before transmission of GACK2 frame. The two DSME-GTS time slots allocated for GACK1 and GACK2 shall follow the same channel hoping sequence as the reset of the time slots in the CFP. A beacon frame with GACK flag set to ‘0’ shall indicate that the coordinator is not using the GACK feature. In this a case, all data transmissions by the sensor nodes to the coordinator shall be acknowledged individually.

The sender nodes, while sending their data frames to a coordinator with enabled GACK feature, shall expect the acknowledgement of their GTS transmissions in the GACK 1 or GACK2 frame. A sender node, therefore, shall listen to the destination coordinators beacon to determine the slots IDs (i.e. channel and time slot) for GACK1 and GACK2 frames. It shall allocate an additional DSME-GTSR (i.e. GTS for Retransmission) per each allocated DSME-GTS for transmission to that coordinator. After the transmission of a data frame in DSME-GTS, a sender node shall be able communicate with other nodes. It shall, however, switch back to pre-determined channel in the GACK1 or GACK2 timeslot to receive the acknowledgment for the previous DSME-GTS or DSME-GTSR transmission, respectively. The bitmap in the ‘Group Ack Flags’ field of a GACK frame shall be used to determine if the GTS transmission by a sender node was successful. If the corresponding bit in the flag in the field indicates a failed DSME-GTS transmission, the sender node shall use DSME-GTSR slot to retransmit the data frame. The sender node shall decide to use DSME-GTSR for sending an additional data frame if the corresponding bit in GACK1 frame indicated a successful transmission in DSME-GTS. 

A coordinator shall assume the responsibility of allocating DSME-GTS and DSME-GTSR time slots to its RFD child nodes. In addition to the slot IDs for GACK and GACK2 frames, the beacon from the coordinator shall also specify the allocated DSME-GTS slots to its RFD child nodes. The GACK1 frame shall specify dynamically allocated DSME-GTS frames to the RFD child nodes. An RFD node shall request an additional DSME-GTS, if it needed one, by setting the pending frame bit in the MAC data frame header of its current data frame. The coordinator shall decide, based on, for example, the availability of time slots if to allocate the requested additional slot to a requesting node.
The application running on an DSME coordinator shall enable or disable the GACK feature by using MLME_SET.request primitive in order to set the PIB attribute macGACKmechanism to appropriate value. The application shall determine if the GACK feature is currently activated in the MAC by getting the current setting for macGACKmechanism PIB attribute. The application shall use MLME_GET.request primitive to get the current value of macGACKmechanism attribute.

· Contribution from Ghang-Seop

- CID#003

5.5.1.1 General
Insert after the first sentence of 5.5.1 the following paragraph and subclauses: 
There are different superframe structures: 

⎯ Superframe structure based on beacons defined in 7.2.2.1, which has a long MAC header with the frame type indicated beacon. 
⎯ Superframe structure described in 5.5.1.2 based on beacons defined in 7.2.6 (Enhanced Beacon) with an IE defined in 7.2.4.2.1.8 (DSME Descriptor).
⎯ Superframe structure based on beacons defined in 5.5.1.27.2.2.5.2, which has a short MAC header of 1-octet length. 
Insert before 5.5.2 the following subclauses: 
5.5.1.2 DSME-based Multi-Superframe Structure
The DSME-based PANs shall use the DSME-based multi-superframe structure. A coordinator on a DSME-based PAN (i.e., macDSMEenabled is set to TRUE) shall bound its channel time based on the DSME-based multi-superframe structure by periodically transmitting an Enhanced Beacon (EB) with the DSME descriptor Information Element (IE). A multi-superframe is a cycle of repeated superframes, each of which consists of a beacon frame, a CAP (Contention Access Period) and a CFP (Contention Free Period). An example of a multi-superframe structure is shown in Figure 1.a.
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Figure 1.a. DSME-based Multi-Superframe Structure
A single common channel, which is the LogicalChannel used in the successful association, shall be used in beacon and CAP. Optionally, channel hopping can be used for the common channel. Multi-channel can be used in CFP. Beacons shall be transmitted using the common channel at the beginning of one of the superframes according to the beacon scheduling defined in 7.5.10.6. Frames during CAP shall be transmitted using the common channel. Frames during CFP shall be transmitted using the allocated channel for DSME-GTS. A DSME-GTS can be allocated on any of the available channels in the current ChannelPage.
Details on the DSME-based Multi-superframes Structure is described in 7.5.10.
· CID#006

Insert after 5.5.5.2 the following subclause.

5.5.6 Channel Asymmetry Consideration

Single common channel approach may not be able to connect all devices in the PAN. The variance of channel condition can be large and channel asymmetry between two neighboring device can happen. Asynchronous Multi-Channel Adaptation (AMCA) is a solution to handle such case. The AMCA is performed in non-beacon mode, and is described in 7.5.12.
Insert after 7.1.2.4 the following subclause.

7.1.2.5 AMCA-MAC management service
When the macAMCAenabled is set to TRUE, the MAC management services shall comply with Table 46d. The primitives are discussed in the subclauses referenced in the table.

Table 46d—Summary of the primitives accessed through the MLME-SAP for AMCA
	Name
	Request
	Indication 
	Response
	Confirm

	MLME-ASSOCIATE
	7.1.3.1
	7.1.3.2
	7.1.3.3
	7.1.3.4

	MLME-SCAN
	7.1.11.1
	
	
	7.1.11.2


Rename command names in Table 82 as follows.

DSME-Asymmetric multi-channel beacon request ( AMCA- beacon request
DSME-Multi-channel hello ( AMCA-Hello
DSME-Channel probe ( AMCA-Channel probe
Insert before 7.4 the following subclauses.

7.3.14 AMCA-commands
7.3.14.1 AMCA-Multi-channel beacon request command
The AMCA-multi-channel beacon request command is used by a device that is performing asymmetric multi-channel active scan.
The AMCA-multi-channel beacon request command shall be formatted as illustrated in Figure 0.. 

	octets: (see Error! Reference source not found.)
	1
	4

	MHR fields
	Command Frame Identifier (see Table 82)
	Scan Channels


Figure 0.dd—AMCA-multi-channel beacon request command format

The Destination Addressing Mode subfield of the Frame Control field shall be set to two (e.g., 16-bit short addressing), and the Source Addressing Mode subfield shall be set to zero (e.g., source addressing information not present).

The Frame Pending subfield of the Frame Control field shall be set to zero and ignored upon reception, and the Acknowledgment Request subfield shall be set to zero.

The Destination PAN Identifier subfield shall contain the broadcast PAN identifier (i.e., 0xffff). The Destination Address subfield shall contain the broadcast short address (i.e., 0xffff).

The Scan Channels subfield is represented in 27-bit bitmaps. The 27 bits (b0, b1,... b26) indicate which channels are to be scanned (1 = scan, 0 = do not scan) for each of the 27 channels supported by the ChannelPage parameter. 
7.3.14.2 AMCA-Multi-channel hello command
7.3.14.2.1 General
The AMCA-multi-channel hello command is used to inform neighboring devices of the device’s designated channel.

The AMCA-multi-channel hello command shall be formatted as illustrated in Figure 0.. This command is optional for AMCA‑devices.

	Octets: (see Error! Reference source not found.)
	1
	1

	MHR fields
	Command Frame Identifier (see Table 82)
	Hello Specification


Figure 0.ee—AMCA-multi-channel hello command format

7.3.14.2.2 MHR fields
The Destination Addressing Mode subfield of the Frame Control field shall be set to two (e.g., 16-bit short addressing), and the Source Addressing Mode subfield shall be set to zero (e.g., source addressing information not present).

The Frame Pending subfield of the Frame Control field shall be set to zero and ignored upon reception, and the Acknowledgment Request subfield shall be set to zero.

The Destination PAN Identifier subfield shall contain the broadcast PAN identifier (i.e., 0xffff). The Destination Address subfield shall contain the broadcast short address (i.e., 0xffff).

7.3.14.2.3 Hello Specification field
The Hello Specification field shall be formatted as illustrated in Figure 0..

	Bits: 5
	1
	2

	Designated Channel Index
	Hello Request
	Reserved


Figure 0.ff—Hello specification field format

The Designated Channel Index subfield is 5 bits in length and shall contain the designated logical channel index number of the device.

The Hello Request subfield is 1 bit in length and shall indicate whether the AMCA-multi-channel hello command needs AMCA-multi-channel hello from its neighbors. When a device receives the AMCA-multi-channel hello command with Hello Request bit set to’1’, the device shall transmit a AMCA-multi-channel hello command with Hello Request set to ‘0’.

7.3.14.3 AMCA-Channel probe command
7.3.14.3.1 General
The channel probe command is used to check the link quality of the specified channel.

The channel probe command shall be formatted as illustrated in Figure 0.. This command is optional for AMCA‑device.

	Octets: (see Error! Reference source not found.)
	1
	2

	MHR fields
	Command Frame Identifier (see Table 82)
	Channel Probe Specification


Figure 0.gg—Channel probe command format

7.3.14.3.2 MHR fields
The Source Addressing Mode subfield of the Frame Control field shall be set to two (16-bit extended addressing), and the Destination Addressing Mode subfield shall be set to the same mode as the destination device to which the channel probe command refers.

The Frame Pending subfield of the Frame Control field shall be set to zero, and the Acknowledgment Request subfield shall be set to one.

The Destination PAN Identifier field shall contain the identifier of the PAN of the destination device to which to check the link quality. The Destination Address field shall contain the address of the destination device to which the channel probe command is being sent. 

The Source PAN Identifier field shall contain the value of macPANId, and the Source Address field shall contain the value of macShortAddress.
7.3.14.3.3 Channel Probe Specification field
The Channel Probe Specification field shall be formatted as illustrated in Figure 0..

	Bits: 2
	5
	5
	4

	Channel Probe Subtype
	Designated Channel
	Probe Channel
	Reserved


Figure 0.hh—Channel Probe specification format

The Channel Probe Subtype subfield is 2 bits in length and shall be set to one of the non-reserved values listed in Table 0..

Table 0.f—Values of the Channel Probe Subtype subfield

	Channel Probe subtype value b1b0
	Description

	00
	Request

	01
	Reply

	10
	Probe

	11
	Reserved


The Designated Channel subfield is 5 bits in length and indicates the originator’s designated channel. 
The Probe Channel subfield is 5 bits in length and indicates the channel that needs to be probed.

Insert before 7.6 the following subclauses.

7.5.12 Multi-Channel adaptation
7.5.12.1 General
Single common channel approach may not be able to connect all devices in the PAN. The variance of channel condition can be large and channel asymmetry between two neighboring device can happen. Multi-channel adaptation is a solution to handle such case.
Two types of multi-channel adaptation is specified, which are synchronous multi-channel adaptation and asynchronous multi-channel adaptation. The synchronous multi-channel adaptation is performed in beacon-enabled mode, and is handled by DSME-GTS as described in 7.5.4.4. The asynchronous multi-channel adaptation is performed in non-beacon mode, and is described in this subclause.

7.5.12.2 Receiver-based communication
It is possible that there exists no common channel that two devices can communicate in DSME-GTS mode as there are many available channels. In that case, each device selects its designated channel based on its local link quality, and keep listening to its designated channel. When another device wants to communicate with it, the sender device shall switch to the designated channel of the receiver device and transmit a DATA frame. Then the sender device shall switch back to its own designated channel and keep listening. On receipt of the data frame from the sender device, the receiver device shall switch to the designated channel of the sender device and transmit an ACK frame (if requested). After sending the acknowledge frame, the receiver device shall switch back to its own designated channel and keep listening at last.
Error! Reference source not found. illustrated the receiver-based communications.
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Figure 0.a— Receiver-based communication

7.5.12.3 Asymmetric multi-channel active scan
An asymmetric multi-channel active scan allows device to detect the designated channel of each coordinator or detect the best channel for the device.
The asymmetric multi-channel active scan over a specified set of logical channels is requested using the MLME-SCAN.request primitive with the ScanType parameter set to 0x04.
For each logical channel, the device shall first switch to the channel, by setting phyCurrentChannel and phyCurrentPage accordingly, and send a multi-channel beacon request command (see 7.3.11). Upon successful transmission of the multi-channel beacon request command, the device shall enable its receiver for [aBaseSuperframeDuration * (2n + 1)] symbols, where n is the value of the ScanDuration parameter. During this time, the device shall reject all non-beacon frames and record the information contained in all unique beacons in a PAN descriptor structure (see Table 55 in 7.1.5.1.1). After this time, the device shall switch to the next channel and repeat the same procedure. The device shall stop repeating this procedure after visiting every channel twice. 
If linkqualityscan flag is FALSE, the device may stop after it receives a beacon and decide the current channel as its designated channel. If linkqualityscan flag is TRUE, the device make decision on its designated channel comparing LQI or RSSI of the received beacons.
On receipt of the multi-channel beacon request command, the coordinator shall transmit a beacon (see 7.2.2.1) over a set of logical channels specified in the asymmetric multi-channel beacon request command. Upon successful transmission of the beacon, the coordinator shall switch to the next channel after [aBaseSuperframeDuration * (2n + 1)] symbols, where n is the value of the ScanDuration parameter, and send another beacon. The coordinator shall repeat the same procedure over all the logical channels specified in the asymmetric multi-channel beacon request command.
7.5.12.4 Multi-Channel Hello
Multi-channel hello mechanism allows a device to announce its designated channel to its one-hop neighbor devices. 

After successfully performing the asymmetric active scan and the association, the device shall transmit the same multi-channel hello command on each channel sequentially starting from its designated channel. The device can request multi-channel hello of neighbors by setting the Hello Request of the multi-channel hello command to ‘1’. When its neighbors receive the multi-channel hello command with Hello Request set to’1’, each neighbor shall transmit a multi-channel hello command on the designated channel of the requesting device with Hello Request set to ‘0’.

Channel Probe can probe other channels and switch to a better channel. After switching to the new channel, the device shall broadcast a multi-channel hello command to its one-hop neighbors to notify the new channel.
The channel probe over a specified logical channel is requested using the MLME-SCAN.request primitive with the ScanType parameter set to 0x05.
The device can check the condition of its designated channel by using the handshake mechanism. The procedure of the handshake channel probing is described as follows.
The request device sends a channel probe request command frame to one of its neighbors on the designated channel of the neighbor. On receipt of the channel probe request command, the neighbor sends a channel probe reply frame back to the request device on the originator’s channel indicating in the channel probe request command. The request device shall check the LQI or RSSI of the channel probe reply frame upon receiving it. The request device determines that the link quality of the channel is bad if the device have not received the channel probe reply frame after [aBaseSuperframeDuration * (2n + 1)] symbols from the reception of probe reply, where n is the value of the ScanDuration parameter.

Insert after annex M.7 the following subclauses.
M.8 Asymmetric Mutli-Channel Adaptation (AMCA)
Single common channel approach may not be able to connect all devices in the PAN. The variance of channel condition can be large and channel asymmetry between two neighboring device can happen. Such case is likely to happen in large, geographically diverse networks such as smart utility networks, infrastructure monitoring networks, and process control networks. Asynchronous Multi-Channel Adaptation (AMCA) is a solution to handle such case. The AMCA is performed in non-beacon mode, and is described in 7.5.12.
· CID#33 & CID#487

7.1.20.1 MLME-DSME-GTS
MLME-SAP DSME-GTS management primitives define how DSME-GTSs are requested and maintained. A device wishing to use these primitives and DSME-GTSs in general will already be tracking the beacons of its coordinator.
7.1.20.1.1 MLME-DSME-GTS.request 
This primitive allows a device to send a request to allocate new DSME-GTSs or to deallocate, or change existing DSME-GTSs.
7.1.20.1.1.1 Semantics of the service primitive 
The semantics of the MLME-DSME-GTS.request primitive is as follows: 


MLME-DSME-GTS.request ( 



DSME-GTSCharacteristics, 



SecurityLevel, 



KeyIdMode, 



KeySource, 



KeyIndex 


) 

Table 78n specifies the parameters for the MLME-DSME-GTS.request primitive. 

Table 78n— MLME-DSME-GTS.request parameters

	Name
	Type
	Valid Range
	Description

	DSME-GTSCharacteristics
	DSME-GTS Characteristics
	See 7.3.11.4.3
	The characteristics of the DSME-GTS requested by the next higher layer.

	SecurityLevel,
	Integer
	0x00–0x07
	The security level to be used (see Table 95).

	KeyIdMode,
	Integer
	0x00–0x03
	The mode used to identify the key to be used (see Table 96). This parameter is ignored if the SecurityLevel parameter is set to 0x00.

	KeySource,
	Set of 0, 4, or 8 octets
	As specified by the KeyIdMode parameter
	The originator of the key to be used (see 7.6.2.4.1). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.

	KeyIndex
	Integer
	0x01–0xff
	The index of the key to be used (see 7.6.2.4.2). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.


7.1.20.1.1.2 Appropriate Usage
The MLME-DSME-GTS.request primitive is generated by the next higher layer of a device and issued to its MLME to request the allocation of new DSME-GTSs or to request the deallocation or change of existing DSME-GTSs.

7.1.20.1.1.3 Effect on receipt

On receipt of the MLME-DSME-GTS.request primitive for DSME-GTS, the MLME of the device attempts to generate a DSME-GTS handshake command frame (see 7.3.11.4) with the DSME-GTS Characteristics field set the same as the DSME-GTSCharacteristics parameter. Then the MLME of the device shall send it to the Destination address which is indicated in the DSME-GTS Descriptor subfield of the DSME-GTSCharacteristics parameter.
If macShortAddress is equal to 0xfffe or 0xffff, the device is not permitted to request a DSME-GTS allocation. In this case, the MLME issues the MLME-DSME-GTS.confirm primitive containing a status of NO_SHORT_ADDRESS.

If the SecurityLevel parameter is set to a valid value other than 0x00, indicating that security is required for this frame, the MLME shall set the Security Enabled subfield of the Frame Control field to one. The MAC sublayer shall perform outgoing processing on the frame based on the DSME-GTSCharacteristics, SecurityLevel, KeyIdMode, KeySource, and KeyIndex parameters, as described in 7.5.8.2.1. If any error occurs during outgoing frame processing, the MLME shall discard the frame and issue the MLME-DSME-GTS.confirm primitive with the error status returned by outgoing frame processing.

If the DSME-GTS handshake command frame cannot be sent due to the channel condition, the MLME shall issue the MLME-DSME-GTS.confirm primitive with a status of CHANNEL_ACCESS_FAILURE. 

If the DSME-GTS handshake command frame with Handshake Type 00 (request) is being sent, the source device shall wait for at most an macResponseWaitTime symbols, if no DSME-GTS handshake command frame with Handshake Type 01 (reply) from the destination device appears within this time, the MLME of the source device shall notify the next higher layer of the failure by the MLME-DSME-GTS.confirm primitive with a status of NO_DATA.

7.1.20.1.2 MLME-DSME-GTS.indication

This primitive reports the reception of a DSME-GTS handshake command with handshake subtype 01 (reply) or 10 (notify).
7.1.20.1.2.1 Semantics of the service primitive
The semantics of the MLME-DSME-GTS.indication primitive is as follows:
MLME-DSME-GTS.indication
(



DeviceAddress,



DSME-GTSCharacteristics,



SecurityLevel,



KeyIdMode,



KeySource,



KeyIndex



)

Table 78.o specifies the parameters for the MLME-DSME-GTS.indication primitive.

Table78o— MLME-DSME-GTS.indication parameters

	Name
	Type
	Valid Range
	Description

	Device Address
	Device Address
	0x0000–0xfffd
	The 16-bit short address of the Source device of the DSME-GTS handshake command.

	DSME-GTSCharacteristics
	DSME-GTS Characteristics
	See 7.3.11.4.3.
	If the handshake subtype of this parameter is 10 (notify), this parameter indicates the characteristics of the DSME-GTS that is being allocated, deallocated, notified as duplication, or changed.
If the handshake subtype of this parameter is 01 (reply), this parameter indicates the characteristics of the DSME-GTSs that are available for allocation.

	SecurityLevel,
	Integer
	0x00–0x07
	The security level purportedly used by the received MAC command frame (see Table 95). 

	KeyIdMode,
	Integer
	0x00–0x03
	The mode used to identify the key purportedly used by the originator of the received frame (see Table 96). This parameter is ignored if the SecurityLevel parameter is set to 0x00.

	KeySource,
	Set of 0, 4, or 8 octets
	As specified by the KeyIdMode parameter
	The originator of the key purportedly used by the originator of the received frame (see 7.6.2.4.1). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.

	KeyIndex
	Integer
	0x01–0xff
	The index of the key purportedly used by the originator of the received frame (see 7.6.2.4.2). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00. 


7.1.20.1.2.2 When generated

This primitive is generated by the MLME of a device and issued to its next higher layer to indicate the reception of a DSME-GTS handshake command with the Handshake Type 01 (reply), 10 (notify), or 10 (confirm). The DSME-GTSCharacteristics parameter shall be set the same as the DSME-GTSCharactersitics.

If the DSME-GTS Handshake Type of the received command is 10 (notify) or 11 (confirm), the MLME of the device shall update its macSAB according to the DSME-GTS SAB Specification of the command.
If the DSME-GTS Handshake Type of the received command is 10 (notify) and the Destination address in the DSME-GTS descriptor matches macShortAddress, the MLME of the device shall generate a DSME-GTS handshake command with the Handshake Type 11 (confirm). The Destination address in the MHR of the generated command shall be set to the broadcast short address (i.e., 0xffff). The Destination address in the DSME-GTS descriptor of the generated command shall be set to the Source Address of the received command. And then, the MLME of the device shall send the generated command frame.
7.1.20.1.2.3 Appropriate usage

On receipt of the MLME-DSME-GTS.indication primitive, the next higher layer is notified of the reception of a DSME-GTS handshake command. If the DSME-GTS Handshake Type is 01 (reply), the next higher layer shall issue a MLME-DSME-GTS.response primitive.
7.1.20.1.3 MLME-DSME-GTS.response

This primitive allows the next higher layer of a device to respond to the MLME-DSME-GTS.indication primitive.

7.1.20.1.3.1 Semantics

The semantics of the MLME-DSME-GTS.response primitive is as follows:


MLME-DSME-GTS.response
(



DSME-GTSCharacteristics,



SecurityLevel,



KeyIdMode,



KeySource,


KeyIndex


)

Table 78p specifies the parameters for the MLME-DSME-GTS.response primitive.
Table 78p— MLME-DSME-GTS.response parameters
	Name
	Type
	Valid Range
	Description

	DSME-GTSCharacteristics
	DSME-GTS Characteristics
	See 7.3.11.4.3
	The characteristics of the DSME-GTS that is being allocated, deallocated, notified as duplication, or changed.

	SecurityLevel,
	Integer
	0x00–0x07
	The security level to be used (see Table 95).

	KeyIdMode,
	Integer
	0x00–0x03
	The mode used to identify the key to be used (see Table 96). This parameter is ignored if the SecurityLevel parameter is set to 0x00.

	KeySource,
	Set of 0, 4, or

8 octets
	As specified by

the KeyIdMode

parameter
	The originator of the key to be used (see 7.6.2.4.1). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.

	KeyIndex
	Integer
	0x01–0xff
	The index of the key to be used (see 7.6.2.4.2). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.


7.1.20.1.3.2 Appropriate usage
The MLME-DSME-GTS.response primitive is generated by the next higher layer of a coordinator and issued to its MLME in order to respond to the MLME-DSME-GTS.indication primitive. The DSME-GTS Handshake Type of the DSME-GTSCharacteristics parameter shall be set to 10 (notify). The Destination address subfield in the DSME-GTSCharacteristics parameter shall be set to the DeviceAddress of the MLME-DSME-GTS.indication primitive.
7.1.20.1.3.2 Effect on receipt
On receipt of the MLME-DSME-GTS.response primitive, the MLME of the device shall generate a DSME-GTS handshake command frame (see 7.3.11.4) with the DSME-GTS Characteristics field set the same as the DSME-GTSCharacteristics parameter of the primitive. And then, the MLME of the device shall broadcast it to its one-hop neighbors.

7.1.20.1.4 MLME-DSME-GTS.confirm
This primitive reports the result of a request to allocate new DSME-GTSs or to deallocate or change existing DSME-GTSs.
7.1.20.1.4.1 Semantics

The semantics of the MLME-DSME-GTS.confirm primitive is as follows:


MLME-DSME-GTS.confirm
(



DSME-GTSCharacteristics,



Status,


SecurityLevel,



KeyIdMode,



KeySource,


KeyIndex


)

Table 78q specifies the parameters for the MLME-DSME-GTS.confirm primitive.

Table 78q— MLME-DSME-GTS.confirm parameters
	Name
	Type
	Valid Range
	Description

	DSME-GTSCharacteristics
	DSME-GTS Characteristics
	See 7.3.11.4.3
	The characteristics of the DSME-GTS that is allocated, deallocated, notified as duplication, or changed.

	Status
	Enumeration


	SUCCESS, 
DENIED, NO_SHORT_ADDRESS, CHANNEL_ACCESS_FAILURE, 
NO_ACK, 
NO_DATA, COUNTER_ERROR, FRAME_TOO_LONG, UNAVAILABLE_KEY, UNSUPPORTED_SECURITY, or INVALID_PARAMETER
	The status of the DSME-GTS request.

	SecurityLevel,
	Integer
	0x00–0x07
	The security level to be used (see Table 95).

	KeyIdMode,
	Integer
	0x00–0x03
	The mode used to identify the key to be used (see Table 96). This parameter is ignored if the SecurityLevel parameter is set to 0x00.

	KeySource,
	Set of 0, 4, or

8 octets
	As specified by

the KeyIdMode

parameter
	The originator of the key to be used (see 7.6.2.4.1). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.

	KeyIndex
	Integer
	0x01–0xff
	The index of the key to be used (see 7.6.2.4.2). This parameter is ignored if the KeyIdMode parameter is ignored or set to 0x00.


7.1.20.1.4.3 When generated

If the request for allocation, deallocation, duplication notification, or change of DSME-GTSs was successful, this primitive shall return a status of SUCCESS with the DSME-GTSCharacteristics Type subfield of the DSME-GTSCharacteristics parameter set accordingly. Otherwise, the status parameter shall indicate the appropriate error code. The reasons for these status values are fully described in are fully described in 7.1.7.1.3 and subclauses referenced by 7.1.7.1.3.

7.1.20.1.4.4 Effect on receipt

On receipt of the MLME-DSME-GTS.confirm primitive, the next higher layer is notified of the result of its request to allocate, deallocate, or change a DSME-GTS. If the request was successful, the status parameter shall indicate a successful DSME-GTS operation, and the MLME of the device shall generate a DSME-GTS handshake command frame with the Handshake Type subfield set to 10 (notify) and the information contained in the DSME-GTSCharacteristics parameter in this primitive. Otherwise, the status parameter shall indicate the error.

7.1.20.1.5 DSME management message sequence charts

Figure 39a illustrates the sequence of messages necessary for successful DSME-GTS allocation. Figure 39b illustrates the sequence of messages necessary for successful DSME-GTS deallocation.
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Figure 39.a ―Message sequence chart for DSME-GTS allocation
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Figure 39.b ―Message sequence chart for DSME-GTS deallocation

7.5.10.4 DSME-GTS allocation and management

DSME-GTS allows a DSME capable device to operate on the channel within a portion of the superframe that is dedicated (on the PAN) exclusively to that device. A DSME-GTS shall be allocated by the collaboration of the source device and the destination device before use, and it shall be used only for communications between the source device and the destination device.

A DSME-GTS shall be deallocated when it is no longer required. A DSME-GTS can be deallocated by the collaboration of the source device and the destination device at any time. A data frame transmitted in a DSME-GTS shall use only short addressing.

The management of DSME-GTSs shall be undertaken by both of the destination device and the source device. To facilitate DSME-GTS management, the destination device and the source device shall be able to store all the information necessary to manage DSME-GTSs. For each DSME-GTS, the destination device and the source device shall store an entry in macACT table (see Table 87a in 7.5.10.8).
If a data frame is received during a DSME-GTS and an acknowledgment is requested, the destination device shall transmit the acknowledgment frame as usual. Similarly, the source device shall be able to receive an acknowledgment frame during the DSME-GTS it requested.

The MLME of the source device can get the timestamp and the parameters of its DSME-GTSs from the destination device (see 7.5.10.4.x).
7.5.10.4.1 DSME-GTS allocation

A DSME‑device is instructed to request the allocation of a new through the MLME-GTS.request primitive, with DSME-GTS characteristics set according to the requirements of the intended application and DSME-GTSFlag set to TRUE.

To request the allocation of a new DSME-GTS, the MLME of the Source device shall send a DSME-GTS handshake command (see Error! Reference source not found.) to the Destination device. The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to one (DSME-GTS allocation) and the Handshake Type subfield shall be set to zero (DSME-GTS request). The DSME-GTS Length subfield of the DSME-GTSDescriptor field shall be set according to the desired characteristics of the required DSME-GTS. The DSME-GTS SAB Specification subfield shall be set according to the current allocation status of all one-hop neighborhoods of the Source device and the preferences of the device. The zeroes ('0') in the SAB sub-block indicate the candidate slots for allocation among vacant slots and the ones ('1') indicates unavailable slots or unwanted slots.

The Destination device can also allocate a DSME-GTS based on the knowledge of current channel condition, i.e. when channel condition is bad, different slots of a DSME-GTS may use different channels. If the Destination device decides to allocate the DSME-GTSs, it shall configure the SAB Specification subfield of DSME allocation based on the Destination device’s knowledge of channel quality. If DSME-GTS allocation with different slots in different channels approved at the Source device successfully, the Source device and the Destination device shall exchange Data frames according to GTSs and channels specified in SAB.

On receipt of an DSME handshake command frame indicating an DSME-GTS allocation request, the Destination device shall notify the next higher layer using MLME-DSME-GTS.indication. The next higher layer may determine the DSME-GTS allocation and issue a MLME-DSME-GTS.response indicating the decision. Alternatively, the next higher layer may solicitate the decision to the MAC layer and issue a MLME-DSME-GTS.reponse with the status parameter set to MAC_DECISION in which case, the MLME of the device shall first check if there is available capacity in the current multi-superframe.

When the Destination device determines whether capacity is available for the requested DSME-GTS, it shall generate a DSME-GTS descriptor (see 7.3.10.2) with the requested specifications and the 16-bit short address of the requesting source device. If the DSME was allocated successfully, the destination device shall set the DSME-GTS Slot Identifier subfield in the DSME descriptor to the multi-superframe slot at which the allocated DSME-GTS begins from, the DSME-GTS Length subfield in the DSME-GTS descriptor to the length of the DSME-GTS and the Destination  address to the address of the source device. In addition, the destination device shall notify the next higher layer of the newly allocated DSME-GTS. This notification is achieved when the MLME of the destination device issues the MLME-GTS.indication primitive (7.1.7.3) with the characteristics of the allocated DSME-GTS and the DSME-GTSFlag set to TRUE. If there was not sufficient capacity to allocate the requested DSME-GTS, the DSME-GTS Slot Identifier shall be set to zero and the length set to the largest DSME-GTS length that can currently be supported.

The Destination device shall then include the DSME-GTS descriptor in its DSME-GTS handshake command frame and broadcast it to its one-hop neighbors. The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to one (DSME-GTS allocation) and the Handshake Type subfield shall be set to one (DSME-GTS reply).The DSME SAB Specification subfield shall be set to represent the newly allocated slots.

The Destination device can also allocate a DSME-GTS based on the knowledge of current channel condition, i.e. when channel condition is bad, different slots of a DSME-GTS may use different channels. If the Destination device decides to allocate the DSME-GTSs, it shall configure the SAB Specification subfield of DSME allocation based on the Destination device’s knowledge of channel quality. If DSME-GTS allocation with different slots in different channels approved at the Source device successfully, the Source device and the Destination device shall exchange Data frames according to GTSs and channels specified in SAB.

On receipt of a DSME handshake command frame indicating a DSME-GTS allocation reply, the device shall process the DSME-GTS descriptor. 
If the address in the Device Short Address subfield of the DSME-GTS descriptor does not correspond to macShortAddress of the device, the device updates its SAB to reflect the neighbor’s newly allocated DSME-GTS. 

If the newly allocated DSME-GTS is conflicting with the a DSME-GTS which is allocated to the device, the device shall send an DSME-GTS handshake command frame to the origin device of the DSME-GTS handshake reply command frame. The Characteristics Type subfield of the DSME-GTS Characteristics field set to three (DSME-GTS duplicate allocation notification) and the Handshake Type subfield set to two (DSME-GTS notify), with the DSME-GTS Slot Identifier subfield in the DSME-GTS descriptor set to the multi-superframe slot at which the DSME-GTS duplicate allocated, the DSME-GTS Length subfield in the DSME-GTS descriptor to the length of the duplicate allocated DSME-GTS and the Device short address to the address of the device for which the DSME-GTS allocation replied.

If the address in the Device Short Address subfield of the DSME-GTS descriptor corresponds to macShortAddress of the device, the MLME of the device shall then notify the next higher layer of whether the DSME-GTS allocation request was successful. This notification is achieved when the MLME issues the MLME-GTS.confirm primitive with a status of SUCCESS (if the DSME-GTS Slot Identifier in the DSME-GTS descriptor was greater than zero) or DENIED (if the DSME-GTS Slot Identifier in the DSME-GTS descriptor was equal to zero or if the length did not match the requested length). After that, the Source device shall broadcast an DSME-GTS handshake command frame to all its one-hop neighbors. The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to one (DSME-GTS allocation) and the Handshake Type subfield shall be set to two (DSME-GTS notify), with the DSME-GTS Slot Identifier subfield in the DSME-GTS descriptor set to the value of the multi-superframe slot at which the new allocated DSME-GTS begins, the DSME-GTS Length subfield in the DSME-GTS descriptor to the length of the allocated DSME-GTS and the Destination address to the address of the destination device. The DSME-GTS SAB Specification subfield shall be set to represent the newly allocated slots.

On receipt of an DSME-GTS handshake command frame indicating an DSME-GTS allocation notify, the device shall process the DSME-GTS descriptor. The device updates its SAB to reflect the neighbor’s newly allocated DSME-GTS. If the newly allocated DSME-GTS conflicts with the device’s known DSME, the device shall send an DSME-GTS handshake command frame to the origin device of the DSME-GTS handshake notify command frame. The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to three (DSME-GTS duplicate allocation notification) and the Handshake Type subfield shall be set to two (DSME-GTS notify), with the DSME-GTS Slot Identifier subfield in the DSME-GTS descriptor set to the multi-superframe slot at which the DSME-GTS duplicate allocated, the DSME-GTS Length subfield in the DSME-GTS descriptor to the length of the duplicate allocated DSME-GTS and the Destination address to the address of the device which sent the DSME-GTS allocation notify.
On receipt of an DSME-GTS handshake command frame indicating an DSME-GTS duplicate allocation notification, the device shall reallocate the DSME-GTS (see 7.5.10.3).
An example of DSME-GTS allocation is shown in Figure 73kError! Reference source not found..
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Figure 0.b—An example of DSME-GTS allocation procedure
7.5.10.4.2 DSME-GTS deallocation

The DSME‑Source device is instructed to request the deallocation of an existing DSME-GTS through the MLME-GTS.request primitive (see Error! Reference source not found.) using the characteristics of the DSME-GTS it wishes to deallocate. The Destination device can request the deallocation of an existing DSME-GTS if a deallocation request from the next higher layer, or the expiration of the DSME-GTS. From this point onward, the DSME-GTS to be deallocated shall not be used by the device, and its stored characteristics shall be reset.

When an DSME-GTS deallocation is initiated by the next higher layer of the device, the MLME shall receive the MLME-GTS.request primitive with the DSME-GTS Flag set to TRUE, the Characteristics Type subfield of the DSME-GTS Characteristics parameter set to zero ( deallocation) and the DSME-GTS Length subfield set according to the characteristics of the DSME-GTS to deallocate.

When an DSME-GTS deallocation is due to the DSME-GTS expiring, the MLME shall notify the next higher layer of the change. This notification is achieved when the MLME issues the MLME-GTS.indication primitive with the DSME-GTS Flag set to TRUE, the DSME-GTS Characteristics to the characteristics of the deallocated   and the Characteristics Type subfield set to one.

In the case of any the deallocation of an existing DSME-GTS, the MLME shall send the DSME-GTS handshake command (see 7.3.10) to the corresponding device (the Source or Destination of which the DSME-GTS to be deallocated). The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to zero (DSME-GTS deallocation), and the Handshake Type subfield shall be set to zero (DSME-GTS request). The DSME-GTS Length subfield of the DSME-GTS Descriptor shall be set according to the characteristics of the DSME-GTS to deallocate. The DSME-GTS SAB Specification subfield shall be set according to the current allocation status of all one-hop neighborhoods of the device request to deallocate the DSME-GTS.

After sending the DSME-GTS handshake request command frame, the device shall wait for at most anDSMERequestWaitingTime symbols, if no DSME-GTS handshake reply command frame appears within this time, the MLME of the device shall notify the next higher layer of the failure. This notification is achieved when the MLME issues the MLME-GTS.confirm primitive (see 7.1.7.2) with a status of NO_DATA. Then the device shall determine whether stop using its DSME-GTS by the procedure described in 7.5.10.4.

On receipt of an DSME-GTS handshake command frame indicating an DSME-GTS deallocation request, the device shall attempt to deallocate the DSME-GTS. 

If the DSME-GTS characteristics contained in the command do not match the characteristics of a known DSME-GTS, the device shall ignore the request. 

If the DSME-GTS characteristics contained in the DSME-GTS request command match the characteristics of a known DSME-GTS, the MLME of the device shall deallocate the specified DSME-GTS, update its SAB and notify the next higher layer of the change. This notification is achieved when the MLME issues the MLME-GTS.indication primitive (see 7.1.7.3) with the DSME-GTS Flag set to TRUE, the DSME-GTS Characteristics parameter containing the characteristics of the deallocated DSME-GTS and the Characteristics Type subfield set to one. Then, the device shall broadcast a DSME-GTS handshake command to its one-hop neighbors. The Characteristics Type subfield of the DSME-GTS Characteristics field of the DSME-GTS handshake command shall be set to zero (DSME-GTS deallocation), and the Handshake Type subfield shall be set to one (DSME-GTS reply). The DSME-GTS Length subfield in the DSME-GTS descriptor to the length of the successfully deallocated DSME-GTS and the Device Short Address to the address of the device request deallocate DSME-GTS. The DSME-GTS SAB Specification subfield shall be set to represent the slots status after successful deallocation.

On receipt of an DSME-GTS handshake command indicating an DSME-GTS deallocation reply, the device shall process the DSME-GTS descriptor. 

If the address in the Device Short Address subfield of the DSME-GTS descriptor does not correspond to macShortAddress of the device, the device updates its SAB to reflect all the neighbor’s deallocated DSME-GTS. 

If the address in the Device Short Address subfield of the DSME-GTS descriptor corresponds to macShortAddress of the device, the MLME of the device shall then notify the next higher layer of whether the DSME-GTS deallocation request was successful. This notification is achieved when the MLME issues the MLME-GTS.confirm primitive with a status of SUCCESS (if the length in the DSME-GTS descriptor matched the requested deallocation length) or DENIED (if the length in the DSME-GTS descriptor did not match the requested deallocation length). Then, the device shall broadcast an DSME-GTS handshake command to all its one-hop neighbors. The Characteristics Type subfield of the DSME-GTS Characteristics field shall be set to zero (DSME-GTS deallocation) and the Handshake Type subfield shall be set to two (Notify), with the DSME-GTS Slot Identifier subfield and the DSME-GTS Length subfield in the DSME-GTS descriptor set to the identifier and the length of the DSME-GTS deallocated respectively.

On receipt of an DSME-GTS handshake command indicating an DSME-GTS deallocation notify, the device shall process the DSME-GTS descriptor. The device updates its SAB to reflect the neighbor’s deallocated DSME-GTS. 

7.5.10.4.3 DSME-GTS reallocation

A DSME-device shall reallocate DSME-GTSs when the duplicate allocation occurs. Also, a DSME-device may reallocate DSME-GTSs when the link quality of the allocated DSME-GTSs is bad.

To reallocate a DSME-GTS, a device shall deallocate the DSME-GTS (see 7.5.10.6) and then allocate a new DSME-GTS (see 7.5.10.5).

7.5.10.4.4 DSME-GTS change
The Destination device allocates the DSME-GTSs to the Source device according to the first-come-first-served basis. If the Destination device receives a DSME-GTS handshake allocation request command from a source device with a higher priority of data transmission when there is no available DSME-GTSs, the Destination device shall reduce part or all of the DSME-GTSs which are being used for the lower priority data transmission and allocate the reduced DSME-GTSs for the higher priority data transmission. If the Destination device receives more than one DSME-GTS handshake allocation request command with the same priority of data transmission, the Destination device shall allocate the DSME-GTSs according to the first-come-first-served basis.

After the higher priority data transmission in the DSME-GTSs is finished, if there are no more DSME-GTS handshake allocation request commands with higher priority of data transmission are received, the Destination device shall restart the DSME-GTSs for the lower priority data transmission which were reduced previously. Otherwise, the higher priority data transmission shall use the DSME-GTSs first. If the lower priority data transmission has been suspended for 2*n multi-superframes, n is defined in Error! Reference source not found., the Destination device shall allocate the next available DSME-GTSs to the corresponding Source device (see x in x.x).

The procedure of DSME-GTS change shall be initiated when a Destination device wants to reduce or restart the allocated DSME-GTSs through the MLME-GTS.request primitive (see Error! Reference source not found.).

When an DSME-GTS change is initiated by the next higher layer of the Destination device, the MLME shall receive the MLME-GTS.request primitive with the DSME-GTS Flag set to TRUE, the DSME-GTS Characteristics Type subfield of the DSME-GTS Characteristics parameter set accordingly (i.e., 101 for DSME-GTS Reduce or 110 for DSME-GTS Restart).
To request the change of an existing DSME-GTS, the MLME of the Destination device shall send the DSME-GTS handshake request command frame (see 7.3.10) to the Source device. The DSME-GTS Characteristics Type subfield of the DSME-GTS Characteristics field shall be set accordingly (i.e., 101 for DSME-GTS Reduce or 110 for DSME-GTS Restart), and other subfields set according to the characteristics of the DSME-GTS which the Destination device requests the Source device to change its original DSME-GTS to. 

The DSME-GTS handshake request command frame for DSME-GTS change contains an acknowledgment request (see Error! Reference source not found.), and the Source device shall confirm its receipt of DSME-GTS handshake change request command frame by sending an acknowledgment frame to the destination device.

On receipt of the acknowledgment from the source device, the MLME of the Destination device shall notify the next higher layer of the DSME-GTS change. This notification is achieved when the MLME issues the MLME-GTS.confirm primitive (see Error! Reference source not found.) with a status of SUCCESS, the DSME-GTS Flag set to TRUE, the   Characteristics Type subfield of the DSME-GTS Characteristics parameter set to 101 for DSME Reduce or 110 for DSME-GTS Restart accordingly, and other subfields set according to the characteristics of the DSME-GTS which the Destination device requests the Source device to change its original DSME-GTS to.

On receipt of an DSME-GTS handshake request command frame for DSME-GTS change from the destination device, the Source device shall immediately change its DSME-GTS according to the DSME-GTS Characteristics field in the DSME-GTS handshake change request command frame. Then the MLME of the Source device shall notify the next higher layer of the change. This notification is achieved when the MLME issues the MLME-GTS.indication primitive (see 0) with an DSME-GTSCharacteristics parameter set according to the characteristics of the DSME-GTS which the Destination device requests the Source device to change its original DSME-GTS to.

7.5.10.4.5 DSME-GTS expiration

The MLME of the device shall attempt to detect when a device has stopped using an DSME-GTS using the following rules:

The MLME of the device shall perform DSME-GTS deallocation when a DSME-GTS has expired (i.e., a device has stopped using the DSME-GTS).

The MLME of the Destination device of DSME-GTS shall assume that the source device is no longer using its DSME-GTS if a data frame is not received from the source device in the DSME-GTS at least every 2*n multi-superframes, where n is defined below.

The MLME of the Source device of DSME-GTS shall assume that the destination device is no longer using its DSME-GTS if an acknowledgement frame is not received from the destination device at least every 2*n multi-superframes, where n is defined below. If the data frames sent in the DSME-GTS do not require acknowledgment frames, the MLME of the source device will not be able to detect whether the destination device is using the corresponding DSME-GTS.

The value of n is defined as follows:



n = 2(8-macBeaconOrder) 

0 ≤ macBeaconOrder ≤ 8



n = 1 



9 ≤ macBeaconOrder ≤ 14
Table 87a—Allocation Counter Table (macACT) Description

	Field
	Type
	Valid Range
	Description

	Direction
	Integer
	0-1
	The direction of the allocated DSME-GTS.

0 : Transmission (TX), 1: Reception (RX)

	Source / Destination Address
	Device address
	0x0000–0xfffd
	The 16-bit short address of the device that is the source (if RX) or the destination of the allocated DSME-GTS.

	Counter
	Integer
	0x0000–0xffff
	An idle counter, in other word, the number of beacon intervals since the allocated DSME-GTS was used.

	LinkQuality
	Integer
	0x0000-0xffff
	The link quality of the allocated DSME-GTS.


7.5.10.5 DSME-GTS retrieve synchronization
· CID#378

Revise line 2 on page 199 to “DSME is designed for following application domains:”

Rename the title of M.4 on page 199 to “M.4 Deterministic and Synchronous Multi-channel Extension (DSME)”

Change the acronym of DSME on page 3 to “DSME   Deterministic and Synchronous Multi-channel Extension”

Add the following at the end of Annex M.4on page 199:
Recommended DSME parameter setting for different application types is presented in Table M.1. Delay sensitive applications such as factory automation require low delay. Setting small SO and MO values can reduce the delay. Reliability sensitive applications such as patient monitoring require very low probability of data loss. Group ACK can improve the effectiveness of retransmissions. The loss due to time synchronization error can be reduced using Deferred Beacon and DSME-GTS Retrieve Synchronization. Energy critical applications such as infrastructure monitoring require low duty cycle. DSME allows a device to sleep during CFP except for DSME-GTS that are assigned to the device. CAP reduction increases the duration of CFP and thus increases the duration of sleeping. High throughput applications such as file transfer can be supported by setting relatively large SO value and making most out of CAP. Large scale applications such as smart utility networks and process control require large number of devices to be supported in a PAN. Setting relatively big value for MO can increase the number of devices to be supported by DSME-GTSs.
Table M.1 Recommended DSME parameter setting for different application types
	Application Type
	BO
	SO
	MO
	CAP Reduction
	Group ACK
	Deferred Beacon
	DSME-GTS Retrieve Synchronization

	Delay Sensitive Applications
	6
	0
	1
	Enabled
	Enabled
	Enabled
	Enabled

	Reliability Sensitive Applications
	8
	3
	
	Disabled
	Enabled
	Enabled
	Enabled

	Energy Critical Applications
	14
	1
	14
	Enabled
	Disabled
	Disabled
	Disabled

	High Throughput Applications
	10
	5
	6
	Disabled
	Disabled
	Disabled
	Disabled

	Large Scale Applications
	10
	1
	8
	Enabled
	Disabled
	Enabled
	Enabled


· Contribution from Betty
· CID#799

7.1.20.3 MLME-DSME-INFO

7.1.20.3.1 DSME-Primitives for requesting DSME information
MLME-DSME-INFO defines how a device can request DSME information. All DSME-devices shall provide an interface for these DSME information request primitives.

7.1.20.3.2 MLME-DSME-INFO.request

7.1.20.3.2.1 General
The MLME-DSME-INFO.request primitive allows a Source device to request the timestamp and the parameters of its DSME from the Destination device or a device to request the parameters of superframe structure stored by Connection Device.

7.1.20.3.2.2 Semantics
The semantics of the MLME-DSME-INFO.request primitive is as follows:

MLME-DSME-INFO.request (
DstAddrMode,
  DstAddr,
  INFO,
)

Table 78r specifies the parameters for the MLME-DSME-INFO.request primitive.

Table 78r—MLME-DSME-INFO.request parameters

	Name
	Type
	Valid Range
	Description

	DstAddrMode 
	Integer
	0x02-0x03
	The addressing mode of the Destination device to which the request is intended. This parameter can take one of the following values:

0x02 = 16-bit short address,

0x03 = 64-bit extended address.

	DstAddr
	DeviceAddress
	As specified by the DstAddrMode parameter
	The address of the Destination device to which the request is intended.

	INFO
	Integer
	0x00-0x-1
	The type of DSME information which are requested by the device.
0x00 = timestamp and parameters of DSME-GTS
0x01 = parameters of superframe structure


7.1.20.3.2.3 Appropriate usage 
The MLME-DSME-INFO.request primitive is generated by the next higher layer of a Source device and issued to its MLME when the timestamp and the parameters of its DSME-GTS or the parameters of superframe structure are to be requested. 

7.1.20.3.2.4 Effect on receipt 
On receipt of the MLME-DSME-INFO.request primitive, the MLME of the device generates and sends an DSME information request command (see 7.3.11).

If the SecurityLevel parameter is set to a valid value other than 0x00, indicating that security is required for this frame, the MLME shall set the Security Enabled subfield of the Frame Control field to one. The MAC sublayer shall perform outgoing processing on the frame based on the DstAddress, SecurityLevel, KeyIdMode, KeySource, and KeyIndex parameters, as described in 7.5.8.2.1. If any error occurs during outgoing frame processing, the MLME shall discard the frame and issue the MLME-DSME-INFO.confirm primitive with the error status returned by outgoing frame processing.

If the DSME information request command cannot be sent due to a CSMA-CA algorithm failure, the MLME shall issue the MLME-DSME-INFO.confirm primitive with a status of CHANNEL_ACCESS_FAILURE.

If the MLME successfully transmits an DSME information request command, the MLME expects an acknowledgment in return. If an acknowledgment is not received, the MLME shall issue the MLME-DSME-INFO.confirm primitive with a status of NO_ACK (see 7.5.6.4). If an acknowledgment is received, the MLME shall wait for the DSME information reply command.

If an DSME information reply command is received, the MLME of the source device shall issue the MLME-DSME-INFO.confirm primitive with a status of SUCCESS.

And if an DSME information reply command is not received within macMaxFrameTotalWaitTime CAP symbols in a beacon-enabled PAN, or symbols in a non-beacon-enabled PAN, the MLME of the source device shall issue the MLME-DSME-INFO.confirm primitive with a status of NO_DATA.

If any parameter in the MLME-DSME-INFO.request primitive is not supported or is out of range, the MLME shall issue the MLME-DSME-INFO.confirm primitive with a status of INVALID_PARAMETER.

7.1.20.3.3 MLME-DSME-INFO.confirm

7.1.20.3.3.1 General

The MLME-DSME-INFO.confirm primitive reports the results of a request for the timestamp and the DSME-GTS parameters or the superframe structure parameters.

7.1.20.3.3.2 Semantics

The semantics of the MLME-DSME-INFO.confirm primitive is as follows:

MLME-DSME-INFO.confirm (
      INFO,
  DSME-GTSCharacteristics,

  Timestamp,
  BeaconOrder,
  SuperframeOrder,
  Multi-superframeOrder,
status

)

Table 78s specifies the parameters for the MLME-DSME-INFO.confirm primitive.

Table 78s – MLME-DSME-INFO.confirm parameters
	Name
	Type
	Valid Range
	Description

	INFO
	Integer
	0x00-0x01
	The type of DSME information to be reported.
0x00 = timestamp and DSME-GTS parameters
0x01 = superframe structure parameters

	DSME-GTSCharacteristics
	DSME-GTSCharacteristics
	See 7.3.10.2
	The characteristic of the DSME GTS.

	Timestamp
	Integer
	0x000000-0xffffff
	The time, in symbols, at which the DSME information reply command (see 7.3.11) was transmitted.

This parameter is considered valid only if the value of the status parameter is SUCCESS. The symbol boundary is described by macSyncSymbolOffset (see Table 127 in 7.4.2).

This is a 24-bit value, and the precision of this value shall be a minimum of 20 bits, with the lowest 4 bits being the least significant.

	BeaconOrder
	Integer
	0-15
	The parameters of superframe structure stored by Connection Device. Also see 7.5.10.1.1 for the explanation,

	SuperframeOrder
	Integer
	0-15
	

	Multi-superframeOrder
	Integer
	0-15
	

	Status
	Enumeration
	SUCCESS, CHANNEL_ACCESS_FAILURE, NO_ACK, NO_DATA, COUNTER_ERROR, FRAME_TOO_LONG, UNAVAILABLE_KEY, UNSUPPORTED_SECURITY or INVALID_PARAMETER.
	The status of the DSME information request.


7.1.20.3.3.3 When generated

The MLME-DSME-INFO.confirm primitive is generated by the MLME and issued to its next higher layer in response to an MLME-DSME-INFO.request primitive. If the INFO parameter is set to 0x00, parameters BeaconOrder, SuperframeOrder and Multi-superframeOrder will be ignored,  and the DSME-GTS Characteristics Type field of the DSME-GTS Characteristics parameter shall be set to Restart (see Table 84b). If the INFO parameter is set to 0x01, parameters DSME-GTSCharacteristics and Timestamp will be ignored.
7.1.20.3.3.4 Appropriate usage

On receipt of the MLME-DSME-INFO.confirm primitive the next higher layer is notified of the result of its request of DSME parameters. 
7.1.20.3.4 MLME-DSME-INFO.indication

7.1.20.3.4.1 General

The MLME-DSME-INFO.indication primitive is used to indicate the reception of a DSME information request.

7.1.20.3.4.2 Semantics

The semantics of the MLME-DSME-INFO.indication primitive are as follows:

MLME-DSME-INFO.indication (

DeviceAddress,
INFO,
)

Table 78t specifies the parameters for the MLME-DSME-INFO.indication primitive.

Table 78t—MLME-DSME-INFO.indication parameters
	Name
	Type
	Valid range
	Description

	DeviceAddress
	Device address
	An extended 64-bit IEEE address
	The address of the device requesting DSME-GTS information.

	INFO
	Integer
	0x00-0x01
	The type of DSME information which are requested.
0x00 = timestamp and DSME-GTS parameters
0x01 = superframe structure parameters


7.1.20.3.4.3 When generated
The MLME-DSME-INFO.indication primitive is generated by the MLME of the Destination device or the Connection Device and issued to its next higher layer to indicate the reception of a DSME information request command.

7.1.20.3.4.4 Appropriate usage 
When the next higher layer of the Destination device or the Connection Device receives the MLME-DSME-INFO.indication primitive, it issues the MLME-DSME-INFO.response primitive to its MLME with the INFO parameter set to the appropriate value.

7.1.20.3.5 MLME-DSME-INFO.response
7.1.20.3.5.1 General
The MLME-DSME-INFO.response primitive is used to initiate a response to a MLME-DSME-INFO.indication primitive.

7.1.20.3.5.2 Semantics

The semantics of the MLME-DSME-INFO.response primitive are as follows:

MLME-DSME-INFO.response (

DeviceAddress,
INFO,
Timestamp,

DSME-GTSCharacteristics,
BeaconOrder,
SuperframeOrder,
Multi-superframeOrder,
)

Table 78u specifies the parameters for the MLME-DSME-INFO.response primitive.

Table 78u—MLME-DSME-INFO.response parameters

	Name
	Type
	Valid range
	Description

	INFO
	Integer
	0x00-0x01
	The type of DSME information to be issued.
0x00 = timestamp and DSME-GTS parameters
0x01 = superframe structure parameters

	DeviceAddress
	Device address
	An extended 64-bit IEEE address.
	The address of the device requesting DSME-GTS information.

	Timestamp
	Integer
	0x000000-0xffffff
	The time, in symbols, at which the DSME information reply command (see7.3.12.6) was transmitted.

The symbol boundary is described by macSyncSymbolOffset (see Table 86 in 7.4.1).

This is a 24-bit value, and the precision of this value shall be a minimum of 20 bits, with the lowest 4 bits being the least significant.

	DSME-GTSCharacteristic
	DSME-GTSCharacteristics
	See 7.3.12.4.3
	The characteristics of the DSME-GTS between Source device and Destination device. This value is correct only when DSME-GTSCharacteristics Type subfield is 110. Otherwise, it indicates that Source device’s request for DSME-GTS information is fail.

	BeaconOrder
	Integer
	0-15
	The parameters of superframe structure stored by Connection Device. Also see 7.5.10.1.1 for the explanation.

	SuperframeOrder
	Integer
	0-15
	

	Multi-superframeOrder
	Integer
	0-15
	


7.1.20.3.5.3 Appropriate usage

The MLME-DSME-INFO.response primitive is generated by the next higher layer of a Destination device or a Connection Device and issued to its MLME in order to respond to the MLME-DSME-INFO.indication primitive. If MLME-DSME-INFO.response primitive is issued by the Destination device, the INFO parameter is set to 0x00 and parameters BeaconOrder, SuperframeOrder and Multi-superframeOrder will be ignored. If MLME-DSME-INFO.response primitive is issued by the Connection Device, the INFO parameter is set to 0x01 and parameters DSME-GTSCharacteristics and Timestamp will be ignored.
7.1.20.3.5.4 Effect on receipt

On receipt of the MLME-DSME-INFO.response primitive, the MLME generates a DSME information reply command.

7.2.4.2.1.14 DSME Information Request

The DSME Information Request Information Element is 1 bit in length and is formatted as shown in Figure 54uu and as described in 7.3.11.5.
	bit: 1

	Info Type


Figure 54uu – DSME Information request Information Element
7.2.4.2.1.15 DSME Information Reply

The DSME Information reply Information Element varies in length and is formatted as shown in Figure 54u and as described in 7.3.11.6.
	bit: 1
	Octets: 3
	Variable
	bit: 4
	4
	4

	Info Type
	Timestamp
	DSME Characteristics
	Beacon Order
	Superframe Order
	Multi-Superframe Order


Figure 54u—DSME Information reply Information Element

7.3.11.5 DSME information request command

The DSME information request command is used by  the device that is requesting the timestamp and the DSME-GTS parameters or the superframe structure parameters.

The DSME information request command shall be formatted as illustrated in Figure 65o.

This command is mandatory for DSME-devices.
	Octets: (see 7.2.2.4.1)
	1
	bit: 1

	MHR fields
	Command Frame Identifier (see Table 82)
	Info Type


Figure 65o - DSME information request command format

The Destination Addressing Mode and the Source Addressing Mode subfields of the Frame Control field shall both be set to three (i.e., 64-bit extended addressing).

The Frame Pending subfield of the Frame Control field shall be set to zero and ignored upon reception, and the Acknowledgment Request subfield of the Frame Control field shall be set to one.

The Source PAN Identifier subfield shall contain the value of macPANId, and the Source Address subfield shall contain the value of macShortAddress.

The Destination PAN Identifier subfield shall contain the identifier of the PAN to which to request for DSME information, and the Destination Address subfield shall contain the address of the Destination device or the Connection Device to which the DSME information request command frame is being sent. The Info Type subfield shall be set to 0 if DSME-GTSCharacteristics and timestamp are being requested, or 1 if superframe structure parameters are being requested.
7.3.11.6 DSME information reply command

The DSME information reply command frame is used by a destination device that is replying the timestamp and the DSME-GTS information to the source device, or a Connection Device that is replying the superframe structure parameters.

The DSME information reply command frame shall be formatted as illustrated in Figure 65p.

This command is mandatory for DSME-devices.
	Octets: (see 7.2.2.4.1)
	1
	bit: 1
	3
	variable
	bit: 4
	4
	4

	MHR fields
	Command Frame Identifier (see Table 82)
	Info Type
	Timestamp
	DSME-GTSCharacteristics (see 7.3.11.4.3)
	Beacon Order
	Superframe Order
	Multi-superframe Order


Figure 65p - DSME information reply command format

The Destination Addressing Mode and the Source Addressing Mode subfields of the Frame Control field shall both be set to three (i.e., 64-bit extended addressing).

The Frame Pending subfield of the Frame Control field shall be set to zero and ignored upon reception, and the Acknowledgment Request subfield of the Frame Control field shall be set to one.

The Source PAN Identifier subfield shall contain the value of macPANId, and the Source Address subfield shall contain the value of macShortAddress.

The Destination PAN Identifier subfield shall contain the identifier of the PAN to which to reply the DSME information, and the Destination Address subfield shall contain the address of the requesting device. If Info Type subfield is set to 0, subfields Beacon Order, Superframe Order and Multi-superframe Order will be ignored and DSME-GTSCharacteristics field is correct only when DSME-GTSCharacteristics Type subfield is 110. If Info Type subfield is set to 1, subfields Timestamp and DSME-GTSCharacteristics will be ignored.
· Contribution from Wun-Cheol
CID#27:

Common channel hopping is not a consideration for DSME channel diversity scheme. There are several reasons for this. 
What I suggest is that the commenter may propose the common channel hopping mechanism to DSME group. If DSME members agree to include the scheme, the commenter shall provide the draft material of this scheme in WORD format so as to be incorporated in the next draft without much effort to the editor.
CID#108: (Change Aip to A)

Accept the proposed change.
CID#225: 

· In page 24 at line 20, 
Remove the parameter ChannelSequenceRequest. 
CID#241: 

The sub-clause 7.2.4.2.1.9 shall be removed in the next draft.

CID#297: (Change Aip to A)
· In page 21 at line 16, 
Insert the parameter HoppingSequenceID for the primitive MLME-ASSOCIATE.request.
· In page 22 at line 12, 
Insert the following parameter in Table 47:

	Name
	Type
	Valid Range
	Description

	HoppingsequenceID
	Integer
	0x00-0x0f
	Indicate the ID of channel hopping sequence in use:

0x00: a default hopping sequence

0x01: a hopping sequence generated by PAN coordinator

0x02-0x0f: a hopping sequence set by NHL

If a coordinator receives an association request command with HoppingSequenceID of 1, it replies channel hopping sequence in an association response command. 


CID#298: (Change Aip to A)
· In page 23 at line 10, 
Insert the parameter HoppingSequenceID for the primitive MLME-ASSOCIATE.indication.
· In page 24 at line 1, 
Insert the following parameter in Table 48:

	Name
	Type
	Valid Range
	Description

	HoppingsequenceID
	Integer
	0x00-0x0f
	Indicate the ID of channel hopping sequence in use:

0x00: a default hopping sequence

0x01: a hopping sequence generated by PAN coordinator

0x02-0x0f: a hopping sequence set by NHL

If a coordinator receives an association request command with HoppingSequenceID of 1, it replies channel hopping sequence in an association response command. 


CID#306: (Change Aip to A)

On page 108,
 Change Figure 65g with the following one:

	Octets: 
	1
	1
	1
	1

	MHR fields
	Command Frame Identifier

(See Table 82)
	Capability 

Information
	HoppingSequenceID
	ChannelOffset


CID#322: (Change Aip to A)
In page 98, at line 27, 
Add the following sentence at the end of the line:

 “For DSME-enabled PAN, BSN shall be present.”

CID#323: (Change Aip to A)
In page 98, at line 22, 
Add the following sentence at the end of the line:

 “For DSME-enabled PAN, the length of Frame Control field is fixed to 2 octets.”
CID#328: (Change Aip to A)
In page 164, at line 5, 
Add the following sentence at the end of the line:

 “Tx device shall switch channel to Rx's channel to send a data frame. If Rx device receives the data frame successfully, Rx sends an ACK frame to the Tx device on the same channel.”

CID#461:

Refer to the proposed resolution for CID#328.
CID#462: (Change Aip to A)

DSME shall use the enhanced beacon frame type. DSME beacon frame structure is defined in Figure 54.r of 7.2.4.2.1.8. 
CID#610:
The sub-clause 7.2.2.6.2.1 shall be removed in the next draft.

CID#611: (Change Aip to R)
This comment should be Rejected, since it is wrongly referring to RFID multipurpose frame, which is defined properly.

CID#47:
Refer to the proposed resolution for CID#225
CID#50:
The parameter name DCHDescriptor is changed to HoppingDescriptor.
Thus, the followings shall be changed.
· On page 33, at line 21, 
Change DCHDescriptor to HoppingDescriptor.
· In Table 72 on page 34, 
Change the description of DCHDescriptor with the following one:
	Name
	Type
	Valid Range
	Description

	HoppingDescriptor
	HoppingDescriptor Value
	See Table 72a.
	Specifies the channel hopping information for DSME-enabled PAN.


· On page 35, at line 2,
Change the caption of Table 72a with the following one:
“Table 72a – Elements of HoppingDescriptor”

· On page 176 (7.5.10.14), at line 13, 
Change the sentence 
“.. shall update the values of DCHDescriptor with the values of the DCHDescriptor parameter.”
with the following one:
“.. shall update the values of HoppingDescriptor with the HoppingDescriptor parameter.”

CID# 843:
Refer to the proposed resolution for CID#225.
CID# 329:
· In Table 72a at line 2 on page 35,
Replace the row for the element SequenceID with the following one:
	Name
	Type
	Valid Range
	Description

	HoppingSequenceID
	Integer
	0x00-0x0f
	Indicate the ID of channel hopping sequence in use:

0x00: a default hopping sequence

0x01: a hopping sequence generated by PAN coordinator

0x02-0x0f: a hopping sequence set by NHL

If a coordinator receives an association request command with HoppingSequenceID of 1, it replies channel hopping sequence in an association response command. 


CID#296: (Change Aip to A)

Jargon changes
1. SequenceID to HoppingSequenceID
· In Table 49 at line 6 on page 25, 
Change the Description for the parameter ChannelHoppingSequenceLength with the following one:
“Specifies the length of HoppingSequence. This parameter shall be set to zero when the value of macHoppingSequenceID is other than ‘1’.”

· In Table 50 at line 1 on page 27, 
Change the Description for the parameter ChannelHoppingSequenceLength with the following one:
“Specifies the length of HoppingSequence. This parameter shall be set to zero when the value of macHoppingSequenceID is other than ‘1’.”

· In Table 72a at line 2 on page 35, 
Change the Description for the parameter ChannelHoppingSequence with the following one:
“Specifies the sequence of logical channel numbers, which is set by NHL. PAN coordinator may select the sequence to use when it establishes a PAN. In such case, the HoppingSequenceID shall be set to 1.”

· On page 109, at line 18,
Replace the sentence
“When the value of SequenceID is other than one, …”

with the following one:
“When macHoppingSequenceID is other than one, …”
2. ChannelHoppingSequence to HoppingSequence &
 ChannelHoppingSequenceLength to HoppingSequenceLength
· In Table 47 at line 12 on page 22,
Change the Description for the parameter ChannelOffset with the following one:
“Specifies the offset value of HoppingSequence.”

· In Table 48 at line 1 on page 24,
Change the Description for the parameter ChannelOffset with the following one:
“Specifies the offset value of HoppingSequence.”

· At line 1 and line 2 on page 25, 
Change the name of the parameters
ChannelHoppingSequenceLength and ChannelHoppingSequence
to
HoppingSequenceLength and HoppingSequence.
· In Table 49 at line 6 on page 25, 
Change the Description for the parameter ChannelOffset with the following one:
“Specifies the offset value of HoppingSequence.”
· In Table 49 at line 6 on page 25, 
Change the name of the parameters
ChannelHoppingSequenceLength and ChannelHoppingSequence
to
HoppingSequenceLength and HoppingSequence.
· In Table 49 at line 6 on page 25, 
Change the Description for the parameter ChannelHoppingSequence with the following one:
“Specifies the sequence of logical channel numbers which is set by NHL. This parameter shall be present only if macHoppingSequenceLength is non-zero.”

· At line 15 and line 16 on page 26, 
Change the name of the parameters
ChannelHoppingSequenceLength and ChannelHoppingSequence
to
HoppingSequenceLength and HoppingSequence.
· In Table 50 at line 1 on page 27, 
Change the Description for the parameter ChannelOffset with the following one:
“Specifies the offset value of HoppingSequence.”

· In Table 50 at line 1 on page 27, 
Change the name of the parameters
ChannelHoppingSequenceLength and ChannelHoppingSequence
to
HoppingSequenceLength and HoppingSequence.
· In Table 50 at line 1 on page 27, 
Change the Description for the parameter ChannelHoppingSequence with the following one:
“Specifies the sequence of logical channel numbers which is set by NHL. This parameter shall be present only if macHoppingSequenceLength is non-zero.”

· In Table 72a at line 2 on page 35,
Change the Valid Range of the element ChannelHoppingSequence with the following one:
“0x0000-0x01ff for each channel”

· In Table 72a at line 2 on page 35,
Change the name of the elements
ChannelHoppingSequenceLength and ChannelHoppingSequence
to
HoppingSequenceLength and HoppingSequence.
· In Table 72a at line 2 on page 35,
Change the Description for the element ChannelHoppingSequenceLength with the following one:
“Specifies the length of HoppingSequence. This element shall be set to zero when the value of macHoppingSequenceID is other than ‘1’.”

· In Table 72a at line 2 on page 35, 
Change the Description for the element ChannelOffset with the following one:
“Specifies the offset value of HoppingSequence.”

· In Table 86h, at line 1 on page 130,
Change the Description for the attributes macHoppingSequence with the following one:
“Sequence of logical channel numbers, which is set by NHL.”
· In Table 86h, at line 1 on page 130,
Change the Description for the attributes macChannelOffset with the following one:
“Offset value of HoppingSequece in use”
· Replace the Figure 54t on page 95 with the following one:
	Octets:
2
	1
	2
	Variable

	Short Address
	Association
Status
	Hopping Sequence Length
	Hopping Sequence


· Replace the Figure 65h on page 109 with the following one:
	Octets:
	1
	2
	1
	1
	Variable

	MHR fields
	Command Frame Identifier
(See Table 82)
	Short Address
	Association Status
	Hopping Sequence Length
	Hopping Sequence


· Change the title of sub-clauses 7.3.11.3.5 and 7.3.11.3.6 with the followings:
“7.3.11.3.5 Hopping Sequence Length field”

and
“7.3.11.3.6 Hopping Sequence field”.
· At line 16 on page 109,
Change the whole paragraph of 7.3.11.3.5 with the following one:
“The Channel Hopping Sequence Length field is 2 octets in length and shall specify the length of the channel hopping sequence used in the PAN if the PAN runs in both beacon-enabled mode and Channel Hopping mode, i.e., ChannelDiversityMode of 1. When the value of HoppingSequenceID is other than one, this field shall be set to zero. HoppingSequence field shall be present only if the value of Hopping Sequence Length field is not zero.”
· At line 22 on page 109,
Change the whole paragraph of 7.3.11.3.6 with the following one:
“The size of the Hopping Sequence subfield is defined by the Hopping Sequence Length subfield and the Hopping Sequence field specifies the channel hopping sequence used in the PAN, if the PAN runs in both beacon-enabled mode and Channel Hopping mode, i.e., ChannelDiversityMode of 1. This field shall be present only if the value of Hopping Sequence Length is not zero.”
CID#464: 

· Remove the Table 55 at line 25 on page 28
· In Table 55a on page 29,
1. Change the Valid Range of DSMESuperframeSpecification to the following one:
“See 7.2.4.2.1.8.1”
2. Change the Valid Range of ChannelHoppingSpecification to the following one:
“See 7.2.4.2.1.8.2”
3. Change the Valid Range of TimeSynchronizationSpecification to the following one:
“See 7.2.4.2.1.8.3”
4. Change the Valid Range of BeaconBitmap to the following one:
“See 7.2.4.2.1.8.4”
· At line 15 on page 94,
Remove the sentence “See 7.2.2.5 for details on subfields.”

· Insert the following sub-clauses after the sub-clause 7.2.4.2.1.8 on page 94: 
(Note that all the cross reference numbered as ?? should be corrected at the final step.)
7.2.4.2.1.8.1 DSME Superframe Specification field
The DSME Superframe Specification field shall be formatted as illustrated in Figure 54.ra
	bits:
0-3
	4
	5
	6
	7-22
	23-30
	31
	32-34
	variable

	Multi-superframe Order (MO)
	CAP Reduction Flag
	Embedded CAP/CFP Flag
	ChannelDiversityMode
	CAP Index
	Number of Subslots
	GACK Flag
	ECFP Start Slot Length
	ECFP Start Slot


Figure 54.ra—Format of the DSME Superframe Specification field

The Multi-superframe Order subfield is 4 bits in length and shall specify the length of time during which a group of superframes that is considered as one multi-superframe is active (i.e. receiver enabled), including the beacon frame transmission time. See 7.???? for an explanation of the relationship between the Multi-superframe Order and the multi-superframe duration.

The CAP Reduction Flag subfield is 1 bit in length and shall be set to one if the CAP reduction is enabled. Otherwise, the CAP Reduction Flag subfield shall be set to zero.

The Embedded CAP/CFP Flag subfield is 1 bit in length, and shall be set to zero if the Embedded CAP is used (see 7.???). The Embedded CAP/CFP Flag bit shall be set to zero if the Embedded CFP is used (see 7.??).
The Channel Diversity mode subfield is 1 bit in length and shall indicate the type of channel diversity. If this value is ‘0’, DSME runs on channel adaptation mode. If this value is ‘1’, DSME runs on channel hopping mode. If this subfield is ‘0’, the following Channel Hopping Specification field is not present.
The CAP Index subfield is 2 octets in length and shall specify the number of superframes before the next CAP begins. This subfield is valid only if the CAP Reduction Flag subfield is set to one.

The Number of Sub-slots subfield is 8 bits in length and shall specify the number of sub-slots which are divided within a slot. This subfield is valid only if the Embedded CAP/CFP Flag subfield is set to zero.

The GACK Flag subfield is 1 bit in length and shall indicate whether the transmitting device is using DSME multi-frame structure with group acknowledgement mechanism. If the GACK Flag subfield is set to ‘1’, the superframe of the transmitting device shall be using group acknowledge mechanism, and have a structure as shown in Figure 73.??. If the GACK Flag subfield is set to ‘0’, the transmitting FFD can not support group acknowledgement mechanism, the superframe structure is shown as Figure 73.??, and the following ECFP Start subfield is not present.

The ECFP Start Slot Length subfield, see Figure 54.ra, is 3 bits in length and shall specify the length of the ECFP Start subfield.

The ECFP Start subfield shall specify the timeslot number of GACK frame transmitting (see 7.????), as the end of the CFP and start of the ECFP in the superframe structure as shown in Figure 73.??. The length of the ECFP Start subfield is variable and specified by the ECFP Start Length subfield. 

7.2.4.2.1.8.2 Channel Hopping Specification field

The Channel Hopping Specification field shall be formatted as illustrated in Figure 54.rb. 

	octets: 1
	1
	1
	1
	variable

	HoppingSequenceID
	PANCoordinatorBSN
	Channel Offset
	ChannelOffset Bitmap Length
	ChannelOffset Bitmap


Figure 54.rb— Format of the ChannelHoppingSpecification field

The HoppingSequenceID is 1 octet in length and indicate the ID of channel hopping sequence in use. HoppingSequenceID of 0 indicates that a default hopping sequence shall be used. HoppingSequenceID of 1 indicates that a hopping sequence generated by PAN coordinator shall be used. The other value of HoppingSequenceID denotes the sequence set by NHL shall be used. A device shall request a channel hopping sequence to its coordinator when it associates to a PAN, if HoppingSequenceID is 1. 

The Channel Hopping Specification field shall be present, if Channel Diversity Mode subfield in the DSME Superframe Specification field is set to ‘1’.
The PANCoordinatorBSN subfield is 1 octet in length and shall specify the beacon sequence number of a PAN coordinator.
The ChannelOffset subfield is 1 octet in length and shall specify the channel hopping offset value of the device. 

The ChannelOffsetBitmapLength subfield is 1 octet in length and shall specify the length of ChannelOffsetBitmap subfield. 

The ChannelOffsetBitmap subfield shall indicate the occupancy of channel hopping offset values among neighbor devices and be represented in bitmap. Each bit shall be set to '1', if the corresponding  channel hopping offset value is already occupied by the neighbor devices, otherwise it shall be set to '0' if the corresponding channel hopping value is not occupied. For instance, ChannelOffsetBitmap of 1100100..0 indicates that channel hopping offset values of 0, 1, and 4 are being used by neighbor devices. Note that the (i)th bit in the ChannelOffsetBitmap corresponds to (i-1)th channel offset value. The length of ChannelOffsetBitmap subfield is variable, which is defined by the values specified in ChannelOffsetBitmapLength subfield

Insert the following PIB in Table 86h
	Attribute
	Identifier
	Type
	Range
	Description
	Default

	macPANCoordinatorBSN
	
	Integer
	0x00-0xff
	The sequence number added

to the transmitted beacon

frame of a PAN coordinator
	-


7.2.4.2.1.8.3 Time Synchronization Specification field
The Time Synchronization Specification field is 9 octets in length and shall be formatted as illustrated in Figure 0.c.

	bits: 0
	1-7
	8-55
	56-71

	Deferred Beacon Flag
	Reserved
	Beacon Timestamp
	Beacon Timestamp offset


Figure 0.c—Format of the Time Synchronization Specification field

The Deferred Beacon Flag subfield is 1 bit in length and shall be set to one if the device uses CCA before transmitting beacon frame, otherwise the bit shall be set to zero if the device shall not use CCA before transmitting beacon.

The Beacon Timestamp subfield is 6 octets in length and shall specifies the time of beacon transmission in unit of 1us for time synchronization. Its value is the start time of beacon slot. 
The beacon timestamp offset subfield is 2 bytes in length and specifies that the different time between the reference start time of each beacon slot and the actual time transmitted beacon. It is used for getting more précised beacon transmitted time.
7.2.4.2.1.8.4 Beacon Bitmap field
The Beacon Bitmap field shall be formatted as illustrated in Figure 54.rd.

	octets: 2
	variable

	SD Index
	SD Bitmap


Figure 54.rd—Format of the Beacon Bitmap field

The SD Index subfield is 2 octets in length and specifies the Superframe Duration (SD) bank number that is allocated to the Source device of the beacon. 

The SD Bitmap subfield is 2(BO-SO) bits in length and shall indicate the beacon frame allocation information of neighbor nodes. This subfield is expressed in bitmap format which orderly represents the schedule of beacons, with corresponding bit shall be set to one if a beacon of neighbor nodes is allocated in that SD.
CID#546, 547: (Proposed to change AiP to R)
Reason for Reject:
7.5.1a explains how hopping sequence can be generated in terms of HoppingSequenceID. When HoppingSequenceID is 0, devices are advised to generate default hopping sequence denoted in 7.5.1a. Other than this value 0, optional mode shall use its own method to generate hopping sequence. 
In DSME hopping mode, hopping sequences are set by NHL. Hopping sequence may be generated algorithmically. However, it is NHL’s responsibility to generate the sequence. MAC does not specify how to generate it except for the default hopping sequence. 
As stated in Table 49 and 50, the parameter HoppingSequence shall be present only if HoppingSequenceID is 1. When HoppingSequenceID is 1, hopping sequence is generated by a PAN coordinator. This hopping sequence information shall be shared when a node device associates a PAN. A node device shall be informed the hopping sequence upon the receipt of ASSOCIATE response command. And MAC shall set the hopping sequence using MLME-ASSOCIATE.confirm primitive set by NHL.
If HoppingSequenceID is other than 1, hopping sequence is set by NHL when MLME issues MLME-START.request. (See Table 72a.)
CID#596:
See the proposed resolution for CID#464
CID#458:
See the proposed resolution for CID#314.
CID#484:
At 11 on page 163 (7.5.10.1.4)
Replace the sentence with the following:
“In channel hopping mode (i.e., ChannelDiversityMode is set to ‘1’), each DSME-GTS hops over predefined frequency channels to receive Data frames.”

CID#314:
See the proposed resolution for CID#464.
CID#626:
See the proposed resolution for CID#296.
CID#640:
In Table 86h on page 129,
· Remove the Attribute macHoppingSequence.
At line 6 on page 164,
· Replace the equation and the following paragraph as follows:
“Channel number C at the given DSME-GTS timeslot i in SDIndex j, shall be determined as:

C(i) = macHoppingSequenceList[(j*l+i+macChannelOffset+BSN) % macHoppingSequenceLength]
where l is 7 if macCAPReductionFlag is False and 15 if macCAPReductionFlag is TRUE,  macHoppingSequenceList[j] represents the (j)th channel number in macHoppingSequenceList, macChannelOffset is the channel offset value of the receiver device, macHoppingSequenceLength is the length of channel hopping sequence and BSN is a beacon sequence number of a PAN coordinator.”
· Also, remove line 13 and 14.
CID#317:
In Table 86h on page 129,
· Replace the Description of macChannelDiversityMode with the following:
“Indicates the type of channel diversity mode:
 0x00 = Channel Adaptation
 0x01 = Channel Hopping
 This value is not valid for a non-beacon enabled PAN.”

· Replace the Range of macDSMESAB with the following:
“See Figure 65m and Figure 65n in sub-clause 7.3.11.4.5.”

· Replace the Range of macSDBitmap with the following:
“See Figure 54.rd”
· Replace the Type of macChannelStatus with the following:
“List of LinkStatus entries (see Figure 65t)”

· Replace the Range of macChannelStatus with the following:
“See Figure 65t”

CID# 85:
Replace Figure M.2 with the following one:
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Figure M.2 – Illustration of channel hopping in (a) MAC (b) PHY Layer

· Contribution from Chang-Sub
< CID#492 >
The coordinator tries to track its neighbor’s beacon frame during every BI. So a device that lost beacon frame can update beacon information in next time.
< CID#493 >
In page 175, at line 25 ~ 34.
Replace the sentence at line 25~34 with the following sentence:

“The effect of collision is inevitable in multiple devices scenario, where more than one device try to use the same channel at the same time. In the case of collision, the device that can detect the collision of beacon frame tries to send a DSME-Beacon collision notification command to its neighbor devices. On receipt DSME-Beacon collision notification command, the device stops to send its beacon frame and seeks unused beacon slot by listening its neighbor’s beacon frame during BI. If the device finds unused beacon slot, it immediately sends to DSME-Beacon allocation command frame to its neighbor device. 
In order to avoid beacon collision problem, a device set macDeferredBeaconUsed value to be TRUE. When the device notice macDeferredBeaconUsed value to be TRUE then it knows that coordinator uses CCA for transmitting its beacon. In that case, the device has to use Beacon Timestamp offset for delayed beacon timestamp.”
Add Figure73m (refer visio file) at the line 35
Change the sub clause 7.2.5.2.2.8 with the following sentence.
“7.2.5.2.2.8 Time Synchronization Specification field
The Time Synchronization Specification field is 9 octets in length and shall be formatted as illustrated in Figure 0.c.

	bits: 0
	1-7
	8-55
	56-71

	Deferred Beacon Flag
	Reserved
	Beacon Timestamp
	Beacon Timestamp offset


Figure 0.d—Format of the Time Synchronization Specification field

The Deferred Beacon Flag subfield is 1 bit in length and shall be set to one if the device uses CCA before transmitting beacon frame, otherwise the bit shall be set to zero if the device shall not use CCA before transmitting beacon.
The Beacon Timestamp subfield is 6 octets in length and shall specifies the time of beacon transmission in unit of 1us for time synchronization. Its value is the start time of beacon slot. 
The beacon timestamp offset subfield is 2 bytes in length and specifies that the different time between the reference start time of each beacon slot and the actual time transmitted beacon. It is used for getting more précised beacon transmitted time.”
< CID#494 >
The granularity of time synchronization precision is already defined in beacon timestamp in unit of 1us for time synchronization.
In page 175, at line 33
Delete the following sentence
“ Thus perfect time synchronization becomes possible”

< CID#594 >
In page 27, at line 2
Add the following sentence
“7.1.3.4.3 Appropriate usage
On receipt of the association response command, the MLME of an unassociated device generates a DSME-Beacon allocation notification command frame. The command frame is sent to the neighbor devices to notify its beacon allocation information.”
In page 27, at line 4
Add the following sentence at the line 4
“ Figure 31.a illustrates a sequence of messages for DSME device association.”

Add Figure31a (refer visio file) at the line 4
< CID#595 >
Withdraw this comment.

< CID#604 >
In page 131
Insert the following PIB in Table 86h
	Attribute
	Identifier
	Type
	Range
	Description
	Default

	macNeighborInformationTable
	
	List of Neighbor Information entries (see Table 86i)
	-
	A table of the neighbor device’s information entires
	Null


Add the following Table86i
Table 86i – Elements of NeighborInformation
	Attribute
	Type
	Range
	Description

	ShortAddress
	Integer
	0x0000-0xffff
	The 16-bit address of the neighbor device.

	ExtendedAddress
	IEEE address
	An extended 64-bit IEEE address
	The 64-bit(IEEE) address of the neighbor device.

	SDIndex
	Integer
	0x0000-0xffff
	The allocating SD index number for beacon frame

	ChannelOffset
	Integer
	0x00-0xff
	The offset value of ChannelHoppingSequence.

	TrackBeacon
	Boolean
	TRUE or FALSE
	TRUE if the MLME is to track all future beacons of the neighbor device. FALSE if the MLME is not to track beacon of the neighbor device.
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