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4. Acronyms and abbreviations, abbreviations, and symbols

3. Definitions
Instruction to editor: Include the following text in Clause 3

3.1. Association: The service used to establish membership for a device in a wireless personal-area network base on visible-light communications.
3.2. Authentication tag: Information that allows the verification of authenticity of a message.
3.3. Block cipher: A cryptographic function that operates on strings of fixed size.
3.4. Block size: The size, in bits, of the strings on which a block cipher operates.

3.5. Contention access period (CAP): The period of time immediately following a beacon frame during which devices wishing to transmit will compete for channel access using a slotted carrier sense multiple access with collision avoidance (CSMA-CA) mechanism.
3.6. Coordinator: A device capable of relaying messages. If a coordinator is the principal controller of a personal area network (PAN), it is called the coordinator.

3.7. Color stabilization: A control loop for the stabilization of the color emitted by color-shift-keying (CSK) transmitters.
3.8. Device: Any entity containing an implementation of the IEEE 802.15.7 medium access control (MAC) and physical interface to the wireless medium.

3.9. Dimming: Reducing the radiant power of a transmitter while preserving the color of the transmitted light.
3.10. Encryption: The transformation of a message into a new representation so that privileged information is required to recover the original representation.

3.11. Frame: The format of aggregated bits from a medium access control (MAC) sublayer entity that are transmitted together in time.
3.12. Flicker: Variation of the radiant optical power that results in a (detrimental) physiological (human) response.
3.13. Group key: A key that is known only to a set of devices.
3.14. Idle pattern: Symbol patterns transmitted in visibility frames.
3.15. Key: Privileged information that may be used, for example, to protect information from disclosure to, and/or undetectable modification by, parties that do not have access to this privileged information.

3.16. Keying material: The combination of a key and associated security information (e.g., a nonce value).

3.17. Key sharing group: A set of devices that share a key.

3.18. Local clock: The symbol clock internal to a device.

3.19. Link key: A secret key that is shared between precisely two devices.

3.20. Mobile device: A device whose logical location in the network may change during use.

3.21. Nonce: A non-repeating value, such as an increasing counter, a sufficiently long random string, or a time stamp.

3.22. Packet: The formatted, aggregated bits that are transmitted together in time across the physical medium.
3.23. Payload: The contents of a data message that is being transmitted.

3.24. Personal area network (PAN) coordinator: A coordinator that is the principal controller of a PAN. An IEEE 802.15.7 network has exactly one PAN coordinator.

3.25. Personal operating space (POS): The space about a person or object that is typically about 10 m in all directions and envelops the person or object, whether stationary or in motion.

3.26. Protection: The combination of security services provided for in
3.27. formation in transit, such as confidentiality, data authenticity, and/or replay protection.

3.28. Security level: Indication of purported protection applied to information in transit.

3.29. Transaction: The exchange of related, consecutive frames between two peer medium access control (MAC) entities, required for a successful transmission of a MAC command or data frame.

3.30. Transaction queue: A list of the pending transactions, which are to be sent using indirect transmission, that are initiated by the medium access control (MAC) sublayer of a given coordinator. The transaction queue is maintained by the coordinator while the transactions are in progress, and its length is implementation-dependent but must be at least one.
3.31. Visibility frames: Frames sent when no other transactions take place. By so doing the device is still emitting light while not communicating, and it is thus able to fulfill its lighting function.
3.32. Visibility pattern: Symbol pattern that announces the state of, e.g., a device or the communication link, to the user via the color of the emitted light.
























PAGE  
1

