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IEEE 802.15 Interim Meeting – Session #58
IEEE 802.15.4f Active RFID System TG Session Minutes

Los Angeles, California 
January 2009
Tuesday 20, January 2009
PM1 Session

(First session of the TG4f)

Start time:  1:32

Review of anti-trust policy

Review of agenda

Approval of past minutes from Dallas

Election of Chair and Secretary

            Chair:  Michael McInnis, The Boeing Company by acclamation 

            Secretary:  George Cavage, iControl Inc. by acclamation

PAR review:  The PAR from the Study Group is the new baseline, starting document for the Task Group (TG)

It was confirmed that it’s well within the scope TG4f to define more than one PHY level protocol with appropriate MAC amendments supporting those PHY’s  TG4f can be considered “PHY agnostics”

Question arose:  Why update the PHY (based on required attributes) – no one PHY meets all requirements (application requirements identified and listed as bullets on the PAR document)

Examples included:  

1. More specific ranging capability 
2. Current channels are 4MHz wide.  More narrow channels supports less interference 
3. High density reads 
TG4f is an amendment to the existing 802.15.4 revision 2006 standard

As a sidebar, there could be an annex created that identifies multiple PHY’s based on use

From an applications perspective, it was noted that:

The PAR bullets are not consistent with one another and should potentially be grouped together for an appropriate PHY

Multiple PHY’s could mean multiple radio’s present on the board

RFID identified:  RFID generally means identification of a serial number and not much more – although general purpose RFID encompasses sensors, general telemetry, etc.  

The focus of TG4f is not a communications standard. 

The group was encouraged to review the TG4e submitted documents to understand what MAC enhancements have been proposed and provide an idea of the direction the MAC is taking

The group was encouraged to review the existing 802.15.4 and 4a standards

Review of the draft timeline:  the same timeline as the TG4g group was used.  TG4f starting point (Jan 09).  Completion of standard is Q111.  It was recommend we add a second re-circulation at the very end (before the final re-circ sponsor ballot)

Starting request:  A review of applications supporting the scope (PAR) document.  

To obtain additional participation, it was recommended to put the appropriate reference docs out for public review.

There was a review of PHY characteristics parameters for Smart Utility Networks (SUN)

Key points:

            Identify key characteristics of the PHY and use that for the proposal – requires consensus

            Identify PHY parameters specifically with performance criteria that support each required application

Question arose:  should we be use case driven to drive PHY requirements – answer:  yes but within IEEE it is called starting with ‘applications’

Regulations also need to be considered when building the PHY’s

Applications aside, it’s important to look forward to ensure the standard supports future, non-identified applications

Lastly it was recommended to review channel models based on application and to review existing channel models where applicable.  TG4a did a considerable amount of channel models and may be the place to leverage existing work.  

Steve Childress (under contract to SPAWAR from SAIC) and Chris Yerkes presented:  

Intermodal shipping containers, communications for intrusion reports and cargo status

            Topic

            Empirical RF measurements

            Mesh network goals

            Desire to collaborate

Sponsored by DHS S&T

Charter:  defining and validating standardization for secure worldwide interoperable communications for advanced intrusion detectors.  Wireless and secure application layer messaging enabling dual use security and new commercial services (gov’t not buying them, ocean carriers are):  Where defined with radio – not GPS

Highlights (PowerPoint to be posted to the website):

Dual use communications required:

Bi directional and infrequent small message

Use for yrs – long battery life

Highly inter-operable used all over the globe

High node density

Message latency:  seconds is OK

Location:  implicit from location of access device (no RTLS)

End to end encryption via application data, not networks

Mutual authentication, anti-rogue device and rogue data center

No reliance on transport networks security (global communications)

End to end via ‘dumb’ layer 2 bridges, e.g. 15.4 to UDP

Reliable datagrams, when needed, via application messaging

Global routing via cellular like registries (later: 6LoWPAN) – good enough:  last known access node’s IP

Decisions

2.4GHz international

RF regulatory:  10mW EIRP

Short term:  Star Topology, connectivity only at portals – slow alarm delivery time

Need:  mesh, persistent connectivity = near real-time surveillance low alarm delivery delay; better cargo health monitoring (for ACSD)

MAC/PHY:  15.4 / battery life determinate:  network discovery (nomadic nodes)

? 15.4e w/time-synchronized MAC for battery powered routers + RF impairments-driven mesh routing

Assessments work:

Multipath and non line of sight diffraction in dense container situation / is meshing needed

Worst case:  large allies between containers / creates strongest multi-path

Non line of sight range much better than expected (possibly due to diffraction effects)

Test results:  better RSSI than expected:  probably can mesh to adjacent containers / varies by container type 

Desire:  Standards – RF influenced simple mesh routing

Mesh paradox:  ‘start-up’ initially meshes are sparse

Consider logistics vertical’s use cases (logistics vertical)

            Nomadic mesh nodes

            High node density (containers, detached trailers)

            International EIRP limit

Looking for a mesh standard to call out to vendors:  note 802.15.5 can be referenced

Meeting recessed:  3:27

Tuesday, 20 January 2009
PM2 Session

Start time:  4:01

Created the “call for applications” document based on an existing CFA (call for applications) request document [doc posted - title:  call for applications TG4f; doc number:  15-09-0059-00-004f]

Call for applications request will be released Jan 21, 2009

Notice of intent to submit:  Feb 27, 2009

The closing date will be March 8, 2009

Application documents will be heard during the next meeting of the IEEE 802 in Vancouver, BC, Canada

Meeting recessed 5:22pm

Wednesday, 21 January 2009
PM1 Session

Start Time 1:32pm

Reviewed agenda

Reviewed and updated CFA document

            Further refined Active RFID definition

Document 802.15.4-09/0059r2 to be posted and sent out to the reflector

Posted Boeing application doc:  15-09-0074-00-004f

Meeting recessed:  3:11 

Wednesday, 21 January 2009

PM2 Session

Start Time:  4:00

Frank Whetten from Boeing presented application:  

Abstract

A new class of sensor and control systems, using the harvesting of ambient energy to power the system is becoming increasingly technologically mature.

The current market environment for these sensor and control systems is that of proprietary protocol stacks, which intrinsically curtails interoperability

A robust standardized protocol stack, designed around extremely low power devices is needed

Identified energy harvesting power generation and utilization

Need for sensor applications:  

            Structural health monitoring (sensor sniffs for metal ions and sends message)

            Flight test (acceleration, strain)

            Thermoelectric stringer clips (power harvesting between temperatures inside the plane vs. outside temperature)

            Corrosion Issues (would like self-powered wireless sensors)

                        Vibration harvesting (challenges)

            Passenger service systems (could reduce the amount of wire considerably if these systems were wireless)

                        Finger powered wireless passenger control units

            787 dimmable windows

Proposed wireless architecture:  hybrid star/mesh sensor network for ultra-low power sensors (probably an 802 system)

Requirements:

            Very low energy requirements

            Layer 1 and 2 security (ensures only authorized devices associate with wireless backbone network)

            Minimal “keep-alive” network traffic required

            Frame length sufficient for adequate reports

Frequency independent (highly desired)

Discussion on how to get the CFA out beyond the IEEE; press, trade journals

Discussion:  New PHY type is not defined.  Recommended that the PHY remains simple and relatively quick to deploy – probably based on existing protocol

Noted that PHY change may change the MAC – which is acceptable

Motion to adjourn:  Art Astrin, Astrin Consulting

Second: Adrian Jennings, Time Domain Inc.
Meeting adjourned:  5:28
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