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IEEE802.11WNG met for one session (AM1 on Tuesday).  They heard 3 contributions.

1. Segregated Data Services 11-08-0114-02-0wng-segregated-data-services.ppt

An 802.11 network frequently handles different communities that need separate services. The need varies from distinguishing between “visitors” and “residents” in a home network to much stronger and more complex requirements in enterprise, municipal, and other systems.  The presentation provided scenarios and requirement areas for adding segregated data services to IEEE 802.11.

· Work Done or in Process

1. Advertising and Providing Connection to Services

· TGu/TGv adding facilities supporting multiple SSIDs/BSSIDs

2. Transit Frame Labelling

· Just use the 802.1 C-tag

· New Work

1. Mapping of Services and VLANs

· At APs and Mesh Points

2. Security

· Tunnelling a frame through nodes not fully trusted by the end points.

· Edge to Edge security.

The consensus of the committee was to instruct the presenter to provide more supporting material in July before acting on any associated motion.

2. Facilitating Power Line Communication PHYs 11-08-0613-01-0wng-facilitating-power-line-communication-phys.ppt

There exists several consumer and SOHO use cases where wireless communication cannot reach with sufficient bandwidth and it is impossible to pull new wiring.  One possible solution is powerline communication (PLC).  Powerline communication usefulness could be facilitated by combining an 802.11 MAC with a powerline PHY

· There is a need for reliable 20Mb/s communication across a home or small office.

· Home may be 100 feet end to end

· Home construction may block radio

· Households are buying their second HD TV; usually in master bedroom

· Some video codecs data rate is 20Mb/s; don’t want to have to transcode video

· Home may not allow new wiring to be pulled; historic buildings that cannot be modified, walls cannot be drilled, etc.

· May need 60Mb/s capacity to give a reliable 20Mb/s

· 802.11n at 100 feet does not approach 20Mb/s

· Current equipment tested capacity falls short

· 60GHz is essentially line of sight and effective only within a single room (UWB has same problem)

· Dramatic dropoff (to the fourth power) vs. distance

· Current regulatory limits on transmitted power coupled with Shannon’s limit show little promise for wireless solutions

· Wireless bridges essentially split total available bandwidth between uplink and downlink

· Powerline communication within home or small office is one possible solution

· Does not need any new wires to be pulled

· Throughput vs. distance is better than regulatory constrained wireless

Proposal …

· Add to the 802.11 Mac what few new interfaces and services are necessary to facilitate PLC PHYs

· Essentially create a “snap-in” interface for a PLC PHY

· Not necessary to actually define a non-wireless PHY in 802.11

The concensus of the group – via a strawpoll - was that this was worth pursuing, but no specific future action was specified.
3. Presence Information in Large Mesh Networks 11-08-0561-01-000s-presence-information-in-large-mesh-networks.ppt

Why do we need a Presence Service at Layer-2?

It provides upper layers with a means of communication with remote nodes, but no efficient means of knowing which nodes are reachable in the first place.  Presence Service should be implemented at Layer-2 because:

· It can make reactive routing protocols more efficient

· It does not break power-saving schemes at Layer-2

· Embedded/Thin devices (such as repeaters) that only implement Layer-2 will not break propagation of presence information

Presence Protocol Overview: A node receives presence beacons from its neighbors, eliminates duplicate information or information about itself, creates a new beacon that combines information the node already has with information it received and broadcasts a new beacon to its own neighbors.

No committee action.  This was an informative presentation with more follow-up information promised for July.
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