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CID 12, 119
Frame formats with OUI for FCSL identification
Need to change MAC SAP to inject the OUI, and protocol ID so that the FCSL can identify the protocol of the data in the frame and create a new frame type to indicate SNAP header is present.

Table 36

Add a row to table 36 –

Name: SNAP Header Present

Type: Boolean
Valid Range: TRUE, FALSE 
Description: TRUE indicates that a SNAP header is present at the beginning of the data payload.  
6.6.1 MAC-ASYNC-DATA.request

Add a parameter SNAPHeaderPresent to the MAC-ASYNC-DATA.request parameters.  

6.6.1.2 

Add: If the SNAPHeaderPresent parameter is TRUE, the MAC uses the Data Frame with SNAP Header frame type.  It is strongly recommended that all async data use the SNAPHeaderPresent TRUE option to avoid interoperability problems when different FCSLs exist in the same piconet.  
6.6.3 MAC-ASYNC-DATA.indication

Add a parameter SNAPHeaderPresent to the MAC-ASYNC-DATA.indication parameters.  

6.6.3.1 

Add: If the SNAPHeaderPresent is TRUE, the Data field includes a SNAP Header.  
6.6.4 MAC-ISOCH-DATA.request

Add a parameter SNAPHeaderPresent to the MAC-ISOCH-DATA.request parameters.  

6.6.4.2 

Add: If the SNAPHeaderPresent parameter is TRUE, the MAC uses the Data Frame with SNAP Header frame type.  
6.6.6 MAC-ISOCH-DATA.indication

Add a parameter SNAPHeaderPresent to the MAC-ISOCH-DATA.indication parameters.  

6.6.6.1 

Add: If the SNAPHeaderPresent is TRUE, the Data field includes a SNAP Header.  
Table 39 -  
Add a frame type value 101
Frame type description: Data frame with SNAP header

Subclause: 7.3.x

Change the reserved values to 102-111

Add Clause 7.3.5 Data Frame with SNAP Header
7.3.5.1 Non-Secure Data Frame with SNAP header
The Non-Secure Data Frame with SNAP header is identical to the non Secure Data Frame defined in Clause 7.3.4.1 as far as the MAC is concerned.  The only difference is that there is a SNAP header present in the data payload.  All non-secure data frames sent in stream zero should use the Data Frame with SNAP header so that the FCSL of the receiving DEV can identify the protocol of the received frame.  The inclusion of the SNAP header in non-secure frames sent in non-zero data frames is dependent on the FCSL.  
7.3.5.2 Secure Data Frame with SNAP header
The Secure Data Frame with SNAP header is identical to the non Secure Data Frame defined in Clause 7.3.4.2 as far as the MAC is concerned.  The only difference is that there is a SNAP header present in the data payload.  All secure data frames sent in stream zero should use the Data Frame with SNAP header so that the FCSL of the receiving DEV can identify the protocol of the received frame.  The inclusion of the SNAP header in secure frames sent in non-zero data frames is dependent on the FCSL.  
Annex A

A.1  Add the following paragraph:

Since 802.15.3 supports several different FCSLs, a mechanism is required to allow an FCSL to identify which received data frames are from an FCSL that it can communicate with.  For instance, a 1394 FCSL cannot correctly process a frame from an 802.2 FCSL.  If an 802.2 FCSL sends a broadcast frame without using frame with the SNAP header, a 1394 FCSL receiving this frame will have unpredictable consequences.  Once communication is established between FCSLs, streams can be identified as belonging to a particular FCSL and so SNAP headers are not necessary.  However, all asynchronous traffic (stream 0) should use the SNAP header frame format to avoid problems when multiple FCSLs exist in the same piconet.  
64/48 bit DEV ADDRESS
Add a new appendix:
Appendix x (Informative) 48 vs. 64 bit DEV Address

802.15.3 DEV addresses are 64 bits.  This allows for efficient use of OUI addressing space, but it causes problems for bridging between 802.15.3 and other IEEE 802 protocols that use 48 bit MAC addresses.  It is straight forward to calculate a 64 bit address from a 48 bit address.  The procedure for doing so is described in the IEEE  GUIDELINES FOR 64-BIT GLOBAL IDENTIFIER (EUI-64™) REGISTRATION AUTHORITY http://standards.ieee.org/regauth/oui/tutorials/EUI64.html
48 bit MAC addresses consist of a 24 bit OUI and a 24 bit extension identifier.  The process for generating a 64 bit address from a 48 bit address is put the two octets “FF FF” between the OUI and the 24 bit extension identifier.  Normally 64 bit MAC addresses should not be assigned with these octets set to “FF FF” to avoid ambiguity between 64 bit MAC addresses and 48 bit MAC addresses encapsulated in 64 bit addresses.  However, since the owner of an OUI is responsible for assigning 48 bit and 64 bit MAC addresses, the owner of the OUI can ensure that it does not assign a 48 bit MAC address to any device with the same 24 bit extension as a 64 bit address.  
In order for 802.15.3 DEV addresses to be assigned so that they allow bridging between 802.15.3 and other 802 protocols like 802.3 and 802.11, it is possible for vendors to assign 802.15.3 DEV addresses with the middle two octets set to “FF FF.”   The vendor can ensure uniqueness of the 48 bit version of these addresses by never assigning the same 24 bit extension field to both a 48 and 64 bit address.  This reduces the number of addresses that can be assigned with an OUI from 2^40 to 2^24.  While this is not the most efficient use of the OUI assignment, it allows for bridging between 802.15.3 and other 802. protocols like 802.3 and 802.11 while allowing for future use of 64 bit MAC addresses.  
Multicast vs. Group Address
802-2001 defines group addresses.  
Implied ACK
Remove the second bullet from 7.2.1.7.  Knut pointed out that the ACK policy cannot be implied ACK if the frame is not going back to the originator, but the implied NAK bit can be set if the FCS check failed.  

In response to the comment that the DTD bit normally be zero, Change 7.2.1.8 to say:

The Implied ACK DTD field may be set to one only if the ACK policy for the frame is Implied-ACK. The Implied ACK DTD field is set to one if the source DEV is allowing the destination DEV to respond with either a directed frame to a DEV other than the source DEV or an Imm-ACK as defined in 8.8.4. The Implied ACK DTD field shall be set to zero otherwise.

Add the following to 8.8.4 Implied ACK:
The use of implied ACK to make a CTA bi-directional does not allow a stream to become bi-directional.  Streams are still unidirectional.  Only the originating DEV can use the stream index assigned to the CTA.  Frames transmitted in the opposite direction in the CTA shall either use stream zero or a different non-zero stream ID.  

Figure 126a:
Modify to clarify that the data frame from originator to target is not the same data frame being sent from target to DEV3.  May also help to add SrcID and DestID to MSCs.

Add text:  In order to allow the free flow of TCP ACKs in the reverse direction, the owner of the CTA should continue to send empty frames to the target DEV(s) when it has noting to send.  

Add Text:  If the target DEV is going to respond with anything but an immediate ACK, it shall calculate the end of the CTA to determine if there is enough time to transmit the implied ACK response frame plus and ImmACK if required.  

Add text:  The originating DEV shall use a promiscuous mode for receiving the header of a frame sent in response to a data frame with ACK policy of Implied ACK so that it can determine if the original frame was received correctly by the target DEV.  
Add Text:  As in any CTA a DEV shall only transmit to a DEV that it knows is listening to the CTA  

Add text:  Implied ACK policy shall only be used in a CTA and never in the CAP.  
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