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Abstract
This document contains the minutes for the IEEE 802.11bi task group meeting that took place on 
1 September 2022 at 10:00 ET. 

Note: Highlighted text are action items. 
Q – proceeds a question
A - proceeds an answer
C - proceeds a comment
Yellow highlight - action point

Chair: Carol Ansley, Cox Communications
Secretary: Amelia Andersdotter, Comcast
Vice-chairs: Jerome Henry, Cisco; Stephen McCann, Huawei
Technical editor: Po-Kai Huang, Intel

Chair calls meeting to order at 10:02 ET.

Agenda slide deck: 11-22-1322r5:

1. Reminder to do attendance

2. Review of policies and procedures.
2.1. IEEE individual process slides were presented.

3. The chair mentioned the call for essential patents
3.1. No one responded to the call for essential patents

4. The chair covered the IEEE copyright and participation rules.
4.1. No questions

5. Discussion of agenda 11-22-1322r3 (slide #16)
5.1. Adoption of agenda 11-22-1322r5 slide #16 by unanimous consent (26 participants).

6. Administrative

6.1. Four slots planned for the September 2022 interim meeting. 

7. Presentations

7.1. Hashed SSID, 11-22-1383r0, Duncan Ho (Qualcomm)

This is a continuation of discussions under para. 7.2 as captured in 11-22-1444r0. 

Discussion:

C: I want to emphasize that hashing the SSID is not enough to provide a robust protection.
A: With the solution that was presented, the assumption was that there would be no hardware changes. It was just to demonstrate the feasibility of requirement 15 in the absence of hardware changes, but whether we seek not to have hardware changes is a separate question.
C: I would be more comfortable if we removed the word "easily" from "easily identifiable" in the last sentence of requirement 15.
C: I don't see the issue with the word "easily". We're not making it water-tight in either case, and maybe without this word it will be a bit too stringent.
C: We're introducing new AP operation modes to the market here, which are not legacy compatible. If we want to lower the bar on creating these new, non-backwards compatible BSS's so that we end up with non-future proof and easy-to-break systems, we'll just end up with early-day Wi-Fi encryption: difficult to use, and still bad. We should have a model that is future-proof and that we can build on. We don't want to have constant updates on the BSS model, so I'm in favour of getting rid of the word "easily" in requirement 15 and just get this over with.
Q: Are we doing privacy or security? I don't think these issues should be conflated. 
C: Privacy in some cases, especially when we touch on identification and authentication issues, does have an overlap with security. 
Chair: It does not seem like we can strawpoll requirement 15 at this time. I suggest we postpone further discussion on this requirement until later.

7.2. Mobile AP, 11-22-1382r0, Duncan Ho (Qualcomm)

The presentation covers the definition of a "mobile AP", requesting the "BPE" (BSS Privacy Enhanced) to be restricted to such AP.

Discussion:

C: I disagree that BPE enhancements would only be applicable to mobile APs. Employee networks, public safety networks and other networks that do not want to be discovered by big audiences may contain static APs. I think BPE functionality would be of benefit to these networks too.
C: Our current names are descriptive: CPE is the privacy of the client, BPE is the privacy of the BSS, namely the AP and the non-AP STA both. That means, for the BPE case, that both the AP and the non-AP STA benefit from the features we seek to bring. At least to me that suggests we shouldn't change this terminology at this time.
C: My interpretation here is that we're trying to figure out, for the spec text phase, where BPE text goes in the draft.
C: In this presentation, I'm not comfortable with implementation-specific information like whether something is battery-powered, or has 12V or some other electricity source. 
A: Just to clarify that this note is not meant for the spec, just for this presentation.
Q: I'm not sure we need two separate classes of APs? All APs can operate while mobile so that's a capability all APs have. Mobility should not be part of the definition. What sort of requirements necessitate these distinct AP classes? 
C: I agree that we don't need this distinction. We could define features and applications rather than the devices, or focus on the market place that we want to build devices for. Focus on the features we're trying to define, it's also something we've learned the hard way in TGmc and TGmd, where definitional topics took up a lot of time.
Chair: If there are additional comments, pass them in e-mail to the presenter. 

8. AoB
8.1. Chair reminds everyone that there is no teleconference on 8 September.
8.2. No other business.

9. Chair adjourned the meeting at 10:02 ET.
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